
3GPP TSG-RAN WG3 #106













         

  R3-197144
Reno, NV, USA, 18-22 November 2019
Agenda item:

31.3.3
Source:



Samsung


Title:
Inter-system direct forwarding with shared SgNB/gNB
Document for:

Discussion & Decision
1
Introduction

In RAN3#104 meeting, how to optimise the direct data forwarding when option 3x EN-DC co-exist with SA option 2 was discussed [1]. The scenario is that: For 4G to 5G handover, the target gNB is acting as SgNB in the source eNB side.  Then the data forwarding can be internal data forwarding within the gNB.

The issue was acknowledged. The solution needs to be further discussed.

This issue was briefly discussed again in last RAN3#105bis meeting. The concern is that the SgNB could identify the UE using implementation based method. After further check, this is not possible. This paper continued the discussion on this issue.    

2
Discussion

When the target gNB receives Handover Request message for a UE, the target gNB does not know it served the UE as a SgNB. Because the identity of the UE in the Handover Request message is AMF UE NGAP ID which is only unique over this NG interface. 
In [1], it is proposed to add the Source UP Transport Layer Information per E-RAB to the Source NG-RAN Node to Target NG-RAN Node Transparent Container in order to let the target gNB know the data forwarding could be internal data forwarding, therefore the target gNB doesn’t need to feedback the forwarding TLA(s) to the source (M)eNB in the Handover Request Acknowledge message.
An alternative solution is to transmit the S-NG-RAN node UE XnAP ID assigned by the SgNB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container. With the new IE “S-NG-RAN node UE XnAP ID”, the target gNB could identify the old resources used at source side (here E-RABs of source SgNB), therefore doesn’t need to feedback the forwarding TLA(s) to the source (M)eNB. 
Comparing the two solutions, the target gNB behaviour is simpler to find the old UE context with the S-NG-RAN node UE XnAP ID. The another solution doesn’t need to transmit a list of UP Transport Layer Information. Therefore, it is proposed to agree the alternative solution.
Proposal: Add the S-NG-RAN node UE XnAP ID to the Source NG-RAN to target NG-RAN transparent container to enable the 4g to 5g handover with “shared SgNB/gNB”.

The corresponding TP is provided below.
3
Reference:
[1] R3-192456, (TP for data forwarding BL CR for TS 38.413) Inter-system direct forwarding with shared SgNB/gNB
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8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration and associated security;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Context in the UE context and take it into use as defined in TS 33.501 [13].

Upon reception of the UE History Information IE, which is included within the Source to Target Transparent Container IE of the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon receiving the PDU Session Resource Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The target NG-RAN node shall report to the AMF in the HANDOVER REQUEST ACKNOWLEDGE message the result for each PDU session resource requested to be setup. In particular, for each PDU session resource successfully setup, it shall include the Handover Request Acknowledge Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flow Setup Response List IE.

-
The Data Forwarding Accepted IE if the data forwarding for the QoS flow is accepted.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flow Failed to Setup List IE.
-
The UP transport layer information to be used for the PDU session.

-
The security result associated to the PDU session.
For each PDU session resource which failed to be setup, the Handover Resource Allocation Unsuccessful Transfer IE shall be included in the HANDOVER REQUEST ACKNOWLEDGE message containing a cause value that should be precise enough to enable the SMF to know the reason for the unsuccessful establishment. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the Handover Request Acknowledge Transfer IE or Handover Resource Allocation Unsuccessful Transfer IE to the SMF associated with the concerned PDU session.
If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given PDU session within the Handover Request Transfer IE set to "data forwarding not possible", the target NG-RAN node may not include the DL Forwarding UP TNL Information IE and for intra-system handover the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE in the HANDOVER REQUEST ACKNOWLEDGE message for that PDU session.

In case of intra-system handover, if the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow for which the DL Forwarding IE is set to "DL forwarding proposed", it may include the DL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE as forwarding tunnel for the QoS flows listed in the QoS Flow Setup Response List IE of the HANDOVER REQUEST ACKNOWLEDGE message.

In case of intra-system handover, for each PDU session for which the Additional DL UP TNL Information for HO List IE is included in the Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message, the SMF shall consider the included Additional DL NG-U UP TNL Information IE as the downlink termination point for the associated flows indicated in the Additional QoS Flow Setup Response List IE for this PDU session split in different tunnels and shall consider the Additional DL Forwarding UP TNL Information IE, if included, as the forwarding tunnel associated to these QoS flows.
In case of intra-system handover, if the target NG-RAN node accepts the data forwarding for a successfully configured DRB, the target NG-RAN node may include the DL Forwarding UP TNL Information IE for the DRB within the Data Forwarding Response DRB List IE within Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding UP TNL Information IE for a given DRB in the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE, it indicates the target NG-RAN node has requested the forwarding of uplink data for the DRB.
In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL Forwarding IE is set to "DL forwarding proposed" for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. If the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow of an admitted PDU session it shall include the DL Forwarding UP TNL Information IE in the PDU Session Resource Setup Response Transfer IE for that PDU session within the PDU Session Resources Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
In case of inter-system handover from E-UTRAN with direct forwarding, if the target NG-RAN node receives the S-NG-RAN node UE XnAP ID IE in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE, it may use it for the handover and not include Forwarding UP TNL information in the HANDOVER REQUEST ACKNOWLEDGE message.
The target NG-RAN node shall use the information in the Mobility Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The target NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the Location Reporting Request Type IE is included in the HANDOVER REQUEST message, the target NG-RAN node should perform the requested location reporting functionality for the UE as described in subclause 8.12.

If the Core Network Assistance Information IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the New Security Context Indicator IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use the information as specified in TS 33.501 [13].

If the NASC IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use it towards the UE as specified in TS 33.501 [13].

If the RRC Inactive Transition Report Request IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context.

If the Redirection for Voice EPS Fallback IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].
After all necessary resources for the admitted PDU session resources have been allocated, the target NG-RAN node shall generate the HANDOVER REQUEST ACKNOWLEDGE message.

Next change
9.3.1.29
Source NG-RAN Node to Target NG-RAN Node Transparent Container

This IE is produced by the source NG-RAN node and is transmitted to the target NG-RAN node. For inter-system handovers to 5G, the IE is transmitted from the external handover source to the target NG-RAN node.

This IE is transparent to the 5GC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in TS 38.331 [18] if the target is a gNB.

Includes the RRC HandoverPreparationInformation message as defined in TS 36.331 [21] if the target is an ng-eNB.

	PDU Session Resource Information List
	
	0..1
	
	For intra-system handovers in NG-RAN.

	>PDU Session Resource Information Item
	
	1..<maxnoofPDUSessions>
	
	

	>>PDU Session ID
	M
	
	9.3.1.50
	

	>>QoS Flow Information List
	
	1
	
	

	>>>QoS Flow Information Item
	
	1..<maxnoofQoSFlows>
	
	

	>>>>QoS Flow Identifier
	M
	
	9.3.1.51
	

	>>>>DL Forwarding
	O
	
	9.3.1.33
	

	>>DRBs to QoS Flows Mapping List
	O
	
	9.3.1.34
	

	E-RAB Information List
	
	0..1
	
	For inter-system handovers to 5G.

	>E-RAB Information Item
	
	1..<maxnoofE-RABs>
	
	

	>>E-RAB ID
	M
	
	9.3.2.3
	

	>>DL Forwarding
	O
	
	9.3.1.33
	

	Target Cell ID
	M
	
	NG-RAN CGI

9.3.1.73
	

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	

	UE History Information
	M
	
	9.3.1.95
	

	S-NG-RAN node UE XnAP ID
	O
	
	9.3.3.2
	S-NG-RAN node UE XnAP ID assigned by the target node (shared SgNB/gNB node)


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	maxnoofE-RABs
	Maximum no. of E-RABs allowed towards one UE. Value is 256.


Next Change
9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,


id-DataForwardingNotPossible,


id-DL-NGU-UP-TNLInformation,


id-LastEUTRAN-PLMNIdentity,


id-MaximumIntegrityProtectedDataRate-DL,


id-NetworkInstance,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-RAN-UE-NGAP-ID,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,

id-S-NSSAI,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,

Next Change
SourceNGRANNode-ToTargetNGRANNode-TransparentContainer ::= SEQUENCE {


rRCContainer






RRCContainer,


pDUSessionResourceInformationList

PDUSessionResourceInformationList












OPTIONAL,


e-RABInformationList




E-RABInformationList















OPTIONAL,


targetCell-ID






NGRAN-CGI,


indexToRFSP







IndexToRFSP


















OPTIONAL,


uEHistoryInformation




UEHistoryInformation,


iE-Extensions

ProtocolExtensionContainer { {SourceNGRANNode-ToTargetNGRANNode-TransparentContainer-ExtIEs} }
OPTIONAL,


...

}

SourceNGRANNode-ToTargetNGRANNode-TransparentContainer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {

{ ID id-RAN-UE-NGAP-ID
CRITICALITY ignore
EXTENSION RAN-UE-NGAP-ID 
PRESENCE optional},


...

}
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