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1
Introduction

In WI NR_SON_MDT, Mobility Robustness Optimisation (MRO) is agreed as one of the objectives. SN change failure is discussed as one of the use cases of MRO. The following statement for SN change failure has been captured in the TR 37.816:
· SN change-related failures can be categorized as follows:
·Failures due to too late SN change triggering: an SCG failure occurs after the UE has stayed for a long period of time in the cell of the SN; the MN makes decisions for UE, making UE to establish the radio link connection in a different SN.
·Failures due to too early SN change triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to re-establish the radio link connection in the source SN.
·Failures due to change to wrong SN triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to establish the radio link connection in a SN other than the source SN or target SN.
The standardization work for the optimization of SN change failure should be specified in the normative phase.

This paper discusses the details of the solution for the optimization of SN change failure in case of MR-DC.   

2
Discussion

According to the discussion in TR 37.816, in the scenarios for SN change related failures, SCG failure could occur in the source SN before SN change procedure, or the target SN after SN change procedure; MN could configure a SN for the UE after SCG failure occurs, the SN could be same with source SN, or a new one other than source SN or target SN. Obviously 3 kinds of cells will be involved. Let’s clarify them for the following discussion in the paper:


Source PSCell: the PSCell controlled by the SN which is source SN in the last SN change procedure.


Failed PSCell: the PSCell controlled by the SN in which SCG failure occurs.


New serving PSCell: the PSCell controlled by the SN which is configured by MN for the UE after SCG failure.
2.1
SN change too early or SN change to wrong SN
A general procedure is as Figure 1:
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Figure 1: SN change too early or SN change to wrong SN
SCG failure could occur after successful SN change procedure, or during SN change procedure.
MN or SN initiates SN change procedure. After UE connects to target SN successfully or during SN change procedure, SCG failure occurs in target SN. UE sends SCG failure report to MN. MN may configure the UE to connect to source SN again, or connect to a new SN other than source SN or target SN.
For MN triggered SN change, it’s possible that MN has removed the information of source SN because SCG failure could occur after successful SN change procedure. So MN needs to know which cell is the PSCell in source SN (e.g. Source PSCell Id) and which cell is the PSCell in target SN where SCG failure occurs (e.g. Failed PSCell Id). MN needs to know the time gap between the last SN change trigger procedure and SCG failure, which is helpful to decide whether SN change too early or SN change to wrong SN or not. UE should report these information in SCG failure report.
MN should retrieve the configuration related to SN change decision with UE identity. But no UE identity in the SCG failure report. So UE should report UE identity allocated by MN e.g. C-RNTI in SCG failure report.

Observation 1: The following information should be reported by the UE in SCG Failure Report:

· the identity of PSCell controlled by the SN where SCG failure occurs (Failed PSCell Id)

· the identity of PSCell controlled by source SN in the last SN change procedure (Source PSCell Id)

· the interval between the trigger of the last SN change procedure and SCG failure

· the C-RNTI allocated by MN.
RAN2 will discuss the information reported by the UE based on RAN3 LS in R3-193281.
After the MN knows Source PSCell Id and Failed PSCell Id, and if the interval between the trigger of SN change procedure and SCG failure is shorter than a pre-defined threshold, then if New serving PSCell is same with Source PSCell, MN can conclude SN change too early; if New serving PSCell is not Source PSCell or target PSCell, MN can conclude SN change to wrong cell. 

The MN should also decide whether it is the MN or the SN triggered the SN change procedure (e.g. trouble-maker). If it is the MN, then the MN can find the configuration related to SN change decision with C-RNTI and make internal optimization. If it is the SN, the MN should inform the failure event to the SN. In order to achieve this, the MN should save the corresponding information in the UE context i.e. whether it is the MN or the SN triggered the last SN change procedure.

Proposal 1: The MN should save the information (whether it is the MN or the SN triggered the last SN change procedure) in the UE context.
For SN triggered SN change, the SCG Failure Report received from the UE could be forwarded to the source SN. In order to assist the source SN to decide the root cause of the failure, source SN needs to know which cell is the suitable PSCell which is chosen by MN as the UE’s new serving cell in a SN after SCG failure (e.g. New serving PSCell Id). In addition, if the MN has some decision on too early SN change or SN change to a wrong cell, the information could also be transmitted to the source SN for SN reference. The source SN takes all the information (SCG failure report, New serving PScell ID, decision of the MN) into account to decide the reason of SCG failure.

Proposal 2:
 SCG failure information should be sent to source SN from MN, including SCG failure report from UE, New serving PSCell Id, and the decision about the type of SN change-related failure by MN.
Because SCG failure could occur after successful SN change procedure, it’s possible that source SN have removed the UE context and UE has no C-RNTI allocated by the source SN. So even source SN receives SCG failure information, source SN has no idea how to associate the SCG failure information with the configuration related to SN change decision. Therefore it needs a mechanism to associate the SCG failure information with the configuration related to SN change decision in the case.
Similar to Mobility Information in handover procedure, the SN generates a Mobility information which is associated with the configuration related to SN change decision. The information should be sent to MN during SN addition procedure. The MN transmits the Mobility Information back to the source SN after the MN receives the SCG failure from the UE. If SCG failure occurs after successful SN triggered SN change, source SN can optimize its configuration according to the information even source SN has removed UE context. 
Proposal 3:
 Add Mobility Information in S-NODE ADDITION REQUEST ACKNOWLEDGE message.

To transmit the SCG failure report from UE, New serving PSCell Id, the decision about the type of SN change-related failure by MN and the Mobility Information from the MN to the source SN, a new XnAP message or FAILURE INDICATION or HANDOVER Report could be defined. Considering most information are already be included in Handover REPORT for handover purpose, HANDOVER REPORT message is appropriate for SN change case as well.
Proposal 4:
It’s proposed to use Xn message HANDOVER REPORT sent to SN from MN to indicate SCG failure information in case of SN triggered SN changed, including SCG failure report from UE, New serving PSCell Id, and the conclusion about the type of SN change-related failure by MN, and the information in Proposal 1(i.e. Mobility Information) or C-RNTI allocated by SN.

2.2
SN change too late
SCG failure occurs before SN change procedure. Either MN or SN should have triggered SN change procedure. So SCG failure information should be sent to both MN and the last serving SN in which the UE encounters SCG failure. 

A general procedure is as Figure 3
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Figure 2: SN change too late

MN initiates SN addition procedure to source SN. SCG failure occurs in source SN. UE sends SCG failure information to MN. MN decides to add target SN for UE.

For MN, MN knows that SCG failure occurs in source SN according to SCG failure report, and decides to add a new SN for UE instead of source SN. So MN can conclude SN change too late and make optimization. 

For SN, source SN has to be informed with SCG failure information, including the information of a new SN configured for UE (e.g. New serving PSCell Id). With these information, source SN can conclude SN change too late. The information that needs to be transmitted over Xn is covered by too early SN change and SN change to wrong cell scenarios discussed in section 2.1.
3
Conclusions
This paper discusses the details of the solution for the optimization of SN change failure in case of NR-DC. We have the following observations and proposals.

Observation 1: The following information should be reported by the UE in SCG Failure Report:

· the identity of PSCell controlled by the SN where SCG failure occurs (Failed PSCell Id)

· the identity of PSCell controlled by source SN in the last SN change procedure (Source PSCell Id)

· the interval between the trigger of the last SN change procedure and SCG failure

· the C-RNTI allocated by MN.
Proposal 1: The MN should save the information (whether it is the MN or the SN triggered the last SN change procedure) in the UE context.
Proposal 2:
 SCG failure information should be sent to source SN from MN, including SCG failure report from UE, New serving PSCell Id, and the decision about the type of SN change-related failure by MN.
Proposal 3:
 Add Mobility Information in S-NODE ADDITION REQUEST ACKNOWLEDGE message.

Proposal 4:
It’s proposed to use Xn message HANDOVER REPORT sent to SN from MN to indicate SCG failure information in case of SN triggered SN changed, including SCG failure report from UE, New serving PSCell Id, and the conclusion about the type of SN change-related failure by MN, and the information in Proposal 1(i.e. Mobility Information) or C-RNTI allocated by SN.
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============ Start of 1st change ==============
8.3.1
S-NG-RAN node Addition Preparation

8.3.1.1
General

The purpose of the S-NG-RAN node Addition Preparation procedure is to request the S-NG-RAN node to allocate resources for dual connectivity operation for a specific UE.
The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: S-NG-RAN node Addition Preparation, successful operation

The M-NG-RAN node initiates the procedure by sending the S-NODE ADDITION REQUEST message to the S-NG-RAN node.

When the M-NG-RAN node sends the S-NODE ADDITION REQUEST message, it shall start the timer TXnDCprep.

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the QoS Flow Level QoS Parameters IE for each QoS flow shall follow the principles specified for the PDU Session Resource Setup procedure in TS 38.413 [5].
The S-NG-RAN node shall choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the S-NG-RAN node Security Key IE as specified in TS 33.501 [28].

If the Additional QoS Flow Information IE is included for a QoS flow in the S-NODE ADDITION REQUEST message, the S-NG-RAN node shall behave the same as the NG-RAN node in the PDU Session Resource Setup procedure, specified in TS 38.413 [5].

For each PDU session, if the Network Instance IE is included in the PDU Session Resource Setup Info – SN terminated IE contained in the PDU Session Resources To Be Added List IE and the Common Network Instance IE is not present, the S-NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [7].

For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource Setup Info – SN terminated IE contained in the PDU Session Resources To Be Added List IE, the S-NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [7].
If the S-NODE ADDITION REQUEST message contains the Selected PLMN IE, the S-NG-RAN node may use it for RRM purposes.

If the S-NODE ADDITION REQUEST message contains the Expected UE Behaviour IE, the S-NG-RAN node shall, if supported, store this information and may use it to optimize resource allocation.

If the S-NODE ADDITION REQUEST message contains the Mobility Restriction List IE, the S-NG-RAN node, if supported, shall store this information and use it to select an appropriate SCG.

If the S-NODE ADDITION REQUEST message contains the Index to RAT/Frequency Selection Priority IE, the S-NG-RAN node may use it for RRM purposes.

If the S-NG-RAN node is a gNB and the S-NODE ADDITION REQUEST message contains the PCell ID IE, the S-NG-RAN node shall search for the target NR cell among the NR neighbour cells of the PCell indicated, as specified in the TS 37.340 [8].
If the S-NODE ADDITION REQUEST message contains the S-NG-RAN node PDU Session Aggregate Maximum Bit Rate IE, the S-NG-RAN node may use it for RRM purposes.

If the S-NODE ADDITION REQUEST message contains the MR-DC Resource Coordination Information IE, the S-NG-RAN node should forward it to lower layers and it may use it for the purpose of resource coordination with the M-NG-RAN node. The S-NG-RAN node shall consider the value of the received UL Coordination Information IE valid until reception of a new update of the IE for the same UE. The S-NG-RAN node shall consider the value of the received DL Coordination Information IE valid until reception of a new update of the IE for the same UE. If the E-UTRA Coordination Assistance Information IE or the NR Coordination Assistance Information IE is contained in the MR-DC Resource Coordination Information IE, the S-NG-RAN node shall, if supported, use the information to determine further coordination of resource utilisation between the S-NG-RAN node and the M-NG-RAN node.

If the S-NODE ADDITION REQUEST message contains the NE-DC TDM Pattern IE, the S-NG-RAN node should forward it to lower layers and use it for the purpose of single uplink transmission. The S-NG-RAN node shall consider the value of the received NE-DC TDM Pattern IE valid until reception of a new update of the IE for the same UE.
If the S-NODE ADDITION REQUEST message contains the QoS Flow Mapping Indication IE, the S-NG-RAN node may take it into account that only the uplink or downlink QoS flow is mapped to the DRB. 

For each bearer for which allocation of the PDCP entity is requested at the S-NG-RAN node:
-
the M-NG-RAN node may propose to apply forwarding of downlink data by including the DL Forwarding IE within PDU Session Resource Setup Info – SN terminated IE of the S-NODE ADDITION REQUEST message. For each bearer that it has decided to admit, the S-NG-RAN node may include the DL Forwarding GTP Tunnel Endpoint IE within the PDU Session Resource Setup Response Info – SN terminated IE of the S-NODE ADDITION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer.
-
the S-NG-RAN node may include for each bearer in the PDU Session Resource Setup Response Info – SN terminated IE the UL Forwarding GTP Tunnel Endpoint IE to indicates it request data forwarding of uplink packets to be performed for that bearer.
-
the M-NG-RAN node shall include RLC Mode IE for each bearer offloaded from M-NG-RAN node to S-NG-RAN node in the DRBs to QoS Flow Mapping List IE within the PDU Session Resource Setup Info – SN terminated IE of the S-NODE ADDTION REQUEST message, and the RLC Mode IE indicates the mode that the M-NG-RAN used for the DRB when it was hosted at the M-NG-RAN node.
For each bearer for which the PDCP entity is at the M-NG-RAN node:
-
the M-NG-RAN node shall include the RLC mode IE for each bearer in the DRBs To Be Setup List IE within the PDU Session Resource Setup Info – MN terminated IE of the S-NODE ADDTION REQUEST message to indicate the RLC mode has been configured at the M-NG-RAN node, so that the S-NG-RAN node shall configure the same RLC mode for this MN terminated split bearer.
The M-NG-RAN node may also propose to apply forwarding of UL data when offloading QoS flows for which in-order delivery is requested by including the UL Forwarding IE in the Data Forwarding and Offloading Info from source NG-RAN node IE within the PDU Session Resource Setup Info – SN terminated IE of the S-NODE ADDITION REQUEST message. The S-NG-RAN node may include the PDU Session Level UL Data Forwarding UP TNL Information IE in the Data Forwarding Info from target NG-RAN node IE within the PDU Session Resource Setup Response Info – SN terminated IE of the S-NODE ADDITION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding.

If the Masked IMEISV IE is contained in the S-NODE ADDITION REQUEST message the S-NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
The S-NG-RAN node shall report to the M-NG-RAN node, in the S-NODE ADDITION REQUEST ACKNOWLEDGE message, the result for all the requested PDU session resources in the following way:

-
A list of PDU session resources which are successfully established shall be included in the PDU Session Resources Admitted To Be Added List IE.

-
A list of PDU session resources which failed to be established shall be included in the PDU Session Resources Not Admitted List IE.
Upon reception of the S-NODE ADDITION REQUEST ACKNOWLEDGE message the M-NG-RAN node shall stop the timer TXnDCprep.
If the S-NODE ADDITION REQUEST ACKNOWLEDGE message contains the MR-DC Resource Coordination Information IE, the M-NG-RAN node may use it for the purpose of resource coordination with the S-NG-RAN node. The M-NG-RAN node shall consider the value of the received UL Coordination Information IE valid until reception of a new update of the IE for the same UE.  The M-NG-RAN node shall consider the value of the received DL Coordination Information IE valid until reception of a new update of the IE for the same UE. If the E-UTRA Coordination Assistance Information IE or the NR Coordination Assistance Information IE is contained in the MR-DC Resource Coordination Information IE, the M-NG-RAN node shall, if supported, use the information to determine further coordination of resource utilisation between the M-NG-RAN node and the S-NG-RAN node.

If the S-NODE ADDITION REQUEST ACKNOWLEDGE message contains the Mobility Information IE, the M-NG-RAN node shall store this information and use it as defined in TS 38.300 [9].
The S-NG-RAN node may include for each bearer in the DRBs To Be Setup List IE in the S-NODE ADDITION REQUEST ACKNOWLEDGE message the PDCP SN Length IE to indicate the PDCP SN length for that DRB.
If the S-NG-RAN node UE XnAP ID IE is contained in the S-NODE ADDITION REQUEST message, the S-NG-RAN node shall, if supported, store this information and use it as defined in TS 37.340 [8].

If the S-NODE ADDITION REQUEST message contains the PDCP SN Length IE, the S-NG-RAN node shall, if supported, store this information and use it for lower layer configuration of the concerned MN terminated bearer.
If the S-NODE ADDITION REQUEST ACKNOWLEDGE message contains the RRC config indication IE, the M-NG-RAN node shall consider that the appropriate configuration (full or delta) is applied by the S-NG-RAN node, as specified in TS 37.340 [8].
If the S-NODE ADDITION REQUEST message contains the S-NG-RAN node Maximum Integrity Protected Data Rate Uplink IE or the S-NG-RAN node Maximum Integrity Protected Data Rate Downlink IE, the S-NG-RAN node shall use the received information when enforcing the maximum integrity protected data rate for the UE.
If the Security Indication IE is included in the PDU Session Resource Setup Info – SN terminated IE of the S-NODE ADDITION REQUEST message, the behaviour of the S-NG-RAN node shall be the same as specified for the same IE in the PDU Session Resources To Be Setup List IE in the Handover Preparation procedure, for the concerned PDU session, and the S-NG-RAN node shall include the Security Result IE in the PDU Session Resource Setup Response Info – SN terminated IE.

If the Security Result IE is included in the PDU Session Resource Setup Info – SN terminated IE of the S-NODE ADDITION REQUEST message, the S-NG-RAN node shall perform user plane integrity protection or ciphering, according to the Security Result IE, for the split PDU session. If the S-NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required" as specified in TS 33.501 [28].

If the Location Information at S-NODE Reporting IE is included in the S-NODE ADDITION REQUEST, the S-NG-RAN node shall, if supported, start providing information about the current location of the UE. If the Location Information at S-NODE IE is included in the S-NODE ADDITION REQUEST ACKNOWLEDGE, the M-NG-RAN node may transfer the included information towards the AMF.
Interactions with the S-NG-RAN node Reconfiguration Completion procedure:

If the S-NG-RAN node admits at least one PDU session resource, the S-NG-RAN node shall start the timer TXnDCoverall when sending the S-NODE ADDITION REQUEST ACKNOWLEDGE message to the M-NG-RAN node. The reception of the S-NODE RECONFIGURATION COMPLETE message shall stop the timer TXnDCoverall.
Interaction with the Activity Notification procedure

Upon receiving an S-NODE ADDITION REQUEST message containing the Desired Activity Notification Level IE, the S-NG-RAN node shall, if supported, use this information to decide whether to trigger subsequent Activation Notification procedures according to the requested notification level.

8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-1: S-NG-RAN node Addition Preparation, unsuccessful operation

If the S-NG-RAN node is not able to accept any of the bearers or a failure occurs during the S-NG-RAN node Addition Preparation, the S-NG-RAN node sends the S-NODE ADDITION REQUEST REJECT message with an appropriate cause value to the M-NG-RAN node.

8.3.1.4
Abnormal Conditions

If the S-NG-RAN node receives an S-NODE ADDITION REQUEST message containing in a PDU Session Resource To Be Added Item IE neither the PDU Session Resource Setup Info – SN terminated IE nor the PDU Session Resource Setup Info – MN terminated IE, the S-NG-RAN node shall fail the S-NG-RAN node Addition Preparation procedure indicating an appropriate cause.
If the supported algorithms for encryption defined in the NR Encryption Algorithms IE in the NR UE Security Capabilities IE, plus the mandated support of NEA0 in all UEs (TS 33.501 [28]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the S-NG-RAN node (TS 33.501 [28]), the S-NG-RAN node shall reject the procedure using the S-NODE ADDITION REQUEST REJECT message.

If the supported algorithms for integrity defined in the NR Integrity Protection Algorithms IE in the NR UE Security Capabilities IE do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the S-NG-RAN node (TS 33.501 [28]), the S-NG-RAN node shall reject the procedure using the S-NODE ADDITION REQUEST REJECT message.

If the S-NG-RAN node receives an S-NODE ADDITION REQUEST message containing a NG-RAN node UE XnAP ID IE that does not match any existing UE Context that has such ID, the S-NG-RAN node shall reject the procedure using the S-NODE ADDITION REQUEST REJECT message.

Interaction with the M-NG-RAN node initiated S-NG-RAN node Release procedure:

If the M-NG-RAN node receives an S-NODE ADDITION REQUEST ACKNOWLEDGE message containing in a PDU Session Resource Admitted To Be Added Item IE neither the PDU Session Resource Setup Response Info – SN terminated IE nor the PDU Session Resource Setup Response Info – MN terminated IE, the M-NG-RAN node shall trigger the M-NG-RAN node initiated S-NG-RAN node Release procedure indicating an appropriate cause.
If the timer TXnDCprep expires before the M-NG-RAN node has received the S-NODE ADDITION REQUEST ACKNOWLEDGE message, the M-NG-RAN node shall regard the S-NG-RAN node Addition Preparation procedure as being failed and shall trigger the M-NG-RAN node initiated S-NG-RAN node Release procedure.
Interactions with the S-NG-RAN node Reconfiguration Completion and S-NG-RAN node initiated S-NG-RAN node Release procedure:

If the timer TXnDCoverall expires before the S-NG-RAN node has received the S-NODE RECONFIGURATION COMPLETE or the S-NODE RELEASE REQUEST message, the S-NG-RAN node shall regard the requested RRC connection reconfiguration as being not applied by the UE and shall trigger the S-NG-RAN node initiated S-NG-RAN node Release procedure.
============ End of 1st change ==============

============ Start of 2nd change ==============
8.4.y
Handover Report
8.4.y.1
General

The purpose of the Handover Report procedure is to transfer mobility related information or SN change related information between NG-RAN nodes.

The procedure uses non UE-associated signalling.

8.4.y.2
Successful Operation
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Figure 8.4.y.2-1: Handover Report, successful operation

An NG-RAN node initiates the procedure by sending an HANDOVER REPORT message to another NG-RAN node. By sending the message NG-RAN node1 indicates to NG-RAN node2 that a mobility-related problem or a SN change-related problem was detected.

If the Handover Report Type IE is set to "HO too early" or "HO to wrong cell", then the NG-RAN node1 indicates to NG-RAN node2 that, following a successful handover from a cell of NG-RAN node2 to a cell of NG-RAN node1, a radio link failure occurred and the UE attempted RRC Re-establishment either at the original cell of NG-RAN node2 (Handover Too Early), or at another cell (Handover to Wrong Cell). The detection of Handover Too Early and Handover to Wrong Cell events is made according to TS 38.300 [9].
If the UE-related information is available in NG-RAN node1, the NG-RAN node1 should include in HANDOVER REPORT message:

-
the Mobility Information IE, if the Mobility Information IE was sent for this handover from NG-RAN node2;

-
the Source cell C-RNTI IE.

If received, the NG-RAN node1 uses the above information according to TS 38.300.

If the NG-RAN node1 receives a UE RLF Report from an NG-RAN node via the FAILURE INDICATION message, as described in TS 38.300, the NG-RAN node1 may also include it in the UE RLF Report Container IE included in the HANDOVER REPORT message.
If the Handover Report Type IE is set to "Inter System ping-pong", then NG-RAN node1 shall deduce that a completed handover from a cell of NG-RAN node2 to a cell in another system might have resulted in an inter-system ping-pong and the UE was successfully handed over to a cell of NG-RAN node1 (indicated with Target cell ECGI IE).
If the Handover Report Type IE is set to "SN change too late", then the NG-RAN node1, which is the M-NG-RAN node, indicates to the NG-RAN node2, which is the S-NG-RAN node, that a failure occurred at the NG-RAN node2 and the UE is configured to establish a radio link connection to a new S-NG-RAN node. The detection of SN Change Too Late event is made according to TS 38.300 [9].
If the Handover Report Type IE is set to "SN change too early" or "SN change to wrong SN", then the NG-RAN node1, which is the M-NG-RAN node, indicates to the NG-RAN node2, which is the source S-NG-RAN node in the SN change procedure, that a failure occurred at the target S-NG-RAN node during or after the SN change procedure and the UE is configured to establish a radio link connection to either the source S-NG-RAN node (SN Change Too Early), or a new S-NG-RAN node (SN Change To Wrong SN) other than source S-NG-RAN node or target S-NG-RAN node. The detection of SN Change Too Early or SN Change To Wrong SN event is made according to TS 38.300 [9].
8.4.y.3
Unsuccessful Operation

Not applicable.

8.4.y.4
Abnormal Conditions

Void.

============ End of 2nd change ==============
============ Start of 3rd change ==============
9.1.2.2
S-NODE ADDITION REQUEST ACKNOWLEDGE

This message is sent by the S-NG-RAN node to confirm the M-NG-RAN node about the S-NG-RAN node addition preparation.
Direction: S-NG-RAN node ( M-NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	M-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID

9.2.3.16
	Allocated at the M-NG-RAN node
	YES
	reject

	S-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID

9.2.3.16
	Allocated at the S-NG-RAN node
	YES
	reject

	PDU Session Resources Admitted To Be Added List
	
	1
	
	
	YES
	ignore

	>PDU Session Resources Admitted To Be Added Item
	
	1 .. <maxnoofPDUSessions>
	
	NOTE: If neither the 
PDU Session Resource Setup Response Info – SN terminated IE 

nor the

PDU Session Resource Setup Response Info – MN terminated IE
is present in a PDU Session Resources Admitted to be Added Item IE, abnormal conditions as specified in clause 8.3.1.4 apply.
	–
	

	>>PDU Session ID
	M
	
	9.2.3.18
	
	–
	

	>>PDU Session Resource Setup Response Info – SN terminated
	O
	
	9.2.1.6
	
	–
	

	>>PDU Session Resource Setup Response Info – MN terminated
	O
	
	9.2.1.8
	
	–
	

	PDU Session Resources Not Admitted List
	O
	
	
	
	YES
	ignore

	>PDU Session Resources Not Admitted List – SN terminated
	O
	
	PDU Session Resources Not Admitted List

9.2.1.3
	A value for PDU Session ID shall only be present once in PDU Session Resources Admitted List IE and in PDU Session Resources Not Admitted List IE.
	–
	

	>PDU Session Resources Not Admitted List – MN terminated
	O
	
	PDU Session Resources Not Admitted List

9.2.1.3
	A value for PDU Session ID shall only be present once in PDU Session Resources Admitted List IE and in PDU Session Resources Not Admitted List IE.
	–
	

	S-NG-RAN node to M-NG-RAN node Container
	M
	
	OCTET STRING
	Includes the CG-Config message as defined in subclause 11.2.2 of TS 38.331 [10].
	YES
	reject

	Admitted Split SRBs
	O
	
	ENUMERATED (srb1, srb2, srb1&2, ...)
	Indicates admitted SRBs
	YES
	reject

	RRC Config Indication
	O
	
	9.2.3.72
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.3.3
	
	YES
	ignore

	Location Information at S-NODE
	O
	
	Target Cell Global ID

9.2.3.25
	Contains information to support localisation of the UE
	YES
	ignore

	MR-DC Resource Coordination Information
	O
	
	9.2.2.33
	Information used to coordinate resource utilisation between M-NG-RAN node and S-NG-RAN node. 
	YES
	ignore

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the SN change; S-NG-RAN node provides it in order to enable later analysis of the conditions that led to wrong SN change.
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions. Value is 256


============ End of 3rd change ==============
============ Start of 4th change ==============
9.1.3.y
HANDOVER REPORT
This message is sent by the NG-RAN node1 to report a handover failure event, or a SN change failure event, or other critical mobility problem.

Direction: NG-RAN node 1 ( NG-RAN node 2.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	ignore

	Handover Report Type
	M
	
	ENUMERATED (HO too early, HO to wrong cell, SN change too late, SN change too early, SN change to wrong cell, …)
	Indicates the type of report
	YES
	ignore

	Handover Cause
	O
	
	Cause

9.2.3.2
	Indicates the cause employed for handover or SN change from NG-RAN node 2
	YES
	ignore

	Source cell CGI
	FFS
	
	NG-RAN CGI

9.2.2.x NG-RAN CGI

9.2.2.x 

	NG-RAN CGI of source cell for handover or SN change procedure (in NG-RAN node 2) in case of HO too early, HO to wrong cell, SN change too early or SN change to wrong cell
	YES
	ignore

	Target cell CGI
	O
	
	NG-RAN CGI 9.2.2.X
	NG-RAN CGI of failure cell or target cell for handover or SN change procedure (in NG-RAN node 1) .

If the Handover Report Type is set to “Inter System ping-pong”, it contains the target cell of the inter system handover from the other system to NG-RAN node 1 cell
	YES
	ignore

	Re-establishment cell CGI
	C-

ifHandoverReportType HoToWrongCell
	
	NG-RAN CGI 9.2.2.X
	NG-RAN CGI of cell where UE attempted re-establishment or new suitable cell for SN configuration
	YES
	ignore

	Target cell in E-UTRAN
	C-

ifHandoverReportType Intersystempingpong
	
	OCTET STRING
	Encoded according to Global Cell ID in the Last Visited E-UTRAN Cell Information IE, as defined in in TS 36.413 [31]
	YES
	ignore

	Source cell C-RNTI
	O
	
	BIT STRING (SIZE (16))
	C-RNTI allocated at the source NG-RAN node (in NG-RAN node 2)
	YES
	ignore

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information provided in the HANDOVER REQUEST message from NG-RAN node 2 for handover case or  information provided in the S-NODE ADDITION REQUEST ACKNOWLEDGE  message from the S-NG-RAN node for SN change scenario.
	YES
	ignore

	UE RLF Report Container
	O
	
	OCTET STRING
	The UE RLF Report Container IE received in the FAILURE INDICATION message if Handover Report Type IE is set to the value “HO too early” or “HO to wrong cell”; or  SCGFailureInformation message or SCGFailureInformationEUTRA message as defined in TS 38.331 [10] or the SCGFailureInformation message or SCGFailureInformationNR message as defined in TS 36.331 [14] if Handover Report Type IE is set to the value “SN change too late” or “SN change too early” or “SN change to wrong SN”..
	YES
	ignore


	Condition
	Explanation

	ifHandoverReportType HoToWrongCell
	This IE shall be present if the Handover Report Type IE is set to the value "HO to wrong cell" or “SN change to wrong cell”

	ifUERLFReportContainerAbsent
	This IE shall be present if the UE RLF Report Container IE is absent 

	ifHandoverReportType Intersystempingpong
	This IE shall be present if the Handover Report Type IE is set to the value "Inter-system ping-pong"


============ End of 4th change ==============
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