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1. Introduction
The non-public network (NPN) was discussed during RAN3#105 meeting. In [1], the agreements on stand-alone NPN (SNPN) were summarized while Mobility Restriction List was left open as follows. 
3 Access control, Mobility restriction list
3.1 SNPN
Need to signal the RAT restrictions for the serving (PLMN ID, NID)?
Need to signal for the serving (PLMN ID, NID) the area restriction?
Need to signal for the serving (PLMN ID, NID) the allowed services areas?
(NOTE: assuming that a serving PLMN ID/NID cannot be changed during connected mobility)
In this document we discuss issues on Mobility Restriction List for SNPN. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
For SNPN, the mobility between cells identified by the same PLMN and NID is supported. In RAN3#105, it was agreed that [1],
Indicate serving (PLMN ID, NID) in the mobility restriction list.
At mobility, target RAN node needs to be informed of (serving PLMN, NID).
The serving NID is provided in the mobility restriction list. In addition to serving NID, there are RAT Restrictions, Forbidden Area Information, and Service Area Information IEs in current spec. The functions of RAT Restrictions, Forbidden Area Information, and Service Area Information are specified in [2].  Whether it needs to signal these information for the serving SNPN is to be discussed. 
For RAT Restrictions, RAT Restriction Information per PLMN ID for the UE is provided. When source RAN determines target RAT and target PLMN during handover procedure, it should take RAT restriction per PLMN into consideration. NPN function should be supported by both gNB and ng-eNB. It is possible that the source RAN needs to handover the UE from gNB to ng-eNB, or vice versa.  Therefore, the RAT Restrictions IE should be signalled for serving SNPN if needed, to indicate the restricted RAT for the served UE.
For Forbidden Area Information, forbidden tracking areas (TAs) per PLMN ID for the UE are provided. The UE is not permitted to initiate any communication with the network in the forbidden TAs of the PLMNs included in the Forbidden Area Information IE. It is possible that SNPN and PLMN share the same PLMN ID, while some TAs corresponding to the PLMN ID do not support SNPN. Therefore, the Forbidden Area Information should be signalled for serving SNPN if needed, to indicate the forbidden TAs for the served UE.
For Service Area Information, the allowed TAs and not allowed TAs per PLMN ID for the UE are provided. Some network and UE behaviours (e.g., to initiate Service Request or SM signalling) are not allowed in the not allowed TAs. Then the not allowed TAs cannot be selected as the target areas to handover a UE having PDU sessions. This is applicable to Local Area Data Network, where a LADN service area is a set of Tracking Areas. And the access to a DN via a PDU Session for a LADN is only available in a specific LADN service area. Therefore, the Service Area Information should be signalled for serving SNPN if needed, to indicate the allowed TAs and not allowed TAs for the served UE.
RAT Restrictions, Forbidden Area Information, and Service Area Information are supported in the Mobility Restriction List of the SNPN. 
Next questions is, whether NID or NID list should be provided together with the PLMN ID included in the RAT Restrictions, Forbidden Area Information, and Service Area Information IEs.
Since the handover between SNPNs are not supported, the source RAN cannot handover the UE to another cell identified by PLMN ID/NID which are different from the serving PLMN ID/NID. Hence only the serving PLMN ID and no other PLMN IDs needs to be included in RAT Restrictions, Forbidden Area Information, and Service Area Information IEs. 
Furthermore, the NID corresponding to the serving PLMN ID does not need to be included in the RAT Restrictions, Forbidden Area Information, and Service Area Information IEs, because the serving NID is already provided in the Mobility Restriction List. 
[bookmark: OLE_LINK3]The NID is not included in the RAT Restrictions, Forbidden Area Information, and Service Area Information IEs in the Mobility Restriction List of the SNPN. 
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In this paper, we have discussed the Mobility Restriction List for the SNPN, and have the following proposals,
1. [bookmark: _Toc423020280]RAT Restrictions, Forbidden Area Information, and Service Area Information are supported in the Mobility Restriction List of the SNPN. 
The NID is not included in the RAT Restrictions, Forbidden Area Information, and Service Area Information IEs in the Mobility Restriction List of the SNPN. 
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5. Appendix – mobility restriction list for BL CR TS 38.413


	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Serving PLMN
	M
	
	PLMN Identity
9.3.3.5
	
	-
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.
This list corresponds to the list of "equivalent PLMNs" as defined in TS 24.501 [26].
This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	RAT Restrictions
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains RAT restriction related information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>RAT Restriction Information
	M
	
	BIT STRING {
e-UTRA (0),
nR (1) }
(SIZE(8, …))
	Each position in the bitmap represents a RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE.
Bits 2-7 reserved for future use.
	-
	

	Forbidden Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Forbidden Area information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the forbidden TAI.
	-
	

	Service Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Service Area Restriction information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the allowed TAI.
	-
	

	>Not Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the not-allowed TAI.
	-
	

	Last E-UTRAN PLMN Identity
	O
	
	PLMN Identity
9.3.3.5
	Indicates the E-UTRAN PLMN ID from where the UE formerly handed over to 5GS and which is preferred in case of subsequent mobility to EPS.
	YES
	ignore

	Core Network Type Restriction for Serving PLMN
	O
	
	ENUMERATED( EPCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC for the Serving PLMN as specified in TS 23.501 [9].
	YES
	ignore

	Core Network Type Restriction for Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	
	YES
	ignore

	>PLMN Identity
	M
	
	9.3.3.5
	Includes any of the Equivalent PLMNs listed in the Mobility Restriction List IE for which CN Type restriction applies as specified in TS 23.501 [9].
	-
	

	>Core Network Type Restriction
	M
	
	ENUMERATED( EPCForbidden, 5GCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC or to 5GC for this PLMN.
	
	

	Serving NID
	O
	
	NID
9.3.1.y
	
	-
	

	Allowed CAG Information
	
	0..< maxnoofEPLMNsPlusOne >
	
	
	
	

	   >PLMN Identity
	M
	
	9.3.3.5
	
	
	

	 >Allowed CAG Id List
	
	0..< maxnoofAllowedCAGs >
	
	
	
	

	    >>CAG ID
	M
	
	9.3.1.x
	
	
	

	  >CAG Only Access
	O
	
	ENUMERATED (true, ...)
	Indicates whether the UE is only allowed to access CAG cells.
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