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1   Introduction
Last RAN3#105bis meeting discussed the configuration aspects over NG, with the following assumptions and open issues. 
	A.
Configuration From NG-RAN node to AMF

A.1 PNI-NPN
· There was consensus that the value of these use cases i.e. the need to signal CAG support to the AMF is partly under SA2 remit; also, this FFS is already pending on SA2, since the 2nd and 3rd use cases are included in the LS that was sent to SA2 at RAN3#105.
A.2 SNPN

· Assumption: there is no reason not to assume that if the public operator provides SNPN, SNPNs may share logical cell (i.e. the scenario of multiple SNPNs per logical cell seems valid).

· Assumption: add single NID to PLMN loop.
B.
From AMF to NG-RAN node

B.1 PNI-NPN

· Assumption: CAG list not sent from the AMF

B.2 SNPN

· Assumption: add single NID to PLMN loop.


Also last SA2#115 meeting sent a LS response on the configuration aspects on PNI-NPN in [2]. In this document we intend to further discuss this issue and provide the TP in the annex. 
2   Discussion
2.1 Configuration from NG-RAN node to AMF
· PNI-NPN

In the LS response from SA2, the answers are provided regarding the CAG whether the supported CAG list are useful from CN perspective [2]. 
	Q2: should we consider the case that the size of the UE allowed CAG ID could be so large that the AMF may need to filter it based on the CAG IDs supported in the (registration) area where UE is located?

SA2 Answer: SA2 assumes that RAN3 is referring to the AMF signaling a UE's Allowed CAG list to NG-RAN as part of the Mobility Restrictions. As per current Stage 2 specifications, SA2 does not assume AMF to perform any filtering.

However, SA2 invites SA1 to provide additional guidance on the number of CAG Identifiers per PLMN per UE to be supported.

Q3: should we consider the case that the AMF may reject the NG based handover request based on the CAG IDs supported by the target NG-RAN node?

SA2 Answer: The Allowed CAG list is included in the Mobility Restriction and the source NG-RAN node shall select the target cell accordingly, based on proper neighbour information. SA2 also agrees that   the handover procedure should be stopped if the target cell does not support any CAG ID in the Allowed CAG list. SA2 has not agreed any additional requirements for AMF to reject the handover procedure.


Thus it can be observed that:  
·  Case 1: The filtering of the UE’s allowed CAG list by the AMF may not be needed but SA1 input may be needed. 
·  Case 2: The AMF may not reject the NG based handover procedure but the target cell does.  
So for these two use cases, the AMF may not need to acquire the NG-RAN supported CAG lists. 
But there are also following two new uses which were brought by many companies at last RAN3 meeting. 
·  Case 3: The filtering of the paging by the AMF

If the AMF can be aware of the NG-RAN supported CAG lists, it can perform filtering, and just send the paging messages to those NG-RAN nodes which support the UE’s allowed CAG lists. But on the other hand, another alternative is to allow the NG-RAN to perform filter before paging. 
·  Case 4: The UE verification by the AMF
Further SA3 has sent a LS on sending CAG ID for UE verification. CAG ID privacy and as part of that discussion are looking at ways of protecting the transfer of CAG ID between the UE and network with the following question in [4]. 

· SA3 asks SA2, RAN2 and RAN3 groups to provide feedback on sending CAG ID in the NAS layer rather than the AS layer
When the UE performs initial access,  the CN may take the cell supported CAG list into account. Hence the AMF should be aware of the cell supported CAG lists, i.e. CAG list per cell. Note that meanwhile SA2 is also discussing the UE verification. The joint cooperation is needed, and the details can be found in [5]. 
Proposal 1: Add the CAG(s) per cell to the AMF (wait for SA2 input). 
· SNPN

As discussed in [1], the assumption is to add single NID in the PLMN loop as follows. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>>>NID
	
	
	
	
	
	

	Default Paging DRX
	M
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


But it may have the  following issues. 
·  The repetition of PLMNs may happen if one PLMN operator provisions multiple SNPNs. 
·  Only up to twelve (PLMN, NID) pairs per TAC can be provided. If more than twelve pairs are to be supported, the repetition of CAC may happen.     
On the other hand, in case of SNPN, the (PLMN + NID) indicates an independent network, and the supported slice shall be configured for each SNPN, i.e., per (PLMN + NID) pair. It is reasonable to add a single NID in the PLMN loop. 
In addition, as discussed in TS 23. 501, the one PLMN operator deploys multiple SNPNs. Thus an NG-RAN node and an AMF exchange information with the appropriate one or more S-NPN IDs. 
· Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s). 
Furthermore, in the tabular of the NG interface management messages, the supported slice(s) of NG-RAN and AMF are exchanged per PLMN. That is, the supported slice(s) shall be configured for each network (i.e., for each SNPN (PLMN +NID)), so NID rather than NID List should be added in the PLMN loop in the tablular of the current spec. if one PLMN operator provisions multiple SNPNs, the repetition of PLMNs can be used. 

Hence it is proposed to add NID into the PLMN loop in interface management messages.
Proposal 2: Add the NID into the PLMN loop to the AMF.
2.1 Configuration from AMF node to NG-RAN
· PNI-NPN
As discussed in [1], the assumption is that the CAG list is not sent from the AMF. Though one potential use case of this CAG list is that the NG-RAN can broadcast only CAG IDs supported both the NG-RAN and the AMFs, this can be ensured by proper OAM configuration.  
Proposal 3: No need to signal CAG list list to the NG-RAN.

· SNPN

As discussed in [1], the assumption is to add a single NID in the PLMN loop as follows. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	>>NID
	O
	
	
	
	
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


As noted in [1], this means maximum twelve SNPNs per AMF. We understand that the AMF can potentially be deployed by one PLMN operator which may support multiple different NIDs. That is, there is no reason not to assume that the public operator provides multiple SNPNs via a single AMF. Regarding the exact PLMNs, so far up to twelve (PLMN, NID) pairs can be assumed. 
Proposal 4: Add a single NID in the PLMN loop to the NG-RAN node. 

3   Conclusion

This paper further discusses configuration aspects over NG. Based on the discussion in this paper, we propose the following .   

Proposal 5: Add the CAG(s) per cell to the AMF. (wait for SA2 input)

Proposal 6: Add the NID list into the PLMN loop to the AMF.
Proposal 7: No need to signal CAG list list to the NG-RAN.

Proposal 8: Add a single NID in the PLMN loop to the NG-RAN node. 

The TP for stage 2 is provided in the annex in [6].
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5   Annex – TP (TP for TS 38.413 BL CR)
<<<<<<<<<<<<<<<<<<<< Changes Begin >>>>>>>>>>>>>>>>>>>>
9.2
Message Functional Definition and Content

<Unchanged Text Omitted>
9.2.6
Interface Management Messages

9.2.6.1
NG SETUP REQUEST

This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	      >>>>NID
	O
	
	9.3.1.y
	
	-
	

	Default Paging DRX
	M
	
	Paging DRX

9.3.1.90
	
	YES
	Ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


9.2.6.2
NG SETUP RESPONSE

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	   >>NID 
	O
	
	9.3.1.y
	
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.


<Unchanged Text Omitted>

9.2.6.4
RAN CONFIGURATION UPDATE

This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>>>NID
	O
	
	9.3.1.y
	
	-
	

	Default Paging DRX
	O
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore

	NG-RAN TNL Association to Remove List 
	
	0..1
	
	
	YES
	reject

	>NG-RAN TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>TNL Association Transport Layer Address 
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the NG-RAN node.
	-
	

	>>TNL Association Transport Layer Address at AMF
	O
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the AMF.
	-
	


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.


<Unchanged Text Omitted>

9.2.6.7
AMF CONFIGURATION UPDATE

This message is sent by the AMF to transfer updated information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	>>NID
	O
	
	9.3.1.y
	
	-
	

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address

9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3
Information Element Definitions

9.3.1
Radio Network Layer Related IEs

<Unchanged Text Omitted>

9.3.1.y NID
This IE uniquely identifies a SNPN per PLMN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	FFS
	Corresponds to the FFS defined in TS 38.331 [8].
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