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1	Introduction
In the WID [1], the work of RACS WI is expected to proceed as follows:
-	Specify the mechanism to optimize the UE Radio Capability signaling using UE capability identity (in coordination with SA2); [RAN2, RAN3];
-	Signalling enhancements to be specified for both E-UTRA and NR;
-	After initial discussion of UE capability identify, whether simple delta signalling for the UE capability identity is specified will be concluded as part of the work;
In RAN3#105, we simply discussed the potential RAN3 impact in [2], and the potential way forward for RACS was captured in chairman notes [3], as below:
1) We rely on company coordination to monitor the work in RAN2
2) WI Rapp can coordinate offline discussion (OK to send updates on RAN3 reflector; we should not expect long e-mail discussions – no TUs until RAN3 #107)
“best effort” expected until RAN3 #107; we should not necessarily imply consensus etc. from posting on reflector
The rapporteur would like to trigger two email discussions as below:
· RACS #1 before RAN3#106, summarize the potential RAN3 impact to support RACS.
· RACS #2 before RAN3#107, Further discuss the detail solutions if needed.
In this email discussion, we try to collect the potential RAN3 impacts to support RACS. Companies are welcome to provide the feedback.
2	Discussions
2.1 Capability of RACS feature
RACS works by assigning an identifier to represent a set of UE radio capabilities. This identifier is called UE Radio Capability ID. On RACS feature, it has been specified in 23.501 [4], as below:
Mutual detection of the support of the RACS feature happens between NG-RAN nodes at Xn setup and between NG-RAN and AMF at N2 setup time. To allow for a mix of RACS-supporting and non-RACS-supporting RAN nodes over the Xn interfaces, the UE Radio Capability ID should be included in the Path Switch signalling between AMF and NG-RAN. In addition, RACS-supporting RAN nodes can be discovered across inter-CN node boundaries e.g. using the Configuration Transfer procedure. The support of RACS by peer AMFs or MMEs is based on configuration in a PLMN or across PLMNs.


From SA2 spec, Capability of RACS feature should be exchanged between RAN and CN, and between the RAN nodes during interface setup. However, we see maybe RAN node does not necessary to know about the CN capability for RACS feature. We would like to ask the questions for each interface/direction one by one.
Question 1-1: Should RAN nodes know about the CN capability of RACS feature?
	Company name
	Comments

	CATT
	No. 
Our understanding is RAN node does not need to know the CN capability of RACS feature. 
If CN support RACS feature, it could signal the UE Capability ID to the RAN node, this could implicitly indicate its RACS capability.  If CN does not support RACS, CN will behave as legacy, i.e. signal the whole UE capability if any in the Initial Context Setup Request message.

	Ericsson
	No – if needed, the RAN should learn the CN RACS capability implicitly or via OAM configuration. For the first option, the new required RAN initiated procedure could be defined with criticality ‘reject’ (S1AP and NGAP).

	Intel
	Same understanding as CATT

	Nokia
	Same understanding as CATT

	Huawei
	No. Same understanding as CATT.

	ZTE
	No, Same understanding as CATT’s.

	Samsung
	No. Same understanding as CATT

	
	

	
	

	
	



Question 1-2: Should CN know about the RAN capability on RACS feature?
	Company name
	Comments

	CATT
	Yes.
CN should know about the RACS capability of the RAN node to decide whether to signal the UE capability ID to RAN or just signal the whole UE capability as legacy.

	Ericsson
	Yes. it should know, but we so far tried to avoid exchanging node capabilities on RAN3 interfaces. Please see also the answer to Q1-1. The CN should learn this implicitly (UE Capability ID with criticality “reject”) or via OAM.

	Intel
	Same understanding as CATT

	Nokia
	Yes. 
The Capability ID IE may be set to Reject. In case the RAN does not support RACS and CN provide the Capability ID IE to the RAN, the RAN will reject the procedure. Thus the CN can know the RAN does not support RACS, and will not provide Capability ID to the RAN in further processing (i.e. only affect the 1st UE). 

	Huawei
	Yes, but this can be left to OAM configuration. 
If rare error case happens, new cause values or proper criticality setting can be further discussed.  

	ZTE
	Yes, Same understanding as Ericsson’s.

	Samsung
	Yes.
If RAN supports RACS, CN may include the UE capability ID instead of the UE radio capability information in the message to RAN. 
Some information is anyway needed to support RACS over S1/NG interface. So, the capability may be able to be detected via the signalling. But the explicit indication to inform the RACS capability may not be necessary.

	
	

	
	

	
	



Question 1-3: Should RAN nodes exchange the capability on RACS feature via X2/Xn?
	Company name
	Comments

	CATT
	Yes.
Following the agreement of SA2, the answer should be “Yes”.
RAN node should know about the RACS capability of its neighbour nodes to decide whether to signal the UE Radio Capability ID in the scenarios, e.g. X2/Xn Handover.

	Ericsson
	No. See also answers above, the nodes can either learn implicitly (criticality) or via OAM. We are aware that SA2 stage 2 went a bit ahead in this case, but this is not the first time this happened. 

	Intel
	Same understanding as CATT

	Nokia
	Not sure whether it is needed. 
The Capability ID IE may be set to Reject. In case the target does not support RACS and source provide the Capability ID IE to the target, the target will reject the procedure. Thus the source can know the target does not support RACS, and will not provide Capability ID to the target in further processing (i.e. only affect the 1st UE).  

	Huawei
	No, this can be left to OAM configuration. 

	ZTE
	No, Same understanding as Ericsson’s.

	Samsung
	No. This can be left to OAM configuration.

	
	

	
	

	
	



Base on above discussion, here are two options to exchange the capability of RACS feature between the network nodes:
· Option 1: via OAM.
· Option 2: Via Signalling, e.g. in the interface setup messages.
Question 1-4: Which option do you prefer to exchange the capability of RACS feature between the network nodes (e.g. from RAN to CN) ?
	Company name
	Comments

	CATT
	Option 1 + Option 2.
As we usually said, OAM is always possible. 
However, we slightly prefer to have a signalling based solution, e.g. add an indication in NG/S1 Setup Request to indicate the support of RACS feature in RAN.

	Ericsson
	Please see our answer to Q1-1 - we prefer either Option 1 or defining a new UE Capability ID IE with criticality ‘reject’ (S1AP and NGAP). The IE should be included explicitly, not inside a container.

	Intel
	We need both options.

	Nokia
	Maybe add Option 3: by set the new Capability ID IE to Optional/Reject. 

	Huawei
	Option 1

	ZTE
	Option 1 + Option 3.

	Sanmsung
	Option 1 + Option 2. OAM is always possible. And the capability may be able to be detected via the signalling in some cases, e.g. from RAN to CN.

	
	

	
	

	
	


Based on the discussion for Q1-1 to Q1-4 as above, it could be assumed RAN node does not have to know the RACS capability of the connected CN nodes, while CN should know the RACS capability of the RAN nodes, and RAN node should know RACS capability of its neighbour nodes. 
On how to exchange the RACS Capability, the following solutions are provided:
· Option 1: via OAM.
· Option 2: explicitly exchange the capability in the interfaces, e.g. in the interface setup messages.
· Option 3: the source node could learn it by set the new Capability ID IE to Optional/Reject.
Some companies prefer only to adopt OAM based solution, while some companies showed preference to both OAM based and signalling based solutions. Further discussion is needed on how to exchange the capability of RACS feature between RAN nodes, between RAN and CN.
Proposal 1: Further discuss how to exchange the RACS capability between RAN nodes, between RAN and CN.

2.2. Definition of UE Radio Capability ID
As specified in [4], the UE Radio Capability ID is a short pointer with format defined in TS 23.003 [19] that is used to uniquely identify a set of UE Radio Capabilities. The UE Radio Capability ID is assigned either by the serving PLMN or by the UE manufacturer. The type of UE Radio Capability ID (Manufacturer-assigned or PLMN-assigned) is distinguished when a UE Radio Capability ID is signalled.
For the detail definition of UE Radio Capability ID, as specified in [6]:
[bookmark: _Toc19695589]29.2	UE radio capability ID
The UE radio capability ID is composed as shown in figure 29.2-1.

Figure 29.2-1: Structure of UE radio capability ID
The UE radio capability ID is composed of the following elements (each element shall consist of decimal digits only):
1)	Type Field (TF): identifies the type of UE radio capability ID. The following values are defined:
-	0: manufacturer-assigned UE radio capability ID;
-	1: network-assigned UE radio capability ID with TAC and SVN fields;
-	2: network-assigned UE radio capability ID without TAC and SVN fields; and
-	3 to 9: spare values for future use.
2)	Type Allocation Code (TAC). Its length is 8 digits. This field is present only if the Type Field is set to 0 or 1;
3)	Software Version Number (SVN): identifies the software version number of the mobile equipment. Its length is 2 digits. This field is present only if the Type Field is set to 0 or 1;
4)	Radio Configuration Identifier (RCI): identifies the UE radio configuration. Its length is n digits.
Editor's note [WI: RACS, CR#0543]: The value of n is FFS.
Editor's note [WI: RACS, CR#0543]: Whether a restart counter needs to be included in the UE radio capability ID is FFS.

As the TF part of the UE Radio Capability ID could indicate the type of UE Radio Capability ID (Manufacturer-assigned or PLMN-assigned) clearly, so no need to explicitly indicate the type of UE Radio Capability ID in our interfaces.
Question 2-1: Do you agree that no need to add a specific type for UE Radio Capability in our interfaces when signalling the ID?
	Company name
	Comments

	CATT
	Yes. 
The TF part of the UE Radio Capability ID already indicate this is a Manufacturer-assigned or PLMN-assigned ID.

	Ericsson
	Yes, there is no need for a specific type because the TF bit indicates this already. A reference to TS 23.003 is sufficient, however, the IE type definition should be aligned with TS 23.003.

	Intel
	Yes

	Nokia
	Agree with CATT

	Huawei
	Yes.  The UE radio capability ID defined by CT4 can explicitly indicate the capability ID type.  

	ZTE
	Agree with CATT

	Samsung
	Yes.

	
	

	
	

	
	



Following the definition of the UE Radio Capability ID as shown in the tabular above, we could define the UE Radio Capability ID in our interface, with two options below:
· Option 1: define the UE Radio Capability ID, explicitly includes the TF, TAC, SVN and RCI information to align with the spec [6].
· Option 2: Use an OCTET STRING or BIT STRING to cover the whole UE capability ID. How to adopt the variable length of the ID, and how to express the conditional parameters should be further considered.
· Option 3: Please add, if any.
Question 2-2: Which option do you prefer for the definition of UE Radio Capability ID IE in RAN3 interfaces?
	Company name
	Comments

	CATT
	We are open to the definition of the UE Radio Capability ID in our interfaces. Anyway it needs to be aligned with the definition of SA2 in [6].

	Ericsson
	See answer 2-1, follow e.g. encoding of PLMN-Identity, i.e. OCTET STRING.

	Intel
	Option 2

	Nokia
	Option 2. Define it as OCTET STRING or BITSTRING and reference to TS23.003.

	Huawei
	Option 1 is slightly preferred. And the reference to [6] can be added in the corresponding semantics descriptions.

	ZTE
	Option 2

	Samsung
	Option 2 is slightly preferred.

	
	

	
	

	
	


According to the discussion of Question 2-1 and Question 2-2, it’s assumed that the UE Radio Capability ID as defined in TS 23.003 could indicate this is a Manufacturer-assigned or PLMN-assigned ID. On how to define the IE in our interfaces, it’s proposed to use a OCTET STRING with reference to TS23.003, as it’s simple and preferred by most of the companies. 
Proposal 2: In NG/S1/X2/Xn interfaces, the UE Radio Capability ID could be defined as a OCTET STRING with reference to TS23.003.

2.3. Signalling of UE Radio Capability ID
From the specification[4], the UE Radio Capability ID is an alternative to the signalling of the radio capabilities container over the radio interface, within NG-RAN, from NG-RAN to E-UTRAN, from AMF to NG-RAN and between CN nodes supporting RACS.
RACS works by assigning an identifier to represent a set of UE radio capabilities. This identifier is called UE Radio Capability ID. A UE Radio Capability ID can be either UE manufacturer assigned or PLMN-assigned, as specified in clause 5.9.x. The UE Radio Capability ID is an alternative to the signalling of the radio capabilities container over the radio interface, within NG-RAN, from NG-RAN to E-UTRAN, from AMF to NG-RAN and between CN nodes supporting RACS. 

By signalling the UE Radio Capability ID, the size of the corresponding interface messages could be greatly reduced.
As specified in [4], for the legacy UEs which not support RACS, network may also utilize the PLMN-assigned UE Radio Capability ID in the network interfaces, i.e. NG/S1/Xn/X2 This could also reduce the size of the corresponding interface messages which include the UE Radio Capabilities.
Considering how to convey the UE capability ID in the network interfaces:
For NG/S1 interface, CN should provide the UE capability ID to RAN in all the downlink NGAP/S1AP messages which are used to signal the UE Radio Capability today, and the existing UE Radio Capability does not need to be included any longer. 
Add an optional UE Capability ID in the following S1AP messages:
· INITIAL CONTEXT SETUP REQUEST
· UE RADIO CAPABILITY MATCH REQUEST
· CONNECTION ESTABLISHMENT INDICATION
· UE  INFORMATION  TRANSFER
· DOWNLINK NAS TRANSPORT
· PATH SWITCH REQUEST ACKNOWLEDGE

Add an optional UE Capability ID in the following NGAP messages:
·  INITIAL CONTEXT SETUP REQUEST
·  PATH SWITCH REQUEST ACKNOWLEDGE

Question 3-1: For NGAP and S1AP, do you agree to include the UE Radio Capability ID in above messages? Anything wrong or miss? 
	Company name
	Comments

	CATT
	Yes.
Signalling the UE Radio Capability ID instead of the whole UE Radio Capability from CN to RAN is the most important part of RACS feature, this could greatly reduce the signalling size.

	Ericsson
	S1AP/NGAP:
· PATH SWITCH REQUEST ACKNOWLEDGE
· HANDOVER REQUEST 
· INITIAL CONTEXT SETUP REQUEST
· UE CONTEXT MODIFICATION REQUEST 
X2AP/XnAP:
· HANDOVER REQUEST
· S-NODE/SGNB ADDITION REQUEST
· RETRIEVE UE CONTEXT RESPONSE


	Intel
	Generally yes, but which message to include, we need more discussions

	Nokia
	Yes. 
The Capability ID IE is also needed for NGAP UE RADIO CAPABILITY CHECK REQUEST. 

	Huawei
	Yes but except the UE INFORMATION TRANSFER which is used for NB-IoT. 


	ZTE
	S1AP/NGAP:
· PATH SWITCH REQUEST ACKNOWLEDGE
· HANDOVER REQUEST 
· INITIAL CONTEXT SETUP REQUEST
· UE CONTEXT MODIFICATION REQUEST 
X2AP/XnAP:
· HANDOVER REQUEST
· S-NODE/SGNB ADDITION REQUEST
· S-NODE/SGNB MODIFICATION REQUEST
· RETRIEVE UE CONTEXT RESPONSE


	Samsung
	The UE Capability ID should be included in the following message, but FFS in other messages :
· INITIAL CONTEXT SETUP REQUEST (for S1 and NG)
· CONNECTION ESTABLISHMENT INDICATION (for S1)
· UE  INFORMATION  TRANSFER (for S1)
· DOWNLINK NAS TRANSPORT (for S1)
In case of handover, the UE Radio Capability ID may be included in the container from the source to the target.

	
	

	
	


For the signalling of UE Radio Capability ID, it seems the following messages should be involved:
S1AP/NGAP:
· PATH SWITCH REQUEST ACKNOWLEDGE
· HANDOVER REQUEST 
· INITIAL CONTEXT SETUP REQUEST
· UE CONTEXT MODIFICATION REQUEST 
X2AP/XnAP:
· HANDOVER REQUEST
· S-NODE/SGNB ADDITION REQUEST
· RETRIEVE UE CONTEXT RESPONSE
However, some other messages may need to be further checked, for example the following messages in S1AP:
· DOWNLINK NAS TRANSPORT
· UE RADIO CAPABILITY MATCH REQUEST
· CONNECTION ESTABLISHMENT INDICATION
Above all, which messages will be impact to signal the UE radio Capability ID in our interfaces is FFS, we could take the info from the email discussion as the start point.
Proposal 3-1: Which messages will be impact to signal the UE Radio Capability ID is FFS.

For Xn/X2, the UE Radio Capability is transferred between the RAN nodes in the RRC Container, i.e. HandoverPreparationInformation-IEs and CG-ConfigInfo-IEs as defined in TS 38.331, or HandoverPreparationInformation-r8-IEs and SCG-ConfigInfo-r12-IEs as defined in TS 36.331. As shown in the ASN.1 below, the UE Radio Capability info is optional in existing RRC Containers. 
HandoverPreparationInformation-r8-IEs ::= SEQUENCE {
	ue-RadioAccessCapabilityInfo		UE-CapabilityRAT-ContainerList,
	as-Config							AS-Config					OPTIONAL, 		-- Cond HO
	rrm-Config							RRM-Config					OPTIONAL,
	as-Context							AS-Context				OPTIONAL, 		-- Cond HO
	nonCriticalExtension				HandoverPreparationInformation-v920-IEs		OPTIONAL
}


HandoverPreparationInformation-IEs ::= SEQUENCE {
    ue-CapabilityRAT-List               UE-CapabilityRAT-ContainerList,
    sourceConfig                        AS-Config                        OPTIONAL, -- Cond HO
    rrm-Config                          RRM-Config                       OPTIONAL,
    as-Context                          AS-Context                       OPTIONAL,
    nonCriticalExtension                SEQUENCE {}                      OPTIONAL
}

UE-CapabilityRAT-ContainerList ::=SEQUENCE (SIZE (0..maxRAT-CapabilityContainers)) OF UE-CapabilityRAT-Container

UE-CapabilityRAT-Container ::= SEQUENCE {
    rat-Type                            RAT-Type,
    ue-CapabilityRAT-Container          OCTET STRING
}


[bookmark: OLE_LINK140][bookmark: OLE_LINK141]CG-ConfigInfo-IEs ::=       SEQUENCE {
    ue-CapabilityInfo           OCTET STRING (CONTAINING UE-CapabilityRAT-ContainerList)          OPTIONAL,-- Cond SN-Addition
    candidateCellInfoListMN         MeasResultList2NR                                             OPTIONAL,
    candidateCellInfoListSN         OCTET STRING (CONTAINING MeasResultList2NR)                   OPTIONAL,
    measResultCellListSFTD          MeasResultCellListSFTD                                        OPTIONAL,
……

SCG-ConfigInfo-r12-IEs ::=			SEQUENCE {
[bookmark: OLE_LINK69][bookmark: OLE_LINK82]	radioResourceConfigDedMCG-r12	RadioResourceConfigDedicated		OPTIONAL,
	sCellToAddModListMCG-r12		SCellToAddModList-r10				OPTIONAL,
	measGapConfig-r12				MeasGapConfig						OPTIONAL,
	powerCoordinationInfo-r12		PowerCoordinationInfo-r12			OPTIONAL,
	scg-RadioConfig-r12				SCG-ConfigPartSCG-r12				OPTIONAL,
	eutra-CapabilityInfo-r12		OCTET STRING (CONTAINING UECapabilityInformation)	OPTIONAL,
	scg-ConfigRestrictInfo-r12		SCG-ConfigRestrictInfo-r12			OPTIONAL,
	……
}
Signalling the UE capability ID instead of the UE Radio Capability could reduce the X2/Xn signalling size greatly. There’re 2 options for signalling UE capability ID in X2/Xn:
· Option 1: Add UE capability ID in the RRC Container, no impact to RAN3,  need RAN2 to restructure the RRC container to include the UE capability ID.
· Option 2: Add UE capability ID in X2/XnAP messages, no impact to RAN2, only impact X2AP/XnAP.

Question 3-2: Which option do you prefer for signalling of UE Radio Capability ID between the RAN nodes? 
	Company name
	Comments

	CATT
	Both of the options could work well, slightly prefer the Option 1.
For option 1, either UE capability ID or UE Radio Capability is transferred in the RRC Container, which one is used should be decided and set by RRC layer.  For the option 2, a good implementation should avoid the duplicated setting of UE capability ID in the AP message and the UE Radio Capability in the RRC Container. 
From standardize work point of view, it’s easier to add an optional UE Radio Capability ID in RRC Container than include an optional IE in multiple x2AP/XnAP messages. Make change to the SCG-ConfigInfo-r12-IEs seems easier than change to corresponding X2AP messages, such as SENB ADDITION REQUEST, SENB RECONFIGURATION COMPLETE, SENB MODIFICATION REQUEST, SENB MODIFICATION CONFIRM and SENB MODIFICATION REFUSE.

	Ericsson
	We prefer Option 2 and we prefer to keep the legacy capability signalling, i.e. not touch the HandoverPreparation(Information) inter-node RRC message. As mentioned earlier, also in this case, SA2 stage 2 is a bit imprecise, as in case of mobility it cannot be avoided that UE Radio Capability information and UE Capability ID is sent to the target (new) node.

	Intel
	Prefer Option 2. The UE radio capability is carried by RRC, so transferred over the RRC container. But now the UE capability ID is carried by NAS. And backwards compatibility can be handled better in X2/XnAP.

	Nokia
	Agree with CATT. 
Per the answers for previous questions, the CN know whether the RAN supports RACS. So the CN can avoid sending both capability ID and capability to target. 
This is also related to RAN2 LS R2-1914023. We will prepare a short paper and draft reply LS. 

	Huawei
	Both option1 and option2 could work. But option 1 introduces less impact on RAN3 specifications.    


	ZTE
	Agree with CATT. UE capability stuff is mainly specified by RAN2.

	Samsung
	Both option 1 and option 2 could work, but option 1 is preferred.
The UE Radio Capability ID indicates the UE capability, so, it’s reasonable to include the UE Radio Capability information or the UE Radio Capability ID in INM.

	
	

	
	

	
	


First of all, both of the options for signalling the UE Radio Capability ID on X2/Xn interfaces are feasible.Based on the discussion above, most of the companies showed the preference to the option 1 “RRC Container” based solution. 
As Nokia mentioned above, there is a LS from RAN2 (R2-1914023), asking RAN3 if any preference to signal the UE capability ID over X2/Xn. Due to the time limitation for the RACS, to minimize the RAN3 impact, it’s better to select the RRC container based solution and reply the LS to RAN2 as early as possible.
Proposal 3-2: To minimize the RAN3 impact, it’s better to adopt the RRC Container based solution for signalling of UE capability ID in X2/Xn interface, and reply the LS to RAN2 accordingly.

2.4 Local Caching of UE Radio Capability
As been specified in 23.501 [4], in order to be able to interpret the UE Radio Capability ID a Network Function or node may store a local copy of the mapping between the UE Radio Capability ID and its corresponding UE Radio Access Capabilities information i.e. a dictionary entry. When no mapping is available between a UE Radio Capability ID and the corresponding UE Radio Capability information in a Network Function or node, this Network Function or node shall be able to retrieve this mapping and store it. 
The UCMF (UE radio Capability Management Function) stores all UE Radio Capability ID mappings in a PLMN and is responsible for assigning every PLMN-assigned UE Radio Capability ID in this PLMN, see clause 6.2.x.
In order to be able to interpret the UE Radio Capability ID a Network Function or node may store a local copy of the mapping between the UE Radio Capability ID and its corresponding UE Radio Access Capabilities information i.e. a dictionary entry. When no mapping is available between a UE Radio Capability ID and the corresponding UE Radio Capability information in a Network Function or node, this Network Function or node shall be able to retrieve this mapping and store it. 
-	An AMF which supports RACS shall store such UE Radio Capability ID mapping at least for all the UEs that it serves that have a UE Radio Capability ID assigned. 
-	The NG-RAN performs local caching of the UE Radio Access Capabilities for the UE Radio Capability IDs for the UEs it is serving, and potentially for other UE Radio Capability IDs according to suitable local policies. 
-	When the NG-RAN needs to retrieve the mapping of a UE Radio Capability ID to the corresponding UE Radio Capability information, it queries the AMF using N2 signalling defined in 3GPP TS 38.413 [34].
-	When the AMF needs to retrieve a PLMN-assigned UE Radio Capability ID for a UE from the UCMF, it provides the UE Radio Capabilities Information for the UE. The UCMF store the association of this IMEI/TAC and SV with this UE Radio Capability ID.
-	When the AMF retrieves the UE Radio Capability Information associated to a UE Radio Capability ID it provides the UE Radio Capability ID it to UCMF in order to obtain a mapping of a UE Radio Capability ID to the corresponding UE Radio Capabilities information.

From the SA2 specification, the NG-RAN should perform local caching of the UE Radio Access Capabilities for the UE Radio Capability IDs for the UEs it is served, and potentially for other UE Radio Capability IDs according to suitable local policies. It’s also applied to LTE, details are specified in 23.401 [5].
Observation: RAN node should perform local caching of UE Radio Access Capabilities for the UE Radio Capability IDs.
On how to perform the local caching, here provides some options:
· Option 1: CN provides the whole mapping, RAN nodes do the local caching.
CN provides the whole mapping between UE Radio Access Capabilities and UE Radio Capability IDs it have to the RAN nodes in NG/S1 setup procedure and or AMF/MME configuration update procedure. If CN updated its mapping table, e.g. new UE capability ID is assigned, AMF/MME shall update the mapping table via AMF/MME configuration update procedure.
· Option 2: RAN node retrieves the UE radio capability one by one, and do the local caching.
When UE access, CN provides UE capability ID to RAN, RAN retrieves corresponding UE radio capability from CN if it’s not cached,  and local caching it for future using. 
· Option 3: Option 1 + Option 2.
CN provides the whole mapping between the UE radio capabilities and corresponding IDs to the RAN nodes via NG/S1 setup procedure and or AMF/MME configuration update procedure. When RAN node receives a UE Radio Capability ID but could not find corresponding UE Radio Capability, it retrieves the UE radio capability from CN.
· Option 4: please add, if any.
Question 4: On how to local cache the UE Radio Capability IDs and corresponding UE Radio Capabilities in the RAN nodes, which option do you prefer? 
	Company name
	Comments

	CATT
	We are fine with all of the options above, slightly prefer the option 3.
Assuming option 1 has pretty high efficacy as it could push all the UE Radio Capability IDs assigned in the Core Network and corresponding UE Radio Capabilities to the RAN nodes. The option 2 could be a good complement to option 1, as CN may not know which UE Radio Capability IDs have been local cached by the RAN nodes and it could not guarantee all the RAN nodes have local cached all the latest UE Radio Capability IDs.

	Ericsson
	We have to distinguish the PLMN- and manufacturer-allocated IDs.
For PLMN-allocated IDs, at first attach, the UE has to provide the capability information and CN as to map an ID to it. From then onwards, the ID and mapping information can be used. The RAN will receive over time all the information, either from the UE or the CN.
For Manufacturer-allocated IDs, one can assume that for most of the UEs the CN already has the mapping info, but if an ID is unknown, capability info must be retrieved from the UE at RAN.
Option 2 is the baseline for PLMN-allocated IDs and known Manufacturer-allocated IDs, once the mapping information is stored in the CN.
SA2 Stage 2 also discusses how to support non-homogenous deployment of RACS in RAN. If an ID is not known at a (target) RAN node, it retrieves the UE Radio Capability information via the new S1/NGAP procedure.

	Intel
	Option 2 should be the baseline.

	Nokia
	Option 2 is the baseline.

	Huawei
	Local caching in RAN is needed at least for the capability ID and radio capabilities used for  UE in CONNECTED and INACTIVE state. 
· If the UE Capability ID has not been used between the RAN node and the CN, the CN could provide UE Capability ID and UE radio capabilities to the RAN, then the RAN node could build local caching for this ID. 
· And for the Capability ID which has been used in the RAN node and the CN node, the CN could provide the UE capability ID without UE radio capabilities. 
· Also the RAN node can retrieve corresponding UE radio capability from CN if it’s not cached,  
We are open to all options and can be studied further. 

	ZTE
	Option2 as baseline.

	Samsung
	Option 2 could be baseline. It should be studied further how much impact it would have for RAN node to store the UE Radio capability ID and the Radio Capability information.

	
	

	
	

	
	


Base on the discussion above, we see the retrieval of UE radio capability in the S1/NG interface should be supported in case of CN provide a UE capability ID to RAN which has not been cached in RAN. To support this, new S1AP/NGAP procedure seems needed. The other means to support local cache of UE Radio Capability in RAN are not precluded at this time.
Proposal 4: Retrieval of UE radio capability from CN should be supported, the other means to support local cache of UE Radio Capability in RAN is not precluded.

2.5 Other issues associated to RACS
Do you see any other issue to be addressed to support RACS from RAN3 point of view? If any, please specify in the tabular below:
	Company name
	Comments

	Huawei
	RAN2 has agreed that the maximum number of segments is 16. The reason is that it would not be realistic to assume that the network can decode a RRC message (e.g. UE radio capability information message) without a size limitation. That is, the network is not required to be able to process a RRC message with the size exceeding the 16*PDCP size.  
However, regarding the UE manufacturer based capability ID, it was agreed that the filter is not applicable in the context of manufacturer based capability ID. Thus, the capabilities associated with the manufacturer based capability ID would be the full capabilities of the UE without any filtering, so that the full capabilities may well exceed the limitation of 16*PDCP size. When the AMF receives the manufacturer based capability ID from the UE and transmits the associated full capabilities to the gNB, it is possible that the RAN is not able to decode such a large capability message. RAN3 might need to consider how to avoid such situation. The details can be found in R2-1912406.

	
	

	
	

	
	



To support big size of UE capability, RAN2 discussed the segmentation to the RRC message and extended the maximum size of RRC message to 16*PDCP size. The issue as mentioned above is the UE capability may exceed this maximum RRC size in case of manufacturer based capability ID is applied (RAN2 agreed not to do the filter if manufacturer based capability ID is applied).
But if the full size of UE capability exceeds the maximum size of RRC message, how to transfer the UE capability to network?  Or just assume the full UE capability is pre-configured in Core network? We assume this issue should be further discussed in RAN2 if needed, either do the filter in Uu interface or extend the maximum number of segmentations for the RRC message.
Proposal 5: The over size issue of the full UE radio capability should be addressed in RAN2 if really needed.

3	Conclusions
In this contribution, we discussed the overall impact to RAN3 to support RACS. Several companies provided their views on the questions. Based on the discussion, we provided the following proposals:
Proposal 1: Further discuss how to exchange the RACS capability between RAN nodes, between RAN and CN.
Proposal 2: In NG/S1/X2/Xn interfaces, the UE Radio Capability ID could be defined as a OCTET STRING with reference to TS23.003.
Proposal 3-1: Which messages will be impact to signal the UE Radio Capability ID is FFS.
Proposal 3-2: To minimize the RAN3 impact, it’s better to adopt the RRC Container based solution for signalling of UE capability ID in X2/Xn interface, and reply the LS to RAN2 accordingly.
Proposal 4: Retrieval of UE radio capability from CN should be supported, the other means to support local cache of UE Radio Capability in RAN is not precluded.
Proposal 5: The over size issue of the full UE radio capability should be addressed in RAN2 if really needed.
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