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1 Introduction

When a RLF UE re-establishes the RRC connection in a cell that has no connection to its serving AMF, the receiving gNB may not be able to proceed the ongoing RRC Reestablishment, because path switch to a new AMF is not supported. Thus, the receiving gNB may fallback the UE to a new RRC Setup procedure. However, the gNB handling in this case in stage 2 spec is still missing.
In this document, we discuss this issue and propose to clarify it in stage 2 specification.

2 Discussion

In order to proceed the RRC reestablishment procedure, the target gNB initiates the NGAP Path Switch Request procedure to switch the user plane path. The Path Switch Request will be failed if the target gNB is not connected to the UE’s serving AMF. This situation may occur when the UE occurs RLF at the border of AMF regions. An example is given in Figure 1.
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Figure 1: No NG connection to UE’s Serving AMF in case of RRC reestablishment
In this case, the target gNB where the UE initiates the RRC Reestablishment message needs to fallback the UE to a new RRC Setup procedure. 
When an inactive UE resumes in a cell that has no connection to its current serving AMF, the receiving gNB may not be able to proceed the ongoing RRC Resume, because path switch to a new AMF is not supported. Thus, the receiving gNB may fallback the UE to a new RRC Setup procedure and respond to the resume request with an RRC Setup message. This is clarified in stage 2 specification in [1] as follows:

If the UE accesses a gNB other than the last serving gNB and the receiving gNB does not find a valid UE Context, the receiving gNB can perform establishment of a new RRC connection instead of resumption of the previous RRC connection. UE context retrieval will also fail and hence a new RRC connection needs to be established if the serving AMF changes.
We propose to clarify the gNB handling in case that the new gNB is not connected to the serving AMF in stage2 specification like above-mentioned what is done for RRCResume to maintain an aligned gNB implementation.

The new gNB may check whether it connects to the UE’s serving AMF:

· when the RRCReestablishmentRequest is received by means of the AMF region information received from the source gNB during Xn Setup.

· or after UE Context Retrieval procedure by checking the AMF set ID  in the GUAMI.

The procedure is illustrated in Figure 2.
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Figure 2: Fallback in RRC Reestablishment in caes of serving AMF change
Proposal: To clarify in stage 2 specification that if the new gNB in which the UE initiates the RRCReestablishment is not connected to the UE’s serving AMF, the new gNB may fallback the UE to a new RRC setup.
3 Conclusion

In this paper we discuss the serving AMF connectivity issue in case of RRC Reestablishment propose:
Proposal: To clarify in stage 2 specification that if the new gNB in which the UE initiates the RRCReestablishment is not connected to the UE’s serving AMF, the new gNB may fallback the UE to a new RRC setup.
If the proposal is agreed, Huawei is volunteer to provide the corresponding stage 2 CR currently described in the ANNEX (just a copy / past to a new tdoc). 
4 Reference
[1] 3GPP TS 38.300.
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9.2.3.3
Re-establishment procedure

A UE in RRC_CONNECTED may initiate the re-establishment procedure to continue the RRC connection when a failure condition occurs (e.g. radio link failure, reconfiguration failure, integrity check failure…).

The following figure describes the re-establishment procedure started by the UE in case that the serving AMF is not changed:
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Figure 9.2.3.3-1: Re-establishment procedure

1.
The UE re-establishes the connection, providing the UE Identity (PCI+C-RNTI) to the gNB where the trigger for the re-establishment occurred.

2.
If the UE Context is not locally available, the gNB, requests the last serving gNB to provide UE Context data.

3.
The last serving gNB provides UE context data.

4/4a. The gNB continues the re-establishment of the RRC connection. The message is sent on SRB1.

5/5a. The gNB may perform the reconfiguration to re-establish SRB2 and DRBs when the re-establishment procedure is ongoing.

6/7.
If loss of user data buffered in the last serving gNB shall be prevented, the gNB provides forwarding addresses, and the last serving gNB provides the SN status to the gNB.

8/9. The gNB performs path switch.

10.
The gNB triggers the release of the UE resources at the last serving gNB.
The following figure describes the re-establishment procedure started by the UE in case that serving AMF is changed:

[image: image4.wmf]U

E

g

N

B

L

a

s

t

 

S

e

r

v

i

n

g

 

g

N

B

A

M

F

U

E

 

i

n

 

R

R

C

_

C

O

N

N

E

C

T

E

D

C

M

-

C

O

N

N

E

C

T

E

D

1

.

 

R

R

C

R

e

e

s

t

a

b

l

i

s

h

m

e

n

t

R

e

q

u

e

s

t

2

.

 

R

E

T

R

I

E

V

E

 

U

E

 

C

O

N

T

E

X

T

 

R

E

Q

U

E

S

T

3

.

 

R

E

T

R

I

E

V

E

 

U

E

 

C

O

N

T

E

X

T

 

F

A

I

L

U

R

E

4

.

 

N

o

 

N

G

 

c

o

n

n

e

c

t

i

o

n

 

t

o

 

t

h

e

 

s

e

r

v

i

n

g

 

A

M

F

5

.

 

R

R

C

S

e

t

u

p

6

.

 

S

e

t

u

p

 

N

e

w

 

R

R

C

 

C

o

n

n

e

c

t

i

o

n


Figure 9.2.3.3-2: Re-establishment procedure
 in case that the serving AMF is changed
1.
The UE re-establishes the connection, providing the UE Identity (PCI+C-RNTI) to the gNB where the trigger for the re-establishment occurred.

2.
If the UE Context is not locally available, and if the gNB determines that the serving AMF is changed, go to step 5. Otherwise, the gNB requests the last serving gNB to provide UE Context data.
3.
The last serving gNB provides UE context data.
4.
The gNB determines that the serving AMF is changed. 
5. The gNB fallbacks the UE to establish a new RRC connection by sending RRCSetup.

6.
A new connection is setup as described in sub-clause 9.2.1.3.1.
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