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1. Introduction

RAN has agreed a new Work Item on Private Network Support for NG-RAN [1]. This follows work in SA which is now being followed up in RAN and CT. Broadly, this covers two types of NPN, standalone (SNPN) and public network integrated (PNI-NPN). 
In RAN3#105, there was a preliminary discussion of RAN3 impacts, some agreements were reached, and some open issues identified [2]. This document considers the aspects related to mobility.
Meantime we have received some clarifications from SA2 that have impact on mobility control [3].
2. Discussion of Mobility Open Issues
PNI-NPN:

The identified open issues are as follows:

CAG based mobility control? Slice based mobility control? Or both?

Does Source RAN node select and signal the target CAG ID?

Should source RAN ideally try to keep to UE on the same CAG ID?

What does Target NG-RAN node do if selected target CAG id is not matching any of the target cell’s supported CAG IDs?

Does AMF need to be aware of the concept of serving CAG ID?

NG handover: Is the AMF supposed to check during NG handover that the UE’s allowed CAG ID list matches the target RAN node supported CAG IDs? 

Xn handover: should AMF be aware of the UE’s serving CAG ID in real time? E.g. sent in Path Switch Request for charging reason? 
Many of the above questions are related to the topic of “serving CAG” and the associated serving CAG continuity. This is a topic on which we have now received clarifications from SA2 [3]. Relevant statements include:
· CAG Identifiers are used for access control, and once the UE is allowed to access the network the Allowed CAG list is enough to decide whether to be allowed to target cells. There is therefore no need to maintain the CAG ID that was used for the initial access.
· At IDLE to CONNECTED the AMF performs authorization and then RAN authorizes the UE during connected mode mobility. The CAG identifier is not used for charging purposes.
Discussion:
From above, we can conclude that the CAG feature is essentially an access and mobility control feature and does not override other 5GS system tools e.g. slicing. So CAG mobility simply uses mobility restrictions including CAGs in the normal way, with no additional requirements for continuity [3], and therefore
· Source RAN does not select a target CAG ID, just determine whether the UE can access the target cell

· Mobility control does not change (e.g. slice based mobility can continue as usual), but UE’s CAG list must be taken into account to assess which cells can be handover targets
Further and as stated in [3], there is no need to keep the AMF aware of “serving CAG”, since the AMF just provides the CAG list and expects RAN to conform to this. Therefore:
Proposal 1: Source RAN does not perform CAG selection or look for CAG continuity, and only uses CAGs as part of mobility restrictions.
Proposal 2: Since there is no “serving CAG”, this is not signalled either to the AMF or to the target RAN (or as part of SN addition).
Considering now target behaviour, the only possible behaviour is for the target to check whether the cell can be accessed by the UE. In fact this is not new because for example today the target could be part of a TA which is in the mobility restrictions for the UE (e.g. after a TA reconfiguration). As far as we are aware, this a rather special occurrence where the source has either disregarded the mobility restrictions, or there is a sync problem.
Proposal 3: Source RAN only needs to check that there is at least one common CAG between the UE’s CAG list and the CAGs supported by the target. Target behaviour does not need to be specified as it is similar to any other mobility restriction.

Finally, for NG handover, the role of the AMF should be the same as that for any mobility restriction, i.e. mobility control is also assumed to be the RAN’s responsibility regardless of handover type, and the AMF does not need to take an active role.

Proposal 4: The AMF need not perform any CAG-specific checking during NG handover.
SNPN:

In [2] the listed open issues are:

NG handover: Which node informs the target RAN node of the serving (PLMN ID, NID)?  Is it source AMF which informs target AMF which informs target NG-RAN? Or is it directly source NG-RAN via transparent container?

Xn handover: ask SA2 if AMF really needs to check the serving (PLMN ID, NID) in Path Switch Request? 
The second item is already confirmed in [3], i.e. this signalling towards the AMF is not required.
Proposal 5: Not include SNPN signalling towards the AMF, as the AMF is anyway aware of the serving SNPN.
For the first item, assuming that the serving SNPN is included in the mobility restrictions list (i.e. similar to serving PLMN), then this is automatically provided to the target by the AMF. In this case, the serving SNPN must be part of the AMF context. Also unlike PLMN, there is no change of SNPN during mobility, and therefore there is no need for signalling of selected target PLMN by the RAN either.
Therefore,

Proposal 6: Assuming that the serving SNPN is added to the Mobility Restrictions list, the target would be informed of this when receiving the HANDOVER REQUEST from the AMF, and no further signalling is required. 
3. Conclusions
The following are put forward based on the discussion in this document:
Proposal 1: Source RAN does not perform CAG selection or look for CAG continuity, and only uses CAGs as part of mobility restrictions.
Proposal 2: Since there is no “serving CAG”, this is not signalled either to the AMF or to the target RAN (or as part of SN addition).

Proposal 3: Source RAN only needs to check that there is at least one common CAG between the UE’s CAG list and the CAGs supported by the target. Target behaviour does not need to be specified as it is similar to any other mobility restriction.

Proposal 4: The AMF need not perform any CAG-specific checking during NG handover.
Proposal 5: Not include SNPN signalling towards the AMF, as the AMF is anyway aware of the serving SNPN.

Proposal 6: Assuming that the serving SNPN is added to the Mobility Restrictions list, the target would be informed of this when receiving the HANDOVER REQUEST from the AMF, and no further signalling is required.
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