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1. Introduction

In RAN3#105, there was a preliminary discussion of RAN3 impacts, some agreements were reached, and some open issues identified [1]. Then in RAN3#105bis, there was some further consideration of NGAP configuration exchange aspects in particular [2]. Apart from stage 3 coding aspects, the main open issue is whether the RAN provides its CAG configuration (however this is defined) to the AMF. This document considers this aspect, taking into account the LS received from SA2 [3].
2. Passing RAN’s CAG configuration to the AMF
Below we consider the possible use cases for sending the IDs to the AMF, as discussed previously.
Filtering of CAG list at AMF: here the possible reason would be to reduce the size of the Mobility Restrictions List. This seems rather a weak optimization. Further, it could be dangerous as it would require the AMF to understand neighbour relationships in the RAN including CAG IDs, and also including inter-AMF mobility aspects.

SA2 has indicated that stage 2 does not assume AMF to perform any filtering [3]. SA2 has invited SA1 to provide additional guidance on the number of CAG Identifiers per PLMN per UE to be supported.
Observation 1: There seems to be no need for filtering of the CAG list at the AMF.

Paging optimization: paging optimization should be primarily in the RAN, meaning that the UE’s CAG ID list could be provided in the paging message, so that the NG-RAN node can decide which cells should send a paging message to the UE. Similarly, it is also useful to let the RAN know whether the UE can access non-CAG cells.

Having the RAN CAG support uploaded to the AMF would have the benefit of filtering some of the NGAP paging messages. This in itself does not affect the air interface resource and does not seem like essential functionality that would justify storing the additional information in the AMF. Moreover, in scenarios where the NG-RAN node supports both PLMN and NPI-NPN cells, no signalling saving will be obtained. In fact in such scenarios, there is potential for error if ANY CAGs are signalled to the AMF.
Observation 2: Paging filtering can be performed in the RAN. Paging filtering at the AMF impacts only NG signalling and might cause errors in mixed scenarios.

NG-based handover: SA2 has also indicated that it has not agreed any additional requirements for AMF to reject the handover procedure [2], and in fact the LS mentions the use of Mobility Restrictions, and the fact that “the source NG-RAN node shall select the target cell accordingly, based on proper neighbour information” [2].

There does not seem to be any need for AMF intervention in this case, since CAG mobility should operate based on mobility restrictions i.e. the source should select the target node and no AMF verification is necessary. Rejections should be a rare case, due to configuration update without synchronization. 

Finally, it would make sense to design the mobility control to have the same characteristics for Xn and NG handovers:

· Source selects target using mobility restrictions and neighbour configuration

· Target may reject handover using mobility restrictions and own configuration

Observation 3: The checking for mobility including NG mobility should be performed by the RAN nodes, and rejections should be rare. There is no need to increase complexity by involving the AMF.

Initial access control: even assuming that the selected CAG is not visible to the RAN (which is dependent on the discussion on privacy), still it is the case that uploading the static CAG configuration to the AMF is not useful unless this is provided on a per-cell basis. However creating a per-cell database in the AMF is a completely new requirement. Hence the initial access control (if performed by the AMF) could more easily work if the CAG configuration of the access cell is provided to the AMF in the INITIAL UE MESSAGE.

Observation 4: General upload of CAG support to the AMF is not useful for initial access, and is a completely new AMF requirement if done on a per-cell basis. Furthermore it is not necessary as there is a simple alternative.

In conclusion, none of the use cases for passing RAN CAG configuration to the AMF seem to be compelling, and therefore:
Proposal: RAN’s CAG configuration is not passed to the AMF.
3. Conclusions
The following is proposed based on the discussion in this document:
Proposal: RAN’s CAG configuration is not passed to the AMF.

Based on the following observations:

Observation 1: There seems to be no need for filtering of the CAG list at the AMF.

Observation 2: Paging filtering can be performed in the RAN. Paging filtering at the AMF impacts only NG signalling and might cause errors in mixed scenarios.

Observation 3: The checking for mobility including NG mobility should be performed by the RAN nodes, and rejections should be rare. There is no need to increase complexity by involving the AMF.

Observation 4: General upload of CAG support to the AMF is not useful for initial access, and is a completely new AMF requirement if done on a per-cell basis. Furthermore it is not necessary as there is a simple alternative.
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