[bookmark: _Toc512838116][bookmark: _Toc508584481]3GPP TSG-RAN WG3 Meeting #106	R3-196801
Reno, USA, 18 – 22 November 2019									

[bookmark: Source][bookmark: _GoBack]Agenda item:	14.3.2
Source: 	Qualcomm Incorporated
Title: 	(TP to BL CR#0156 “Introduction of NB-IoT related NG-AP procedures” 	for TS38.413) 	NB-IOT RAT Type
[bookmark: DocumentFor]Document for:	Discussion and Decision


[bookmark: _Ref349588338]1.	Introduction
In S1AP, the eNB is able to declare the RAT associated with a given tracking area. This allows the MME to enforce initial access restrictions if needed e.g. if a given UE is not allowed to access NB-IOT cells, by using the TAI information provided with the INITIAL UE MESSAGE.
Currently there is no equivalent functionality in baseline CRs for NGAP. However, SA2 has recently endorsed a CR [1] which enables the AMF to enforce the restriction that the UE is not allowed to use NB-IOT as primary access. This document discusses how to support this function, and includes a text proposal. 
2.	Discussion
The endorsed SA2 CR [1] includes the following text:When the UE is accessing NR using unlicensed bands, as defined in clause 5.4.x, an indication is provided in N2 interface as defined in TS 38.413 [34].
[ and later]
The UDM shall provide to the AMF the following information about the subscriber's NR or E-UTRA access restriction set by the operator determined e.g. by subscription scenario and roaming scenario:
-    For NR: 
-	NR not allowed as primary access. 
-    NR not allowed as secondary access. 
-	NR in unlicensed bands not allowed as primary access.
-	NR in unlicensed bands not allowed as secondary access.
-	For E-UTRA:
-    E-UTRA not allowed as primary access. 
-    E-UTRA not allowed as secondary access. 
-	NB-IoT not allowed as primary access. 
In order to enforce all primary access restrictions, the related access has to be deployed in different Tracking Area Codes and the subscriber shall not be allowed to access the network in TAs using the particular access. 
With all secondary access restrictions, the subscriber shall not be allowed to use this access as secondary access.

[bookmark: _Hlk23841958]From the above, we can see that for NB-IOT, the requirement is that the AMF shall be able to enforce the prohibition of NB-IOT as primary access, which includes initial access. To do this, the AMF needs to be aware of the RAT that the UE is accessing on. This would be possible in at least two ways:
· Option 1: Providing a RAT indicator in INITIAL UE MESSAGE
· Option 2: Associating a TAI with a RAT as part of the configuration exchange
· Option 3: Define new node IDs (per RAT)
We also note that a similar requirement also applies for E-UTRA, NR, and NR-U, and it would be useful to come up with a joint solution. Now a superficial analysis would suggest that the problem only exists for NR-U and NB-IOT, but in fact this is not correct because once these two are used, it is no longer possible to assume that a cell in a ng-eNB is necessarily an E-UTRA cell.
Similarly, due to this possible mix, option 3 does not in fact solve the problem at all, unless the specification enforced the limitation that all cells in a logical node must have the same RAT. This does not seem to be desirable, so we would suggest ignoring option 3.
Then in option 1 we would need to have currently 4 codepoints, or 2 codepoints and assume that absence of the information implies that the RAT is consistent with the declared ID; while in option 2, we could equally assume 2 or 4 codepoints. Otherwise both options seem equally viable. If, as stated in the text of [1], “the related access has to be deployed in different Tracking Area Codes”, then option 2 is viable. Since option 2 is already implemented in S1AP, we could take this option, and so the text proposal in this document follows this approach.
Proposal: Agree the text proposal based on option 2
Forward compatibility: a possible limitation of this approach is that the introduction of any new RATs must be done in accordance with TA separation – at least if initial access is to be restricted. It may be useful to liaise with SA2 to state that this will be the case, and the expectation.
3.	Summary and Conclusions
In this contribution we discussed the introduction of support for initial access restriction of NB-IOT, and propose to follow an approach similar to EPS. A text proposal is provided below.
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5.	Text Proposal for the baseline CR
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[bookmark: _Toc20955115]9.2.6	Interface Management Messages
[bookmark: _Toc20955116]9.2.6.1	NG SETUP REQUEST
This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString
(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List
9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	[bookmark: _Hlk23771306]>>RAT-Type
	O
	
	9.3.1.X
	RAT-Type associated with the TAC of the indicated PLMN(s).
	YES
	reject

	Default Paging DRX
	M
	
	Paging DRX
9.3.1.90
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.




>>> NEXT CHANGE <<<

[bookmark: _Toc20955119]9.2.6.4	RAN CONFIGURATION UPDATE
This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.
Direction: NG-RAN node  AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString
(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List
9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>RAT-Type
	O
	
	9.3.1.X
	RAT-Type associated with the TAC of the indicated PLMN(s).
	YES
	reject

	Default Paging DRX
	O
	
	Paging DRX
9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore

	NG-RAN TNL Association to Remove List 
	
	0..1
	
	
	YES
	reject

	>NG-RAN TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>TNL Association Transport Layer Address 
	M
	
	CP Transport Layer Information
9.3.2.6
	Transport layer address of the NG-RAN node.
	-
	

	>>TNL Association Transport Layer Address at AMF
	O
	
	CP Transport Layer Information
9.3.2.6
	Transport layer address of the AMF.
	-
	



	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.



>>> NEXT CHANGE <<<


[bookmark: _Toc20953825]9.3.1.X	RAT Type
This element is provided by the NG-RAN node to inform about the RAT Type.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RAT Type
	M
	
	ENUMERATED (NB-IOT, ...)
	



2


