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Introduction
Last RAN3 meeting discussed the issue on how IAB-donor CU know that MT and DU of an IAB-node are collocated, and agreed ([1]):

Proposal: The CU discovers collocation of MT and DU via option 1 in case it has sent the IP address to the IAB-node via RRC, and otherwise via option 3. 
However, there are some issues on this agreement. This contribution analyses the issue, and propose a way forward. 

2
Discussion

Last RAN3 meeting agreed that Donor-CU provides the IAB’s IP address to the IAB node via RRC procedure. When the IAB uses the received IP address to setup the SCTP association, and initiates the F1 Setup, the Donor-CU knows the specific IAB-MT that is collocated with the IAB-DU who initiated the F1 Setup procedure. 

Using OAM to provide IP address to the IAB node was not precluded, but we think it is not preferred to use OAM for following reasons: 
· The OAM system may not the parent cell that is sevring the IAB node, based on the report from the IAB node. But it may not know the Donor-DU for the IAB. The OAM system has to maintain the topology for the IAB, in order to know the Donor-DU for the IAB node, especially when the IAB node does not directly connected to the Donor node. This is a big change to the OAM system. 
· It may have issues for topology adaptation. The IAB node’s parent node may have performed a topology adaptation and has changed the Donor-DU but still under the same Donor-CU. The parent node can continue to use the previous PCI/CGI. The IAB node cannot know that the Donor-DU is changed, and need to request a new IP address from the OAM system. 
· It adds additional latency in the topology adaptation, e.g. during RLF. When using RRC to transfer the IP address to the IAB node, the Donor-CU can include the IP address in the RRCReconfiguration message, or RRCReestablishment message to the IAB node (up to RAN2 decision). When using OAM, the IAB can only initiates the request IP address procedure after the RRC is CONNECTED.
We noticed that there are some propoents insisting to not preclude OAM. Even we think the OAM approach is not preferred, we are ok to accept the compromise to not preclude the OAM, and leave it to the implementation. However, we think there is no need to develop the specification to address the implementation based option. 
Observation 1: using OAM to assign the IP address to the IAB node have some issues. 

Proposal 1: there is no need to develop the specification to address implementation based option. 
Last RAN3 meeting agreed: 
The IAB-donor CU discovers collocation of IAB MT and IAB DU from the IP address used by the IAB DU for F1-C, or from the IAB-node’s BAP address included in F1AP (e.g., F1 SETUP REQUEST).
Our further analysis has found that there are some issues in the 2nd approach (i.e. from the IAB-node’s BAP address included in F1AP (e.g., F1 SETUP REQUEST). Before the IAB-DU initiates the F1 Setup procedure, the SCTP association need to be established between the IAB-DU and the Donor-CU. A typical SCTP INITIATION call flow from IETF RFC4960 is copied as below:
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In the IAB system, the “Endpoint A” is the IAB-DU, and the “Endpoint Z” is the Donor-CU. So it is clear that some SCTP CHUNK need to be sent from the Donor-CU to the IAB node. This means the routing table need to be setup in the Donor-DU before the IAB-DU initiates the SCTP INIT.  However, with the 2nd approach (i.e. from the IAB-node’s BAP address included in F1AP (e.g., F1 SETUP REQUEST), the Donor-CU can only know the collocation of IAB-MT and IAB-DU during F1 Setup. It is not possible for the Donor-CU to configure the routing table in the Donor-DU, in order to route the SCTYP CHUNK to the IAB-DU. 
Based on the above analysis, we proposed to del the wrong agreement. 
The IAB-donor CU discovers collocation of IAB MT and IAB DU from the IP address used by the IAB DU for F1-C, or from the IAB-node’s BAP address included in F1AP (e.g., F1 SETUP REQUEST).
Proposal 2: Deleted the wrong agreement that the Donor-CU discovers collocation of IAB-MT and IAB-DU from the IAB-node’s BAP address included in F1AP (e.g. F1 SETUP REQUEST) from BL CR for TS38.401
3
Conclusions
In this contribution we have analysed the issue to use BAP ID in F1AP to discover the collocation of IAB-MT and IAB-DU. Our proposals are:

Observation 1: using OAM to assign the IP address to the IAB node have some issues. 

Proposal 1: there is no need to develop the specification to address implementation based option. 
Proposal 2: Deleted the wrong agreement that the Donor-CU discovers collocation of IAB-MT and IAB-DU from the IAB-node’s BAP address included in F1AP (e.g. F1 SETUP REQUEST) from BL CR for TS38.401
The proposed change to TS38.401 BL CR can be found at the end of this contribution. 
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8.z
IAB-node Integration Procedure

A high-level flow chart for SA-based IAB integration is shown in the Figure 8.z-1:
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Figure 8.z-1: The integration procedure for IAB-node


· Phase 1: IAB-MT setup. In this phase, the MT functionality of the new IAB-node (e.g. IAB-node 2 in Figure 8.z-1) connects to the network as a normal UE, by performing RRC connection setup procedure with IAB-donor-CU, authentication with the core network, IAB-node 2-related context management, IAB-node 2’s access traffic-related radio bearer configuration at the RAN side, and, optionally, OAM connectivity establishment by using the IAB-MT’s PDU session. The IAB node can select the parent node for access based on an over-the-air indication from potential parent IAB-nodes or IAB-donor-DUs (transmitted e.g., in SIB). To indicate its IAB capability, the IAB-MT includes the IAB-node indication in RRCSetupComplete message, to assist the IAB donor node select the AMF supporting IAB.
Editor’s Note: The signalling flow for UE initial access procedure as shown in Figure 8.1-1/Figure 8.9.1-1 should be used as baseline for the setup of the MT functionality of IAB-node. 

Editor’s Note: the detailed design of over-the-air indication (e.g., in SIB) for parent node selection depends on RAN2’s decision.
· Phase 2-1: Backhaul RLC channel establishment. In this phase, at least the backhaul RLC channels for CP traffic e.g. carrying F1-C messages to and from the IAB-node, are established. This may require the setup of a new backhaul channel or modification of the existing backhaul RLC channel between IAB-node 1 and IAB-donor-DU.
NOTE: If the OAM connectivity is supported via backhaul IP layer by implementation, one or more backhaul RLC channels used for OAM traffic can also be established. 
· Phase 2-2: Routing update. In this phase, the BAP layer is updated to support routing between the new IAB-node 2 and the IAB-donor-DU. This includes configuration of a BAP address on the IAB-node 2, BAP routing identifier(s) for downstream direction on the IAB-donor-DU, and BAP routing identifier(s) in upstream direction on the MT functionality of IAB-node 2. For the downstream direction, the IAB-donor-CU initiates F1AP procedure to configure the IAB-donor-DU with the mapping between the IP address of IAB-node 2 and the BAP address of IAB-node 2. The IAB-donor-CU may also configure the IAB-donor-DU with the mapping from IP header field(s) (IP address and/or DSCP/DS and/or IPv6 flow label can be used) to the BAP path ID of IAB-node 2. The routing tables are updated on all ancestor IAB-nodes (e.g. IAB-node 1 in Figure 8.z-1) and on the IAB-donor-DU with routing entries for the new BAP routing identifier(s).  This phase may also include the IP address allocation procedure for IAB-node 2. IAB-node 2 may request one or more IP addresses from the IAB-donor-CU via RRC. The IAB-donor-CU may send the IP address(es) to the IAB-node 2 via RRC. The IAB-donor-CU may obtain the IP address(es) from the IAB-donor-DU via F1-AP or by other means (e.g. OAM, DHCP). IP address allocation procedure may occur at any time after RRC connection has been established.
· Phase 3: IAB-DU part setup. In this phase, the DU functionality of IAB-node 2 is configured. The DU functionality of IAB-node 2 initiates the TNL establishment, and F1 setup (as defined in clause 8.5) with the IAB-donor-CU using the allocated IP address(es). The IAB-donor-CU discovers collocation of IAB-MT and IAB-DU from the IP address used by the IAB-DU for F1-C. After the F1 is set up, the IAB-node 2 can start serving the UEs.

Editor’s Note: The IAB-node DU can discover the IAB-donor-CU’s IP address in the same manner as a normal DU. Alternative options are FFS.
End of Change
IAB-node 2
IAB-node 1
IAB-donor-DU
IAB-donor-CU
2.RRC connection request
5GC(for IAB)
IAB donor
Phase 1: IAB-MT setup
Phase 2-1:  Backhaul RLC channel establishment
Phase 2-2: Routing update
Phase 3: IAB-DU setup



