[bookmark: _Toc193024528]3GPP TSG-RAN WG3 Meeting #106	R3-196605
Reno, USA, 18 – 22 November 2019

[bookmark: _GoBack]Title: 	(TP to NGAP BL CR #156 #157 #120) Consideration on Leftover Issues
Source: 	Huawei
Agenda item:	14.3.2
Document for:	other
1. Introduction
Due to the limitation of the Quota, in this contribution, we discuss three leftover issues exist in three BL CRs, including:
· Further check of the overload action part of NGAP BL CR#0157
· NB-IoT UE Identity Index values in NGAP BL CR#0120
· 5G-S-TMSI in Error Indication in NGAP BL CR#0156
In this contribution, we analyses theses leftover issues, and provide corresponding Text Proposals.
2. Discussion
2.1 (BL CR#0157 “Introduction of CP UP NB-IoT Others” for TS 38.413) Overload Action 
In RAN3#105bis meeting, one TP was agreed to update the NB-IoT related overload action in NGAP BL CR, in the latest version of baseline CR [1], one Editor’s Note was added, to further check the overload action part. 
The reason to add the Editor’s Notes to further check the overload action is, there seems different number of overload actions in NGAP and SA2 specification, it is needed to further check if any misalignment between NGAP and SA2 spec.
The Overload actions in the updated NGAP BL CR are:
	
	Overload Actions in the NAGP BL CR#0157
	code points

	(1)
	"reject RRC connection establishments for non-emergency mobile originated data transfer" (i.e., reject traffic corresponding to RRC cause "mo-data", "mo-SMS", "mo-VideoCall"  and "mo-VoiceCall" in TS 38.331 [18] or "mo-data" and "mo-VoiceCall" in TS 36.331 [21])
	Reject RRC connection establishments for non-emergency MO DT

	(2)
	"reject RRC connection establishments for signalling" (i.e., reject traffic corresponding to RRC cause "mo-data", "mo-SMS", "mo-signalling", "mo-VideoCall" and "mo-VoiceCall" in TS 38.331 [18] or "mo-data", "mo-signalling" and "mo-VoiceCall" in TS 36.331 [21])
	Reject RRC connection establishments for Signalling

	(3)
	"only permit RRC connection establishments for emergency sessions and mobile terminated services" (i.e., only permit traffic corresponding to RRC cause "emergency" and "mt-Access" in TS 38.331 [18] or in TS 36.331 [21])
	Permit Emergency Sessions and mobile terminated services only

	(4)
	"only permit RRC connection establishments for high priority sessions and mobile terminated services" (i.e., only permit traffic corresponding to RRC cause "highPriorityAccess", "mps-PriorityAccess", "mcs-PriorityAccess" and "mt-Access" in TS 38.331 [18] or "highPriorityAccess", mo-ExceptionData and "mt-Access" in TS 36.331 [21])
	Permit High Priority Sessions and mobile terminated services only



The following table shows the overload action defined in TS23.501:
	Overload Actions in TS23.501 v16.2.0 (2019.09)

	a)
	Restrict 5G-AN signalling connection requests that are not for emergency, not for exception reporting and not for high priority mobile originated services;

	b)
	Restrict 5G-AN signalling connection requests for uplink NAS signalling transmission to that AMF;

	c)
	Restrict 5G-AN signalling connection requests where the Requested NSSAI at AS layer only includes the indicated S-NSSAI(s) in the NGAP OVERLOAD START message. This applies also to RRC-Inactive Connection Resume procedure where the Allowed NSSAI in the stored UE context in the RAN only includes S-NSSAIs included in the NGAP OVERLOAD START.

	d)
	only permit 5G-AN signalling connection requests for emergency sessions and mobile terminated services for that AMF;

	e)
	only permit 5G-AN signalling connection requests for high priority sessions, exception reporting and mobile terminated services for that AMF;



We can find that the NGAP overload action (1), (2), (3) and (4) can be mapped to SA2 spec a), b), d) and e). The overload action c) in SA2 spec, it is related to network slicing, when the indicated S-NSSAI(s) are indicated in the NGAP OVERLOAD START message with in the Overload Start NSSAI List IE. There is no restriction to re-use this approach for NB-IoT.
Conclusion: there is no misalignment between NGAP overload actions and the ones defined in SA2 specification.
Proposal1: remove the Editor’s Note about Overload Action.
· Text Proposal to the NGAP BL CR#0156
----Start of the Change----
[bookmark: _Toc5694497]9.3.1.105	Overload Action
This IE indicates which signalling traffic is subject to rejection by the NG-RAN node in an AMF overload situation as defined in TS 23.501 [9].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Overload Action
	M
	
	ENUMERATED
(Reject RRC connection establishments for non-emergency MO DT, Reject RRC connection establishments for Signalling, Permit Emergency Sessions and mobile terminated services only, Permit High Priority Sessions and mobile terminated services only, …)
	



Editor’s Note: Further check may be needed
----End of the Change----
2.2 (BL CR#0120 “Introduction of NB-IoT Paging and eDRX aspects” for TS 38.413) NB-IoT UE Identity Index values
In [2], in NGAP: Paging procedure and the corresponding message, the NB-IoT UE Identity Index value is marked as FFS, with Editor’s Note: whether the NB-IoT UE Identity Index value IE should be introduced requires further checking.
In S1AP PAGING message, there are two UE ids included, one named as UE Identity Index value, another named as UE Paging Identity, the (Extended/NB-IoT) UE Identity Index value is used by the eNB to calculate the PO/PF, and the UE Paging Identity represents the Identity (S-TMSI/IMSI) with which the UE is paged.
In current NGAP PAGING message, there is only one IE named as UE Paging Identity (5G-S-TMSI) is included, which is different with S1AP, because the 5G-S-TMSI will be used to calculate the corresponding PO/PF.
The following RAN2 agreements can be found in [2] for CIoT 5GC:
	Support of eDRX in CM-IDLE and EDT:
Use 5G S-TMSI as input for Hash ID to calculate PH and PTW_start.

	[bookmark: _Hlk4070057]Support of RRC_INACTIVE and eDRX in CM-CONNECTED:
For NB-IoT: Update Paging-NB message to include 5G S-TMSI as UE Identity for core network paging.



Based on these RAN2 agreements, it could be understood that there is no need to introduce NB-IoT UE Identity Index Value IE in the baseline CR.
Proposal 2: Remove the NB-IoT UE Identity Index Value IE related part in the BL CR.
· Text Proposal to the NGAP BL CR#0120
----Start of the First Change----
[bookmark: _Toc5694137]8.5.1	Paging
[bookmark: _Toc5694138]8.5.1.1	General
The purpose of the Paging procedure is to enable the AMF to page a UE in the specific NG-RAN node.
[bookmark: _Toc5694139]8.5.1.2	Successful Operation


Figure 8.5.1.2-1: Paging 
[bookmark: _Hlk510775353]The AMF initiates the Paging procedure by sending the PAGING message to the NG-RAN node.
At the reception of the PAGING message, the NG-RAN node shall perform paging of the UE in cells which belong to tracking areas as indicated in the TAI List for Paging IE.
If the Paging DRX IE is included in the PAGING message, the NG-RAN node shall use it according to TS 38.304 [12] and TS 36.304 [29].
For each cell that belongs to any of the tracking areas indicated in the TAI List for Paging IE, the NG-RAN node shall generate one page on the radio interface.
If the Paging Priority IE is included in the PAGING message, the NG-RAN node may use it according to TS 23.501 [9].
If the UE Radio Capability for Paging IE is included in the PAGING message, the NG-RAN node may use it to apply specific paging schemes.
If the Assistance Data for Recommended Cells IE is included in the Assistance Data for Paging IE it may be used, together with the Paging Attempt Information IE if also present, according to TS 38.300 [8].
If the Next Paging Area Scope IE is included in the Paging Attempt Information IE it may be used for paging the UE according to TS 38.300 [8].
If the Paging Origin IE is included in the PAGING message, the NG-RAN node shall transfer it to the UE according to TS 38.331 [18] and TS 36.331 [21].
If the NB-IoT Paging eDRX Information IE is included in the PAGING message, the NG-RAN node shall, if supported, use it according to TS 36.304 [29]. If the NB-IoT Paging Time Window IE is included in the NB-IoT Paging eDRX Information IE, the NG-RAN node shall take this information into account to determine the UE’s paging occasion according to TS 36.304 [29]. The NG-RAN node should take into account the reception time of the PAGING message on the NG interface to determine when to page the UE. 
If the NB-IoT UE Identity Index Value IE is included in the PAGING message, the NG-RAN node shall, if supported, use it to identify the paging resources to be used according to TS 36.304 [29].
Editor’s Note: whether the NB-IoT UE Identity Index value IE should be introduced requires further checking
----Start of the Next Change----
[bookmark: _Toc5694336]9.2.4.1	PAGING
This message is sent by the AMF and is used to page a UE in one or several tracking areas.
Direction: AMF  gNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	UE Paging Identity
	M
	
	9.3.3.18
	
	YES
	ignore

	Paging DRX
	O
	
	9.3.1.90
	
	YES
	ignore

	TAI List for Paging
	
	1
	
	
	YES
	ignore

	>TAI List for Paging Item
	
	1..<maxnoofTAIforPaging>
	
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	Paging Priority
	O
	
	9.3.1.78
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.3.1.68
	
	YES
	ignore

	Paging Origin
	O
	
	9.3.3.22
	
	YES
	ignore

	Assistance Data for Paging
	O
	
	9.3.1.69
	
	YES
	ignore

	NB-IoT Paging eDRX Information
	O
	
	9.3.1.yyy
	
	YES
	ignore

	NB-IoT UE Identity Index value (FFS)
	O
	
	9.3.3.zzz
	
	YES
	ignore



Editor’s Note: weither the NB-IoT UE Identity Index value IE should be introduced requires further checking
----Start of the Next Change----
[bookmark: _Toc534712079]9.3.3.zzz	NB-IoT UE Identity Index Value (FFS)
The NB-IoT UE Identity Index Value IE is used by the NG-RAN node to calculate the paging resources to be used for the UE, as defined in TS 36.304 [20].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NB-IoT UE Identity Index Value
	M
	
	BIT STRING (SIZE(12))
	Coded as specified in TS 36.304 [29].



Editor’s Note: whether the NB-IoT UE Identity Index value IE should be introduced requires further checking
----End of the Changes----
2.3 (BL CR#0156 “Introduction of NB-IoT related NG-AP procedures” for TS 38.413) 5G-S-TMSI in Error Indication
In RAN3#105bis meeting, it was agreed to introduce 5G-S-TMSI in Error Indication Procedure to align with EPS, and it was commented and one Editor’s Note were added:
Editor’s Note: It should be confirm that the benefit of the presence of 5G-S-TMSI for 5GC is not equivalent at EPS.
For EPS, the scenario to introduce the S-TMSI in S1AP: ERROR INDICATION message was for the case in which the MME restart and lost the stored S-TMSI, as NB-IoT inter UE QoS related procedures (Retrieve UE Information and UE Information Transfer procedures) are two non-UE-associated S1AP class 2 procedures, linked by using S-TMSI, once the eNB triggers Retrieve UE Information procedure towards the MME, the MME is not able to provide S-TMSI information to the eNB to indicate the failure. 
From our understanding, similar case may happen in 5GS,therefore it is proposed to remove the Editor’s Note.
Proposal: Remove the Editor’s Note about the 5G-S-TMSI in NGAP: ERROR INDICATION message
· Text Proposal to the NGAP BL CR#0156
[bookmark: _Toc20955128]----Start of the First Change----
9.2.6.13	ERROR INDICATION
This message is sent by both the NG-RAN node and the AMF to indicate that some error has been detected in the node.
Direction: NG-RAN node  AMF and AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	AMF UE NGAP ID
	O
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	O
	
	9.3.3.2
	
	YES
	ignore

	Cause
	O
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics 
	O
	
	9.3.1.3
	
	YES
	ignore

	5G-S-TMSI
	O
	
	9.3.3.20
	
	YES
	ignore



Editor’s Note: It should be confirm that the benefit of the presence of 5G-S-TMSI for 5GC is not equivalent at EPS.
----End of the Change----
3. Conclusion
[bookmark: _Toc423020280]In this contribution, we analyses the leftover issues in NGAP BL CR #156 #157 #120:
· Further check of the overload action part of NGAP BL CR#0157
· NB-IoT UE Identity Index values in NGAP BL CR#0120
· 5G-S-TMSI in Error Indication in NGAP BL CR#0156
It is proposed to agree the corresponding Text Proposals for these BL CRs provided in Section 2.
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