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1   Introduction
At last RAN3#105 and RAN3#105bis discussions started on NPN.

It has been decided to organize the discussions around key topics. 

The following addresses the Access Control topic.

The summary of offline discussions on Access Control aspects is available in [3].

This paper proposes TP for TS38.300.
2   Discussion
The discussion on Access Control can be split in two parts:

Initial UE Message

Do we need the selected CAG ID in the Initial UE Message? 

There are two alternative solutions for access control being discussed:

Solution 1: NG-RAN includes the cell-supported CAG ID list in the Initial UE Message, the UE includes the selected CAG ID over NAS, the AMF checks that the received selected CAG ID matches the UE Allowed CAG ID List (retrieved from subscription) and matches the cell-supported CAG ID list.

Solution 2: UE includes the selected CAG ID over RRC MSG5. The NG-RAN node checks that it matches the cell-supported Cag ID List. The NG-RAN node then sends this selected CAG ID in the Initial UE Message. The  AMF checks that the received selected CAG ID matches the UE Allowed CAG ID List (retrieved from subscription).

As can be seen both solutions could work. 
SA2 and SA3 are working to decide which one is selected.

In the meantime, since both solutions can work we can progress our work considering solution 1 and will revert if needed.

Proposal 1: working Assumption is to include cell-supported CAG ID list in the Initial UE Message over NG.
Moreover, if the AMF checks turn to be negative, a cause value is needed for failing the access. We propose to add a generic cause value “invalid NPN access”.

Proposal 2: add a generic failure cause value “invalid NPN access”.

Mobility Restriction List
The status after RAN3#105 meeting was as follows:
SNPN

1. Indicate serving (PLMN ID, NID) in the mobility restriction list

2. No equivalent (PLMN ID, NID) in the mobility restriction list
3. Need to signal the RAT restrictions for the serving (PLMN ID, NID)?
4. Need to signal for the serving (PLMN ID, NID)  the area restriction?

5. Need to signal for the serving (PLMN ID, NID) the allowed services areas?

6. (NOTE: assuming that a serving PLMN ID/NID cannot be changed during connected mobility)

Given that the Serving SNPN ID is signaled in the Mobility Restriction List, it can be assumed that the following list of RAT restriction, Area restriction and Service area restrictions only apply to this SNPN.
There is no need to indicate additional NID.

Proposal 3: only serving NID to be added in the Mobility restriction List IE.

PNI-NPN
1. Indicate in the mobility restriction list the UE supported list of CAG IDs per plmn

2. Indicate in the mobility restriction list the CAG-only indication per plmn (i.e. allowance of CAG UE to access non-CAG cells)
We propose to implement the agreement of last RAN3#105:
Proposal 4: add the UE Allowed CAG ID List into the Mobility Restriction List IE.

3   Conclusion

This paper has analysed the open issues related to access control aspects to be specified and makes the following proposals:

Proposal 1: working Assumption is to include cell-supported CAG ID list in the Initial UE Message over NG.

Proposal 2: add a generic failure cause value “invalid NPN access”.

Proposal 3: only serving NID to be added in the Mobility restriction List IE for SNPN.

Proposal 4: add the UE Allowed CAG ID List into the Mobility Restriction List IE for PNI-NPN.
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16.x
Stand-alone NPN

16.x.1
Access Control
If the establishment of the UE-associated logical NG-connection towards the 5GC is performed due to an RRC connection establishment originating from an SNPN cell, the NG-RAN node indicates the selected SNPN received from the UE to the AMF. The AMF further checks that the selected SNPN is allowed for the UE. 
If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the mobility restrictions applicable for the selected SNPN.
If the check is not successful, the AMF triggers the release of the RRC connection from which the request originated with an appropriate cause value.
16.y
Public Network Integrated NPN

16.x.1
Access Control
If the establishment of the UE-associated logical NG-connection towards the 5GC is performed due to an RRC connection establishment originating from a CAG cell, the NG-RAN node indicates the list of CAG IDs supported by this cell to the AMF. The AMF checks that the CAG selected by the UE is allowed and matches one of the CAG IDs supported by the cell. 
If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the list of CAGs allowed for the UE and also with the indication whether the UE is allowed to access non-CAG cells.
If the check is not successful, the AMF triggers the release of the RRC connection from which the request originated with an appropriate cause value.
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