
3GPP TSG-RAN WG3#106 
R3-196537
Reno, USA,  18 – 22 November 2019
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	38.413
	CR
	0284
	rev
	
	Current version:
	15.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:

	 Enhancement of QoS recovery 

	
	

	Source to WG:
	 Nokia, Nokia Shanghai Bell

	Source to TSG:
	 R3

	
	

	Work item code:
	5G_V2X_NRSL
	
	Date:
	2019.11.18

	
	
	
	
	

	Category:
	 B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	QoS recovery mechanism is needed to be flexible on variation of guaranteed bit rates when notification control is used. Especially fast reaction is needed to switch between multiple GBR values when radio conditions change.

	
	

	Summary of change:
	The 5GC can send multiple Sets of QoS parameters within the QoS profile together with notification control enabled. 
The NG-RAN node accepts the QoS flow if at least one of the received Sets of QoS parameters can be satisfied and feeds back the currently fulfilled set of QoS parameters in PDU session response and in subsequent PDU session notify messages.
At handover, the target NG-RAN node also indicates in the Path Switch Request message which of the received Sets of QoS parameters can be currently fulfilled when accepting to handover the involved QoS flow. 

Impact assessment towards the previous version of the specification (same release):

This CR has an isolated impact towards the previous version of the specification (same release).

This CR only has an impact on the Qos function.


	
	

	Consequences if not approved:
	QoS recovery is not possible in some V2X scenarios. 

	
	

	Clauses affected:
	8.2.1.2, 8.2.3.2, 8.2.4.2, 8.4.4.2, 9.3.1.10, 9.3.1.99, 9.3.1.x, 9.3.1.y, 9.3.4.4, 9.3.4.5, 9.3.4.8, 

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE SETUP REQUEST message shall contain the information required by the NG-RAN node to setup the PDU session related NG-RAN configuration consisting of at least one PDU session resource and include each PDU session resource to setup in the PDU Session Resource Setup Request List IE.

Upon reception of the PDU SESSION RESOURCE SETUP REQUEST message, if resources are available for the requested configuration, the NG-RAN node shall execute the requested NG-RAN configuration and allocate associated resources over NG and over Uu for each PDU session listed in the PDU Session Resource Setup Request List IE. 

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
For each requested PDU session, if resources are available for the requested configuration, the NG-RAN node shall establish at least one DRB and associate each accepted QoS flow of the PDU session to a DRB established. 
For each PDU session successfully established the NG-RAN node shall pass to the UE the PDU Session NAS-PDU IE, if included, and the value contained in the PDU Session ID IE received for the PDU session. The NG-RAN node shall not send to the UE the PDU Session NAS PDUs associated to the failed PDU sessions. 

If the NAS-PDU IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall pass it to the UE.
For each PDU session the NG-RAN node shall store the UL NG-U UP TNL Information IE included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as the uplink termination point for the user plane data for this PDU session.

For each PDU session, if the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may allocate for this split PDU session resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Setup Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.
For each PDU session, if the Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and the Common Network Instance IE is not present, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].

For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].

For each PDU session, if the PDU Session Type IE included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message is set to "ethernet" or "unstructured", the NG-RAN node shall not perform header compression for the concerned PDU session.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the NG-RAN node shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU session. If the NG-RAN node cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU session resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message.

For each PDU session for which the Maximum Integrity Protected Data Rate Downlink IE or the Maximum Integrity Protected Data Rate Uplink IE are included in the Security Indication IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the respective information and, if integrity protection is to be performed for the PDU session, it shall enforce the traffic limits corresponding to the received values, for the concerned PDU session and concerned UE, as specified in TS 23.501 [9].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message: 

-
if the Integrity Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane integrity protection for the concerned PDU session; 
-
if the Confidentiality Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane ciphering for the concerned PDU session.
For each PDU session for which the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the received value in the UE context and use it when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

For each PDU session in the PDU SESSION RESOURCE SETUP REQUEST message, if the Additional QoS Flow Information IE is included in the QoS Flow Level QoS Parameters IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may consider it for the DRB allocation process. It is up to NG-RAN node implementation to decide whether and how to use it.
For each PDU session in the PDU SESSION RESOURCE SETUP REQUEST message, if the Alternative QoS Parameters Set List IE is included in the GBR QoS Flow Information IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may accept the setup of the QoS flow when notification control has been enabled if the requested QoS parameters or at least one of the alternative QoS parameters sets can be fulfilled at the time of setup. In case the NG-RAN node accepts the setup it shall indicate the QoS parameters set which it currently fulfils in the Current QoS Parameters Set Index IE within the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message.
For each QoS flow requested to be setup the NG-RAN node shall take into account the received QoS Flow Level QoS Parameters IE. For each QoS flow the NG-RAN node shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows: 

-
The NG-RAN node shall consider the priority level of the requested QoS flow, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the QoS flow setup has to be performed unconditionally and immediately. If the requested QoS flow is marked as "may trigger pre-emption" and the resource situation requires so, the NG-RAN node may trigger the pre-emption procedure which may then cause the forced release of a lower priority QoS flow which is marked as "pre-emptable". Whilst the process and the extent of the pre-emption procedure are operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to "may trigger pre-emption", then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to "shall not trigger pre-emption", then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to "pre-emptable", then this QoS flow shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to "not pre-emptable", then this QoS flow shall not be included in the pre-emption process.

-
The NG-RAN node pre-emption process shall keep the following rules:

1.
The NG-RAN node shall only pre‑empt QoS flows with lower priority, in ascending order of priority.

2.
The pre-emption may be done for QoS flows belonging to the same UE or to other UEs.

Next change
8.2.3.2
Successful Operation
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Figure 8.2.3.2-1: PDU session resource modify: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE MODIFY REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE MODIFY REQUEST message shall contain the information required by the NG-RAN node, which may trigger the NG-RAN configuration modification for the existing PDU sessions listed in the PDU Session Resource Modify Request List IE.

Upon reception of the PDU SESSION RESOURCE MODIFY REQUEST message, if the NG-RAN configuration is triggered to be modified and if resources are available for the modified NG-RAN configuration, the NG-RAN node shall execute the configuration modification for the requested PDU session.

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.

For each PDU session, if the S-NSSAI IE is included in the PDU Session Resource Modify Request Item IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall replace the previously provided S-NSSAI by the received S-NSSAI for the concerned PDU session and use it as specified in TS 23.502 [10].

For each PDU session, if the Network Instance IE is included in the PDU Session Resource Modify Request Transfer IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message and the Common Network Instance IE is not present, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9].

For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource Modify Request Transfer IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9].
For each PDU session in the PDU SESSION RESOURCE MODIFY REQUEST message, if the Alternative QoS Parameters Set List IE is included in the GBR QoS Flow Information IE in the PDU Session Resource Modify Request Transfer IE of the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node may accept the setup of the QoS flow when notification control has been enabled if the requested QoS parameters or at least one of the alternative QoS pameters sets can be fulfilled at the time of setup. In case the NG-RAN node accepts the setup it shall indicate the QoS parameters set which it currently fulfils in the Current QoS Parameters Set Index IE within the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE MODIFY RESPONSE message.
For each PDU session included in the PDU Session Resource Modify Request List IE:
-
For each QoS flow included in the QoS Flow Add or Modify Request List IE, based on the QoS Flow Level QoS Parameters IE, the NG-RAN node may establish, modify or release the DRB configuration and may change allocation of resources on NG or Uu accordingly. The NG-RAN node shall associate each QoS flow accepted to setup or modify with a DRB of the PDU session. The associated DRB for the QoS flow accepted to modify may not change.
-
For each QoS flow included in the QoS Flow to Release List IE, the NG-RAN node shall de-associate the QoS flow with the previously associated DRB.
-
The NG-RAN node shall pass the NAS-PDU IE received for the PDU session to the UE when modifying the PDU session configuration. The NG-RAN node does not send the NAS PDUs associated to the failed PDU sessions to the UE. 

-
The NG-RAN node may change allocation of resources on NG according to the requested target configuration.
-
If the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall store and use the received PDU Session Aggregate Maximum Bit Rate value when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
-
If the UL NG-U UP TNL Modify List IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall update the transport layer information for the uplink data accordingly for the concerned transport bearers identified by the DL NG-U UP TNL Information IE included in the PDU Session Resource Modify Request Transfer IE for the concerned PDU session.

-
If the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node may allocate resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Add or Modify Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Modify Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.

-
In case more than one NG-U transport bearers have been set up for the PDU session, if all the QoS flows associated to one existing NG-U transport bearer are included in the QoS Flow to Release List IE in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node and 5GC shall consider that the concerned NG-U transport bearer is removed for the PDU session, and both NG-RAN node and 5GC shall therefore consider the related NG-U UP TNL information as available again.
Next change
8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: PDU session resource notify

The NG-RAN node initiates the procedure by sending a PDU SESSION RESOURCE NOTIFY message. 

The PDU SESSION RESOURCE NOTIFY message shall contain the information of PDU session resources or QoS flows which are released or not fulfilled anymore or fulfilled again by the NG-RAN node.
-
For each PDU session for which some QoS flows are released or not fulfilled anymore or fulfilled again by the NG-RAN node, the PDU Session Resource Notify Transfer IE shall be included containing: 

1.
The list of QoS flows which are released by the NG-RAN node, if any, in the QoS Flow Released List IE.
2.
The list of GBR QoS flows which are not fulfilled anymore or fulfilled again by the NG-RAN node, if any, in the QoS Flow Notify List IE together with the Notification Cause IE. For a QoS flow indicated as not fulfilled anymore the NG-RAN node may also indicate an alternative QoS parameter set  which it can currently fulfil in the Current QoS Parameters Set Index IE.
-
For each PDU session resource which is released by the NG-RAN node, the PDU Session Resource Notify Released Transfer IE shall be included containing the release cause in the Cause IE.
The NG-RAN node shall, if supported, report in the PDU SESSION RESOURCE NOTIFY message location information of the UE in the User Location Information IE.
Upon reception of the PDU SESSION RESOURCE NOTIFY message, the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Notify Transfer IE or PDU Session Resource Notify Released Transfer IE to the SMF associated with the concerned PDU session. Upon reception of PDU Session Resource Notify Transfer IE, the SMF normally initiate the appropriate release or modify procedure on the core network side for the PDU session(s) or QoS flow(s) identified as not fulfilled anymore.

For each PDU session for which the Secondary RAT Usage Information IE is included in the PDU Session Resource Notify Transfer IE or the PDU Session Resource Notify Released Transfer IE, the SMF shall handle this information as specified in TS 23.502 [10].

If the User Location Information IE is included in the PDU SESSION RESOURCE NOTIFY message, the AMF shall handle this information as specified in TS 23.501 [9].

Next Change
8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.

After all necessary updates including the UP path switch have been successfully completed in the 5GC for at least one of the PDU session resources included in the PATH SWITCH REQUEST, the AMF shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the NG-RAN node and the procedure ends.

The list of accepted QoS flows shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Transfer IE. The SMF shall handle this information as specified in TS 23.502 [10].

For each PDU session for which the Additional DL QoS Flow per TNL Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF may use each included UP transport layer information as the downlink termination point for the included associated QoS flows for this PDU session split in different tunnels.
The list of PDU sessions which failed to be setup, if any, shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Setup Failed Transfer IE. The AMF shall handle this information as specified in TS 23.502 [10].

For each PDU session for which the User Plane Security Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall behave as specified in TS 33.501 [13] and may send back the Security Indication IE within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message.

For each PDU session for which the DL NG-U TNL Information Reused IE set to "true" is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall, if supported, consider that the DL TNL information contained in the DL NG-U UP TNL Information IE has been reused.
For each PDU session included in the PATH SWITCH REQUEST message, if the Current QoS Parameters Set Index IE is included in the Path Switch Request Transfer IE the SMF shall consider it as the currently fulfilled QoS parameters set for the involved QoS flow.
If the Security Indication IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall behave as specified in TS 33.501 [13].

If the UL NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use it as the uplink termination point for the user plane data for this PDU session.

If the Additional NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use the included UL NG-U UP TNL Information IE(s) as the uplink termination point(s) of the user plane data for this PDU session split in different tunnel.
If the Core Network Assistance Information for RRC INACTIVE IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the CN Assisted RAN Parameters Tuning IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context.
If the New Security Context Indicator IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall use the information as specified in TS 33.501 [13].

Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the NG-RAN node shall store the received Security Context IE in the UE context and the NG-RAN node shall use it as specified in TS 33.501 [13].

If the UE Security Capabilities IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall handle it accordingly (TS 33.501 [13]).

If the Redirection for Voice EPS Fallback IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].
If the PDU Session Resource Released List IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall release the corresponding QoS flows and regard the PDU session(s) indicated in the PDU Session Resource Released List IE as being released. The appropriate cause value for each PDU session released is included in the Path Switch Request Unsuccessful Transfer IE contained in the PATH SWITCH REQUEST ACKNOWLEDGE message.

Next Change
9.3.1.10
GBR QoS Flow Information

This IE indicates QoS parameters for a GBR QoS flow for downlink and uplink.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Maximum Flow Bit Rate Downlink
	M
	
	Bit Rate

9.3.1.4
	Maximum Bit Rate in DL. Details in TS 23.501 [9].

	Maximum Flow Bit Rate Uplink
	M
	
	Bit Rate

9.3.1.4
	Maximum Bit Rate in UL. Details in TS 23.501 [9].

	Guaranteed Flow Bit Rate Downlink
	M
	
	Bit Rate

9.3.1.4
	Guaranteed Bit Rate (provided there is data to deliver) in DL. Details in TS 23.501 [9].

	Guaranteed Flow Bit Rate Uplink
	M
	
	Bit Rate

9.3.1.4
	Guaranteed Bit Rate (provided there is data to deliver). Details in TS 23.501 [9].

	Notification Control
	O
	
	ENUMERATED (notification requested, ...) 
	Details in TS 23.501 [9].

	Maximum Packet Loss Rate Downlink
	O
	
	Packet Loss Rate

9.3.1.79
	Indicates the maximum rate for lost packets that can be tolerated in the downlink direction. Details in TS 23.501 [9].

	Maximum Packet Loss Rate Uplink
	O
	
	Packet Loss Rate

9.3.1.79
	Indicates the maximum rate for lost packets that can be tolerated in the uplink direction. Details in TS 23.501 [9].

	Alternative QoS Parameters Sets 
	O
	
	Alternative QoS Parameters Set List
9.3.1.x
	Indicates alternative set of QoS parameters for the GBR flow.


9.3.1.X
Alternative QoS Parameters Set List
This IE contains alternative sets of QoS parameters which the NG-RAN node can indicate to be fulfilled when notification control is enabled and it cannot fulfil the requested list of QoS parameters.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Alternative QoS Parameters Set Item
	
	1..<maxnoofQoSparaSets>
	
	

	>Alternative QoS Parameters Set Index
	M
	
	INTEGER (1..3,…)
	

	>Guaranteed Flow Bit Rate Downlink
	O
	
	Bit Rate 

9.3.1.4
	

	>Guaranteed Flow Bit Rate Uplink
	O
	
	Bit Rate 

9.3.1.4
	

	>Packet Delay Budget (FFS)
	O
	
	9.3.1.80
	

	>Packet Error Rate (FFS)
	O
	
	9.3.1.81
	


	Range bound
	Explanation

	maxnoofQoSparaSets
	Maximum no. of alternative sets of QoS Paramaters allowed for the QoS profile. Value is 8. Maximum in this release is 3.


9.3.1.y
Current QoS Parameters Set Index
This IE indicates the QoS parameters set which can currently be fulfilled.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Current QoS Parameters Set Index
	M
	
	INTEGER (0..3,…)
	Value 0 indicates that requested QoS parameters set is currently fulfilled.

Values 1 to 3 indicates the index of the alternative QoS Parameters set currently fulfilled.


9.3.1.99
Associated QoS Flow List
This IE indicates the list of QoS flows associated with e.g. a DRB or UP TNL endpoint.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Associated QoS Flow Item
	
	1..<maxnoofQoSFlows>
	
	

	>QoS Flow Identifier
	M
	
	9.3.1.51
	

	>QoS Flow Mapping Indication
	O
	
	ENUMERATED (ul, dl, …)
	

	>Current QoS Parameters Set Index
	O
	
	9.3.1.y
	 


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.4
PDU Session Resource Modify Response Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	DL NG-U UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.
	-
	

	UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	Identifies the NG-U transport bearer at the 5GC node.
	-
	

	QoS Flow Add or Modify Response List
	
	0..1
	
	
	-
	

	>QoS Flow Add or Modify Response Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>Current QoS Parameters Set Index
	O
	
	9.3.1.y
	
	-
	

	Additional DL QoS Flow per TNL Information
	O
	
	QoS Flow per TNL Information List
9.3.2.1
	NG-RAN node endpoint of the additional NG-U transport bearer(s) for delivery of DL PDUs for split PDU session, together with associated QoS flows.
	-
	

	QoS Flow Failed to Add or Modify List
	O
	
	QoS Flow List with Cause

9.3.1.13
	
	-
	

	Additional NG-U UP TNL Information
	O
	
	UP Transport Layer Information Pair List

9.3.2.11
	NG-RAN node endpoint of the NG-U transport bearer corresponding to the modified UPF endpoint received in the PDU Session Resource Modify Request Transfer IE in case of PDU session split. 
	YES
	ignore


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.5
PDU Session Resource Notify Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	QoS Flow Notify List
	
	0..1
	
	
	-
	

	>QoS Flow Notify Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>Notification Cause
	M
	
	ENUMERATED (fullfilled, not fulfilled, …)
	
	-
	

	>>Current QoS Parameters Set Index
	O
	
	9.3.1.y
	
	-
	

	QoS Flow Released List 
	O
	
	QoS Flow List with Cause

9.3.1.13
	
	-
	

	Secondary RAT Usage Information
	O
	
	9.3.1.114
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.8
Path Switch Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.
	-
	

	DL NG-U TNL Information Reused
	O
	
	ENUMERATED (true, …)
	Indicates that DL NG-U TNL Information has been reused.
	-
	

	User Plane Security Information
	O
	
	9.3.1.60
	
	-
	

	QoS Flow Accepted List
	
	1
	
	QoS flows associated with the DL NG-U UP TNL Information IE.
	-
	

	>QoS Flow Accepted Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>Current QoS Parameters Set Index
	O
	
	9.3.1.y
	
	-
	

	Additional DL QoS Flow per TNL Information
	O
	
	QoS Flow per TNL Information List
9.3.2.1
	NG-RAN node endpoint of the additional NG-U transport bearer(s) for delivery of DL PDUs for split PDU session, together with associated QoS flows.
	YES
	ignore


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


Next Change
9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS

id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,

id-AlternativeQoSParaSetList,

id-Cause,


id-CNTypeRestrictionsForEquivalent,


id-CNTypeRestrictionsForServing,


id-CommonNetworkInstance,

id-CurrentQoSParaSetIndex,

id-DataForwardingNotPossible,


id-DL-NGU-UP-TNLInformation,


id-EndpointIPAddressAndPort,


id-LastEUTRAN-PLMNIdentity,


id-LocationReportingAdditionalInfo,


id-MaximumIntegrityProtectedDataRate-DL,


id-NetworkInstance,


id-OldAssociatedQosFlowList-ULendmarkerexpected,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-PSCellInformation,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-S-NSSAI,


id-TNLAssociationTransportLayerAddressNGRAN,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


id-ULForwarding,


id-ULForwardingUP-TNLInformation,


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,


maxnoofBPLMNs,


maxnoofCellIDforWarning,


maxnoofCellinAoI,


maxnoofCellinEAI,


maxnoofCellsingNB,


maxnoofCellsinngeNB,


maxnoofCellinTAI,


maxnoofCellsinUEHistoryInfo,


maxnoofCellsUEMovingTrajectory,

maxnoofDRBs,


maxnoofEmergencyAreaID,


maxnoofEAIforRestart,


maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,

maxnoofE-RABs,


maxnoofErrors,


maxnoofForbTACs,

maxnoofMultiConnectivity,


maxnoofMultiConnectivityMinusOne,

maxnoofNGConnectionsToReset,

maxnoofPDUSessions,


maxnoofPLMNs,


maxnoofQosFlows,

maxnoofQosParaSets,

maxnoofRANNodeinAoI,


maxnoofRecommendedCells,


maxnoofRecommendedRANNodes,

maxnoofAoI,

maxnoofServedGUAMIs,


maxnoofSliceItems,

maxnoofTACs,


maxnoofTAIforInactive,


maxnoofTAIforPaging,


maxnoofTAIforRestart,


maxnoofTAIforWarning,


maxnoofTAIinAoI,


maxnoofTimePeriods,


maxnoofTNLAssociations,

maxnoofXnExtTLAs,


maxnoofXnGTP-TLAs,


maxnoofXnTLAs

FROM NGAP-Constants

Asn1 not modified
AlternativeQoSParaSetList ::= SEQUENCE (SIZE(1..maxnoofQosParaSets)) OF AlternativeQoSParaSetItem

AlternativeQoSParaSetItem ::= SEQUENCE {


alternativeQoSParaSetIndex


INTEGER (1..3, ...),


guaranteedFlowBitRateDL



BitRate




OPTIONAL,

guaranteedFlowBitRateUL



BitRate




OPTIONAL,


packetDelayBudget




PacketDelayBudget

OPTIONAL,


packetErrorRate





PacketErrorRate


OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {AlternativeQoSParaSetItem-ExtIEs} }
OPTIONAL,


...

}

AlternativeQoSParaSetItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
AssociatedQosFlowList ::= SEQUENCE (SIZE(1..maxnoofQosFlows)) OF AssociatedQosFlowItem

AssociatedQosFlowItem ::= SEQUENCE {


qosFlowIdentifier



QosFlowIdentifier,


qosFlowMappingIndication

ENUMERATED {ul, dl, ...}






OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {AssociatedQosFlowItem-ExtIEs} }
OPTIONAL,


...

}

AssociatedQosFlowItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
{ ID id-CurrentQoSParaSetIndex
CRITICALITY ignore
EXTENSION CurrentQoSParaSetIndex
PRESENCE optional
},

...

}

Asn1 not modified
CriticalityDiagnostics-IE-Item ::= SEQUENCE {


iECriticality

Criticality,


iE-ID



ProtocolIE-ID,


typeOfError


TypeOfError,


iE-Extensions

ProtocolExtensionContainer {{CriticalityDiagnostics-IE-Item-ExtIEs}} OPTIONAL,


...

}

CriticalityDiagnostics-IE-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

CurrentQoSParaSetIndex ::= INTEGER (0..3, ...)

-- D

Asn1 not modified
QosFlowAcceptedList ::= SEQUENCE (SIZE(1..maxnoofQosFlows)) OF QosFlowAcceptedItem

QosFlowAcceptedItem ::= SEQUENCE {


qosFlowIdentifier

QosFlowIdentifier,


iE-Extensions

ProtocolExtensionContainer { {QosFlowAcceptedItem-ExtIEs} } OPTIONAL,


...

}

QosFlowAcceptedItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
{ ID id-CurrentQoSParaSetIndex
CRITICALITY ignore
EXTENSION CurrentQoSParaSetIndex
PRESENCE optional
},

...

}

Asn1 not modified
QosFlowAddOrModifyResponseList ::= SEQUENCE (SIZE(1..maxnoofQosFlows)) OF QosFlowAddOrModifyResponseItem

QosFlowAddOrModifyResponseItem ::= SEQUENCE {


qosFlowIdentifier

QosFlowIdentifier,


iE-Extensions

ProtocolExtensionContainer { {QosFlowAddOrModifyResponseItem-ExtIEs} }
OPTIONAL,


...

}

QosFlowAddOrModifyResponseItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
{ ID id-CurrentQoSParaSetIndex
CRITICALITY ignore
EXTENSION CurrentQoSParaSetIndex
PRESENCE optional
},

...

}

Asn1 not modified
QosFlowNotifyList ::= SEQUENCE (SIZE(1..maxnoofQosFlows)) OF QosFlowNotifyItem

QosFlowNotifyItem ::= SEQUENCE {


qosFlowIdentifier


QosFlowIdentifier,


notificationCause


NotificationCause,


iE-Extensions

ProtocolExtensionContainer { {QosFlowNotifyItem-ExtIEs} }
OPTIONAL,


...

}

QosFlowNotifyItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
{ ID id-CurrentQoSParaSetIndex
CRITICALITY ignore
EXTENSION CurrentQoSParaSetIndex
PRESENCE optional
},

...

}

Asn1 not modified
-- G

GBR-QosInformation ::= SEQUENCE {


maximumFlowBitRateDL

BitRate,


maximumFlowBitRateUL

BitRate,


guaranteedFlowBitRateDL

BitRate,


guaranteedFlowBitRateUL

BitRate,


notificationControl


NotificationControl








OPTIONAL,


maximumPacketLossRateDL

PacketLossRate









OPTIONAL,


maximumPacketLossRateUL

PacketLossRate









OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {GBR-QosInformation-ExtIEs} }
OPTIONAL,


...

}

GBR-QosInformation-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {

{ ID id-AlternativeQoSParaSetList
CRITICALITY ignore
EXTENSION AlternativeQoSParaSetList
PRESENCE optional
}

...}

Asn1 not modified 

9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Asn1 not modified
-- **************************************************************

--

-- Lists

--

-- **************************************************************


maxnoofAllowedAreas




INTEGER ::= 16

maxnoofAllowedS-NSSAIs



INTEGER ::= 8

maxnoofBPLMNs





INTEGER ::= 12

maxnoofCellIDforWarning



INTEGER ::= 65535


maxnoofCellinAoI




INTEGER ::= 256

maxnoofCellinEAI




INTEGER ::= 65535

maxnoofCellinTAI




INTEGER ::= 65535


maxnoofCellsingNB




INTEGER ::= 16384

maxnoofCellsinngeNB




INTEGER ::= 256


maxnoofCellsinUEHistoryInfo


INTEGER ::= 16


maxnoofCellsUEMovingTrajectory

INTEGER ::= 16

maxnoofDRBs






INTEGER ::= 32

maxnoofEmergencyAreaID



INTEGER ::= 65535

maxnoofEAIforRestart



INTEGER ::= 256


maxnoofEPLMNs





INTEGER ::= 15


maxnoofEPLMNsPlusOne



INTEGER ::= 16

maxnoofE-RABs





INTEGER ::= 256

maxnoofErrors





INTEGER ::= 256


maxnoofForbTACs





INTEGER ::= 4096


maxnoofMultiConnectivity



INTEGER ::= 4


maxnoofMultiConnectivityMinusOne
INTEGER ::= 3

maxnoofNGConnectionsToReset


INTEGER ::= 65536

maxnoofPDUSessions




INTEGER ::= 256


maxnoofPLMNs





INTEGER ::= 12


maxnoofQosFlows





INTEGER ::= 64

maxnoofQosParaSets




INTEGER ::= 8

maxnoofRANNodeinAoI




INTEGER ::= 64


maxnoofRecommendedCells



INTEGER ::= 16


maxnoofRecommendedRANNodes


INTEGER ::= 16


maxnoofAoI






INTEGER ::= 64

maxnoofServedGUAMIs




INTEGER ::= 256

maxnoofSliceItems




INTEGER ::= 1024

maxnoofTACs






INTEGER ::= 256

maxnoofTAIforInactive



INTEGER ::= 16

maxnoofTAIforPaging




INTEGER ::= 16

maxnoofTAIforRestart



INTEGER ::= 2048

maxnoofTAIforWarning



INTEGER ::= 65535


maxnoofTAIinAoI





INTEGER ::= 16


maxnoofTimePeriods




INTEGER ::= 2

maxnoofTNLAssociations



INTEGER ::= 32

maxnoofXnExtTLAs




INTEGER ::= 2

maxnoofXnGTP-TLAs




INTEGER ::= 16

maxnoofXnTLAs





INTEGER ::= 16
-- **************************************************************

Asn1 not modified

id-TNLAssociationTransportLayerAddressNGRAN



ProtocolIE-ID ::= 168


id-EndpointIPAddressAndPort







ProtocolIE-ID ::= 169


id-LocationReportingAdditionalInfo





ProtocolIE-ID ::= 170


id-SourceToTarget-AMFInformationReroute




ProtocolIE-ID ::= 171

id-AlternativeQoSParaSetList






ProtocolIE-ID ::= xxx

id-CurrentQoSParaSetIndex







ProtocolIE-ID ::= xxx
END

-- ASN1STOP

