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1	Introduction
At RAN3#105 we Technically Endorsed S1 (R3-194792) and X2 (R3-194792) CR's that introduced a new codepoint "ethernet" for bearer type, and at the same time changed the criticality for the Bearer Type to ignore in all messages. 
RAN3#105 also agreed the 36.423 CR1359r1 (R3-194575) that adds the Bearer Type to the following additional messages:
· SENB ADDITION REQUEST
· SENB MODIFICATION REQUEST
· SGNB ADDITION REQUEST
· SGNB MODIFICATION REQUEST
And for all the new messages the criticality for the IE was set to “ignore”.
This document proposes to change the criticality for the Bearer Type to ignore also for messages in releases before Rel-16. 
2	Discussion
The Bearer Type was added for cIOT and agreed at RAN3#92 in Nanjing in R3-161440 (CR1415r3). The work item code for the CR was TEI13. 
The bearer Type has it’s own criticality and can be included in the E-RAB SETUP REQUEST, INITIAL CONTEXT SETUP REQUEST and HANDOVER REQUEST messages over S1.
The criticality for this optional IE is currently defined as “reject” and it is proposed to change it to “ignore” for all messages to align with the status in Rel-16 when the Technically endorsed CR is implemented. 

[bookmark: _Hlk20493852]Impact on receiver side
The combination “optional” and criticality “reject” means that the receiving node will only act based on the criticality if the IE is included and not understood. But since the IE is only used to convey an indication that the bearer is not using IP in order to simplify the handling of header compression for the bearer. Setting the criticality to “reject” initially was probably a mistake, since this would force the receiver to fail the procedure if the IE was not understood. 
Changing the criticality to “ignore” would not impact any implementations that receive the IE, they would just act based on the criticality of the IE (if not understood), and in that case ignore the not understood IE.
Observation 1: Changing the criticality to “ignore” would not impact any standard compliant implementations.
Impact on sending side
If the sending side has not implemented the CR, then it would continue to set criticality to “reject” for the IE, this would force the receiver to reject the IE if not understood (regardless if the receiver has implemented the CR or not). 
If the sending side has implemented the CR, then it would set criticality to “ignore” for the IE. The sending side will then not be able to find out if the IE was understood or not by the receiver. But there is no reason why the sending side would need this information, since this IE would only be included to provide some assistance information for the receiver side with regards to potential handling of header compression.  
Observation 1: Implementing the CR will not have any negative impacts on the sending side.
3	Conclusions and Proposals
[bookmark: _GoBack]Following observation 1 and 2 above, there is no backwards compatibility issue related to the change of criticality to “ignore” for an optional IE (where the sending side does not need to know if the IE is supported by the receiver or not). It is proposed to align the previous specifications version’s with the agreements made at RAN3#105, and change the criticality to ignore for all messages where the Bearer Type can be included. 
Proposal : It is proposed to agree the 36.413 CR’s in R3-195915 – R3-195917 and the 36.423 CR’s in R3-195918 – R3-195920.

