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Introduction

During RAN#82 meeting, IAB WI was approved. One of the objectives is specification of RLF handling. It is agreed that there is a RLF notification at BH Link RLF, at least to downstream node(s) in RAN2#105 meeting. In this contribution we will investigate IAB RRC re-establishment and the RLF notification related issues. 

Discussion

IAB RRC re-establishment scheme

As we know, it was agreed that MCG failure can be indicated to the network via the SCG in RAN2#105 meeting for Multi-RAT Dual-Connectivity and Carrier Aggregation enhancements WI. In our opinion, this agreement can be used for IAB-MT with more than one parent IAB nodes as well. When MCG link occurs RLF, IAB node can report link failure information via SCG link instead of RRC re-establishment. Only if RLF occurs between all the parent IAB nodes and IAB-node, the MT part of the IAB node has to perform RRC re-establishment.
Proposal 1: If RLF is detected for one of the links with parent IAB-nodes, the MT part of IAB-node can suspend transmissions instead of triggering re-establishment. Only if RLF occurs between all the parent IAB nodes and IAB-nodes, the IAB shall perform RRC re-establishment.

Furthermore, for the IAB node with redundant link, how to use redundant link to forward data needs to be further discussed. In our opinion, when IAB node MT/DU detects egress link failure, it should find a backup routing path for UL/DL packets. The BAP routing ID of backup routing path should have the same destination BAP address with original routing path but different egress link. When both the egress link and egress BH RLC channel on backup routing path are found, IAB node MT/DU may forward UL/DL packet to the backup path. Otherwise, the IAB node MT/DU may report the link failure to donor CU or perform re-establishment. Donor CU may setup/modify the BH RLC channels and reconfig the bearer mapping, routing selection and routing configuration on IAB node when the link failure report is received. 
Proposal 2: When IAB node MT/DU detects egress link failure, it should find a backup routing path and egress BH RLC channel on the backup routing path for data forwarding. If no available backup routing path or egress BH RLC channel is found, it may report the link failure to donor CU or perform re-establishment. 
According to current specification, the connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context. Otherwise, the IAB node MT may move to RRC_IDLE and then re-select a suitable cell to perform connection setup procedure, resulting in longer delay.

To avoid the potential service interruption of downstream access UE, it is better to avoid RRC re-establishment failure. This requires the IAB-MT to select a parent IAB node which has its context information. For CU/DU split scenario, donor CU has all the context information of downstream IAB nodes and access UEs. Therefore, the IAB node MT shall firstly select the parent IAB node connected with the same donor CU to perform RRC re-establishment. As we know, cell identity is carried in SIB1 which can be used to identify a gNB. So the IAB-node can know whether the re-selected parent IAB node connects to the same donor CU based on the cell identity. Furthermore, considering RRC re-establishment may impose a lot of latency, some enhancements related to the Rel-16 NR Mobility Enhancements WI can be considered for IAB. For instance, it would be beneficial for the IAB node to switch to a backup/alternative parent (if any are available) instead of performing regular RRC re-establishment procedure. 
Proposal 3: In order to avoid RRC re-establishment failure, it is suggested that the IAB node firstly selects the parent IAB node connected with the same donor CU to perform RRC re-establishment. And some enhancements related to the Rel-16 NR Mobility Enhancements WI can be considered to reduce service interruption time.

Furthermore, although it is suggested that the IAB firstly selects the parent IAB node connected with the same donor CU to perform RRC re-establishment, if IAB-node cannot find any parent IAB node connected with the same donor CU, then it has to select a parent IAB node connected with different donor CU to perform RRC re-establishment. In this case, the IAB node DU may initiate the F1AP setup procedure with the new IAB-donor-CU. If it continues to serve the child IAB nodes, all the downstream IAB nodes may initiate the F1AP setup procedure with the new IAB donor CU as well. Therefore, if the IAB selects a parent IAB node connected with a different donor CU to perform RRC re-establishment, whether it should continue to serve the child IAB nodes needs further study.

Proposal 4: If the IAB node selects a parent IAB node connected with a different donor CU to perform RRC re-establishment, whether it should continue to serve the child IAB nodes needs further study.
IAB RRC re-establishment notification 

It has been agreed that RAN2 assumes there is a RLF notification to downstream node(s). According to the email discussion of Backhaul RLF[2], there are several possible notification types to downstream node(s).

Type 1 – “Plain” notification: Indication that BH link RLF is detected by the IAB-node.

Type 2 – “Trying to recover”: Indication that BH link RLF is detected, and the IAB-node is attempting to recover from it. 

Type 3 – “BH link recovered”: Indication that the BH link successfully recovers from RLF.

Type 4 – “Recovery failure”: Indication that the BH link RLF recovery failure occurs. 

According to the email discussion, most companies agree that Type 4 – “Recovery failure” indication is needed. But whether the other three types of indication are needed still exists divergence. In our opinion, Type 1 or Type 2 indication is helpful for the child IAB node as the child IAB node can make preparation for potential RRC re-establishment, such as early measurement of neighboring cells. Otherwise, it may cost too much time for the child node to perform RRC re-establishment after receiving “Recovery failure” indication.

Observation 1: Type 1 or Type 2  indication is helpful for the child IAB node as the child IAB node can make preparation for potential RRC re-establishment, such as early measurement of neighboring cells when Type 1 or Type 2  indication is received. 
Based on current NR specification, the UE initiates the RRC re-establishment procedure when one of the following conditions is met: upon detecting RLF of the MCG; upon re-configuration with sync failure of the MCG; upon mobility from NR failure; upon integrity check failure indication from lower layers concerning SRB1 or SRB2; upon an RRC connection reconfiguration failure. So RLF detection is actually one of the conditions that MT initiates RRC re-establishment.

On the other hand, for IAB node with redundant links, if only one of its links happens RLF but the other link is still workable, it can continue to provide service for its child IAB-nodes and access UEs. So it seems unnecessary to inform the child IAB node of the RLF. 

Observation 2：For IAB node with redundant links, if only one of its links is detected RLF but the other link is still workable,  it can continue to provide service for its child IAB-nodes and access UEs.
However, for NSA scenario, since the backhaul RLC channel will not be configured on LTE Uu link, the LTE link cannot be used to forward data packets. Therefore, although the IAB node has multiple links, there is no redundant link for data forwarding.  .

Observation 3：For NSA case (option c in Multi-Connectivity case), there is no redundant link for data forwarding if RLF is detected on NR Uu link. 

Proposal 5:  It is suggested that IAB node sends RLF notification to its child IAB node when it initiates the RRC re-establishment procedure. Furthermore, for NSA case, IAB node shall send RLF notification to its child IAB node when RLF is detected on NR link.

In addition, after sending RLF notification to child IAB node, the IAB node shall initiate the RRC re-establishment procedure and if the RRC re-establishment succeeds, it is reasonable to send link recovery success notification to the child IAB node, otherwise the child IAB node still considers the parent IAB node has link problem. And if RRC re-establishment fails, it is also reasonable to send link recovery failure notification to the child IAB, then the child IAB will not wait for the IAB node link recovery any more. 

Proposal 6: It is suggested that the IAB node sends Type 3 – “BH link recovered” or Type 4 – “Recovery failure” notification to inform the RRC re-establishment result to the child IAB nodes. 

IAB-MT RRC re-establishment procedure

Suppose IAB-node1 needs to perform RRC re-establishment, IAB-node2 is its RRC re-establishment target parent IAB-node, IAB-node3 forwards the packets received from IAB-node2 to IAB-donor-DU, and IAB-node4 is the child IAB-node of IAB-node1. Based on the analysis above, IAB-node1 firstly selects the parent IAB node connected with the same donor CU to perform RRC re-establishment. 

Suppose the IP address of the IAB-node1 is unchanged and the donor CU is also unchanged, the IAB-node1 needs not to re-setup F1 interface with the donor CU. Then a potential IAB-node RRC connection reestablishment procedure is given as below.

Phase 1: IAB-node MT RRC connection reestablishment. In this phase, the MT functionality of the IAB-node performs RRC connection reestablishment as a normal UE, based on the step1~8 in section 8.7 [2]. 
Note: the link recovery indication can be sent after phase1 if the IAB-node1 has child IAB-nodes.
Phase 2-1: UE context setup/ modification and Backhaul RLC channel establishment/ modification. In this phase,  the UE context setup/ modification is performed at each IAB-node DU along the target path. And backhaul RLC channels are also established or modifyed at each IAB-node DU along the target path.
Note: if the IAB-node 1 accesses from the original IAB-node DU where the UE contexts are available for that UE, the  UE Context Setup procedure is not needed. If the IAB-node 1 accesses from a IAB-node DU other than the original one, IAB-donor-CU should trigger UE Context Setup procedure towards this new IAB-node DU.
Phase 2-2: Routing update. In this phase, the BAP layer is updated to support routing between the IAB-node 1 and the IAB-donor-DU. 
Phase 3:  In this phase, the IAB-donor-CU includes RRCReconfiguration message into F1AP DL RRC MESSAGE TRANSFER message and transfers to the IAB-node2 DU. The IAB-node2 DU forwards it to the IAB-node1 MT. The IAB-node1 MT sends RRCReconfigurationComplete message to the IAB-node2 DU, and IAB-node2 DU forwards it to the IAB-donor-CU.

Furthermore, even if the donor CU is unchanged, if the IP address of the IAB-node1 is changed, the F1 interface between the IAB-node and the donor CU may be re-setup. Thus, besides above procedures, the IAB DU part setup phase is needed. In this phase, the DU functionality of the IAB-node 1 has to be re-active. The DU functionality of the IAB-node 1 initiates the F1 setup procedure with the target IAB-donor-CU. After the F1 is setup, the IAB node can continue to serve the UEs and child IAB-nodes. 

Phase 4: In this phase, the DU functionality of the IAB-node 1 initiates the  F1 setup procedure with the target IAB-donor-CU, then IAB DU function is active. This phase is needed in case of donor CU is changed or the IP address of the IAB-node1 is changed.
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Figure 1: IAB-node RRC connection reestablishment procedure
IAB-node RRC connection re-establishment related issue when donor CU is changed

Based on the analysis above, IAB-node1 firstly selects the parent IAB node connected with the same donor CU to perform RRC re-establishment. But if IAB-node1 cannot find any parent IAB node connected with the same donor CU, then it considers to select an arbitrary parent IAB node. Suppose the target donor CU can get the UE context information from the source donor CU. According to above procedures discussed in section 2.3, the IAB DU part setup phase (phase 4) is needed. In this phase, the DU functionality of the IAB-node 1 has to be re-active. The DU functionality of the IAB-node 1 initiates the F1 setup procedure with the target IAB-donor-CU. As we know, IAB-node DU needs to have TNL connectivity toward the IAB-donor-CU before it sends an F1 SETUP REQUEST message to the IAB-donor-CU. Therefore, the IAB-node DU shall be informed of the IP address of the target donor CU.

Observation 4:If an IAB-node performs inter-CU RRC connection reestablishment, the IAB-node DU shall be informed of the IP address of the target donor CU since the gNB-DU needs to has TNL connectivity toward the gNB-CU before sending F1 SETUP REQUEST message to the gNB-CU.

Regarding issue that IAB-node DU gets the IP address of  the target donor CU. In our opinion, the following solutions can be considered:
Solution1：IAB node pre-configures the mapping table between the CU ID and CU IP address.

As we know, a CU could be identified by gNB ID, and the gNB ID is part of the NR CGI (Equal to the leftmost bits of the NR Cell Identity IE) which means the IAB-node can identify the CU ID after receiving the target Cell Identity. Then it can acquire the CU Transport Layer Address (IP) based on the mapping table. According to current specification, the IAB-node MT can acquire the Cell Identity of target cell via SIB1 and informs it to the DU part. This solution has little impacts on RAN specification, but it needs to pre-configure the mapping table between the CU ID and CU IP address which may be decided by OAM.

Solution2: IAB-node MT acquires the CU Transport Layer Address (IP) from target donor CU via RRC message.

 After IAB-node MT RRC re-establishment succeeds, the target donor CU sends its own IP address via RRC message to the IAB-node MT, then the IAB-node MT part informs the IP address to the DU part.

Proposal 7：It is suggested to consider solution 1 and solution2 as below to get the IP address of the target donor CU.

Solution1：IAB-node pre-configures the mapping table between the CU ID and CU IP address.

Solution2:  IAB-node MT acquires the CU IP from target donor CU via RRC message after IAB-node MT RRC re-establishment succeeds.
In addition, based on the above analysis, if an IAB-node selects a parent IAB node connected with different donor CU to perform RRC re-establishment, the link recovery may cause longer service latency since F1 interface has to be re-setup, so it is hard to say whether the IAB-node should continue to serve the child IAB-nodes or not. We suggest to discuss whether the IAB-node should continue to serve the child IAB-nodes or not if it performs RRC re-establishment to a new donor CU. 

Proposal 8: It is suggested to discuss whether the IAB-node should continue to serve the child IAB-nodes or not if it performs RRC re-establishment to a new donor CU. 
Conclusion

In this contribution, we discussed IAB RRC re-establishment related issues. And we have the following observations and proposals:

Observation 1: Type 1 or Type 2  indication is helpful for the child IAB node as the child IAB node can make preparation for potential RRC re-establishment, such as early measurement of neighboring cells when Type 1 or Type 2  indication is received. 
Observation 2：For IAB node with redundant links, if only one of its links is detected RLF but the other link is still workable,  it can continue to provide service for its child IAB-nodes and access UEs.
Observation 3：For NSA case (option c in Multi-Connectivity case), there is no redundant link for data forwarding if RLF is detected on NR Uu link. 

Observation 4:If an IAB-node performs inter-CU RRC connection reestablishment, the IAB-node DU shall be informed of the IP address of the target donor CU since the gNB-DU needs to has TNL connectivity toward the gNB-CU before sending F1 SETUP REQUEST message to the gNB-CU.

Proposal 1: If RLF is detected for one of the links with parent IAB nodes, the MT part of IAB node can suspend transmissions instead of triggering re-establishment. Only if RLF occurs between all the parent IAB nodes and IAB nodes, the IAB node shall perform RRC re-establishment.

Proposal 2: When IAB node MT/DU detects egress link failure, it should find a backup routing path and egress BH RLC channel on the backup routing path for data forwarding. If no available backup routing path or egress BH RLC channel is found, it may report the link failure to donor CU or perform re-establishment. 
Proposal 3: In order to avoid RRC re-establishment failure, it is suggested that the IAB node firstly selects the parent IAB node connected with the same donor CU to perform RRC re-establishment. And some enhancements related to the Rel-16 NR Mobility Enhancements WI can be considered to reduce service interruption time.

Proposal 4: If the IAB node selects a parent IAB node connected with a different donor CU to perform RRC re-establishment, whether it should continue to serve the child IAB nodes needs further study.
Proposal 5:  It is suggested that IAB node sends RLF notification to its child IAB node when it initiates the RRC re-establishment procedure. Furthermore, for NSA case, IAB node shall send RLF notification to its child IAB node when RLF is detected on NR link.

Proposal 6: It is suggested that the IAB node sends Type 3 – “BH link recovered” or Type 4 – “Recovery failure” notification to inform the RRC re-establishment result to the child IAB nodes. 

Proposal 7：It is suggest to consider solution 1 and solution2 as below to get the IP address of  the target donor CU.

Solution1：IAB-node pre-configures the mapping table between the CU ID and CU IP address.

Solution2:  IAB-node MT acquires the CU IP from target donor CU via RRC message after IAB-node MT RRC re-establishment succeeds.
Proposal 8: It is suggested to discuss whether the IAB-node should continue to serve the child IAB-nodes or not if it performs RRC re-establishment to a new donor CU. 
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