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1 Introduction
A simplified protocol stack for carrying F1-U over two backhaul hops is shown in the following diagram (as agreed by RAN2):
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In architecture Option 1a (the basis for the current IAB Work Item), it is assumed that the Donor is split into the CU and the DU part (as defined in 3GPP TS 38.401; split is not shown above). The gNB-DU functionality terminates NR access interface to UEs and IAB-nodes, and supports F1 protocol to the gNB-CU on the IAB-donor.

At RAN3#104 the following agreements (and WAs, or Working Assumptions) were made:

Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded

WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL

WA: They may coexist in the same network

As per the agreement above, the GTP tunnel ID (which – together with the destination IP address – uniquely identifies each bearer under the same CU) mapping to IPv6 flow label is done at CU. For 1:1 mapping of bearers to backhaul RLC channels, the DU then uses (at the very least) the IPv6 flow label as per the RAN3 agreement above. At RAN3#105, the following was further agreed:

The IAB-donor DU is configurable with a mapping between IPv6 Flow Label, DS information and Destination IP address to the BH RLC channel, where any of these three IP header fields are optional in the mapping.

The configuration of the DL F1-U GTP-U tunnel information on the CU-UP is extended to optionally include IPv6 Flow Label and/or DS information.

These agreements introduce the use of the DS information, in addition to the IPv6 flow label (and the destination IP address), for the mapping to BH RLC channels. However, how the flow label & DS information is used, and whether additional fields in the IPv6 headers (e.g. ECN) are used to aid this mapping is an open issue. Operation of bearer mapping and identification in IPv4 systems is another important aspect that deserves further discussion. N:1 mapping case in both IPv4 and IPv6 systems is even more open, and the exact details on how to make it work for both the N:1 and 1:1 case are still under study. And finally, whether the information used for mapping at the Donor DU is inserted into the BAP header for use by intermediate nodes is another open issue that our tdoc addresses.

2 Discussion

2.1 Case of 1:1 bearer mapping

Bearer mapping at the Donor DU whereby the flow label (only present in IPv6 systems) is used to uniquely identify a bearer should lead to a sufficient bearer space size (as confirmed by RAN2). Nevertheless, given that IPv6 header also includes TC (Traffic Class) field, which in turn comprises DS and ECN (each of which may be available for purposes other than their original ones), we note that flow label field combined with the TC field or a part of the TC field (just DS; just ECN) can also be used to uniquely identify a bearer.
The (optional) use of DS field in combination with the flow label when determining the BH RLC channel at the Donor DU has already been agreed by RAN3. The use of ECN field for the same purpose is under discussion. ECN is typically disabled by default in most implementations of TCP/IP. This is not to say that its use for congestion detection is not useful. However, ECN is typically only enabled for best-effort traffic, since QoS-sensitive traffic uses different kind of flow control. As most TCP implementations can retransmit dropped packets in a timely fashion without the use of ECN, in cases where the sender’s window is large, the impact of use of ECN on total throughput (as opposed to impact on latency and jitter, which is more unambiguously positive, but less relevant for best effort traffic) is unclear. 
And finally, ECN is especially useful when no other mechanisms for retransmission exist other than the TCP/IP based ones (i.e. in wireline networks), whereas its use in wireless system is less well-documented. Based on these observations, it is not unreasonable to discuss alternative uses of the ECN field, more specifically the use of ECN for bearer identification and mapping, and this is our first proposal.

Proposal 1: RAN3 to discuss the use of the ECN field to identify a bearer in combination with the IPv6 flow label and the DS field.

We further note that – in case where the flow label already uniquely (in conjunction with the IP address) identifies a bearer (for the purposes of mapping to backhaul channels), the reserved values of DS/ECN/TC could instead indicate certain specific actions. For example, we envisage scenarios where the TC field or a part of the TC field indicates priority levels (e.g. this packet should be prioritized in cases of congestion or dropped if needed), QoS class, randomization (e.g. this packet can go via any available path for the specific destination), packet duplication, and so forth.
Proposal 2: RAN3 to discuss the use of TC field or a part of the TC field (just DS; just ECN) to indicate certain specific actions (examples of which have been given above) using the reserved values of the field.

In IPv4 networks, flow label does not exist. In IPv4 networks it is therefore possible to use the DSCP field to uniquely identify a bearer. [This method is not limited to IPv4 networks but is perhaps more applicable in this scenario due to absence of flow label.] Additionally, the DSCP field combined with ECN field can be used to uniquely identify a bearer; the use of the ECN field is especially pertinent in IPv4 networks due to absence of flow label and the resulting limited bearer ID space. Alternatively, rather than being used as part of the bearer ID, we could indicate specific actions using reserved values of the ECN field. For example, we envisage scenarios where the ECN field indicates priority levels (e.g. this packet should be prioritized in cases of congestion or dropped if needed), QoS class, randomization (e.g. this packet can go via any available path for the specific destination), packet duplication.
Proposal 3: RAN3 to discuss the use of DSCP field (potentially in combination with ECN field) to uniquely identify a bearer.

Proposal 4: RAN3 to discuss the use of reserved values of the ECN field to indicate specific actions to be taken.
2.2 Case of N:1 bearer mapping

Turning our attention to the N:1 bearer mapping, DSCP (IPv4) / DS (IPv6) field can be used to group together multiple bearers for transmission over the same BH RLC channel, e.g. based on the same/similar QoS requirements. Using the same reasoning applied to the ECN case, in case of IPv6 systems where DS field (or entire TC field) is used to group together multiple bearers, we note that the flow label could in this case indicate priority levels (e.g. this packet should be prioritized in cases of congestion or dropped if needed), QoS class, randomization (e.g. this packet can go via any available path for the specific destination), packet duplication.
Proposal 5: RAN3 to discuss use of reserved values of ECN field for the N:1 mapping case, where the DSCP (IPv4) / DS (IPv6) field is used for bearer aggregation.
Proposal 6: RAN3 to discuss use of reserved values of flow label for the N:1 mapping case, where the DSCP (IPv4) / DS (IPv6) or entire TC field is used for bearer aggregation.

In IPv6 systems, it is also possible to use the flow label for the N:1 mapping case, and TC/DS fields to indicate special conditions or actions (essentially, an inverse approach to the one detailed above). In other words, we also put forward for RAN3’s consideration the method of bearer mapping at the Donor DU whereby the flow label field is used to group together multiple bearers for transmission over the same BH RLC channel e.g. based on QoS requirements. Reserved values of DS/TC field can now indicate one or more of specific actions to be taken with the packets of the aggregated bearers.
Proposal 7: RAN3 to discuss use of reserved values of DS/TC field for the N:1 mapping case, where the flow label is used for bearer aggregation.

Proposal 8: In a further extension of above and focusing on IPv6 systems, we propose that RAN3 discusses and agrees procedures (or a subset thereof) of bearer mapping at the Donor DU where:

a. Either DS/ECN/TC or flow label indicate bearer identity or identity of a group of bearers

b. DS/ECN/TC and flow label combined indicate bearer identity or identity of a group of bearers

c. DS/ECN/TC and flow label combined indicate bearer identity and additional information

Proposal 9: Focusing now specifically on IPv4 systems, we propose that RAN3 discusses and agrees procedures (or a subset thereof) of bearer mapping at the Donor DU where
a. Either DSCP or ECN indicate bearer identity or identity of a group of bearers

b. DSCP and ECN combined indicate bearer identity or identity of a group of bearers

c. DSCP and ECN combined indicate bearer identity and additional information

We note that the specific option (a/b/c) is indicated by a reserved value of the DCSP/TOS/ECN field, or a reserved value of the flow label, or a flag. The additional information could further include: QoS class, priority, instruction to duplicate the packet, number of hops this packets needs to traverse to its destination.
2.3 Extending these principles to intermediate nodes

So far we have focused on operation at the Donor. We also think that it is worth exploring the case where intermediate nodes in the IAB network follow the same procedures as those detailed for the Donor DU in sections 2.1 and 2.2. Using the IPv6 case as an example, this can be enabled by inserting the full information from the DS/TC field and/or flow label (as applicable/needed) into the BAP header. It can also be enabled by inserting a subset of the information from the DS/TC field (as applicable/needed) and/or flow label into the BAP header, e.g. just the bearer ID; just the additional information.
Proposal 10: RAN3 to consider the case where the full information or a subset of the information from the DS/DSCP or TC/TOS field and/or flow label, is inserted into the BAP header, for use by DUs at intermediate nodes.

The most straightforward method of configuring the BAP header according to above assumes that the flow label (plus any additional info) is set by donor CU and copied into the BAP header. Donor CU should configure donor DU and all intermediate nodes on what flow label (plus additional info) in BAP header represents.
Proposal 11: RAN3 to study the case where the CU configures the Donor DU and all intermediate nodes on what the BAP header information represents.

We would like to further propose extending this to the case where the Donor DU (based on flow label plus any additional info) configures the additional information for the BAP header based on the mapping information. 
Proposal 12: RAN3 to study the case where the Donor DU configures additional information for the BAP header, based on bearer identity / mapping information.

Additionally, the CU could configure the Donor DU and all intermediate nodes with additional information (which can change from node to node), which is mapped to bearer ID contained in the BAP header at the intermediate nodes.
Proposal 13: RAN3 to study the case where CU configures the Donor DU and all intermediate nodes with additional information (which can change from node to node), which is mapped to bearer ID contained in the BAP header at the intermediate nodes.

3 Conclusions
In this paper we examined several ways of identifying a bearer or a group of bearers for mapping onto backhaul channels at the Donor DU, based on individual or combined use of DS/DSCP, ECN, TOS/TC and Flow Label fields. The specific combinations we looked at for identifying a bearer or a group of bearers are:
· Flow Label field and entire TC field;

· Flow Label field and DS field;

· Flow Label field and ECN field; 

· DSCP field and ECN field; and

· DS field and ECN field.
We further analysed the possibility of – in addition to identifying bearers or group of bearers - indicating an action (e.g. assigning a QoS class, randomizing flow etc.) associated with the bearer or group of bearers through use of reserved values for different fields, for example:

· the DS/DSCP field identifies the bearer or group of bearers and the ECN field indicates the action; or

· the DS field or entire TC field identifies the bearer or group of bearers and the Flow Label field indicates the action; or

· the Flow Label field identifies the bearer or group of bearers and the DS field or entire TC field indicates the action.
And finally, we looked at extending these principles to intermediate nodes. Here’s a summary of our proposals, for RAN3’s consideration:
Proposal 1: RAN3 to discuss the use of the ECN field to identify a bearer in combination with the IPv6 flow label and the DS field.

Proposal 2: RAN3 to discuss the use of TC field or a part of the TC field (just DS; just ECN) to indicate certain specific actions (examples of which have been given above) using the reserved values of the field.

Proposal 3: RAN3 to discuss the use of DSCP field (potentially in combination with ECN field) to uniquely identify a bearer.

Proposal 4: RAN3 to discuss the use of reserved values of the ECN field to indicate specific actions to be taken.
Proposal 5: RAN3 to discuss use of reserved values of ECN field for the N:1 mapping case, where the DSCP (IPv4) / DS (IPv6) field is used for bearer aggregation.
Proposal 6: RAN3 to discuss use of reserved values of flow label for the N:1 mapping case, where the DSCP (IPv4) / DS (IPv6) or entire TC field is used for bearer aggregation.

Proposal 7: RAN3 to discuss use of reserved values of DS/TC field for the N:1 mapping case, where the flow label is used for bearer aggregation.

Proposal 8: In a further extension of above and focusing on IPv6 systems, we propose that RAN3 discusses and agrees procedures (or a subset thereof) of bearer mapping at the Donor DU where:

d. Either DS/ECN/TC or flow label indicate bearer identity or identity of a group of bearers

e. DS/ECN/TC and flow label combined indicate bearer identity or identity of a group of bearers

f. DS/ECN/TC and flow label combined indicate bearer identity and additional information

Proposal 9: Focusing now specifically on IPv4 systems, we propose that RAN3 discusses and agrees procedures (or a subset thereof) of bearer mapping at the Donor DU where

d. Either DSCP or ECN indicate bearer identity or identity of a group of bearers

e. DSCP and ECN combined indicate bearer identity or identity of a group of bearers

f. DSCP and ECN combined indicate bearer identity and additional information

Proposal 10: RAN3 to consider the case where the full information or a subset of the information from the DS/DSCP or TC/TOS field and/or flow label, is inserted into the BAP header, for use by DUs at intermediate nodes.

Proposal 11: RAN3 to study the case where the CU configures the Donor DU and all intermediate nodes on what the BAP header information represents.

Proposal 12: RAN3 to study the case where the Donor DU configures additional information for the BAP header, based on bearer identity / mapping information.

Proposal 13: RAN3 to study the case where CU configures the Donor DU and all intermediate nodes with additional information (which can change from node to node), which is mapped to bearer ID contained in the BAP header at the intermediate nodes.
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