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[bookmark: _Toc14787876]8.2.3	gNB-CU-UP E1 Setup
[bookmark: _Toc14787877]8.2.3.1	General
The purpose of the gNB-CU-UP E1 Setup procedure is to exchange application level data needed for the gNB-CU-UP and the gNB-CU-CP to correctly interoperate on the E1 interface. If the gNB-CU-UP initiates the first TNL association, it shall also initiate the gNB-CU-UP E1 Setup procedure. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 
[bookmark: _Toc14787878]8.2.3.2	Successful Operation


Figure 8.2.3.2-1: gNB-CU-UP E1 Setup procedure: Successful Operation.
The gNB-CU-UP initiates the procedure by sending a GNB-CU-UP E1 SETUP REQUEST message including the appropriate data to the gNB-CU-CP. The gNB-CU-CP responds with a GNB-CU-UP E1 SETUP RESPONSE message including the appropriate data. 
If the GNB-CU-UP E1 SETUP REQUEST message contains the gNB-CU-UP Name IE the gNB-CU-CP may use this IE as a human readable name of the gNB-CU-UP.
If the Slice Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and it may take it into account for bearer context establishment.
If the NR CGI Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and it may take it into account for bearer context establishment. 
If the QoS Parameters Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall store the corresponding information and it may take it into account for bearer context establishment. 
The exchanged data shall be stored in respective node and used as long as there is an operational TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.
If the gNB-CU-UP Capacity IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall take this IE into account.
For NG-RAN, if in GNB-CU-UP E1 SETUP REQUEST message, the NID IE is present in the Supported PLMNs IE, the gNB-CU-CP shall take this information into account.
For NG-RAN, if in GNB-CU-UP E1 SETUP REQUEST message, the CAG Support List IE is present in the Supported PLMNs IE, the gNB-CU-CP shall take this information into account. 

[bookmark: _Toc14787879]8.2.3.3	Unsuccessful Operation


Figure 8.2.3.3-1: gNB-CU-UP E1 Setup procedure: Unsuccessful Operation.
If the gNB-CU-CP cannot accept the setup, it shall respond with a GNB-CU-UP E1 SETUP FAILURE and appropriate cause value.
If the GNB-CU-UP E1 SETUP FAILURE message includes the Time To Wait IE, the gNB-CU-UP shall wait at least for the indicated time before reinitiating the E1 setup towards the same gNB-CU-CP.

[bookmark: _Toc14787880]8.2.3.4	Abnormal Conditions
If the first message received for a specific TNL association is not a GNB-CU-CP E1 SETUP REQUEST, GNB-CU-UP E1 SETUP RESPONSE, or GNB-CU-UP E1 SETUP FAILURE message then this shall be treated as a logical error.
If the gNB-CU-UP does not receive either GNB-CU-UP E1 SETUP RESPONSE message or GNB-CU-UP E1 SETUP FAILURE message, the gNB-CU-UP may reinitiate the gNB-CU-UP E1 Setup procedure towards the same gNB-CU-CP, provided that the content of the new GNB-CU-UP E1 SETUP REQUEST message is identical to the content of the previously unacknowledged GNB-CU-UP E1 SETUP REQUEST message.
If the gNB-CU-UP receives a GNB-CU-CP E1 SETUP REQUEST message from the peer entity on the same E1 interface:
-	In case the gNB-CU-UP answers with a GNB-CU-CP E1 SETUP RESPONSE message and receives a subsequent GNB-CU-UP E1 SETUP FAILURE message, the gNB-CU-UP shall consider the E1 interface as non operational and the procedure as unsuccessfully terminated according to sub clause 8.2.3.3.
-	In case the gNB-CU-UP answers with a GNB-CU-CP E1 SETUP FAILURE message and receives a subsequent GNB-CU-UP E1 SETUP RESPONSE message, the gNB-CU-UP shall ignore the GNB-CU-UP E1 SETUP RESPONSE message and consider the E1 interface as non operational.
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[bookmark: _Toc14787881]8.2.4	gNB-CU-CP E1 Setup
[bookmark: _Toc14787882]8.2.4.1	General
The purpose of the gNB-CU-CP E1 Setup procedure is to exchange application level data needed for the gNB-CU-CP and the gNB-CU-UP to correctly interoperate on the E1 interface. If the gNB-CU-CP initiates the first TNL association, it shall also initiate the gNB-CU-CP E1 Setup procedure.The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 
[bookmark: _Toc14787883]8.2.4.2	Successful Operation


Figure 8.2.4.2-1: gNB-CU-CP E1 Setup procedure: Successful Operation.
The gNB-CU-CP initiates the procedure by sending a GNB-CU-CP E1 SETUP REQUEST message including the appropriate data to the gNB-CU-UP. The gNB-CU-UP responds with a GNB-CU-CP E1 SETUP RESPONSE message including the appropriate data. 
If the GNB-CU-CP E1 SETUP REQUEST message contains the gNB-CU-CP Name IE the gNB-CU-UP may use this IE as a human readable name of the gNB-CU-CP.
The exchanged data shall be stored in respective node and used as long as there is an operational TNL association. When this procedure is finished, the E1 interface is operational and other E1 messages can be exchanged.
If the gNB-CU-UP Capacity IE is contained in the GNB-CU-CP E1 SETUP RESPONSE message, the gNB-CU-CP shall take this IE into account.
For NG-RAN, if in GNB-CU-CP E1 SETUP REQUEST RESPONSE message, the NID IE is present in the Supported PLMNs IE, the gNB-CU-CP shall take this information into account.
For NG-RAN, if in GNB-CU-CP E1 SETUP REQUEST RESPONSE message, the CAG Support List IE is present in the Supported PLMNs IE, the gNB-CU-CP shall take this information into account.


[bookmark: _Toc14787884]8.2.4.3	Unsuccessful Operation


Figure 8.2.4.3-1: gNB-CU-CP E1 Setup procedure: Unsuccessful Operation.
If the gNB-CU-UP cannot accept the setup, it shall respond with a GNB-CU-CP E1 SETUP FAILURE and appropriate cause value.
If the GNB-CU-CP E1 SETUP FAILURE message includes the Time To Wait IE, the gNB-CU-CP shall wait at least for the indicated time before reinitiating the E1 setup towards the same gNB-CU-UP.
[bookmark: _Toc14787885]8.2.4.4	Abnormal Conditions
If the first message received for a specific TNL association is not a GNB-CU-UP E1 SETUP REQUEST, GNB-CU-CP E1 SETUP RESPONSE, or GNB-CU-CP E1 SETUP FAILURE message then this shall be treated as a logical error.
If the gNB-CU-CP does not receive either GNB-CU-CP E1 SETUP RESPONSE message or GNB-CU-CP E1 SETUP FAILURE message, the gNB-CU-CP may reinitiate the gNB-CU-CP E1 Setup procedure towards the same gNB-CU-UP, provided that the content of the new GNB-CU-CP E1 SETUP REQUEST message is identical to the content of the previously unacknowledged GNB-CU-CP E1 SETUP REQUEST message.
If the gNB-CU-CP receives a GNB-CU-UP E1 SETUP REQUEST message from the peer entity on the same E1 interface:
-	In case the gNB-CU-CP answers with a GNB-CU-UP E1 SETUP RESPONSE message and receives a subsequent GNB-CU-CP E1 SETUP FAILURE message, the gNB-CU-CP shall consider the E1 interface as non operational and the procedure as unsuccessfully terminated according to sub clause 8.2.4.3.
-	In case the gNB-CU-CP answers with a GNB-CU-UP E1 SETUP FAILURE message and receives a subsequent GNB-CU-CP E1 SETUP RESPONSE message, the gNB-CU-CP shall ignore the GNB-CU-CP E1 SETUP RESPONSE message and consider the E1 interface as non operational.
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[bookmark: _Toc14787886]8.2.5	gNB-CU-UP Configuration Update 
[bookmark: _Toc14787887]8.2.5.1	General
The purpose of the gNB-CU-UP Configuration Update procedure is to update application level configuration data needed for the gNB-CU-UP and the gNB-CU-CP to interoperate correctly on the E1 interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non-UE associated signalling.
[bookmark: _Toc14787888]8.2.5.2	Successful Operation


Figure 8.2.5.2-1: gNB-CU-UP Configuration Update procedure: Successful Operation.
The gNB-CU-UP initiates the procedure by sending a GNB-CU-UP CONFIGURATION UPDATE message to the gNB-CU-CP including an appropriate set of updated configuration data that it has just taken into operational use. The gNB-CU-CP responds with GNB-CU-UP CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. If an information element is not included in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall interpret that the corresponding configuration data is not changed and shall continue to operate with the existing related configuration data.
If the Supported PLMNs IE is included in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall overwrite the whole list of information and store the corresponding information.
-	If the Slice Support List IE is contained in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall store the corresponding information and replace any existing information.
-	If the NR CGI Support List IE is contained in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall store the corresponding information and replace any existing information.
-	If the QoS Parameters Support List IE is contained in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall store the corresponding information and replace any existing information.
The updated configuration data shall be stored in both nodes and used as long as there is an operational TNL association or until any further update is performed.
If the gNB-CU-UP Capacity IE is contained in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall take this IE into account.
If the gNB-CU-UP ID IE is included in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall associate the TNLA to the E1 interface instance using the gNB-CU-UP ID.
If the GNB-CU-UP CONFIGURATION UPDATE message includes gNB-CU-UP TNLA To Remove List IE, and the Endpoint IP address IE and the Port Number IE for both TNL endpoints of the TNL association(s) are included in the gNB-CU-UP TNLA To Remove List IE, the gNB-CU-CP shall, if supported, consider that the TNL association(s) indicated by both received TNL endpoints will be removed by the gNB-CU-UP. If the Endpoint IP address IE, or the Endpoint IP address IE and the Port Number IE for one or both of the TNL endpoints is included in the gNB-CU-UP TNLA To Remove List IE in GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall, if supported, consider that the TNL association(s) indicated by the received endpoint IP address(es) will be removed by the gNB-CU-UP.
For NG-RAN, if in GNB-CU-UP CONFIGURATION UPDATE message, the NID IE is present in the Supported PLMNs IE, the gNB-CU-CP-CP shall take this information into account. 
For NG-RAN, if in GNB-CU-UP CONFIGURATION UPDATE message, the CAG Support List IE is present in the Supported PLMNs IE, the gNB-CU-CP shall take this information into account.


[bookmark: _Toc14787889]8.2.5.3	Unsuccessful Operation


Figure 8.2.5.3-1: gNB-CU-UP Configuration Update procedure: Unsuccessful Operation.
If the gNB-CU-CP cannot accept the update, it shall respond with a GNB-CU-UP CONFIGURATION UPDATE FAILURE message and appropriate cause value. 
If the GNB-CU-UP CONFIGURATION UPDATE FAILURE message includes the Time To Wait IE, the gNB-CU-CP shall wait at least for the indicated time before reinitiating the GNB-CU-UP CONFIGURATION UPDATE message towards the same gNB-CU-CP.
[bookmark: _Toc14787890]8.2.5.4	Abnormal Conditions
Not applicable.
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[bookmark: _Toc14787961]9.2.1.4	GNB-CU-UP E1 SETUP REQUEST
This message is sent by the gNB-CU-UP to transfer information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Transaction ID
	M
	
	9.3.1.53
	
	YES
	reject

	gNB-CU-UP ID 
	M
	
	9.3.1.15
	
	YES
	reject

	gNB-CU-UP Name 
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-UP.
	YES
	ignore

	CN Support  
	M
	
	ENUMERATED (EPC. 5GC, both, …)
	
	YES
	reject

	Supported PLMNs
	
	1..<maxnoofSPLMNs>
	
	Supported PLMNs
	YES

	reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	9.3.1.8
	Supported S-NSSAIs per PLMN. 
	-
	-

	>NR CGI Support List
	O
	
	9.3.1.36
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.37
	Supported QoS parameters per PLMN.
	-
	-

	>NID
	O
	
	9.3.3.X
	
	-
	-

	>CAG Support List
	
	0..1
	
	
	-
	-

	>>CAG Support Item
	
	1 ..<maxnoofCAGsperPLMN>
	
	
	-
	-

	>>>CAG ID
	M
	
	9.3.1.x
	Closed Access Group ID used in NR.
	-
	-

	gNB-CU-UP Capacity
	O
	
	9.3.1.56
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofSPLMNs
	Maximum no. of Supported PLMN Ids. Value is 12.
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[bookmark: _Toc14787965]9.2.1.8	GNB-CU-CP E1 SETUP RESPONSE
This message is sent by the gNB-CU-UP to transfer information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Transaction ID
	M
	
	9.3.1.53
	
	YES
	reject

	gNB-CU-UP ID 
	M
	
	9.3.1.15
	
	YES
	reject

	gNB-CU-UP Name 
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-UP.
	YES
	ignore

	CN Support  
	M
	
	ENUMERATED (EPC. 5GC, both, …)
	
	YES
	reject

	Supported PLMNs
	
	1..<maxnoofSPLMNs>
	
	Supported PLMNs
	YES

	reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	9.3.1.8
	Supported S-NSSAIs per PLMN. 
	-
	-

	>NR CGI Support List
	O
	
	9.3.1.36
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.37
	Supported QoS parameters per PLMN.
	-
	-

	>NID
	O
	
	9.3.3.X
	
	-
	-

	>CAG Support List
	
	0..1
	
	
	-
	-

	>>CAG Support Item
	
	1 ..<maxnoofCAGsperPLMN>
	
	
	-
	-

	>>>CAG ID
	M
	
	9.3.1.x
	Closed Access Group ID used in NR.
	-
	-

	gNB-CU-UP Capacity
	O
	
	9.3.1.56
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofSPLMNs
	Maximum no. of Supported PLMN Ids. Value is 12.
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[bookmark: _Toc14787967][bookmark: _Hlk20744375]9.2.1.10	GNB-CU-UP CONFIGURATION UPDATE
This message is sent by the gNB-CU-UP to transfer updated information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Transaction ID
	M
	
	9.3.1.53
	
	YES
	reject

	gNB-CU-UP ID 
	O
	
	9.3.1.15
	
	YES
	reject

	gNB-CU-UP Name 
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-UP.
	YES
	ignore

	Supported PLMNs
	
	0..<maxnoofSPLMNs>
	
	Supported PLMNs
	YES

	reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	9.3.1.8
	Supported S-NSSAIs per PLMN. 
	-
	-

	>NR CGI Support List
	O
	
	9.3.1.36
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.37
	Supported QoS parameters per PLMN.
	-
	-

	>NID
	O
	
	9.3.3.X
	
	-
	-

	>CAG Support List
	
	0..1
	
	
	-
	-

	>>CAG Support Item
	
	1 ..<maxnoofCAGsperPLMN>
	
	
	-
	-

	>>>CAG ID
	M
	
	9.3.1.x
	Closed Access Group ID used in NR.
	-
	-

	gNB-CU-UP Capacity
	O
	
	9.3.1.56
	
	YES
	ignore

	gNB-CU-UP TNLA To Remove List
	
	0..1
	
	
	YES
	reject

	>gNB-CU-UP TNLA To Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	-
	-

	>>TNLA Transport Layer Address
	M
	
	CP Transport Layer Information
9.3.2.2
	Transport Layer Address of the gNB-CU-UP.
	-
	-

	>>TNLA Transport Layer Address gNB-CU-CP
	O
	
	CP Transport Layer Information
9.3.2.2
	Transport Layer Address of the gNB-CU-CP.
	-
	-



	Range bound
	Explanation

	maxnoofSPLMNs
	Maximum no. of Supported PLMN Ids. Value is 12.

	maxnoofTNLAssociations
	Maximum numbers of TNL Associations between the gNB-CU-UP and the gNB-CU-CP. Value is 32.
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[bookmark: _Toc517378813]9.3.1.x	NID 
This information element indicates the Network identifier of the Stand-Alone NPN, as defined in TS 23.003 [23].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	BIT STRING (SIZE (xx))
	





Next Text Proposal to TS 38.473

[bookmark: _Toc5641424][bookmark: _GoBack]9.3.1.x	CAG ID 
This information element indicates the identifier of the Closed Access Group, as defined in TS 23.003 [23].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CAG Id
	M
	
	BIT STRING (SIZE (XX))
	Closed Access Group ID used in NR.
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