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	Reason for change:
	According to TS 33.501, for the non-3GPP access to the 5G core network, the AMF delivers a key KN3IWF to the N3IWF. The key KN3IWF is then used by UE and N3IWF to complete authentication within IKEv2. 

Currently, in TS 38.413 the Security Key IE is used to apply security in the NG-RAN for different sceanrios as defined in TS 33. 501. The Security key IE can be used as N3IWF key but without any procedural texts. 

Therefore, it is proposed to add the description of security key usage for the non-3GPP access to the 5G core network.


	
	

	Summary of change:
	Add the descriptions that the Security Key IE in the applicable NGAP messages includes the N3IWF key for untrusted non-3GPP access.
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	Clauses affected:
	2, 5.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	
First version: R3-193921
[bookmark: _GoBack]
RV1: change to reference to TS 33.501



[bookmark: _Toc5694163][bookmark: _Toc525567631][bookmark: _Toc525567067][bookmark: _Toc534900834][bookmark: _Toc535237692]


	[bookmark: _Toc384916784][bookmark: _Toc384916783]Change Begins


[bookmark: _Toc534729944]
[bookmark: _Toc13919194]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[3]	3GPP TS 23.501: "System Architecture for the 5G System".
[4]	3GPP TS 23.502: "Procedures for the 5G System".
[5]	3GPP TS 33.501: "Security architecture and procedures for 5G system".

<Unchanged Text Omitted>

5.3	Exceptions for NGAP message contents and information element coding when used for non-3GPP access 
For the NGAP messages transferred between the N3IWF and the AMF, the following exceptions to the specification in TS 38.413 [2] shall be applied:
<Unchanged Text Omitted>
The User Location Information IE in the applicable NGAP messages includes the IP address and port number as specified in TS 38.413 [2].
The Security Key IE in the applicable NGAP messages includes the N3IWF key as specified in TS 33.501 [5].

