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1. Introduction
A Work Item on non-public network (NPN) support for NG-RAN was approved at TSG RAN#83 in [1] with the objective as follow:
· Support NPN functionality in NG-RAN:

· CAG/SNPN relevant parameter broadcast from SIB [RAN2]

· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]
· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/NID related parameters to NG-RAN nodes, respectively [RAN3]
· Support CAG/SNPN functionality with CU-DU split [RAN3]

· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

Note: a common solution for CAG and SNPN is not precluded.
The CP-UP split architecture is supported for public network integrated NPN (PNI-NPN) and stand-alone NPN (SNPN). In this document we discuss the general support of PNI-NPN and SNPN over E1 interface.
3. Discussion

NPN was discussed during SA2 meetings and the general support of NPN was clarified in [2]-[4]. The NPN can be deployed as stand-alone NPN (SNPN) or public network integrated NPN (PNI-NPN). 
3.1  Interface Management Messages
· SNPN

It is described as follows in [2] for SNPN,

The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.
The CU-UP is configured with the supported SNPN(s) identified by the PLMN ID and NID, e.g., by OAM. The CU-UP should report the supported SNPN information (i.e., PLMN ID, NID) to the CU-CP, e.g., via GNB-CU-UP E1 SETUP REQUEST, GNB-CU-CP E1 SETUP RESPONSE and GNB-CU-UP CONFIGURATION UPDATE messages, due to the following reasons:

· CU-UP verification. For non-shared disaggregated gNB, i.e., the gNB only support one SNPN, the CU-UP provides its supported SNPN information to CU-CP, and CU-CP can verify that the configured supported SNPN information of CU-CP and CU-UP by OAM are same, in case the OAM configures different supported SNPN information to CU-CP and CU-UP.

· CU-UP selection. For shared disaggregated gNB, the gNB support multiple SNPNs. In this case, a cell may support multiple SNPNs, but different SNPNs may be supported by different CU-UPs, e.g., for data isolation. For example, cell#1 supports SNPN#A, SNPN#B and SNPN#C, and CU-UP#1 can serve cell#1 with SNPN#A and SNPN#B, whereas CU-UP#2 can serve cell#1 with SNPN#C. In this case, if the supported SNPNs of CU-UP is not informed to the CU-CP, the CU-CP may chose a wrong CU-UP to setup the PDU session resource for the UE, e.g., choose CU-UP#1 for UE with SNPN#C service. 

Proposal 1: The CU-UP reports the supported SNPN information, i.e. PLMN ID and NID, to the CU-CP.

With the similar scheme for the supported slices and PLMN IDs, the CU-CP does not report its supported SNPN information to the CU-UP, because the CU-UP does not need to take actions based on these informations. However, as we discussed above, it is possible that none of the CU-UP’s supported SNPN information reported to the CU-CP is supported by CU-CP. In this case, the CU-CP rejects the GNB-CU-UP E1 setup request and the setup fails. A new cause value (e.g., NID(s) not supported) needs to be added over E1 for the E1 setup failure.
Proposal 2: A new cause value (e.g., NID(s) not supported) is added over E1 for case of E1 setup failure.
· PNI-NPN

For PNI-NPN, the combination of a PLMN ID and a CAG ID uniquely identifies a PNI-NPN network, since CAG ID serves the purpose of cell access, which normally has nothing to do with user plane handling, but the issue is, different PNI-NPN may require different user plane resource, with this understanding, CU-UP should also be aware of the configured PNI-NPN information (e.g., PLMN, CAG ID) to CU-CP for the subsequently appropriate actions. Here we should note that there is no need for the CU-UP to be aware of the mapping relation between GAG ID and a cell.
Proposal 3: The CU-UP reports the supported PNI-NPN information to the CU-CP.

Also, it is possible that none of the reported PNI-NPN information is supported by the CU-CP. A new cause value (e.g., CAG(s) not supported) needs to be added over E1 for the E1 setup failure.

Proposal 4: A new cause value (e.g., CAG(s) not supported) is added over E1 for case of E1 setup failure.
3.2  UE Context Management Messages 
It is described as follows in [2] for SNPN,

The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.
NOTE 1:
The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.

It can be observed that a reserved PLMN ID for private networks can be used to identify an SNPN, or optionally the combination of a PLMN ID owned by the PLMN operator and a NID identifies the SNPN. Therefore, the NID needs to be provided to gNB-CU-UP to identify the serving SNPN of the UE if the combination of the serving PLMN ID and the NID identifies the SNPN, e.g., via the BEARER CONTEXT SETUP REQUEST message. This information might be helpful since different NID may require different scheduling mechanism. It is worth to mentioning that the different scheduling mechanism cannot be realized by slice information of each PDU session, since the slice information can be used only within one SNPN.
Proposal 5: NID is provided from gNB-CU-CP to gNB-CU-UP, e.g. in BEARER CONTEXT SETUP REQUEST message.
4. Conclusion
In this paper, we have discussed the general support of SNPN and PNI-NPN over E1 interface, and have the following proposals:
Proposal 6: The CU-UP reports the supported SNPN information, i.e. PLMN ID and NID, to the CU-CP.

Proposal 7: A new cause value (e.g., NID(s) not supported) is added over E1 for case of E1 setup failure.
Proposal 8: The CU-UP reports the supported PNI-NPN information to the CU-CP.

Proposal 9: A new cause value (e.g., CAG(s) not supported) is added over E1 for case of E1 setup failure.
Proposal 10: NID is provided from gNB-CU-CP to gNB-CU-UP, e.g. in BEARER CONTEXT SETUP REQUEST message.
The corresponding CRs of the Proposals are summarized and submitted in [5], [6].
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