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1 Introduction
At the RAN#83 WG meeting, the Rel-16 Private Network Support for NR-RAN work item was approved [1].
The WI objectives are copied here as the reference.
· Support NPN functionality in NG-RAN:

· CAG/SNPN relevant parameter broadcast from SIB [RAN2]

· CAG/SNPN cell selection/reselection [RAN2]

· CAG/SNPN cell access control [RAN2/3]

· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 

· The connected mode mobility support within SNPN[RAN2/3]

· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/NID related parameters to NG-RAN nodes, respectively [RAN3]

· Support CAG/SNPN functionality with CU-DU split [RAN3]

· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

In this document we discussed the necessary modifications on NG interface to communicate the standalone NPN related information to NG-RAN nodes.
2 Discussion
2.1 General
A Standalone Non-Public Network (SNPN) is operated by an NPN operator and not relying on network functions provided by a PLMN. Based on SA2’s progress specified in TS23.501[2], a SNPN network is identified by the combination of a PLMN ID and Network identifier (NID), and an SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID. 

	NG-RAN nodes which provide access to SNPNs broadcast the following information:

-
One or multiple PLMN IDs

-
List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to.
Note: It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs.


Observation 1：A SNPN network is identified by the combination of a PLMN ID and Network identifier (NID).
Observation 2：NG-RAN nodes which provide access to SNPNs should broadcast NIDs and 
corresponding PLMN IDs.
2.2 Impact on Interface Management Messages
Based on SA2’s progress on network sharing: specified in 23.501[2]:
	5G MOCN (5G Multi-Operator Core Network) also supports the following sharing scenarios involving stand-alone non-public networks (SNPNs):

-
NG-RAN is shared by multiple SNPNs (each identified by PLMN ID and NID);

-
NG-RAN is shared by one or multiple SNPNs and one or multiple PLMNs.
NOTE 1: Different PLMN IDs (or combinations of PLMN ID and NID) can also point to the same 5GC.


In order to accurate inform the AMF which SNPN network it shall support, the NID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
Proposal 1: NID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
2.3 Impact on NAS Transport Messages
When the UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection procedures. An SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID.

UE selects the NID and corresponding PLMN ID by the way of automatic network selection or manual network selection.
Based on SA2’s progress, which is specified in TS23.501[2]:
	When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.


The AMF can use the reported SNPN information (NID and corresponding PLMN ID) and UE related subscriber information (SUPI and credentials) for UE membership verification.
Proposal 2: The selected NID should be included in INITIAL UE MESSAGE and AMF shall use it for UE membership verification. 
2.4 Impact on UE Mobility Management Messages
It has been agreed in SA2 that mobility between SNPNs or SNPNs and PLMNs are not supported, that means UE can only handover within the same standalone non-public network which is identified by a unique NID and corresponding PLMN ID. 

In this part, we only discuss about the handover procedure within the same SNPN networks. For handover based on NG interface, as for the source serving NID has been included in INITIAL UE MESSAGE and AMF has already verified the UE’s membership status of the serving NID, in order to inform the target node which NID the UE is able to access to, the source serving NID should be included in HANDOVER REQUEST message. 
Proposal 3: For SNPN, the source serving NID should be included in HANDOVER REQUEST message.
3 Conclusion
In this paper, we discussed the general modifications over NG interface to support standalone NPN and provide our observations and proposals as below:

Observation 1：A SNPN network is identified by the combination of a PLMN ID and Network identifier (NID).
Observation 2：NG-RAN nodes which provide access to SNPNs should broadcast NIDs and 
corresponding PLMN IDs.
Proposal 1: NID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
Proposal 2: The selected NID should be included in INITIAL UE MESSAGE and AMF shall use it for UE membership verification. 

Proposal 3: For SNPN, the source serving NID should be included in HANDOVER REQUEST message.
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