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1 Introduction
At the RAN#83 WG meeting, the Rel-16 Private Network Support for NR-RAN work item was approved [1].
The WI objectives are copied here as the reference.
· Support NPN functionality in NG-RAN:

· CAG/SNPN relevant parameter broadcast from SIB [RAN2]

· CAG/SNPN cell selection/reselection [RAN2]

· CAG/SNPN cell access control [RAN2/3]

· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 

· The connected mode mobility support within SNPN[RAN2/3]

· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/CAG ID related parameters to NG-RAN nodes, respectively [RAN3]

· Support CAG/SNPN functionality with CU-DU split [RAN3]

· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

In this document we discussed the necessary modifications on NG interface to communicate the Public network integrated NPN related information to NG-RAN nodes.
2 Discussion

2.1 General
Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in TS23.501[2]. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.

As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control.
The CAG has been specified in TS23.501[2]:
	A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.

CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). 
The following is required for identification:
-
A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;

-
A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;
Note: NG-RAN node supports broadcasting a total of twelve CAG Identifiers. 


Based on the progress in SA2, we can conclude following observations:
Observation 1: CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). 
Observation 2: A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID, a CAG cell broadcasts one or multiple CAG Identifiers per PLMN.
2.2 Impact on Interface Management Messages
The NG-RAN node supports a total of twelve CAG IDs per PLMN, and each CAG ID within the same PLMN is unique. For AMF in access control, it shall make decision based on the CAG ID list supported by the NG-RAN nodes. For example, when UE is handover from a public network to a CAG network, the AMF should know whether the CAG ID list supported by the target node is in the allowed CAG list of the UE. Therefore, it is useful to include the CAG ID list per PLMN in the NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
Proposal 1: CAG ID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
2.3 Impact on NAS Transport Messages
Based on SA2’s progress, which is specified in TS 23.501[2]:
	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF:

-
The AMF shall verify whether UE access is allowed by Mobility Restrictions:

-
If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;

-
If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and

-
If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.


It can be observed that if UE is accessing the network via CAG cells, it should provide the selected CAG ID to the NG-RAN node and the NG-RAN node shall provide the CAG ID to the AMF via INITIAL UE MESSAGE. And then the AMF shall compare the received CAG ID with the UE’s allowed CAG ID list which is stored in AMF to verify the UE’s membership status. 
Proposal 2: The selected CAG ID should be included in INITIAL UE MESSAGE and AMF shall use it for UE membership verification. 

2.4 Impact on Mobility Restriction List

Based on SA2’s progress, which is specified in 23.501[2]:
	To support CAG, the UE may be pre-configured or (re)configured with the following CAG information, included in the subscription as part of the Mobility Restrictions:

-
an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and

-
optionally, a CAG-only indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);


The allowed CAG list and CAG-only indication are UE specific CAG mobility restrictions information stored by UE and AMF. The AMF shall use the mobility restrictions at following situations:

Situation 1: When UE requests to access the CAG network, the AMF shall check whether the CAG ID received from NG-RAN node is part of UE's Allowed CAG list. 

Situation 2: When UE requests to access the network via a non-CAG cell, the AMF shall check if there is a CAG-only indication in UE's subscription which means UE is only allowed to access CAG cells.

Both the allowed CAG list and CAG-only indication should be included in the Mobility Restriction List IE which is useful in handover procedure. For Xn-based handover procedure, based on the Mobility Restriction List IE received from the AMF, source NG-RAN node will not select the target NG-RAN node which CAG identifier is not part of the UE's Allowed CAG list, and the source NG-RAN node will not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells. For NG-based handover, based on the Mobility Restriction List IE received from the AMF, the target NG-RAN node can check whether the CAG IDs broadcast by itself is in the UE’s allowed CAG list.

Based on the above discussion, we can conclude following proposal:
Proposal 3: The allowed CAG list and CAG-only indication (which indicates the UE is only allowed to access CAG cells) should be included in Mobility Restriction List.
2.5 Impact on UE Mobility Management Messages
In this part, we first discuss about the handover within the CAG networks, for handover based on NG interface, the AMF compares the supported CAG ID list of the target node initialled in NG SETUP REQUEST or refreshed in RAN CONFIGURATION UPDATE with the allowed CAG list of the UE, if the target CAG ID is included in the allowed CAG list, then the AMF transmits the HANDOVER REQUEST message to the target node, otherwise reject the handover procedure by request HANDOVER PREPARATION FAILURE message to the source node.

Proposal 4: For NG-based handover procedure within CAG networks, the AMF shall confirm whether the UE can access to the target node by comparing the supported CAG ID list of the target node with the allowed CAG list of the UE.
For CAG network, inter system handover between public network and CAG network is supported. For UE handover from a CAG network to a public network, there is no change to the traditional handover procedure. For UE handover from a public network to a CAG network, there may exist a situation that the target node may contain more than one CAG ID which is in the UE’s allowed CAG list, in this situation there are two optional solutions:

Option 1: The AMF decides the selected CAG ID which the UE shall handover based on the allowed CAG list of the UE.

Option 2: The target NR-RAN node decides the selected CAG ID which the UE shall handover based on the allowed CAG list of the UE received from the AMF.
As for option 1, if the AMF decides the selected CAG ID of the UE, the AMF should contain the selected CAG ID in the HANDOVER REQUEST ACKNOWLEDGE message, in order to avoid modifications to the existing procedure, it is better to let the target node decide the selected CAG ID.
Proposal 5: For NG-based handover from a public network to a CAG network, it is better to let the target node decide the selected CAG ID.
3 Conclusion
In this paper, we discussed the general modifications over NG interface to support CAG network and provide our observations and proposals as below:

Observation 1: CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). 
Observation 2: A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID, a CAG cell broadcasts one or multiple CAG Identifiers per PLMN.
Proposal 1: CAG ID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
Proposal 2: The selected CAG ID should be included in INITIAL UE MESSAGE and AMF shall use it for UE membership verification. 

Proposal 3: The allowed CAG list and CAG-only indication (which indicates the UE is only allowed to access CAG cells) should be included in Mobility Restriction List.
Proposal 4: For NG-based handover procedure within CAG networks, the AMF shall confirm whether the UE can access to the target node by comparing the supported CAG ID list of the target node with the allowed CAG list of the UE.
Proposal 5: For NG-based handover from a public network to a CAG network, it is better to let the target node decide the selected CAG ID.
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