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Definitions and abbreviations
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8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.

If the NAS-PDU IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall pass it transparently towards the UE.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Radio Capability in the UE context;

-
store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context and, if the NG-RAN node is required to activate security for the UE, take this security key into use.

For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
If the PDU Session Resource Setup Request List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF in the INITIAL CONTEXT SETUP RESPONSE message the result for each PDU session resource requested to be setup as defined in the PDU Session Resource Setup procedure.
Upon reception of the INITIAL CONTEXT SETUP RESPONSE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Setup Response Transfer IE or PDU Session Resource Setup Unsuccessful Transfer IE to the SMF associated with the concerned PDU session. In case the splitting PDU session is not used by the NG-RAN node, the SMF should remove the Additional Transport Layer Information, if any.
The NG-RAN node shall use the information in the Mobility Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 or NIA0 algorithm as defined in TS 33.501 [13] and if the EIA0 or NIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE.
If the Core Network Assistance Information for RRC INACTIVE IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the CN Assisted RAN Parameters Tuning IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context.
If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions. 

If the Old AMF IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that this UE-associated logical NG-connection was redirected to this AMF from another AMF identified by the Old AMF IE.

If the Redirection for Voice EPS Fallback IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].

If the Location Reporting Request Type IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node should perform the requested location reporting functionality for the UE as described in subclause 8.12.
If the SRVCC Operation Possible IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of handover towards UTRAN as specified in TS 23.216 [xx].
8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source NG-RAN node initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving AMF. When the source NG-RAN node sends the HANDOVER REQUIRED message, it shall start the timer TNGRELOCprep. The source NG-RAN node shall indicate the appropriate cause value for the handover in the Cause IE.

Upon reception of the HANDOVER REQUIRED message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Handover Required Transfer IE to the SMF associated with the concerned PDU session.

In case of intra-system handover, the information in the Source to Target Transparent Container IE shall be encoded according to the definition of the Source NG-RAN node to Target NG-RAN node Transparent Container IE.
If the DL Forwarding IE is included for a given QoS flow in the PDU Session Resource Information Item IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message and it is set to "DL forwarding proposed", it indicates that the source NG-RAN node proposes forwarding of downlink data for that QoS flow.
If the UL Forwarding IE is included for a given QoS flow in the PDU Session Resource Information Item IE within the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE of the HANDOVER REQUIRED message and it is set to "UL forwarding proposed", it indicates that the source NG-RAN node proposes forwarding of uplink data for that QoS flow.

If the DRBs to QoS Flows Mapping List IE is included in the PDU Session Resource Information Item IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message, it implicitly indicates that the source NG-RAN node proposes forwarding of downlink data for those DRBs. 

If the QoS Flow Mapping Indication IE for a QoS flow is included in the Associated QoS Flow List IE within the DRBs to QoS Flows Mapping List IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message, it indicates that the source NG-RAN node has mapped only the uplink or downlink of the QoS flow to the DRB. 

If the HANDOVER COMMAND message contains the DL Forwarding UP TNL Information IE for a given DRB within the Handover Command Transfer IE, the source NG-RAN node shall consider that the forwarding of downlink data for this DRB is accepted by the target NG-RAN node. If the HANDOVER COMMAND message contains the UL Forwarding UP TNL Information IE for a given DRB in the Data Forwarding Response DRB List IE within the Handover Command Transfer IE, it means the target NG-RAN node has requested the forwarding of uplink data for this DRB.

If the HANDOVER COMMAND message contains the UL Forwarding UP TNL Information IE for a given PDU session within the Handover Command Transfer IE, the source NG-RAN node shall consider that the forwarding of uplink data of the QoS flows is accepted by the target NG-RAN node.

In case of inter-system handover to LTE, the information in the Source to Target Transparent Container IE shall be encoded according to the Source eNB to Target eNB Transparent Container IE definition as specified in TS 36.413 [16].
If the Handover Type IE is received in the HANDOVER REQUIRED message set to “5GStoUTRAN” the AMF shall perform SRVCC operation towards the target UTRAN node identified in the Target ID IE as defined in TS 23.216 [xx]. The information in the Source to Target Transparent Container IE shall be encoded according to the definition of the Source RNC to Target RNC Transparent Container IE as specified in TS 25.413 [28]. The AMF shall also encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Target RNC to Source RNC Transparent Container IE as specified in TS 25.413 [28].
If the Direct Forwarding Path Availability IE is included in the HANDOVER REQUIRED message the AMF shall handle it as specified in TS 23.502 [10].

If the Direct Forwarding Path Availability IE is included within the Handover Required Transfer IE of the HANDOVER REQUIRED message the SMF shall handle it as specified in TS 23.502 [10].

When the preparation, including the reservation of resources at the target side is ready, the AMF responds with the HANDOVER COMMAND message to the source NG-RAN node.

Upon reception of the HANDOVER COMMAND message the source NG-RAN node shall stop the timer TNGRELOCprep and start the timer TNGRELOCoverall.

If there are any PDU Sessions that could not be admitted in the target, they shall be indicated in the PDU Session Resources to Release List IE.

If the HANDOVER COMMAND message contains the QoS Flow to be Forwarded List IE within the Handover Command Transfer IE for a given PDU session, then the source NG-RAN node should initiate data forwarding for the listed QoS flows over the forwarding tunnel specified in the DL Forwarding UP TNL Information IE as specified in TS 38.300 [8].

If the HANDOVER COMMAND message contains the Additional DL Forwarding UP TNL Information IE within the Handover Command Transfer IE, the source NG-RAN node should initiate data forwarding of the PDU session split in different tunnel and shall use the received UP transport layer information for the forwarding QoS flows associated to it.
If the Target to Source Transparent Container IE has been received by the AMF from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

In case of inter-system handover to LTE, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE as specified in TS 36.413 [16]. 

If the Index to RAT/Frequency Selection Priority IE is contained in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE, the target NG-RAN node shall store the content of the received Index to RAT/Frequency Selection Priority IE in the UE context and use it as defined in TS 23.501 [9].

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration and associated security;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Context in the UE context and take it into use as defined in TS 33.501 [13].

Upon reception of the UE History Information IE, which is included within the Source to Target Transparent Container IE of the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon receiving the PDU Session Resource Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The target NG-RAN node shall report to the AMF in the HANDOVER REQUEST ACKNOWLEDGE message the result for each PDU session resource requested to be setup. In particular, for each PDU session resource successfully setup, it shall include the Handover Request Acknowledge Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flow Setup Response List IE.

-
The Data Forwarding Accepted IE if the data forwarding for the QoS flow is accepted.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flow Failed to Setup List IE.
-
The UP transport layer information to be used for the PDU session.

-
The security result associated to the PDU session.
For each PDU session resource which failed to be setup, the Handover Resource Allocation Unsuccessful Transfer IE shall be included in the HANDOVER REQUEST ACKNOWLEDGE message containing a cause value that should be precise enough to enable the SMF to know the reason for the unsuccessful establishment. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the Handover Request Acknowledge Transfer IE or Handover Resource Allocation Unsuccessful Transfer IE to the SMF associated with the concerned PDU session.
If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given PDU session within the Handover Request Transfer IE set to "data forwarding not possible", the target NG-RAN node may not include the DL Forwarding UP TNL Information IE and for intra-system handover the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE in the HANDOVER REQUEST ACKNOWLEDGE message for that PDU session.

In case of intra-system handover, if the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow for which the DL Forwarding IE is set to "DL forwarding proposed", it may include the DL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE as forwarding tunnel for the QoS flows listed in the QoS Flow Setup Response List IE of the HANDOVER REQUEST ACKNOWLEDGE message.

In case of intra-system handover, if the target NG-RAN node accepts the uplink data forwarding for at least one QoS flow for which the UL Forwarding IE is set to "UL forwarding proposed", it may include the UL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE for the PDU session within the PDU Session Resource Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message.

In case of intra-system handover, for each PDU session for which the Additional DL UP TNL Information for HO List IE is included in the Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message, the SMF shall consider the included Additional DL NG-U UP TNL Information IE as the downlink termination point for the associated flows indicated in the Additional QoS Flow Setup Response List IE for this PDU session split in different tunnels and shall consider the Additional DL Forwarding UP TNL Information IE, if included, as the forwarding tunnel associated to these QoS flows.
In case of intra-system handover, if the target NG-RAN node accepts the data forwarding for a successfully configured DRB, the target NG-RAN node may include the DL Forwarding UP TNL Information IE for the DRB within the Data Forwarding Response DRB List IE within Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding UP TNL Information IE for a given DRB in the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE, it indicates the target NG-RAN node has requested the forwarding of uplink data for the DRB.
In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL Forwarding IE is set to "DL forwarding proposed" for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. If the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow of an admitted PDU session it shall include the DL Forwarding UP TNL Information IE in the PDU Session Resource Setup Response Transfer IE for that PDU session within the PDU Session Resources Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
The target NG-RAN node shall use the information in the Mobility Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The target NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the Location Reporting Request Type IE is included in the HANDOVER REQUEST message, the target NG-RAN node should perform the requested location reporting functionality for the UE as described in subclause 8.12.

If the Core Network Assistance Information for RRC INACTIVE IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the CN Assisted RAN Parameters Tuning IE is included in the HANDOVER REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the New Security Context Indicator IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use the information as specified in TS 33.501 [13].

If the NASC IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use it towards the UE as specified in TS 33.501 [13].

If the RRC Inactive Transition Report Request IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context.

If the Redirection for Voice EPS Fallback IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].
If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of handover towards UTRAN as specified in TS 23.216 [xx].
After all necessary resources for the admitted PDU session resources have been allocated, the target NG-RAN node shall generate the HANDOVER REQUEST ACKNOWLEDGE message.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.

After all necessary updates including the UP path switch have been successfully completed in the 5GC for at least one of the PDU session resources included in the PATH SWITCH REQUEST, the AMF shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the NG-RAN node and the procedure ends.

The list of accepted QoS flows shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Transfer IE. The SMF shall handle this information as specified in TS 23.502 [10].

For each PDU session for which the Additional DL QoS Flow per TNL Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF may use each included UP transport layer information as the downlink termination point for the included associated QoS flows for this PDU session split in different tunnels.
The list of PDU sessions which failed to be setup, if any, shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Setup Failed Transfer IE. The AMF shall handle this information as specified in TS 23.502 [10].

For each PDU session for which the User Plane Security Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall behave as specified in TS 33.501 [13] and may send back the Security Indication IE within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message.

For each PDU session for which the DL NG-U TNL Information Reused IE set to "true" is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall, if supported, consider that the DL TNL information contained in the DL NG-U UP TNL Information IE has been reused.
If the Security Indication IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall behave as specified in TS 33.501 [13].

If the UL NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use it as the uplink termination point for the user plane data for this PDU session.

If the Additional NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use the included UL NG-U UP TNL Information IE(s) as the uplink termination point(s) of the user plane data for this PDU session split in different tunnel.
If the Core Network Assistance Information for RRC INACTIVE IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the CN Assisted RAN Parameters Tuning IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context.
If the New Security Context Indicator IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall use the information as specified in TS 33.501 [13].

Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the NG-RAN node shall store the received Security Context IE in the UE context and the NG-RAN node shall use it as specified in TS 33.501 [13].

If the UE Security Capabilities IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall handle it accordingly (TS 33.501 [13]).

If the Redirection for Voice EPS Fallback IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].
If the SRVCC Operation Possible IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of handover towards UTRAN as specified in TS 23.216 [xx].
If the PDU Session Resource Released List IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall release the corresponding QoS flows and regard the PDU session(s) indicated in the PDU Session Resource Released List IE as being released. The appropriate cause value for each PDU session released is included in the Path Switch Request Unsuccessful Transfer IE contained in the PATH SWITCH REQUEST ACKNOWLEDGE message.

9.2.2.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Old AMF
	O
	
	AMF Name

9.3.3.21
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	C-ifPDUsessionResourceSetup
	
	9.3.1.58
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject

	PDU Session Resource Setup Request List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Setup Request Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>PDU Session NAS-PDU
	O
	
	NAS-PDU

9.3.3.4
	
	-
	

	>>S-NSSAI 
	M
	
	9.3.1.24
	
	-
	

	>>PDU Session Resource Setup Request Transfer

	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
	-
	

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network
	YES
	reject

	UE Security Capabilities
	M
	
	9.3.1.86
	
	YES
	reject

	Security Key
	M
	
	9.3.1.87
	
	YES
	reject

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore

	UE Radio Capability
	O
	
	9.3.1.74
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.3.1.68
	
	YES
	ignore

	Redirection for Voice EPS Fallback 
	O
	
	9.3.1.116
	
	YES
	ignore

	Location Reporting Request Type
	O
	
	9.3.1.65
	
	YES
	ignore

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible 
	O
	
	9.3.1.X
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.


	Condition
	Explanation

	ifPDUsessionResourceSetup
	This IE shall be present if the PDU Session Resource Setup List IE is present.


9.2.3.4
HANDOVER REQUEST

This message is sent by the AMF to the target NG-RAN node to request the preparation of resources.

Direction: AMF ( NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.22
	
	YES
	reject

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.3.1.58
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	UE Security Capabilities 
	M
	
	9.3.1.86
	
	YES
	reject

	Security Context
	M
	
	9.3.1.88
	
	YES
	reject

	New Security Context Indicator
	O
	
	9.3.1.55
	
	YES
	reject

	NASC
	O
	
	NAS-PDU

9.3.3.4
	Containing either the “Intra N1 mode NAS transparent container” or the “S1 mode to N1 mode NAS transparent container” specified in TS 24.501 [26].
	YES
	reject

	PDU Session Resource Setup List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Setup Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>S-NSSAI
	M
	
	9.3.1.24
	
	-
	

	>>Handover Request Transfer
	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
	-
	

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network.
	YES
	reject

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.3.1.20
	
	YES
	reject

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore

	Location Reporting Request Type
	O
	
	9.3.1.65
	
	YES
	ignore

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject

	Redirection for Voice EPS Fallback 
	O
	
	9.3.1.116
	
	YES
	ignore

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible 
	O
	
	9.3.1.X
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.


9.2.3.9
PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the AMF to inform the NG-RAN node that the path switch has been successfully completed in the 5GC.

Direction: AMF ( NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Security Context
	M
	
	9.3.1.88
	
	YES
	reject

	New Security Context Indicator
	O
	
	9.3.1.55
	
	YES
	reject

	PDU Session Resource Switched List
	
	1 
	
	
	YES
	ignore

	>PDU Session Resource Switched Item
	
	1..<maxnoofPDUSessions> 
	
	
	-
	

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Acknowledge Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Acknowledge Transfer IE specified in subclause 9.3.4.9.
	-
	

	PDU Session Resource Released List
	
	0..1
	
	
	YES
	ignore

	>PDU Session Resource Released Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Unsuccessful Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Unsuccessful Transfer IE specified in subclause 9.3.4.20.
	-
	

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network.
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	Redirection for Voice EPS Fallback 
	O
	
	9.3.1.116
	
	YES
	ignore

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible 
	O
	
	9.3.1.X
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.


9.3.1.22
Handover Type

This IE indicates which kind of handover was triggered in the source side.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Handover Type
	M
	
	ENUMERATED (Intra5GS, 5GStoEPS, EPSto5GS, …, 5GStoUTRAN)
	Intra5GS: NG-RAN node to NG-RAN node

5GStoEPS: NG-RAN node to eNB

EPSto5GS: eNB to NG-RAN node
EPStoUTRAN: NG-RAN node to RNC 


Next change
9.3.1.25
Target ID

This IE identifies the target for the handover.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Target ID
	M
	
	
	

	>NG-RAN
	
	
	
	

	>>Global RAN Node ID
	M
	
	9.3.1.5
	

	>>Selected TAI
	M
	
	TAI

9.3.3.11
	

	>E-UTRAN
	
	
	
	

	>>Global eNB ID
	M
	
	Global ng-eNB ID

9.3.1.8
	

	>>Selected EPS TAI
	M
	
	EPS TAI

9.3.3.17
	

	>UTRAN
	
	
	
	

	>>LAI
	M
	
	9.3.3.X
	

	>>RAC
	O
	
	9.3.3.Y
	

	>>RNC ID
	M
	
	9.3.1.Y
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.

	>>Extended RNC-ID
	O
	
	9.3.1.Z
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.


9.3.1.X
SRVCC Operation Possible

This element indicates that both UE and AMF are 5G-SRVCC-capable. NG-RAN behaviour on receipt of this IE is specified in TS 23.216 [xx].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRVCC operation possible
	M
	
	ENUMERATED (Possible, …) 
	


9.3.1.Y
RNC-ID

The RNC-ID is used to identify an RNC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RNC-ID
	M
	
	INTEGER (0..4095)
	


9.3.1.Z
Extended RNC-ID

The Extended RNC-ID is used to identify an RNC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Extended RNC-ID
	M
	
	INTEGER (4096..65535)
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.


9.3.3.X
LAI

This information element is used to uniquely identify a Location Area.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	LAI
	
	
	
	

	>PLMN Identity
	M
	
	9.3.3.5
	

	>LAC
	M
	
	OCTET STRING (SIZE(2))
	0000 and FFFE not allowed.


9.3.3.Y
RAC

This information element is used to identify a Routing Area within a Location Area. It is used for PS services.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RAC
	M
	
	OCTET STRING (SIZE(1))
	


Asn1
9.4.4
PDU Definitions

-- ASN1START

-- **************************************************************

--

-- PDU definitions for NGAP.

--

-- **************************************************************

NGAP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


AllowedNSSAI,


AMFName,


AMFSetID,


AMF-TNLAssociationSetupList,


AMF-TNLAssociationToAddList,


AMF-TNLAssociationToRemoveList,


AMF-TNLAssociationToUpdateList,


AMF-UE-NGAP-ID,

AssistanceDataForPaging,


BroadcastCancelledAreaList,


BroadcastCompletedAreaList,


CancelAllWarningMessages,


Cause,


CellIDListForRestart,


CNAssistedRANTuning,


ConcurrentWarningMessageInd,


CoreNetworkAssistanceInformationForInactive,


CPTransportLayerInformation,

CriticalityDiagnostics,


DataCodingScheme,


DirectForwardingPathAvailability,


EmergencyAreaIDListForRestart,


EmergencyFallbackIndicator,


EN-DCSONConfigurationTransfer,


EUTRA-CGI,


FiveG-S-TMSI,


GlobalRANNodeID,


GUAMI,


HandoverFlag,


HandoverType,


IMSVoiceSupportIndicator,


IndexToRFSP,


InfoOnRecommendedCellsAndRANNodesForPaging,


LocationReportingRequestType,


MaskedIMEISV,


MessageIdentifier,


MobilityRestrictionList,


NAS-PDU,


NASSecurityParametersFromNGRAN,

NewSecurityContextInd,


NGRAN-CGI,


NGRANTraceID,


NR-CGI,


NRPPa-PDU,


NumberOfBroadcastsRequested,


OverloadResponse,


OverloadStartNSSAIList,


PagingDRX,


PagingOrigin,


PagingPriority,


PDUSessionAggregateMaximumBitRate,


PDUSessionResourceAdmittedList,


PDUSessionResourceFailedToModifyListModCfm,


PDUSessionResourceFailedToModifyListModRes,


PDUSessionResourceFailedToSetupListCxtFail,

PDUSessionResourceFailedToSetupListCxtRes,


PDUSessionResourceFailedToSetupListHOAck,


PDUSessionResourceFailedToSetupListPSReq,


PDUSessionResourceFailedToSetupListSURes,


PDUSessionResourceHandoverList,


PDUSessionResourceListCxtRelCpl,


PDUSessionResourceListCxtRelReq,


PDUSessionResourceListHORqd,


PDUSessionResourceModifyListModCfm,


PDUSessionResourceModifyListModInd,


PDUSessionResourceModifyListModReq,


PDUSessionResourceModifyListModRes,


PDUSessionResourceNotifyList,

PDUSessionResourceReleasedListNot,


PDUSessionResourceReleasedListPSAck,


PDUSessionResourceReleasedListPSFail,


PDUSessionResourceReleasedListRelRes,

PDUSessionResourceSecondaryRATUsageList,


PDUSessionResourceSetupListCxtReq,


PDUSessionResourceSetupListCxtRes,


PDUSessionResourceSetupListHOReq,


PDUSessionResourceSetupListSUReq,


PDUSessionResourceSetupListSURes,

PDUSessionResourceSwitchedList,

PDUSessionResourceToBeSwitchedDLList,

PDUSessionResourceToReleaseListHOCmd,


PDUSessionResourceToReleaseListRelCmd,


PLMNSupportList,


PWSFailedCellIDList,


RANNodeName,


RANPagingPriority,


RANStatusTransfer-TransparentContainer,


RAN-UE-NGAP-ID,


RedirectionVoiceFallback,


RelativeAMFCapacity,


RepetitionPeriod,


ResetType,

RoutingID,


RRCEstablishmentCause,

RRCInactiveTransitionReportRequest,


RRCState,


SecurityContext,

SecurityKey,


SerialNumber,


ServedGUAMIList,


SliceSupportList,


S-NSSAI,


SONConfigurationTransfer,


SourceToTarget-TransparentContainer,

SRVCCOperationPossible,


SupportedTAList,


TAIListForPaging,


TAIListForRestart,


TargetID,


TargetToSource-TransparentContainer,


TimeToWait,


TNLAssociationList,


TraceActivation,


TrafficLoadReductionIndication,

TransportLayerAddress,


UEAggregateMaximumBitRate,


UE-associatedLogicalNG-connectionList,


UEContextRequest,


UE-NGAP-IDs,


UEPagingIdentity,


UEPresenceInAreaOfInterestList,


UERadioCapability,


UERadioCapabilityForPaging,


UERetentionInformation,


UESecurityCapabilities,


UnavailableGUAMIList,


UserLocationInformation,


WarningAreaCoordinates,

WarningAreaList,


WarningMessageContents,


WarningSecurityInfo,


WarningType

FROM NGAP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-Container{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-SingleContainer{},


NGAP-PRIVATE-IES,


NGAP-PROTOCOL-EXTENSION,


NGAP-PROTOCOL-IES,


NGAP-PROTOCOL-IES-PAIR

FROM NGAP-Containers


id-AllowedNSSAI,


id-AMFName,


id-AMFOverloadResponse,


id-AMFSetID,


id-AMF-TNLAssociationFailedToSetupList,


id-AMF-TNLAssociationSetupList,


id-AMF-TNLAssociationToAddList,


id-AMF-TNLAssociationToRemoveList,


id-AMF-TNLAssociationToUpdateList,


id-AMFTrafficLoadReductionIndication,


id-AMF-UE-NGAP-ID,


id-AssistanceDataForPaging,


id-BroadcastCancelledAreaList,


id-BroadcastCompletedAreaList,


id-CancelAllWarningMessages,


id-Cause,


id-CellIDListForRestart,


id-CNAssistedRANTuning,

id-ConcurrentWarningMessageInd,


id-CoreNetworkAssistanceInformationForInactive,


id-CriticalityDiagnostics,


id-DataCodingScheme,


id-DefaultPagingDRX,


id-DirectForwardingPathAvailability,


id-EmergencyAreaIDListForRestart,


id-EmergencyFallbackIndicator,


id-ENDC-SONConfigurationTransferDL,


id-ENDC-SONConfigurationTransferUL,


id-EUTRA-CGI,


id-FiveG-S-TMSI,


id-GlobalRANNodeID,


id-GUAMI,


id-HandoverFlag,


id-HandoverType,


id-IMSVoiceSupportIndicator,


id-IndexToRFSP,


id-InfoOnRecommendedCellsAndRANNodesForPaging,


id-LocationReportingRequestType,


id-MaskedIMEISV,


id-MessageIdentifier,


id-MobilityRestrictionList,


id-NAS-PDU,


id-NASC,


id-NASSecurityParametersFromNGRAN,


id-NewAMF-UE-NGAP-ID,


id-NewGUAMI,


id-NewSecurityContextInd,

id-NGAP-Message,


id-NGRAN-CGI,


id-NGRANTraceID,


id-NR-CGI,


id-NRPPa-PDU,


id-NumberOfBroadcastsRequested,


id-OldAMF,


id-OverloadStartNSSAIList,

id-PagingDRX,


id-PagingOrigin,


id-PagingPriority,


id-PDUSessionResourceAdmittedList,


id-PDUSessionResourceFailedToModifyListModCfm,


id-PDUSessionResourceFailedToModifyListModRes,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceFailedToSetupListCxtRes,


id-PDUSessionResourceFailedToSetupListHOAck,


id-PDUSessionResourceFailedToSetupListPSReq,


id-PDUSessionResourceFailedToSetupListSURes,


id-PDUSessionResourceHandoverList,


id-PDUSessionResourceListCxtRelCpl,

id-PDUSessionResourceListCxtRelReq,

id-PDUSessionResourceListHORqd,

id-PDUSessionResourceModifyListModCfm,


id-PDUSessionResourceModifyListModInd,


id-PDUSessionResourceModifyListModReq,


id-PDUSessionResourceModifyListModRes,


id-PDUSessionResourceNotifyList,


id-PDUSessionResourceReleasedListNot,


id-PDUSessionResourceReleasedListPSAck,


id-PDUSessionResourceReleasedListPSFail,


id-PDUSessionResourceReleasedListRelRes,


id-PDUSessionResourceSecondaryRATUsageList,

id-PDUSessionResourceSetupListCxtReq,


id-PDUSessionResourceSetupListCxtRes,


id-PDUSessionResourceSetupListHOReq,


id-PDUSessionResourceSetupListSUReq,


id-PDUSessionResourceSetupListSURes,


id-PDUSessionResourceSwitchedList,

id-PDUSessionResourceToBeSwitchedDLList,

id-PDUSessionResourceToReleaseListHOCmd,


id-PDUSessionResourceToReleaseListRelCmd,


id-PLMNSupportList,


id-PWSFailedCellIDList,


id-RANNodeName,


id-RANPagingPriority,


id-RANStatusTransfer-TransparentContainer,


id-RAN-UE-NGAP-ID, 


id-RedirectionVoiceFallback,


id-RelativeAMFCapacity,


id-RepetitionPeriod,


id-ResetType,


id-RoutingID,


id-RRCEstablishmentCause,

id-RRCInactiveTransitionReportRequest,


id-RRCState,


id-SecurityContext,

id-SecurityKey,


id-SerialNumber,


id-ServedGUAMIList,


id-SliceSupportList,


id-SONConfigurationTransferDL,


id-SONConfigurationTransferUL,


id-SourceAMF-UE-NGAP-ID,


id-SourceToTarget-TransparentContainer,

id-SRVCCOperationPossible,


id-SupportedTAList,


id-TAIListForPaging,


id-TAIListForRestart,


id-TargetID,


id-TargetToSource-TransparentContainer,


id-TimeToWait,


id-TraceActivation,


id-TraceCollectionEntityIPAddress,


id-UEAggregateMaximumBitRate,


id-UE-associatedLogicalNG-connectionList,


id-UEContextRequest,


id-UE-NGAP-IDs,


id-UEPagingIdentity,


id-UEPresenceInAreaOfInterestList,


id-UERadioCapability,


id-UERadioCapabilityForPaging,


id-UERetentionInformation,


id-UESecurityCapabilities,


id-UnavailableGUAMIList,


id-UserLocationInformation,


id-WarningAreaCoordinates,

id-WarningAreaList,


id-WarningMessageContents,


id-WarningSecurityInfo,


id-WarningType

FROM NGAP-Constants;

-- **************************************************************

--

-- INITIAL CONTEXT SETUP REQUEST

--

-- **************************************************************

InitialContextSetupRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {InitialContextSetupRequestIEs} },


...

}

InitialContextSetupRequestIEs NGAP-PROTOCOL-IES ::= {


{ ID id-AMF-UE-NGAP-ID






CRITICALITY reject
TYPE AMF-UE-NGAP-ID









PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID






CRITICALITY reject
TYPE RAN-UE-NGAP-ID









PRESENCE mandatory
}|


{ ID id-OldAMF








CRITICALITY reject
TYPE AMFName










PRESENCE optional

}|


{ ID id-UEAggregateMaximumBitRate



CRITICALITY reject
TYPE UEAggregateMaximumBitRate





PRESENCE conditional
}|


{ ID id-CoreNetworkAssistanceInformationForInactive

CRITICALITY ignore
TYPE CoreNetworkAssistanceInformationForInactive

PRESENCE optional

}|


{ ID id-GUAMI








CRITICALITY reject
TYPE GUAMI











PRESENCE mandatory
}|


{ ID id-PDUSessionResourceSetupListCxtReq

CRITICALITY reject
TYPE PDUSessionResourceSetupListCxtReq


PRESENCE optional

}|


{ ID id-AllowedNSSAI






CRITICALITY reject
TYPE AllowedNSSAI









PRESENCE mandatory
}|


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities






PRESENCE mandatory
}|


{ ID id-SecurityKey







CRITICALITY reject
TYPE SecurityKey









PRESENCE mandatory
}|


{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation








PRESENCE optional

}|


{ ID id-MobilityRestrictionList




CRITICALITY ignore
TYPE MobilityRestrictionList






PRESENCE optional

}|


{ ID id-UERadioCapability





CRITICALITY ignore
TYPE UERadioCapability








PRESENCE optional

}|


{ ID id-IndexToRFSP







CRITICALITY ignore
TYPE IndexToRFSP









PRESENCE optional

}|


{ ID id-MaskedIMEISV






CRITICALITY ignore
TYPE MaskedIMEISV









PRESENCE optional

}|


{ ID id-NAS-PDU








CRITICALITY ignore
TYPE NAS-PDU










PRESENCE optional

}|


{ ID id-EmergencyFallbackIndicator



CRITICALITY reject
TYPE EmergencyFallbackIndicator





PRESENCE optional

}|


{ ID id-RRCInactiveTransitionReportRequest

CRITICALITY ignore
TYPE RRCInactiveTransitionReportRequest


PRESENCE optional

}|


{ ID id-UERadioCapabilityForPaging



CRITICALITY ignore
TYPE UERadioCapabilityForPaging





PRESENCE optional

}|


{ ID id-RedirectionVoiceFallback



CRITICALITY ignore
TYPE RedirectionVoiceFallback





PRESENCE optional

}|


{ ID id-LocationReportingRequestType


CRITICALITY ignore
TYPE LocationReportingRequestType




PRESENCE optional

}|


{ ID id-CNAssistedRANTuning





CRITICALITY ignore
TYPE CNAssistedRANTuning







PRESENCE optional

}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible



PRESENCE optional},


...

}

-- **************************************************************

-- **************************************************************

--

-- HANDOVER REQUEST

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {HandoverRequestIEs} },


...

}

HandoverRequestIEs NGAP-PROTOCOL-IES ::= {


{ ID id-AMF-UE-NGAP-ID






CRITICALITY reject
TYPE AMF-UE-NGAP-ID








PRESENCE mandatory
}|


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType








PRESENCE mandatory
}|


{ ID id-Cause








CRITICALITY ignore
TYPE Cause










PRESENCE mandatory
}|


{ ID id-UEAggregateMaximumBitRate



CRITICALITY reject
TYPE UEAggregateMaximumBitRate




PRESENCE mandatory
}|


{ ID id-CoreNetworkAssistanceInformationForInactive

CRITICALITY ignore
TYPE CoreNetworkAssistanceInformationForInactive


PRESENCE optional

}|


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE mandatory
}|


{ ID id-SecurityContext






CRITICALITY reject
TYPE SecurityContext







PRESENCE mandatory
}|


{ ID id-NewSecurityContextInd




CRITICALITY reject
TYPE NewSecurityContextInd





PRESENCE optional

}|


{ ID id-NASC








CRITICALITY reject
TYPE NAS-PDU









PRESENCE optional

}|


{ ID id-PDUSessionResourceSetupListHOReq

CRITICALITY reject
TYPE PDUSessionResourceSetupListHOReq


PRESENCE mandatory
}|


{ ID id-AllowedNSSAI






CRITICALITY reject
TYPE AllowedNSSAI








PRESENCE mandatory
}|


{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation







PRESENCE optional

}|


{ ID id-MaskedIMEISV






CRITICALITY ignore
TYPE MaskedIMEISV








PRESENCE optional

}|


{ ID id-SourceToTarget-TransparentContainer

CRITICALITY reject
TYPE SourceToTarget-TransparentContainer

PRESENCE mandatory
}|


{ ID id-MobilityRestrictionList




CRITICALITY ignore
TYPE MobilityRestrictionList





PRESENCE optional

}|

{ ID id-LocationReportingRequestType


CRITICALITY ignore
TYPE LocationReportingRequestType



PRESENCE optional

}|


{ ID id-RRCInactiveTransitionReportRequest

CRITICALITY ignore
TYPE RRCInactiveTransitionReportRequest

PRESENCE optional

}|


{ ID id-GUAMI








CRITICALITY reject
TYPE GUAMI










PRESENCE mandatory
}|


{ ID id-RedirectionVoiceFallback



CRITICALITY ignore
TYPE RedirectionVoiceFallback




PRESENCE optional

}|


{ ID id-CNAssistedRANTuning





CRITICALITY ignore
TYPE CNAssistedRANTuning






PRESENCE optional

}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible



PRESENCE optional},

...

}

-- **************************************************************

-- **************************************************************

--

-- PATH SWITCH REQUEST ACKNOWLEDGE

--

-- **************************************************************

PathSwitchRequestAcknowledge ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ { PathSwitchRequestAcknowledgeIEs} },


...

}

PathSwitchRequestAcknowledgeIEs NGAP-PROTOCOL-IES ::= {



{ ID id-AMF-UE-NGAP-ID







CRITICALITY ignore
TYPE AMF-UE-NGAP-ID









PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID







CRITICALITY ignore
TYPE RAN-UE-NGAP-ID









PRESENCE mandatory
}|


{ ID id-UESecurityCapabilities





CRITICALITY reject
TYPE UESecurityCapabilities






PRESENCE optional

}|


{ ID id-SecurityContext







CRITICALITY reject
TYPE SecurityContext








PRESENCE mandatory
}|


{ ID id-NewSecurityContextInd





CRITICALITY reject
TYPE NewSecurityContextInd






PRESENCE optional

}|


{ ID id-PDUSessionResourceSwitchedList



CRITICALITY ignore
TYPE PDUSessionResourceSwitchedList



PRESENCE mandatory
}|


{ ID id-PDUSessionResourceReleasedListPSAck


CRITICALITY ignore
TYPE PDUSessionResourceReleasedListPSAck

PRESENCE optional

}|


{ ID id-AllowedNSSAI







CRITICALITY reject
TYPE AllowedNSSAI









PRESENCE mandatory
}|


{ ID id-CoreNetworkAssistanceInformationForInactive


CRITICALITY ignore
TYPE CoreNetworkAssistanceInformationForInactive


PRESENCE optional

}|


{ ID id-RRCInactiveTransitionReportRequest


CRITICALITY ignore
TYPE RRCInactiveTransitionReportRequest


PRESENCE optional

}|


{ ID id-CriticalityDiagnostics





CRITICALITY ignore
TYPE CriticalityDiagnostics






PRESENCE optional

}|


{ ID id-RedirectionVoiceFallback




CRITICALITY ignore
TYPE RedirectionVoiceFallback





PRESENCE optional

}|


{ ID id-CNAssistedRANTuning






CRITICALITY ignore
TYPE CNAssistedRANTuning







PRESENCE optional

}|


{ ID id-SRVCCOperationPossible


CRITICALITY ignore
TYPE SRVCCOperationPossible



PRESENCE optional},


...

}

-- **************************************************************

9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN
IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,


id-CNTypeRestrictionsForEquivalent,


id-CNTypeRestrictionsForServing,


id-CommonNetworkInstance,

id-DataForwardingNotPossible,


id-DL-NGU-UP-TNLInformation,


id-LastEUTRAN-PLMNIdentity,


id-MaximumIntegrityProtectedDataRate-DL,


id-NetworkInstance,


id-OldAssociatedQosFlowList-ULendmarkerexpected,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-PSCellInformation,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-S-NSSAI,

id-TargetRNC-ID,

id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


id-ULForwarding,


id-ULForwardingUP-TNLInformation,


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,


maxnoofBPLMNs,

Asn1 not modified
ExtendedRNC-ID




::= INTEGER (4096..65535)

Asn1 not modified
HandoverType ::= ENUMERATED {


intra5gs,


fivegs-to-eps,


eps-to-5gs,


...,

fivegs-to-utran
}

-- I

Asn1 not modified
LAC
::= OCTET STRING (SIZE (2))

LAI ::= SEQUENCE {


pLMNIdentity



PLMNIdentity,


lAC



LAC,


iE-Extensions


ProtocolExtensionContainer { {LAI-ExtIEs} } OPTIONAL,


...

}

LAI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
RAC




::= OCTET STRING (SIZE (1))

Asn1 not modified
RNC-ID ::= INTEGER (0..4095)

Asn1 not modified
SRVCCOperationPossible ::= ENUMERATED {


possible,


...

}

Asn1 not modified
TargetID ::= CHOICE {


targetRANNodeID

TargetRANNodeID,


targeteNB-ID

TargeteNB-ID,


choice-Extensions

ProtocolIE-SingleContainer { {TargetID-ExtIEs} }

}

TargetID-ExtIEs NGAP-PROTOCOL-IES ::= {

{ ID id-TargetRNC-ID
CRITICALITY ignore
EXTENSION TargetRNC-ID

PRESENCE optional },


...

}

Asn1 not modified
TargetRNC-ID ::= SEQUENCE {


lAI




LAI,


rAC




RAC 

OPTIONAL,


rNC-ID



RNC-ID,


extendedRNC-ID

ExtendedRNC-ID

OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {TargetRNC-ID-ExtIEs} } OPTIONAL,


...


}

TargetRNC-ID-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Asn1 not modified

id-NewGUAMI











ProtocolIE-ID ::= 162


id-ULForwarding










ProtocolIE-ID ::= 163


id-ULForwardingUP-TNLInformation





ProtocolIE-ID ::= 164


id-CNAssistedRANTuning








ProtocolIE-ID ::= 165


id-CommonNetworkInstance







ProtocolIE-ID ::= 166

id-SRVCCOperationPossible







ProtocolIE-ID ::= xxx

id-TargetRNC-ID










ProtocolIE-ID ::= xxx
END

-- ASN1STOP

