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1. Overall Description:

RAN3 would like to thank SA2 for the LS on RAN sharing and Emergency services with Non-Public Networks. RAN3 would like to note that it has just started work on this topic, and therefore the feedback provided in this reply is based on assumptions that may require further validation.
Regarding the emergency scenarios:

UE’s camping behaviour is in RAN2’s scope, and RAN3 thinks that there is no need to match camping behaviour in terms of access or mobility control in emergency scenarios. Access control / verification can take into account the RRC cause, but no further differentiation (E1 vs E2) need to be applied. Similarly, mobility control can follow the existing behaviour (i.e. ignoring Mobility Restrictions for a particular ARP value).

If required, RAN3 could study how to make the access control/mobility control match the camping behaviour, but it assumes that this is not necessary, and therefore the issue is fully in RAN2’s domain.
Regarding the RAN sharing scenarios:

In the case of scenario RS1 (RAN sharing between a PLMN and an SNPN, applicable to Rel-16 UEs that do not support the SNPN feature): for access, RAN3 assumes that there would be an indication in msg5 regarding access in SNPN mode (i.e. NID), which would allow the RAN node to indicate to the AMF whether this is supported in the cell (for the selected PLMN). For mobility, this implies that a cell is configured with both a PLMN, and SNPN parameters (e.g. NID+PLMN), and this configuration is provided to neighbours. As a result, the evaluation of a cell’s suitability as a handover target depends on such configuration, the UE’s serving network / access mode, and any mobility restrictions. In principle RAN3 thinks this scenario is feasible. RAN3 understands that this would allow cells to be used both by normal UEs and by UEs in SNPN mode.
In the case of scenario RS2 (RAN sharing between a PNI-NPN, with CAG, and an SNPN, applicable to Rel-16 UEs that support either PNI-NPN with CAG or SNPN or both): similarly, a cell is configured with both CAGs (e.g. CAG+PLMN) and SNPN parameters. For both access and mobility control, this scenario seems no more complex than RS1. Whether the cell can be considered a mobility target for a UE depends on whether the UE is in SNPN access mode or not, and then on further specifics of the configuration passed to the RAN (e.g. CAG IDs that the UE is authorized for).
In the case of scenario RS3 (RAN sharing between a PLMN and a PNI-NPN with CAG): similar considerations also apply.
In summary, for the actions requested:

ACTION:
SA2 respectfully seeks feedback from RAN2 and RAN3 whether they see any issue to support scenarios E1 and RS1 for Rel-16 UEs.
Response: 
RAN3 has not found any specific issue for either of these scenarios. For emergency calls, RAN3 prefers to keep generic mechanisms for access and mobility control, and not duplicate the camping behaviour of the UE, which RAN2 will define. Therefore, the network would not apply differential treatment for UEs with emergency services.
ACTION:
SA2 respectfully seeks feedback from RAN2 and RAN3 whether they have any preference with respect to supporting scenarios E2, RS2 and RS3 from the point of view of any additional protocol functionality in the access stratum to support these scenarios.
Response: 
As noted above, the question on emergency scenarios may be considered outside RAN3 scope. Regarding RAN sharing, RAN3 thinks that there is not much complexity difference between RS1, RS2 or RS3, from RAN3 point of view. In all cases, RAN3 expects that (1) the information provided by the UE at access should be sufficient to identify the combination of PLMN and access mode requested by the UE, and (2) the UE context in the RAN, including mobility restrictions, should have the information required to handle decisions on UE’s mobility. 
2. Actions:

To SA WG2 and RAN WG2
ACTION: 
RAN3 kindly requests SA WG2 and other involved groups to take the above information into account, and to provide updates as needed.
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