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Introduction
This contribution proposes the TP for IAB OAM.

Text Proposal for TS38.401
Beginning of Text Proposal
8.9.A
IAB-node OAM
The IAB-node receives commands, configuration data and software downloads (e.g. for equipment software upgrades) from its OAM system. The IAB-node also send alarms and traffic counter information to its OAM system. The transport connection between the IAB-node and its OAM, using IP, is provided by the IAB-MT’s PDU session via 5G network, or the IAB-MT’s PDN connection via LTE network when IAB-MT uses EN-DC.
NOTE: the transport connection between the IAB-node and its OAM may also be provided using the Backhaul IP layer by implementation. 
Alarms in the IAB generate bursts of high-priority traffic, to be transported in real time. Traffic counters generate bursts of traffic, but their transport need not be real-time. Configuration messages from OAM to the IAB will also generate small bursts of traffic, possibly with lower priority than alarms but still delay-sensitive: when a configuration is committed on the OAM, the time interval between the commitment and the effect on the equipment shall be small.  Alarm messages and commands should be transported on a high-priority bearer, while counters may be transported on a lower priority bearer. 

OAM software download to the IAB may generate larger amounts of data, but both the required data rate and the priority of this kind of traffic are much lower than in the case of alarms, commands and counters. 
For different types of OAM traffic, it is necessary to use different DRBs between the IAB-MT and the serving DU, and different BH RLC channels for intermediate hops, with different QoS parameters. Aggregation of F1-U traffic for OAM with other F1-U traffic on the same BH RLC channels is not precluded. The QoS parameters are provided to the IAB-donor during the IAB-MT’s PDU session establishment, or the IAB-MT’s PDN connection establishment when IAB-MT uses EN-DC.
NOTE: when the transport connection between the IAB-node and its OAM is provided by the Backhaul IP layer, the OAM traffic may be aggregated with other traffic types on the same Backhaul RLC channel. The QoS for OAM is ensured by implementation. 

Next Change
8.z
IAB-node Integration Procedure

A high-level flow chart for SA-based IAB integration is shown in the Figure 8.z-1:
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Figure 8.z-1: The integration procedure for IAB-node


· Phase 1: IAB-MT setup. In this phase, the MT functionality of the new IAB-node (e.g. IAB-node 2 in Figure 8.z-1) connects to the network as a normal UE, by performing RRC connection setup procedure with IAB-donor-CU, authentication with the core network, IAB-node 2-related context management, IAB-node 2’s access traffic-related radio bearer configuration at the RAN side, and, optionally, OAM connectivity establishment by using the IAB-MT’s PDU session.
Editor’s Note: The signalling flow for UE initial access procedure as shown in Figure 8.1-1/Figure 8.9.1-1 should be used as baseline for the setup of the MT functionality of IAB-node. Whether to specify further details, e.g. how to perform the IAB-node indication, etc. is FFS.
· Phase 2-1: Backhaul RLC channel establishment. In this phase, at least the backhaul RLC channels for CP traffic e.g. carrying F1-C messages to and from the IAB-node, are established. 
NOTE: If the OAM connectivity is supported via Backhaul IP layer by implementation, one or more backhaul RLC channels used for OAM traffic can also be established.
Editor’s Note: It’s FFS whether the backhaul RLC channels for carrying UEs’ traffic are set up in this phase also.


· Phase 2-2: Routing update. In this phase, the BAP layer is updated to support routing between the new IAB-node 2 and the IAB-donor-DU. This includes configuration of a BAP routing identifier for downstream direction on the IAB-donor-DU, and a BAP route identifier in upstream direction on the MT functionality of IAB-node 2. The routing tables are updated for all ancestor IAB-nodes (e.g. IAB-node 1 in Figure 8.z-1) and the IAB-donor-DU with routing entries for the new BAP routing identifier. The DU functionality of the new IAB-node configures an IP address to establish IP connectivity to the operator’s network.  
Editor’s Note: It is FFS how to support routing configuration and update.

Editor’s Note: It is FFS if bearer mapping should be updated on IAB-nodes and IAB-donor-DU.

Editor’s Note: Details about IP address allocation for the DU functionality of IAB-node are FFS.


· Phase 3: IAB-DU part setup. In this phase, the DU functionality of IAB-node 2 is configured. The DU functionality of IAB-node 2 initiates the setup of F1-C connection with the IAB-donor-CU. After the F1 is set up, the IAB-node can start serving the UEs.

Editor’s Note: F1-C setup includes the establishment of TNL association to the IAB-donor-CU.
Editor’s Note: The F1 Startup procedure in clause 8.5 can be reused for the DU part of IAB-node setup.

Editor’s Note: The IAB-node DU can discover the IAB-donor-CU’s IP address in the same manner as a normal DU. Alternative options are FFS.
End of Text Proposal
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