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1   Discussion and proposal
During registration procedure security can be enforced today by two means:

· NG-RAN driven: NG-RAN node can include the UE Context Request IE to force AMF to use ICSR,

· AMF driven: AMF can potentially trigger ICSR even if the UE Context Request IE was not included in the initial UE message,
Assume now that an operator prefers to always use security for signaling only connections it has therefore two options:

· configure AMF to always use ICSR, (1)

· configure the NG-RAN node to always include the UE Context Request IE.  (2)
This flexibility looks nice at first sight but it actually creates an interoperability problem. 
Our interoperability concern is as follows through an example:

An operator wants to have all its signaling connections secured. Is the expectation that:

1/ NG-RAN node should be configurable by an operator so that it always includes the UE Context Request IE

2/ AMF should be configurable by an operator so that it always triggers the Init Context Setup procedure after Initial UE Message (i.e. even if absence of receiving UE Context Request IE).
Is it interpretation 1/ or interpretation 2/ ? 
During the offline it was concluded that interpretation 2 was the correct one. In summary, to control signaling only connections, the operator may either:

· configure the AMF to always trigger the Init Context setup for any NAS procedure involved, 
· configure the AMF to trigger the Init Context setup depending on which NAS procedure is involved.

A suitable place to capture this was found in section 8.3.1.1 of TS 38.413 (Initial Context Setup procedure). The CR is in tdoc R3-194595.
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