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8.8.2
Downlink RAN Configuration Transfer

8.8.2.1
General

The purpose of the Downlink RAN Configuration Transfer procedure is to transfer RAN configuration information from the AMF to the NG-RAN node. This procedure uses non-UE associated signalling.

8.8.2.2
Successful Operation
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Figure 8.8.2.2-1: Downlink RAN configuration transfer

The procedure is initiated with an DOWNLINK RAN CONFIGURATION TRANSFER message sent from the AMF to the NG-RAN node.

If the NG-RAN node receives, in the SON Configuration Transfer IE or in the EN-DC SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information either towards the NG-RAN node indicated in the Source RAN Node ID IE of the SON Configuration Transfer IE or towards an eNB indicated in the Source eNB-ID IE of the EN-DC SON Configuration Transfer IE by initiating the Uplink RAN Configuration Transfer procedure.

If the NG-RAN node receives, in the SON Configuration Transfer IE, the Xn TNL Configuration Info IE containing the Xn Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.

If the NG-RAN node receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the Xn TNL Configuration Info IE as an answer to a former request, it may use it to initiate the Xn TNL establishment.
In case the IP-Sec Transport Layer Address IE within the Xn Extended Transport Layer Addresses IE is present and the GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in the IP-Sec Transport Layer Address IE.

In case the IP-Sec Transport Layer Address IE within the Xn Extended Transport Layer Addresses IE is not present, GTP traffic is terminated at the endpoints given by the list of addresses in the Xn GTP Transport Layer Addresses IE within the Xn Extended Transport Layer Addresses IE.


In case the IP-Sec Transport Layer Address IE within the Xn SCTP Transport Layer Addresses IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel endpoint given in this IE.
If the NG-RAN node is configured to use one IPsec tunnel for all NG and Xn traffic (IPsec star topology) then the traffic to the peer NG-RAN node shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
<<<<unchanged texts omitted>>

9.3.3.9
Xn TNL Configuration Info

This IE is used for signalling Xn TNL Configuration information for automatic Xn SCTP association establishment.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Xn Transport Layer Addresses
	
	1..<maxnoofXnTLAs>
	
	

	>Transport Layer Address
	M
	
	9.3.2.4
	Transport Layer Addresses for Xn SCTP endpoint.

	Xn Extended Transport Layer Addresses
	
	0..<maxnoofXnExtTLAs>
	
	

	>IP-Sec Transport Layer Address
	O
	
	Transport Layer Address

9.3.2.4
	Transport Layer Addresses for IP-Sec endpoint.

	>Xn GTP Transport Layer Addresses
	
	0..<maxnoofXnGTP-TLAs>
	
	

	>>GTP Transport Layer Address
	M
	
	Transport Layer Address

9.3.2.4
	GTP Transport Layer Addresses for GTP end-points (used for data forwarding over Xn).

	Xn SCTP Transport Layer Addresses
	
	1..<maxnoofXnTLAs>
	
	If included the Xn Transport Layer Addresses shall be ignored.

	>Transport Layer Address SCTP
	M
	
	9.3.2.4
	Transport Layer Addresses for Xn SCTP endpoint.

	>IP-Sec Transport Layer Address
	O
	
	Transport Layer Address

9.3.2.4
	Transport Layer Addresses for IP-Sec endpoint.


<<<<unchanged texts omitted>>

-- X

XnExtTLAs ::= SEQUENCE (SIZE(1..maxnoofXnExtTLAs)) OF XnExtTLA-Item

XnExtTLA-Item ::= SEQUENCE {


iPsecTLA




TransportLayerAddress

OPTIONAL,


gTP-TLAs




XnGTP-TLAs




OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {XnExtTLA-Item-ExtIEs} } OPTIONAL,


...

}

XnExtTLA-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

XnGTP-TLAs ::= SEQUENCE (SIZE(1..maxnoofXnGTP-TLAs)) OF TransportLayerAddress

XnTLAs ::= SEQUENCE (SIZE(1..maxnoofXnTLAs)) OF TransportLayerAddress
XnSCTPTLAs ::= SEQUENCE (SIZE(1.. maxnoofXnTLAs)) OF XnSCTPTLAs-Item

XnSCTPTLAs-Item ::= SEQUENCE {


transportLayerAddressSCTP




TransportLayerAddress,


iPsecTLA








TransportLayerAddress

OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { { XnSCTPTLAs-Item-ExtIEs} } OPTIONAL,


...

}

XnSCTPTLAs-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}
XnTNLConfigurationInfo ::= SEQUENCE {


xnTransportLayerAddresses


XnTLAs,


xnExtendedTransportLayerAddresses
XnExtTLAs









OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {XnTNLConfigurationInfo-ExtIEs} }
OPTIONAL,


...

}

XnTNLConfigurationInfo-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


xnSCTPTransportLayerAddresses


XnSCTPTLAs,

...

}

<<<<unchanged texts omitted>>

<<<<<<<<<<<<<<<<<<<< Changes End >>>>>>>>>>>>>>>>>>>>
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