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1 Introduction
RAN#83 has agreed a new WI for supporting single radio voice call continuity from 5G to 3G in RP-190713.

	· Inter-RAT measurement to support voice service continuity from 5GS to UTRAN [RAN2, RAN1].
· Specify that the NG-RAN and UE in NR RRC connected mode support the UTRAN cell measurement procedure, e.g. measurement configuration of target UTRAN cells, and the measurement performing and reporting by UE. 
· Indirect Inter-RAT handover procedure to support voice service continuity from 5GS to UTRAN [RAN2, RAN3]. 

· Specify the procedures of SRVCC (including emergency call) in RAN, which includes handover preparation between gNB and AMF, gNB and UE, and Handover execution between UE to RNS etc. 

· Signalling of source RAT to target RAT at incoming SRVCC [RAN3].
· UE capability reporting for supporting SRVCC [RAN2, RAN3]. 

· Specify the transfer of UE capability information between UE, NG-RAN and AMF.


In this document, we discuss the impacts on NR RAN of 5G SRVCC based on the SA2 and SA3 inputs.
2 Discussion
In [2], the NR SRVCC to 3G definition has been described.
	5.3.4b
UE enhanced for 5G-SRVCC

If the UE supports the 5G-SRVCC from NG-RAN to 3GPP UTRAN, the UE shall follow the rules and procedures described in TS 23.502 [45] with the following additions and clarifications:

-
Supports UTRAN cell measurement procedure.

-
Supports 5G-SRVCC from 5GS to 3GPP UTRAN in NAS and AS.

-
Derives CS security context from EPS security context which are derived from 5GS security context.

5.3.10
AMF

If the AMF supports the 5G-SRVCC from NG-RAN to 3GPP UTRAN, the AMF shall follow the rules and procedures described in TS 23.502 [45] with the following additions and clarifications:

-
Handles UE 5G-SRVCC capability in NAS message.

-
Indicates 5G-SRVCC possible to NG-RAN.
-
Selects the MME_SRVCC according to the Target ID and 5G-SRVCC HO Indication.


The security aspect of 5G SRVCC to UTRAN is agreed and depicted in [5] as following:
	The procedure is initiated when the gNB wants to trigger a 5G SRVCC handover to UTRAN.
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Figure X.1.1: Key derivation of 5G SRVCC from NR to UTRAN 

1. The gNB sends Handover required message to the AMF.

2. The AMF shall derive a new KASME_SRVCC key using the KAMF key and the current downlink 5G NAS COUNT of the current 5G security context as described in clause  A.Y The AMF increases the downlink 5G NAS CONT by one.
3. The AMF shall assign the value of ngKSI to the eKSI (maps ngKSI to eKSI) and shall transfer the new KASME_SRVCC key and the UE security capability to the MME_SRVCC via Forward relocation request message.

4. The MME_SRVCC shall derive the CKSRVCC, IKSRVCC based on the new KASME_SRVCC key as in clause A.12 in TS 33.401 [10] using a downlink NAS COUNT of zero. Then the MME_SRVCC assigns the value of eKSI to KSISRVCC (maps eKSI to KSISRVCC) and transfers CKSRVCC, IKSRVCC with KSISRVCC and the UE security capability to the MSC server in PS to CS HO request message.

5. The MSC server sends the PS to CS HO response message to the MME_SRVCC.

6. The MME_SRVCC sends the Forward relocation response message to the AMF.

7. The AMF sends the HO command to the gNB, in which the AMF shall include the 4 LSBs of the downlink NAS COUNT used to calculate KASME_SRVCC.

8. The gNB sends the HO command to the UE, in which the gNB shall include the 4 LSB of the downlink NAS COUNT received from the AMF. 

9. When the UE receives the message, the UE shall derive the new KASME_SRVCC key as described in Annex A.Y using the KAMF key and the downlink 5G NAS COUNT estimated from the 4 LSB received form the AMF. The UE shall further derive CKSRVCC, IKSRVCC based on the new KASME_SRVCC key as described in the clause A.12 in TS 33.401 [10] using a downlink NAS COUNT of zero. The UE shall identify the CKSRVCC and IKSRVCC from eKSI (= ngKSI) as the MME_SRVCC does.


In step 1, NG-RAN sends a Handover Required (Target ID, generic Source to Target Transparent Container, 5G-SRVCC HO indication) message to the source AMF. The Target ID is the UTRAN RNC-ID. 5G-SRVCC HO indication indicates to AMF that if it's for 5G-SRVCC. The Generic Source to Target Transparent Container is the Source RNC to Target RNC Transparent container.
In step 7, AMF sends the HO command to the gNB including the NAS Security Parameters from NG-RAN.
RAN3 impact analysis:
1. The SRVCC Operation Possible IE is sent from AMF in the UE AS context setup/UE context Modification/Handover Request/Downlink NAS Transport message, in order to indicate that both UE and AMF are SRVCC-capable.

2. To identify SRVCC, the 5G SRVCC HO indicator needs to be added in the Handover required message, and the target ID needs to support the RNC-ID.
3. Add a new handover type, i.e. 5GStoUTRA as following. 
TS38.413/9.3.1.22
Handover Type

This IE indicates which kind of handover was triggered in the source side.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Handover Type
	M
	
	ENUMERATED (Intra5GS, 5GStoEPS, EPSto5GS, …, 5GStoUTRAN)
	Intra5GS: NG-RAN node to NG-RAN node

5GStoEPS: NG-RAN node to eNB

EPSto5GS: eNB to NG-RAN node
5GStoUTRAN: NG-RAN node to RNC


4. The NAS Security Parameters from NG-RAN in 38.413 can be reused for the inter-system handover from NG-RAN to UMTS CS.
In step2, AMF derives the KASME_SRVCC based on the Kamf and downlink 5G NAS COUNT, a new function code ox7D, then sends to the MME. MME may derive 3G Key based on the KASME_SRVCC using a downlink NAS COUNT of zero. Only one downlink 5G NAS COUNT is included in the HO CMD. We observe that the length of downlink 5G NAS COUNT in case of SRVCC to 3G and Handover to EPS is different. However this is transparent to RAN, the downlink 5G NAS COUNT is coded as string.
TS38.413/9.2.3.2
HANDOVER COMMAND
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Handover Type
	M
	
	9.3.1.22
	
	YES
	reject

	NAS Security Parameters from NG-RAN
	C-iftoEPSUTRA
	
	9.3.3.26
	The NG-RAN node shall use this IE as specified in TS 33.501 [13].
	YES
	reject


	Condition
	Explanation

	iftoEPSUTRA
	This IE shall be present if the Handover Type IE is set to the value “5GStoEPS” or “5GStoUTRA”


We also find that the NAS Security Parameters from NG-RAN IE in 9.3.3.26 is used for the handover from NR to E-TURAN as defined in TS 24.301. The parameter of the applicable case is extended to include the handover from NR to UTRAN, or RAN3 define a separate parameter for the SRVCC handover. The former way has less specification impact. An LS to CT4 is needed.
TS38.413/9.3.3.26
NAS Security Parameters from NG-RAN

This IE provides security related parameters for inter-system handover from NG-RAN to E-UTRAN via the eNB to the UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NAS Security Parameters from NG-RAN
	M
	
	OCTET STRING
	Coded as the value part of the N1 mode to S1 mode NAS transparent container IE defined in TS 24.501 [26].


5. Support the Source to Target Transparent Container IE in the Source RNC to Target RNC Transparent Container IE in the handover required message.

TS38.413/9.3.1.20
Source to Target Transparent Container
This IE is used to transparently pass radio related information from the handover source to the handover target through the core network; it is produced by the source RAN node and is transmitted to the target RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Source to Target Transparent Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the source RAN node to the target RAN node.

The octets of the OCTET STRING are encoded according to the specifications of the target system.
Note: In the current version of the specification, this IE may carry either the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE or the Source eNB to Target eNB Transparent Container IE as defined in TS 36.413 [16] ,or the Source RNC to Target RNC Transparent Container IE in TS 25.413.


6. Support the Target RNC to Source RNC Transparent Container IE in the Target to Source Transparent Container IE.
In step 7, AMF sends the Target to Source Transparent Container to NR RAN, which is received from MME_SRVCC in the Forward Relocation Response message. The Target to Source Transparent Container IE is coded by target RNC, therefore a new definition for Target to Source Transparent Container is needed.
TS38.413/9.3.1.21
Target to Source Transparent Container

This IE is used to transparently pass radio related information from the handover target to the handover source through the core network; it is produced by the target RAN node and is transmitted to the source RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target to Source Transparent Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the target RAN node to the source RAN node. The octets of the OCTET STRING are encoded according to the specifications of the target system.

Note: In the current version of the specification, this IE may carry either the Target NG-RAN Node to Source NG-RAN Node Transparent Container IE or the Target eNB to Source eNB Transparent Container IE as defined in TS 36.413 [16] ,or the Target RNC to Source RNC Transparent Container IE as defined in TS 25.413.


Proposal 1: The identified RAN3 impacts of SRVCC are as follows:
1. SRVCC operation possible is transferred from AMF to RAN.
2. 5G SRVCC HO indicator need to be transferred from RAN to AMF.
3. Add new handover type, i.e. 5GStoUTRA.
4. UTRAN related UE information need to be transferred from RAN to AMF, e.g. included in the Source RNC to Target RNC Transparent Container IE.

5. UTRAN handover related configuration need to be transferred from AMF to RAN, e.g. included in the Target RNC to Source RNC Transparent Container IE.
6. Extend the NAS Security Parameters from NG-RAN IE in the handover command message to the SRVCC handover case.
Proposal 2: RAN3 sends an LS to CT4 to extend the NAS Security Parameters from NG-RAN to the SRVCC handover case.
3 Conclusion

The paper discusses how to support 5G SRVCC in RAN3 aspects, and we propose:
Proposal 1: The identified RAN3 impacts of SRVCC are as follows:
1. SRVCC operation possible is transferred from AMF to RAN.
2. 5G SRVCC related indicator need to be transferred from RAN to AMF.
3. Add new handover type, i.e. 5GStoUTRA.
4. UTRAN related UE information need to be transferred from RAN to AMF, e.g. included in the Source RNC to Target RNC Transparent Container IE.

5. UTRAN handover related configuration need to be transferred from AMF to RAN, e.g. included in the Target RNC to Source RNC Transparent Container IE.
6. Extend the NAS Security Parameters from NG-RAN IE in the handover command message to the SRVCC handover case.
Proposal 2: RAN3 sends an LS to CT4 to extend the NAS Security Parameters from NG-RAN to the SRVCC handover case.
The corresponding CR and LS are in [6][7].
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