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1. Introduction
A Work Item on non-public network (NPN) support for NG-RAN was approved at TSG RAN#83 in [1] with the objective as follow, in line with NPN functionality as defined by SA2:
· Support NPN functionality in NG-RAN:

· CAG/SNPN relevant parameter broadcast from SIB [RAN2]

· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]
· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/NID related parameters to NG-RAN nodes, respectively [RAN3]
· Support CAG/SNPN functionality with CU-DU split [RAN3]

· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

Note: a common solution for CAG and SNPN is not precluded.
In this contribution, the mobility within SNPN and interworking between SNPN and PLMN are discussed with our views. 
2. Discussion

The Stand-alone Non-Public Network (SNPN), is operated by an NPN operator and not relying on network functions provided by a PLMN. The combination of a PLMN ID and the Network identifier (NID) can identify an SNPN. 
2.1 Mobility between PLMN ID and SNPN 

As specified in TS 23. 501, the PLMN IDs can be specifically used, e.g., using MCC 999. Even if a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), it is clearly stated that the mobility between a PLMN and an SNPN are not supported using an SNPN subscription. 
Hence the NG-based or Xn-based handover procedure is not supported between the SNPN and the PLMN. In addition, SA2 presents two interworking scenarios as follows. For both cases, the UE is registered to both the SNPN and the PLMN with the SNPN credential and PLMN credential, respectively. 
· Case 1: Access to PLMN services via stand-alone non-public networks.  
In this case, as shown in Figure1, the UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN with a PLMN (using the credentials of that PLMN) taking SNPN as "Untrusted non-3GPP access". 
· Case 2: Access to stand-alone non-public network services via PLMN 

Similarly, the UE that has successfully registered with a PLMN may perform another registration via the PLMN with an SNPN (using the credentials of that SNPN)  while taking the PLMN as "Untrusted non-3GPP access. 
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Figure 1: Access to PLMN services via non-public network

Hence, when the UE moves between the PLMN and the NPN, the N3IWF based mobility procedure can be performed, which can follow the handover procedure between non-3GPP access and 3GPP access as specified in TS 23. 502. 
One example is that handover of a PDU Session procedure from 3GPP to untrusted non-3GPP access given in Figure 2.  The detailed procedure can be found in section 4.9.2.2 of TS 23. 502. 
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Figure 2:Handover of a PDU Session from 3GPP access to untrusted non-3GPP access 
Proposal 1: The handover procedure between the SNPN and the PLMN can reuse the one between the 3GPP and the untrusted non-3GPP access.  

2.2 Mobility within SNPN
In addition, last SA2#133 meeting agreed the mobility issue for SNPN as follows.

· SNPNs are deployed as stand-alone networks, i.e. neither roaming nor mobility between SNPNs or SNPNs and PLMNs are supported.

Hence the mobility between different SNPNs is not support. This also means that if the UE in SNPN access mode is successfully verified by the AMF, the mobility can only be supported within the current accessing SNPN ID.
Proposal 2: The connected mobility is only supported within the same SNPN for UEs in SNPN access mode.
4. Conclusion
In this contribution, we discussed mobility for SNPN with the following proposals.
Proposal 1: The handover procedure between the SNPN and the PLMN can reuse the one between the 3GPP and the untrusted non-3GPP access.  

Proposal 2: The connected mobility is only supported within the same SNPN for UEs in SNPN access mode.
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