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1. Introduction

The Work Item on non-public network (NPN) support for NG-RAN was approved at TSG RAN#83 in [1] with the objectives as follows: 

· Support NPN functionality in NG-RAN:

· CAG/SNPN relevant parameter broadcast from SIB [RAN2]

· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]
· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/NID related parameters to NG-RAN nodes, respectively [RAN3]
· Support CAG/SNPN functionality with CU-DU split [RAN3]

· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

Note: a common solution for CAG and SNPN is not precluded.
In SA2, there were lots of progress and agreements on non-public network (NPN). The Non-Public Network can be deployed as stand-alone non-public network (SNPN) and non-standalone architectures. The SNPN can be operated by an NPN operator and not relying on network functions provided by a PLMN. 
In this contribution, we will discuss the possible impacts of SNPN on RAN3.
2. Discussion
2.1 General 

For SNPN, the following is specified. 

The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.NG-RAN nodes which provide access to SNPNs broadcast the following information:

-
One or multiple PLMN IDs
NOTE 1:
The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.

-
List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].

NOTE 2:
The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.

Observation 1: The SNPN cells broadcast the PLMN ID(s) and list of SNPN ID(s) per PLMN ID for the UE(s) to identify an SNPN. 

The following analyses the impact on NG and Xn interface respectively. 

2.2 Impact on NG interface

2.2.1 NG interface management

In LTE, the CSG ID list IE is included in the S1 Setup Request and ENB Configuration update message for eNB (HeNB gateway) to report the CSG ID(s) of the supported CSGs. This can be used by the MME to perform admission control for S1 based handover. 
For SNPN, the NG-RAN node should also provide its supported NIDs to the AMF since the combination of PLMN and NID can identirfy an SNPN. On the other hand, the AMF could provide its supported NIDs to the shared gNB for AMF selection. This is aligned with the current interface management messages, where the NG-RAN provides its supported PLMN list while the AMF sends its supported PLMN lists. 
Proposal 1: The SNPN ID list per PLMN ID should be exchanged between the AMF and gNB. 
2.2.2 Network access control
For the state transition from CM-IDLE to CM-CONNECTED, it is described in [2] as follows: 

-
When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.

· If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a locally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.
· If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a universally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.
It can be observed that the AMF is responsible for access control. The AMF verifies the UE access based on the SNPN ID provided by the NG-RAN and the subscription for the UE during the initial UE access. 

Proposal 2: The SNPN ID should be contained in Initial UE Message for UE verification by the AMF.

In addtion, if there is no subscription for the UE with the SNPN ID provided to the AMF, the AMF shall trigger the AN release procedure and provide an appropriate cause code to NG-RAN for the release of the NAS/AN connection. The AMF can also trigger the above release procedure in case that the state of the UE’s subscription has changed into “no subscription”.
Proposal 3: A cause value (e.g., invalid SNPN ID) should be added to indicate the release or rejection reason in UE CONTEXT RELEASE COMMAND.

2.2.3 Handover related signalling

At last SA2#133 meeting, it was agreed in [3] that : 
SNPNs are deployed as stand-alone networks, i.e. neither roaming nor mobility between SNPNs or SNPNs and PLMNs are supported.

Hence the mobility between different SNPNs is not support. This also means that if the UE in SNPN access mode is successfully verified by the AMF, the mobility can only be supported within the current accessing SNPN ID.
Observation 2: For UEs in SNPN access mode, the connected mobility is only supported within the same SNPN ID.
For the NG based handover procedure, it seems not necessary to include the NID in the Handover Required message since the CN knows the SNPN the UE is allowed to handover. 

While in the Hanodver Request message, the PLMN and NID are needed due to the following reasons. 

· It is beneficial for the target NG-RAN to perform SNPN specified RRM policies since each SNPN cell may broadcast up to twelve SNPN identifiers as follows. 

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].
· It can be used by the target NG-RAN for subsequent handover procedure. For example, the source SNPN node shall only trigger the handover towards the target cell which supports the same SNPN ID the UE is allowed. 
Proposal 4: The PLMN ID and NID should be contained in HANDOVER REQUEST message sent from AMF to NG-RAN.  

2.3 Impact on Xn interface

2.3.1 Xn interface management

The SNPN related information of the NG-RAN should be informed to its neighbouring NG-RAN during Xn interface setup and update procedures. For example, the NG-RAN node can decide whether to handover the UE to the target NG-RAN for an SNPN UE. 

Proposal 5: The SNPN related information in Served Cell Information should be included in Xn SETUP REQUEST, Xn SETUP RESPONSE, NG-RAN NODE CONFIGURATION UPDATE, and NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDGE messages.  

2.3.2 Handover Signalling Messages

For Xn-based handover, the source SNPN node shall only trigger the handover if the target cell supports the same NID the UE is allowed. Hence the PLMN ID and NID the UE is allowed to access should be carrrid in the Hanodver Request message. Also it may be helpful since different NIDs may require different scheduling mechanism. 
Proposal 6: The SNPN ID should be contained in HANDOVER REQUEST sent from the source NG-RAN to the target NG-RAN.

2.3.3 Dual Connectivity Messages

For MR-DC case, the SNPN ID can be included in S-NODE ADDITION REQUEST message for the SNPN specific scheduling mechanisms, or SN change initiated by the S-NODE. 
Proposal 7: The SNPN ID should be contained in S-NODE ADDITION REQUEST messages.
3. Conclusion

In this contribution, we discussed the SNPN mechanism in the SA2 and presented our analysises on the possible impacts for RAN3 to support SNPN in release 16. We have the following proposals. 
Observation 1: The SNPN cells broadcast the PLMN ID(s) and list of SNPN ID(s) per PLMN ID for the UE(s) to identify an SNPN. 

Observation 2: For connected mobility, it is only supported within the same SNPN ID.
Proposal 1: The SNPN ID list per PLMN ID should be exchanged between the AMF and gNB. 

Proposal 2: The SNPN ID should be contained in Initial UE Message for UE verification by the AMF.

Proposal 3: A cause value (e.g., invalid SNPN ID) should be added to indicate the release or rejection reason.

Proposal 4: The selected target SNPN ID should be contained in HANDOVER REQUIRED, HANDOVER REQUEST and HANDOVER REQUEST ACKNOWLEDGE messages.  

Proposal 5: The SNPN related information in Served Cell Information should be included in Xn SETUP REQUEST, Xn SETUP RESPONSE, NG-RAN NODE CONFIGURATION UPDATE, and NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDGE messages.  

Proposal 6: The SNPN ID should be contained in HANDOVER REQUEST sent from the source NG-RAN to the target NG-RAN. 
Proposal 7: The SNPN ID should be contained in S-NODE ADDITION REQUEST messages.

4. Reference

[1] RP-191563, Revised WID Private Network Support for NG-RAN, China Telecom, Nokia, Vodafone.

[2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3] S2-1906698, Reply LS on Equivalent SNPN

