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4	Overall architecture
[bookmark: _Toc12642440]4.0	General
The E-UTRAN consists of eNBs, providing the E-UTRA user plane (PDCP/RLC/MAC/PHY) and control plane (RRC) protocol terminations towards the UE. The eNBs are interconnected with each other by means of the X2 interface. The eNBs are also connected by means of the S1 interface to the EPC (Evolved Packet Core), more specifically to the MME (Mobility Management Entity) by means of the S1-MME interface and to the Serving Gateway (S-GW) by means of the S1-U interface. The S1 interface supports a many-to-many relation between MMEs / Serving Gateways and eNBs.
The E-UTRAN architecture is illustrated in Figure 4 below.


Figure 4-1: Overall Architecture
If the eNB supports SIPTO@LN with collocated L-GW, it shall support an S5 interface towards the S-GW and an SGi interface towards the IP network. See clause 4.8.2 for the details of the architecture and functions in case SIPTO@LN with collocated L-GW is supported.
The E-UTRAN may also comprise LMUs (Location Measurement Unit) (see TS 36.305 [51]) used for Uplink positioning.
For NB-IoT the positioning is supported based on the existing LCS architecture.
[bookmark: _Toc12642441]4.1	Functional Split
The eNB hosts the following functions:
-	Functions for Radio Resource Management: Radio Bearer Control, Radio Admission Control, Connection Mobility Control, Dynamic allocation of resources to UEs in uplink, downlink and sidelink (scheduling);
-	IP header compression, uplink data decompression and encryption of user data stream;
-	Selection of an MME at UE attachment when no routing to an MME can be determined from the information provided by the UE;
-	Routing of User Plane data towards Serving Gateway;
-	Scheduling and transmission of paging messages (originated from the MME);
-	Scheduling and transmission of broadcast information (originated from the MME or O&M);
-	Measurement and measurement reporting configuration for mobility and scheduling;
-	Scheduling and transmission of PWS (which includes ETWS and CMAS) messages (originated from the MME);
-	CSG handling;
-	Transport level packet marking in the uplink;
-	S-GW relocation without UE mobility, as defined in TS 23.401 [17];
-	SIPTO@LN handling;
-	Maintaining security and radio configuration for User Plane CIoT EPS optimizations, as defined in TS 24.301 [20];
-	Optionally registering with the X2 GW (if used).
The DeNB hosts the following functions in addition to the eNB functions:
-	S1/X2 proxy functionality for supporting RNs;
-	S11 termination and S-GW/P-GW functionality for supporting RNs.
The MME hosts the following functions (see TS 23.401 [17]):
-	NAS signalling;
-	NAS signalling security;
-	AS Security control;
-	Selection of CIoT EPS optimizations (e.g., Control Plane CIoT EPS optimization, as defined in TS 24.301 [20]);
-	Inter CN node signalling for mobility between 3GPP access networks;
-	Idle mode UE Reachability (including control and execution of paging retransmission);
-	Tracking Area list management (for UE in idle and active mode);
-	PDN GW and Serving GW selection;
-	MME selection for handovers with MME change;
-	SGSN selection for handovers to 2G or 3G 3GPP access networks;
-	Roaming;
-	Authentication;
-	Bearer management functions including dedicated bearer establishment. The MME may include two transport layer addresses of different versions in the Transport Layer Address IE to enable that an en-gNB can select either IPv4 or IPv6 for a bearer;
-	Support for PWS (which includes ETWS and CMAS) message transmission;
-	Optionally performing paging optimisation;
-	S-GW relocation without UE mobility, as defined in TS 23.401 [17].
NOTE 1:	The MME should not filter the PAGING message based on the CSG IDs towards macro eNBs.
The Serving Gateway (S-GW) hosts the following functions (see TS 23.401 [17]):
-	The local Mobility Anchor point for inter-eNB handover;
-	Mobility anchoring for inter-3GPP mobility;
-	E-UTRAN idle mode downlink packet buffering and initiation of network triggered service request procedure;
-	Lawful Interception;
-	Packet routeing and forwarding;
-	Transport level packet marking in the uplink and the downlink;
-	Accounting on user and QCI granularity for inter-operator charging;
-	UL and DL charging per UE, PDN, and QCI.
The PDN Gateway (P-GW) hosts the following functions (see TS 23.401 [17]):
-	Per-user based packet filtering (by e.g. deep packet inspection);
-	Lawful Interception;
-	UE IP address allocation;
-	Transport level packet marking in the uplink and the downlink;
-	UL and DL service level charging, gating and rate enforcement;
-	DL rate enforcement based on APN-AMBR;
This is summarized on the figure below where yellow boxes depict the logical nodes, white boxes depict the functional entities of the control plane and blue boxes depict the radio protocol layers.
NOTE 2:	There is no logical E-UTRAN node other than the eNB needed for RRM purposes.
NOTE 3:	MBMS related functions in E-UTRAN are described separately in clause 15.


Figure 4.1-1: Functional Split between E-UTRAN and EPC
[bookmark: _Toc12642442]4.2	Void
[bookmark: _Toc12642443]4.2.1	Void
[bookmark: _Toc12642444]4.2.2	Void
[bookmark: _Toc12642445]4.3	Radio Protocol architecture
[bookmark: _Toc12642446]4.3.0	General
In this clause, the radio protocol architecture of E-UTRAN is given for the user plane and the control plane.
[bookmark: _Toc12642447]4.3.1	User plane
The figure below shows the protocol stack for the user-plane, where PDCP, RLC and MAC sublayers (terminated in eNB on the network side) perform the functions listed for the user plane in clause 6, e.g. header compression, ciphering, scheduling, ARQ and HARQ.


Figure 4.3.1-1: User-plane protocol stack
For NB-IoT, the user plane is not used when transfering data over NAS.
[bookmark: _Toc12642448]4.3.2	Control plane
The figure below shows the protocol stack for the control-plane, where:
-	PDCP sublayer (terminated in eNB on the network side) performs the functions listed for the control plane in clause 6, e.g. ciphering and integrity protection;
-	RLC and MAC sublayers (terminated in eNB on the network side) perform the same functions as for the user plane;
-	RRC (terminated in eNB on the network side) performs the functions listed in clause 7, e.g.:
-	Broadcast;
-	Paging;
-	RRC connection management;
-	RB control;
-	Mobility functions;
-	UE measurement reporting and control, except for NB-IoT.
-	NAS control protocol (terminated in MME on the network side) performs among other things:
-	EPS bearer management;
-	Authentication;
-	ECM-IDLE mobility handling;
-	Paging origination in ECM-IDLE;
-	Security control.
NOTE 1:	The NAS control protocol is not covered by the scope of this TS and is only mentioned for information.


Figure 4.3.2-1: Control-plane protocol stack
NOTE 2:	For a NB-IoT UE that only supports Control Plane CIoT EPS optimization, as defined in TS 24.301 [20], PDCP is bypassed. For a NB-IoT UE that supports Control Plane CIoT EPS optimization and S1-U data transfer or User Plane CIoT EPS optimization, as defined in TS 24.301 [20], PDCP is also bypassed (i.e. not used) until AS security is activated.
[bookmark: _Toc12642449]4.4	Synchronization
Diverse methods and techniques are preferred depending on synchronization requirements. As no single method can cover all E-UTRAN applications a logical port at eNB may be used for reception of timing and/or frequency and/or phase inputs pending to the synchronization method chosen.
[bookmark: _Toc12642450]4.5	IP fragmentation
Fragmentation function in IP layer on S1 and X2 shall be supported.
Configuration of S1-U (X2-U) link MTU in the eNB according to the MTU of the network domain the node belongs to shall be considered as a choice at network deployment. The network may employ various methods to handle IP fragmentation, but the specific methods to use are implementation dependant.
[bookmark: _Toc12642451]4.6	Support of HeNBs
[bookmark: _Toc12642452]4.6.1	Architecture
Figure 4.6.1-1 shows a logical architecture for the HeNB that has a set of S1 interfaces to connect the HeNB to the EPC.
The configuration and authentication entities as shown here should be common to HeNBs and HNBs.


[bookmark: _Ref205804105]Figure 4.6.1-1: E-UTRAN HeNB Logical Architecture
The E-UTRAN architecture may deploy a Home eNB Gateway (HeNB GW) to allow the S1 interface between the HeNB and the EPC to support a large number of HeNBs in a scalable manner. The HeNB GW serves as a concentrator for the C-Plane, specifically the S1-MME interface. The S1-U interface from the HeNB may be terminated at the HeNB GW, or a direct logical U-Plane connection between HeNB and S-GW may be used (as shown in Figure 4.6.1-1).
The S1 interface is defined as the interface:
[bookmark: OLE_LINK28][bookmark: OLE_LINK29]-	Between the HeNB GW and the Core Network;
-	Between the HeNB and the HeNB GW;
-	Between the HeNB and the Core Network;
-	Between the eNB and the Core Network.
The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface between the HeNB and the EPC is the same, regardless whether the HeNB is connected to the EPC via a HeNB GW or not.
The HeNB GW shall connect to the EPC in a way that inbound and outbound mobility to cells served by the HeNB GW shall not necessarily require inter MME handovers. One HeNB serves only one cell.
The functions supported by the HeNB shall be the same as those supported by an eNB (with possible exceptions e.g. NNSF) and the procedures run between a HeNB and the EPC shall be the same as those between an eNB and the EPC (with possible exceptions e.g. S5 procedures in case of LIPA support).
X2-based HO involving HeNBs is allowed as shown in Table 4.6.1-1.
Table 4.6.1-1: X2-based HO support
	Source
	Target
	Notes

	eNB or any HeNB
	open access HeNB
	

	eNB, or any HeNB
	hybrid access HeNB
	

	hybrid access HeNB or closed access HeNB
	closed access HeNB
	Only applies for same CSG ID and PLMN, and if the UE is a member of the CSG cell.

	Any HeNB
	eNB
	



This version of the specification supports X2-connectivity between HeNBs, independent of whether any of the involved HeNBs is connected to a HeNB GW.
The overall E-UTRAN architecture with deployed HeNB GW and X2 GW is shown below.


Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW and X2 GW.
NOTE:	In the figure above, a HeNB operating in LIPA mode has been represented with its S5 interface. X2-based HO involving HeNBs is supported according to Table 4.6.1-1.
If the HeNB supports the LIPA function, it shall support an S5 interface towards the S-GW and an SGi interface towards the residential/IP network. See clause 4.6.5 for the details of the architecture and functions in case of LIPA support.
If the HeNB supports SIPTO@LN with collocated L-GW, it shall support an S5 interface towards the S-GW and an SGi interface towards the IP network. The S5 interface does not go via the HeNB GW, even when present. All other functions are described in clause 4.8.2.
[bookmark: _Toc12642453]4.6.2	Functional Split
A HeNB hosts the same functions as an eNB as described in clause 4.1, with the following additional specifics in case of connection to the HeNB GW:
-	Discovery of a suitable Serving HeNB GW;
-	A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB:
-	The HeNB will not simultaneously connect to another HeNB GW, or another MME.
-	The TAC and PLMN ID used by the HeNB shall also be supported by the HeNB GW;
-	Selection of an MME at UE attachment is hosted by the HeNB GW instead of the HeNB. Upon reception of the GUMMEI from a UE, the HeNB shall include it in the INITIAL UE MESSAGE message; upon reception of the GUMMEI Type from the UE, the HeNB shall also include it in the message if supported and supported by the HeNB GW.
-	HeNBs may be deployed without network planning. A HeNB may be moved from one geographical area to another and therefore it may need to connect to different HeNB GWs depending on its location;
-	Signalling the GUMMEI of the Source MME to the HeNB GW in the S1 PATH SWITCH REQUEST message.
Regardless of HeNB GW connection:
-	The HeNB may support the LIPA function. See clause 4.6.5 for details.
-	The HeNB may support Fixed Broadband Access network interworking function to signal Tunnel Information to the MME via INITIAL UE MESSAGE message, PATH SWITCH REQUEST message and HANDOVER NOTIFY message as specified in TS 23.139 [55]. The HeNB may also signal Tunnel Information to the MeNB via SENB ADDITION REQUEST ACKNOWLEDGE message when the HeNB provide SeNB function and the MeNB signal to MME via E-RAB MODIFICATION INDICATION message The Tunnel Information includes the HeNB IP address, the UDP port if NAT/NAPT is detected.
-	In case an X2 GW is used, the HeNB registers with the X2 GW at power on or after any change of TNL address(es).
The HeNB GW hosts the following functions:
-	Relaying UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE, except the UE CONTEXT RELEASE REQUEST message received from the HeNB with an explicit GW Context Release Indication. In that case, the HeNB GW terminates the S1 UE Context Release Request procedure and releases the UE context if it determines that the UE identified by the received UE S1AP IDs is no longer served by an HeNB attached to it. Otherwise it ignores the message.
-	In case of S1 INITIAL CONTEXT SETUP REQUEST message and S1 HANDOVER REQUEST message, informing the HeNB about any GUMMEI corresponding to the serving MME, the MME UE S1AP ID assigned by the MME and the MME UE S1AP ID assigned by the HeNB GW for the UE. In case of S1 PATH SWITCH REQUEST ACKNOWLEDGE message, informing the HeNB about the MME UE S1AP ID assigned by the MME and the MME UE S1AP ID assigned by the HeNB GW for the UE.
-	In case of S1 INITIAL UE MESSAGE message, S1 PATH SWITCH REQUEST and S1 HANDOVER REQUEST ACKNOWLEDGE message, verifying, as defined in TS 33.320 [53], for a closed HeNB, that the indicated cell access mode and CSG ID are valid for that HeNB.
-	Terminating non-UE associated S1 application part procedures towards the HeNB and towards the MME. In case of S1 SETUP REQUEST message, verifying, as defined in TS 33.320 [53], that the identity used by the HeNB is valid and determining whether the access mode of the HeNB is closed or not. In case of S1 PWS RESTART INDICATION message and PWS FAILURE INDICATION message, verifying, as defined in TS 33.320 [53], that the indicated cell identity is valid and replacing the HeNB ID by the HeNB GW ID before sending the PWS RESTART INDICATION message (respectively the PWS FAILURE INDICATION message) to the MME.
-	Upon receiving an OVERLOAD START/STOP message, the HeNB GW should send the OVERLOAD START/STOP message towards the HeNB(s) including in the message the identities of the affected MME node. The HeNB uses this information received from the OVERLOAD START message to identify to which traffic the above defined rejections shall be applied. The HeNB shall apply the defined rejections until reception of an OVERLOAD STOP message applicable to this traffic, or until the HeNB receives a further OVERLOAD START message applicable to the same traffic, in which case it shall replace the ongoing overload action with the newly requested one.
NOTE:	If a HeNB GW is deployed, non-UE associated procedures shall be run between HeNBs and the HeNB GW and between the HeNB GW and the MME.
-	Optionally terminating S1-U interface with the HeNB and with the S-GW.
-	Supporting TAC and PLMN ID used by the HeNB.
-	X2 interfaces shall not be established between the HeNB GW and other nodes.
-	Routing the S1 PATH SWITCH REQUEST message towards the MME based on the GUMMEI of the source MME received from the HeNB.
-	Selection of an IP version to be used for S1-U, if a requested ERAB configuration contains two transport layer addresses of different versions.
A list of CSG IDs may be included in the PAGING message. If included, the HeNB GW may use the list of CSG IDs for paging optimization.
The X2 GW hosts the following functions:
-	routing the X2AP X2 MESSAGE TRANSFER message to target eNB or HeNB based on the routing information received in the X2AP X2 MESSAGE TRANSFER message.
-	informing the relevant (H)eNBs upon detecting that the signalling (i.e. SCTP) connection to a (H)eNB is unavailable. The relevant (H)eNBs are the ones which had an "X2AP association" with this (H)eNB via the X2 GW when the signalling connection became unavailable.
-	Mapping the TNL address(es) of a (H)eNB to its corresponding Global (H)eNB ID and maintaining the association.
In addition to functions specified in clause 4.1, the MME hosts the following functions:
-	Access control for UEs that are members of Closed Subscriber Groups (CSG):
-	In case of handovers to CSG cells, access control is based on the target CSG ID of the selected target PLMN provided to the MME by the serving E-UTRAN (see TS 23.401 [17]).
-	Membership Verification for UEs handing over to hybrid cells:
-	In case of handovers to hybrid cells the MME performs Membership Verification based on UE's selected target PLMN, cell access mode related information and the CSG ID of the target cell provided by the source E-UTRAN in S1 handover, or provided by the target E-UTRAN in X2 handover (see TS 23.401 [17]).
-	Membership Verification for UEs for which the hybrid cell is served by an SeNB is described in clause 4.9.3.3.
-	CSG membership status signalling to the E-UTRAN in case of attachment/handover to hybrid cells and in case of the change of membership status when a UE is served by a CSG cell or a hybrid cell.
-	Supervising the E-UTRAN action after the change in the membership status of a UE.
-	In case of a HeNB directly connected:
-	verifying as defined in TS 33.320 [53], that the identity used by the HeNB is valid when receiving the S1 SETUP REQUEST message and determining whether the access mode of the HeNB is closed or not;
-	verifying as defined in TS 33.320 [53], for a closed HeNB, that the indicated cell access mode and CSG ID are valid when receiving the S1 INITIAL UE MESSAGE message, the S1 PATH SWITCH REQUEST and the S1 HANDOVER REQUEST ACKNOWLEDGE message;
-	and verifying, as defined in TS 33.320 [53], that the indicated HeNB identity is valid when receiving the S1 PWS RESTART INDICATION message and the S1 PWS FAILURE INDICATION message.
-	Routing of handover messages, MME configuration transfer messages and MME Direct Information Transfer messages towards HeNB GWs based on the TAI contained in these messages.
NOTE:	If routing ambiguities are to be avoided, a TAI used in a HeNB GW should not be reused in another HeNB GW.
NOTE:	The MME or HeNB GW should not include the list of CSG IDs for paging when sending the paging message directly to an un-trusted HeNB or eNB.
-	The MME may support the LIPA function with HeNB. See details of this support in clause 4.6.5.
-	The MME may support fixed Broadband Access network interworking with HeNB as specified in TS 23.139 [55].
-	The MME may send two transport layer addresses of different versions only in case of HeNB GW which does not terminate user plane.
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