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1 Introduction

Up to now, RAN2 and RAN3 have made the following agreements on bearer mapping in IAB. 

Agreements in RAN2#105bis:

·  Confirm that the intention is to support 1-to-1 and 1-to-N bearer mapping, for UE bearer, at least for UP.

·  For user plane, the UL mapping in the IAB access node to BH RLC channels should be based on the knowledge about UE bearers (identified with GTP TEID).

·  For control plane (F1-C messages) The UL mapping in the IAB access node to BH RLC channels should be based on F1-C message type. FFS if per UE.

·  FFS if the mapping should also consider DSCP/Flow labels (e.g. as an intermediate step).

·  Observation: The UL/DL mapping in intermediate IAB node(s) to egress BH RLC channel will take into account ingress BH RLC channel.

·  FFS: The UL/DL mapping in intermediate IAB node(s) to egress BH RLC channel could also take into account some ID(s) (from Adaptation Layer).

·  The above two Bullets are applicable for all types of traffic (e.g. UP, CP, OAM).

Agreements in RAN3#104:

·  Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded.

·  WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in IAB-donor-DU for DL.

·  WA: They may coexist in the same network. 
In this paper, we mainly discuss the IAB bearer mapping for other traffic.

2 Discussion
Currently, the bearer mapping discussed in the standard mainly focuses on the UE bearer for user plane and the F1-C message for control plane. However, in addition to UE bearer and F1-C message, some other traffic also need to be transmitted over the backhaul link.

Bearer mapping for OAM traffic:

At RAN3#104 meeting, it was agreed that both option A and option B can be used to transfer the OAM traffic for IAB node [1]. The option A will be specified and option B is allowed but without standard efforts.
In option A, OAM traffic for IAB node can be treated as UE traffic and is transmitted via established PDU session (for SA) or PDN connection (for NSA). In this case, the core network (NGC or EPC) can provide the QoS information of OAM traffic to the IAB-donor-CU during the PDU session/PDN connection establishment procedure, in order to help the IAB-donor-CU to make the bearer mapping decision and inform the IAB-donor-DU to map the OAM traffic into the corresponding BH RLC channels which are established for OAM traffic. 

In option B, OAM traffic for IAB node is transmitted via BH IP layer. The OAM traffic is forwarded by the IAB donor DU to OAM server directly through IP connectivity, and IAB-donor-CU does not participate in the transmission. In such case, the so IAB-donor-CU is unable to mark the OAM traffic with flow label/DSCP unlike the bearer mapping for UE bearer. In this case, bearer mapping may not be based on IAB-donor-CU configuration, one of the simplest way is IAB-donor-DU/access IAB node can map the OAM traffic to any established BH RLC channels or default BH RLC channels by implementation, which has no impact on the standard.  

Observation 1: Using PDU session/PDN connection based OAM connectivity solution enable the IAB’s OAM traffic to be treated as normal UE’s UP traffic in BH links, will has no additional requirements for bearer mapping.
Observation 2: There will be no specification impacts and no configured bearer mapping (i.e. no configured BH RLC to be used) for the OAM traffic, in the BH IP layer based solution.
Bearer mapping for some control traffic at SCTP layer or IPsec layer:
For control plane, in addition to F1-C message, there are some other control traffic need to be transmitted over the backhaul links between access IAB node DU and IAB-donor-CU, e.g. SCTP heartbeat packet, signaling for SCTP association establishment, as well as signaling for IPsec establishment. 

From the perspective of protocol stack, both SCTP layer and IPsec layer are located below F1AP layer, so these control traffic at SCTP/IPsec layer are not associated with any F1-C message type. Therefore, the existing bearer mapping based on F1-C message type is not applicable for these control traffic. 

Observation 3: Some control traffic at SCTP/IPsec layer are not F1-C message, and are not associated with any F1-C message type, e.g. SCTP heartbeat packet, signaling for SCTP association establishment, and signaling for IPsec establishment.
Considering these control traffic transmission can occur before OAM traffic transmission, so the bearer mapping for OAM traffic in the BH IP layer based solution can be reused for these control traffic. The IAB node can select any established BH RLC channel to transmit the control traffic at SCTP/IPsec layer, when the donor-CU is not able to configure the bearer mapping for these traffic.

Based on the above analysis, we propose that:

Proposal 1: Add note to the BAP specification that “other traffic (e.g. OAM traffic, control traffic at SCTP/IPsec layer)” are allowed to use any established BH RLC channels or default BH RLC channels by implementation, in case no BH RLC channels are configured to these traffic by IAB-donor-CU”.    

3 Conclusion
In this contribution we mainly discuss the IAB bearer mapping for other traffic, and we make the following observations and proposal:
Observation 1: Using PDU session/PDN connection based OAM connectivity solution enable the IAB’s OAM traffic to be treated as normal UE’s UP traffic in BH links, will has no additional requirements for bearer mapping.
Observation 2: There will be no specification impacts and no configured bearer mapping (i.e. no configured BH RLC to be used) for the OAM traffic, in the BH IP layer based solution.
Observation 3: Some control traffic at SCTP/IPsec layer are not F1-C message, and are not associated with any F1-C message type, e.g. SCTP heartbeat packet, signaling for SCTP association establishment, and signaling for IPsec establishment.
Proposal 1: Add note to the BAP specification that “other traffic (e.g. OAM traffic, control traffic at SCTP/IPsec layer)” are allowed to use any established BH RLC channels or default BH RLC channels by implementation, in case no BH RLC channels are configured to these traffic by IAB-donor-CU”.    

4 Reference
Chairman notes of RAN3#104.
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