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In last RAN3 meeting, some agreements on bearer mapping in IAB were achieved as below [1]:
· Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded. 
· WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL.
· WA: They may coexist in the same network. 
In this contribution, we mainly discuss how to enable the IAB donor DU to perform DL bearer mapping in the case of DSCP-based and flow label-based mapping coexistence. 
Discussion
As mentioned above, RAN3 was agreed that the DL bearer mapping at the IAB donor DU should be based on flow label for 1:1 mapping and DSCP/flow label for N:1 mapping, and both DSCP-based and flow label-based mapping may coexist in the same network. As shown in figure 1, similar to the Type of Service filed in IPv4 header, the Traffic Class field in IPv6 header can also be used to carry DSCP value. Therefore, if both DSCP filed and flow label field are existed in IPv6 packet header, how does the IAB donor DU know which field(s) in packet header is used for the DL bearer mapping when it receives a DL packet from the IAB donor CU.   


Figure 1 IPv6 Header Format
In our view, there are two solutions for the IAB donor DU to determine which field(s) in packet header is used to for DL bearer mapping, in case of coexistence of flow label based mapping and DSCP based mapping.
· Solution 1: Explicit indication on which field to be used from the IAB donor CU.
In this solution, the mapping based on DSCP and flow label are not allowed to switch frequently. For a period of time, the IAB donor DU can use the flow label for bearer mapping, and for another period of time it can use the DSCP for bearer mapping, so an explicit indication from the IAB donor CU can inform the IAB donor DU about which field (i.e. the flow label or DSCP) is used for bearer mapping for the time being. 
· Solution 2: Implicit manner: using the field(s) which is associated with each BH RLC channel in the bearer mapping configuration table.
In this solution, the IAB donor DU first extracts both flow label value and DSCP value from the received DL packet header, and uses them to match with the configured mapping rules by the IAB donor CU, i.e. each entry of the bearer mapping configuration. If one matched entry is found, the IAB donor DU maps this packet to the egress BH RLC channel which is corresponding to the matched mapping rules.
As an example, the configured bearer mapping tables at the IAB donor DU contain multiple items, and each entry contains a specific mapping relationship between the egress BH RLC channel and fields in IP header (i.e. flow label and/or DSCP). As shown in the following table 1, for the entries with DSCP absent (i.e. entry #1, 2, 3), the IAB donor DU only checks the flow label field of each IP packet to determine the egress BH RLC channel. For the entries with flow label absent (i.e. entry #4, 5), the IAB donor DU only checks the DSCP field of each IP packet to determine the egress BH RLC channel. For the rest entries, the IAB donor DU checks both the flow label and DSCP field of each IP packet to determine the egress BH RLC channel.
Table 1. Example for the configured mapping rules by the IAB donor CU
	Entry #
	Flow label value
	DSCP value
	Egress BH RLC channel ID

	#1
	121 
	N/A
	#1

	#2
	122
	N/A 
	#2

	#3
	123
	N/A
	#2

	#4
	N/A
	130
	#3

	#5
	N/A
	131
	#3

	#6
	124
	132
	#4

	…
	…
	…
	…


In addition, as mentioned above, RAN3 has already agreed that flow label together with IAB node IP address can be used by the IAB donor DU for 1:1 mapping. Therefore, the destination IP address can also be used as a matching parameter together with flow label and/or DSCP in the above mapping rules.
From the perspective of the implementation, solution 2 is more flexible and simple than solution 1, and no additional indication signalling from the IAB donor CU to the IAB donor DU is required. Therefore, we propose that:
Proposal 1: The IAB donor CU configures the mapping rules from multiple optional fields, including the destination IP address, flow label and DSCP, to each BH RLC channel, at the IAB donor DU for DL bearer mapping.  
For DL, the bearer mapping is determined by the IAB donor CU, so the IAB donor DU only maps the received DL packet to the egress BH RLC channel based on the mapping rules from the IAB donor CU. Therefore, in order to support the coexistence of both DSCP and flow label, the IAB donor CU needs to ensure the mapping rules based on DSCP and flow label separately are not conflicting (i.e. no conflict in the above table), that means the IAB donor CU should ensure a DL packet is unable to be mapped into different egress BH RLC channels based on different mapping rules, e.g. DSCP-based and flow label-based.
Proposal 2: IAB donor CU implementation could ensure the configured bearer mapping rules do not allow a DL packet to be mapped into different egress BH RLC channels.
Conclusion
In this contribution, we mainly discuss how to enable the IAB donor DU to perform the bearer mapping if DSCP-based and flow label-based mapping coexistence, and have the following proposals:
Proposal 1: The IAB donor CU configures the mapping rules from multiple optional fields, including the destination IP address, flow label and DSCP, to each BH RLC channel, at the IAB donor DU for DL bearer mapping.  
Proposal 2: IAB donor CU implementation could ensure the configured bearer mapping rules do not allow a DL packet to be mapped into different egress BH RLC channels.
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