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<<<<<<<<<<<<<<<<<<<< 1st Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc13919120]6.3	Transport addresses
The transport layer address parameter is transported in the radio network application signalling procedures that result in establishment of transport bearer connections.
The transport layer address parameter shall not be interpreted in the radio network application protocols and reveal the addressing format used in the transport layer.
In order to enable correct setup of secure tunnels, IP-Sec Transport Layer Addresses are exchanged between nodes of the NG-RAN. Signalling of such addresses enables to inform a node, preconfigured as an IPSec client, of the IP-Sec addresses to be used when establishing an IP-Sec tunnel with a node preconfigured as an IP-Sec server. Similarly, signalling of such addresses enables to inform a node, preconfigured as an IPSec server, of the IP-Sec addresses to be use by a node, preconfigured as an IP-Sec client, when establishing an IP-Sec tunnel. 
The formats of the transport layer addresses are further described in 3GPP TS 38.414 [5], 3GPP TS 38.424 [6] and 3GPP TS 38.474 [7].

<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>





