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1
Introduction

This document lists facts from the latest stage 1 and stage 2 specification for NPN in TSs 22.261, 23.501 and 23.502.
We thought it would be beneficial to have a brief summary available for further discussions and ask RAN3 to acknowledge this summary. Note, that the order of the topics does not reflect any logical order, it just represents the order in which topics are mentioned in the TSs.
So this paper “just” contains a summary and, for the reader’s convencience, a couple of Annexes with Quotes from the latest versions of relevant TSs.
2
Discussion

2.1
Summary of stage 2 content in 23.501 and 23.502
	Feature
	Stand-Alone NPN (SNPN)
	Public network integrated NPN (PNI-NPN)

	NG-RAN sharing
	- NG-RAN shared by multiple SNPNs

- NG-RAN shared by one or multiple SNPNs and one or multiple PLMNs.
	No PNI-NPN specifics

	Interworking with EPS
	Not supported
	Not supported

	NPN Identification
	- PLMN ID + NID

PLMN ID may be an operator’s PLMN ID, MCC may be 999.

- NID may be Locally managed or Universally managed.

- Optionally Human readable network name (only used for manual SNPN selection)
	- Closed Access Group (CAG), unique within an PLMN
- optionally human readable network name, only used for manual CAG selection.

	Broadcast
	List of NIDs per PLMN ID, one or multile PLMN IDs.

Up to 12 NIDs

Optionally information to prevent UEs not supporting SNPN from accessing the cell, if the cell only provides access to SNPNs
	Up to 12 CAGs broadcast in a cell

	UE configuration and subscription
	SUPI and credentials for each subscribed SNPN.

UE needs to be set to operate in SNPN access mode, then it only selects and registers with SNPNs.
	- UE has subscription of the PLMN into which the NPN is integrated.
- UE is configured with allowed CAG list

- UE is optionally configured with a “CAG-only” indication

- This info is part of the mobility restriction info.

	Network selection
	Only for a UE set to operate in SNPN access mode,
automatic network selection: UE read PLMN IDs+NIDs and select one according to a UE implementation specific priority order.
initial registration/service request: UE provides PLMN ID and NID to RAN, RAN provides PLMN ID and NID to AMF.
	UE shall provide the selected CAG ID to NG-RAN and NG-RAN to AMF.
AMF rejects, if CAG is not subscribed or UE is only allowed to select CAG cells.

	Network access control
	If UE has no subscription, AMF rejects with a cause code (temporarily in case of locally managed, permanently in case of globally managed NID).

UAC is configured per SNPN to prevent authorized UEs from access in case of network congestion/overload.
	PLMN Selection as for “normal” PLMNs.

	Cell (re)selection
	UEs in SNPN access mode only select cells broadcasting PLMN ID+NID of the selected SNPN
	A CAG cell shall only be accessed by UEs supporting CAG.

Cells are either CAG cells or normal cells.

	Emergency services
	Not supported in SNPN access mode
	Supported in CAG cells for UEs supporting CAG.

	Mobility
	Between SNPN and PLMN not supported (SNPNs do not rely on network functions provided by the PLMN).
For a UE registered in an SNPN the AMF shall not provide a list of equivalent PLMNs to the UE.

Mobility only within an SNPN selected by the UE.
	No HO to non-CAG cells, if UE is not allowed to access “normal” cells.
No HO to CAG cells if the target cell is not part of the allowed CAGs.

NOTE: It can be concluded that inter-CAG mobility is possible.

Mobility Restriction List contains subscribed/allowed CAG IDs and optionally “CAG only” indication

Mobility Restriction may be updated, which may result in a relase of the connection.


2.2
RAT applicability for NPN

According to RAN#84 decisions, NPN shall be specified for NR access and E-UTRA.

3
Conclusion and Proposal

It is proposed to discuss the summary of NPN functions and endorse it as baseline for further discussions.

Annex A

Quotes from 22.261
6.25
Non-public networks

6.25.1 
Description

Non-public networks are intended for the sole use of a private entity such as an enterprise, and may be deployed in a variety of configurations, utilising both virtual and physical elements. Specifically, they may be deployed as completely standalone networks, they may be hosted by a PLMN, or they may be offered as a slice of a PLMN.

In any of these deployment options, it is expected that unauthorised UEs, those that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise. It is also expected that UEs of the enterprise will not attempt to access a network they are not authorised to access. For example, some enterprise UEs may be restricted to only access the non-public network of the enterprise, even if PLMN coverage is available in the same geographic area. Other enterprise UEs may be able to access both a non-public network and a PLMN where specifically allowed.

6.25.2 
Requirements

The 5G system shall support non-public networks.

The 5G system shall support non-public networks that provide coverage within a specific geographic area.

The 5G system shall support both physical and virtual non-public networks. 

The 5G system shall support standalone operation of a non-public network, i.e. a non-public network may be able to operate without dependency on a PLMN.
Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:

- access to subscribed PLMN services via the non-public network;
- seamless service continuity for subscribed PLMN services between a non-public network and a PLMN;
- access to selected non-public network services via a PLMN;
- seamless service continuity for non-public network services between a non-public network and a PLMN.
A non-public network subscriber to access a PLMN service shall have a service subscription using 3GPP identifiers and credentials provided or accepted by a PLMN.

The 5G system shall support a mechanism for a UE to identify and select a non-public network.

NOTE:
Different network selection mechanisms may be used for physical vs virtual non-public networks.

The 5G system shall support identifiers for a large number of non-public networks to minimize collision likelihood between assigned identifiers.
The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorised to select.

The 5G system shall support a mechanism to prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorised to select. 
The 5G system shall support a change of host of a non-public network from one PLMN to another PLMN without changing the network selection information stored in the UEs of the non-public network.
Annex B

Quotes from 23.501 
<<<<<<<<<<<<<<<<<<<< First Quotes TS 23.501 in §3.1 >>>>>>>>>>>>>>>>>>>>

Public network integrated NPN: A non-public network deployed with the support of a PLMN.
SNPN enabled UE: A UE configured to use stand-alone Non-Public Networks.

SNPN access mode: A UE operating in SNPN access mode only selects stand-alone Non-Public Networks over Uu.

<<<<<<<<<<<<<<<<<<<< Next Quote TS 23.501  §5.16.4.2 >>>>>>>>>>>>>>>>>>>>

For emergency service support in Public network integrated NPNs, refer to clause 5.30.3.5.

<<<<<<<<<<<<<<<<<<<< Next Quote TS 23.501 >>>>>>>>>>>>>>>>>>>>

5.18.1
General concepts

A network sharing architecture shall allow multiple participating operators to share resources of a single shared network according to agreed allocation schemes. The shared network includes a radio access network. The shared resources include radio resources.

The shared network operator allocates shared resources to the participating operators based on their planned and current needs and according to service level agreements.

In this Release of the specification, only the 5G Multi-Operator Core Network (5G MOCN) network sharing architecture, in which only the RAN is shared in 5G System, is supported. 5G MOCN for 5G System, including UE, RAN and AMF, shall support operators' ability to use more than one PLMN ID (i.e. with same or different country code (MCC) 
some of which is specified in TS 23.122 [17] and different network codes (MNC)).

5G MOCN also supports the following sharing scenarios involving stand-alone non-public networks (SNPNs):

-
NG-RAN is shared by multiple SNPNs (each identified by PLMN ID and NID);

-
NG-RAN is shared by one or multiple SNPNs and one or multiple PLMNs.

NOTE 1:
Different PLMN IDs (or combinations of PLMN ID and NID) can also point to the same 5GC.

NOTE 2:
There is no standardized mechanism to avoid paging collisions if the same 5G-S-TMSI is allocated to different UEs by different PLMNs or SNPNs of the shared network, as the risk of paging collision is assumed to be very low. If such risk is to be eliminated then PLMNs and SNPNs of the shared network needs to coordinate the value space of the 5G-S-TMSI to differentiate the PLMNs and SNPNs of the shared network.
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Figure 5.18.1-1: A 5G Multi-Operator Core Network (5G MOCN) in which multiple CNs are 
connected to the same NG-RAN
5.18.2
Broadcast system information for network sharing

If a shared NG-RAN is configured to indicate available networks (PLMNs and/or SNPNs) for selection by UEs, each cell in the shared radio access network shall in the broadcast system information include available core network operators in the shared network.

The Broadcast System Information broadcasts a set of PLMN IDs and/or PLMN IDs and NIDs and one or more additional set of parameters per PLMN e.g. cell-ID, Tracking Areas. 
All 5G System capable UEs that connect to NG-RAN support reception of multiple PLMN IDs and per PLMN specific parameters. All SNPN-enabled UEs support reception of multiple combinations of PLMN ID and NID and SNPN-specific parameters.
The available core network operators (PLMNs and/or SNPNs) shall be the same for all cells of a Tracking Area in a shared NG-RAN network.

UEs not set to operate in SNPN access mode
 decode the broadcast system information and take the information concerning available PLMN IDs into account in PLMN and cell (re-)selection procedures. UEs set to operate in SNPN access mode decode the broadcast system information and take the information concerning available PLMN IDs and NIDs into account in network and cell (re-)selection procedures. Broadcast system information is specified in TS 38.331 [28] for NR, TS 36.331 [51] for E-UTRA 
and related UE access stratum idle mode procedures in TS 38.304 [50] for NR and TS 36.304 [52] for E-UTRA.

5.18.2a
PLMN list handling for network sharing

The AMF prepares lists of PLMN IDs suitable as target PLMNs for use at idle mode cell (re)selection and for use at handover and RRC Connection Release with redirection. The AMF:

-
provides the UE with the list of PLMNs that the UE shall consider as Equivalent to the serving PLMN (see TS 23.122 [17]); and

-
provides the NG-RAN with a prioritised list of permitted PLMNs. When prioritising these PLMNs, the AMF may consider the following information: HPLMN of the UE, the serving PLMN, a preferred target PLMN (e.g. based on last used EPS PLMN), or the policies of the operator(s).

For a UE registered in an SNPN, the AMF shall not provide a list of equivalent PLMNs to the UE and shall not provide a list of permitted PLMNs to NG-RAN.

5.18.3
Network selection by the UE

NOTE:
This clause applies to UEs not operating in SNPN access mode. Network selection for UEs set to operate in SNPN access mode is described in clause 5.30.2.4.

A UE that has a subscription to one of the sharing core network operators shall be able to select this core network operator while within the coverage area of the shared network and to receive subscribed services from that core network operator.

Each cell in shared NG-RAN shall in the broadcast system information include the PLMN-IDs concerning available core network operators in the shared network.

When a UE performs an Initial Registration to a network, one of available PLMNs shall be selected to serve the UE. UE uses all the received broadcast PLMN-IDs in its PLMN (re)selection processes which is specified in TS 23.122 [17]. UE shall inform the NG-RAN of the selected PLMN so that the NG-RAN can route correctly. The NG-RAN shall inform the core network of the selected PLMN.

As per any network, after Initial Registration to the shared network and while remaining served by the shared network, the UE should not change to another available PLMN as long as the selected PLMN is available to serve the UE's location. The network selection procedures specified in TS 23.122 [17] may cause the UE to perform a reselection of another available PLMN.

UE uses all of the received broadcast PLMN-IDs in its cell and PLMN (re)selection processes.

5.18.4
Network selection by the network

The NG-RAN uses the selected PLMN (provided by the UE at RRC establishment, or, provided by the AMF/source NG-RAN at N2/Xn handover) to select target cells for future handovers (and radio resources in general) appropriately. The network should not move the UE to another available PLMN, e.g. by handover, as long as the selected PLMN is available to serve the UE's location.

In the case of handover or network controlled release to a shared network:

-
When multiple PLMN IDs are broadcasted in a cell selected by NG-RAN, NG-RAN shall select a target PLMN, taking into account the prioritized list of PLMN IDs provided via Mobility Restriction List from AMF.

-
For Xn based HO procedure, Source NG-RAN indicates a selected PLMN ID to the target NG-RAN by using target cell ID.

-
For N2 based HO procedure, the NG-RAN indicates a selected PLMN ID to the AMF as part of the TAI sent in the HO required message. Source AMF uses the TAI information supplied by the source NG-RAN to select the target AMF/MME. The source AMF should forward the selected PLMN ID to the target AMF/MME. The target AMF/MME indicates the selected PLMN ID to the target NG-RAN/eNB so that the target NG-RAN/eNB can select target cells for future handover appropriately.

-
For RRC connection release with redirection to E-UTRAN procedure, NG-RAN decides the target network by using PLMN information as defined in the first bullet.

A change in serving PLMN is indicated to the UE as part of the UE registration with the selected network via 5G-GUTI in 5GS.

5.18.5
Network Sharing and Network Slicing

As defined in clause 5.15.1, a Network Slice is defined within a PLMN or SNPN. Network sharing is performed among different PLMNs and/or SNPNs. In the case of network sharing, each PLMN or SNPN sharing the NG-RAN defines and supports its PLMN- or SNPN- specific set of slices that are supported by the common NG-RAN.

<<<<<<<<<<<<<<<<<<<< Next Quote TS 23.501 >>>>>>>>>>>>>>>>>>>>

5.30
Support for non-public networks

5.30.1
General

A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 22.261 [2]. An NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.

SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3 and the additional functionality covered in clause 5.30.2.

Interworking with EPS is not supported for SNPN.

Public network integrated NPNs can be enabled using network slicing (see Annex D).

5.30.2
Stand-alone non-public networks

5.30.2.1
Identifiers

The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.

NOTE 1:
The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription
 given that the SNPNs are not relying on network functions provided by the PLMN.
The NID shall support two assignment models:

-
Locally managed NIDs are assumed to be self-managed by SNPNs (i.e. chosen individually by SNPNs) at deployment time (and may therefore not be unique) but use a different numbering space than the universally managed NIDs as defined in TS 23.003 [19].
-
Universally managed NIDs are assumed to be globally unique.

NOTE 2:
Which legal entities manage the number space is beyond the scope of this specification.

An optional human-readable network name helps to identify an SNPN during manual SNPN selection.

5.30.2.2
Broadcast system information

NG-RAN nodes which provide access to SNPNs broadcast the following information:

-
One or multiple PLMN IDs
-
List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].

NOTE°2:
The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.

-
Optionally a human-readable network name per NID.

NOTE 3:
The human-readable network name per NID is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].

-
Optionally information, as described in TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks
.

5.30.2.3
UE configuration and subscription aspects

An SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID.

A subscriber of an SNPN is identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.2.2. The realm part of the NAI may include the NID of the SNPN.

An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.

Emergency services are not supported in SNPN access mode.
NOTE 1:
Voice support with emergency services in SNPN access mode is not specified in this release.

If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in in clause 4.4 of TS 23.122 [17].

NOTE 2:
Details of activation and deactivation of SNPN access mode are up to UE implementation.
5.30.2.4
Network selection in SNPN access mode

When the UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17].

UEs operating in SNPN access mode read the available PLMN IDs and list of available NIDs from the broadcast system information and take them into account during network selection.

For automatic network selection, the UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials. If multiple SNPNs are available that the UE has respective SUPI and credentials for, then the priority order for selecting and attempting to register with SNPNs is based on UE implementation.

For manual network selection UEs operating in SNPN access mode provide to the user the list of NIDs and related human-readable names (if available) of the available SNPNs the UE has respective SUPI and credentials for.

NOTE:
The details of SNPN selection will be defined in TS 23.122 [17].

When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.

5.30.2.5
Network access control

If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a locally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.

If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a universally managed NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.

NOTE:
The details of rejection and cause codes will be defined in TS 24.501 [47].

In order to prevent access to SNPNs for authorized UE(s) in case of network congestion/overload, Unified Access Control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).

5.30.2.6
Cell (re-)selection in SNPN access mode

UEs operating in SNPN access mode only select cells and networks broadcasting both PLMN ID and NID of the selected SNPN.
NOTE:
Further details on the NR idle mode procedures for SNPN cell selection will be defined in TS 38.331 [28] and in TS 38.304 [50].

5.30.2.7
Access to PLMN services via stand-alone non-public networks

To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN with a PLMN (using the credentials of that PLMN) following the same architectural principles as specified in clause 4.2.8 
and the SNPN taking the role of "Untrusted non-3GPP access".

NOTE:
QoS differentiation in the SNPN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the PLMN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.


To support QoS differentiation in the SNPN with network-initiated QoS, the mapping rules between the SNPN and the PLMN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the PLMN and is expected to be provided by the SNPN, and 2) N3IWF IP address(es) in the PLMN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the SNPN can be based on the N3IWF IP address and the DSCP markings on NWu.


To support QoS differentiation in the SNPN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the SNPN as the 5QI provided by the PLMN. It is assumed that UE-requested QoS is used only when the 5QIs used by the PLMN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.

5.30.2.8
Access to stand-alone non-public network services via PLMN

To access SNPN services, a UE that has successfully registered with a PLMN may perform another registration via the PLMN with an SNPN (using the credentials of that SNPN) following the same architectural principles as specified in clause 4.2.8 and the PLMN taking the role of "Untrusted non-3GPP access".

NOTE:
QoS differentiation in the PLMN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the SNPN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by SNPN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.


To support QoS differentiation in the PLMN with network-initiated QoS, the mapping rules between the PLMN and the SNPN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the SNPN and is expected to be provided by the PLMN, and 2) N3IWF IP address(es) in the SNPN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the PLMN can be based on the N3IWF IP address and the DSCP markings on NWu.


To support QoS differentiation in the PLMN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the PLMN as the 5QI provided by the SNPN. It is assumed that UE-requested QoS is used only when the 5QIs used by the SNPN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.

5.30.3
Public network integrated NPN

5.30.3.1
General

Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.

NOTE 1:
Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.

As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control.

A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.

CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).

NOTE 2:
CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection.

The following clauses describes the functionality needed for supporting CAGs.

5.30.3.2
Identifiers

The following is required for identification:

-
A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;

-
A CAG cell broadcasts one or multiple CAG Identifiers per PLMN;

NOTE 1:
It is assumed that an NG-RAN node supports broadcasting a total of twelve CAG Identifiers. Further details are defined in TS 38.331 [28].

-
A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:

NOTE 2:
The human-readable network name per CAG Identifier is only used for presentation to user when user requests a manual CAG selection.

5.30.3.3
UE configuration, subscription aspects and storage

To support CAG, the UE may be pre-configured or  (re)configured with the following CAG information, included in the subscription as part of the Mobility Restrictions:

-
an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and
-
optionally, a CAG-only indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);
The HPLMN may configure or re-configure a UE with the above CAG information using the UE Configuration Update procedure for access and mobility management related parameters described in TS 23.502 [3] in clause 4.2.4.2.,

The above CAG information is provided by the HPLMN on a per PLMN basis. In a PLMN the UE shall only consider the CAG information provided for this PLMN.

The UE shall store the latest available CAG information for every PLMN for which it is provided and keep it stored when the UE is de-registered.

NOTE:
CAG information has no implication on whether and how the UE accesses 5GS over non-3GPP access.

5.30.3.4
Network and cell (re-)selection, and access control

The following is assumed for network and cell selection, and access control:

-
The CAG cell shall broadcast information such that only UEs supporting CAG are accessing the cell (see TS 38.300 [27], TS 38.304 [50]);
NOTE:
The above also implies that cells are either CAG cells or normal PLMN cells
.

-
In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload, existing mechanisms defined for Control Plane load control, congestion and overload control in clause 5.19 can be used, as well as the access control and barring functionality described in clause 5.2.5, or Unified Access Control using the access categories as defined in TS 24.501 [47] can be used.

-
For aspects of automatic and manual network selection in relation to CAG, see TS 23.122 [17];

-
For aspects related to cell (re-)selection, see TS 38.304 [50];

-
The Mobility Restrictions shall be able to restrict the UE's mobility according to the Allowed CAG list (if configured in the subscription) and include an indication whether the UE is only allowed to access CAG cells (if configured in the subscription);
-
During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF:

-
The AMF shall verify whether UE access is allowed by Mobility Restrictions:

-
If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;

-
If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and

-
If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.

-
During connected mode mobility procedures:

-
Based on the Mobility Restrictions received from the AMF:

-
Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;

-
Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;

-
Update of Mobility Restrictions:

-
When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed;

-
The AMF shall update the Mobility Restrictions in the UE and NG-RAN accordingly; and

-
If the UE is currently accessing a CAG cell and the related CAG Identifier has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF shall release the NAS signalling connection for the UE by triggering the AN release procedure.

-
After UCU, the AMF may release the NAS signalling connection by triggering the AN release procedure to allow the UE to reselect a cell based on the updated Allowed CAG list and CAG-only indication, e.g., if the CAG Identifier of current cell is not part of the updated Allowed CAG list.

5.30.3.5
Support of emergency services in CAG cells

Emergency Services are supported in CAG cells, for UEs supporting CAG, whether normally registered or emergency registered as described in clause 5.16.4 and TS 23.502 [3] clause 4.13.4.

A UE supporting CAG may camp on an acceptable CAG cell in limited service state as specified in TS 23.122 [17] and TS 38.304 [50].

NOTE:
Support for Emergency services requires the cell to only be connected to AMFs that supports emergency services.

During handover to a CAG cell, if the UE is not authorized to access the target CAG cell and has emergency services, the target NG-RAN node only accepts the emergency PDU sessions and the target AMF releases the non-emergency PDU connections that were not accepted by the NG-RAN node. Upon completion of handover the UE behave as emergency registered.

<<<<<<<<<<<<<<<<<<<< Next Quote TS 23.501 >>>>>>>>>>>>>>>>>>>>

Annex D (informative):
5GS support for Non-Public Network deployment options

D.1
Introduction

This annex provides guidance on how 5GS features and capabilities can be used to support various Non-Public Network deployment options.

D.2
Support of Non-Public Network as a network slice of a PLMN

The PLMN operator can provide access to an NPN by using network slicing mechanisms. The following are some considerations in such a case:

1.
The UE has subscription and credentials for the PLMN;

2.
The PLMN and NPN service provider have an agreement of where the NPN Network Slice is to be deployed (i.e. in which TAs of the PLMN and optionally including support for roaming PLMNs);

3.
The PLMN subscription includes support for Subscribed S-NSSAI to be used for the NPN (see clause 5.15.3);

4.
The PLMN operator can offer possibilities for the NPN service provider to manage the NPN Network Slice according to TS 28.533 [79].

5.
When the UE registers the first time to the PLMN, the PLMN can configure the UE with URSP including NSSP associating Applications to the NPN S-NSSAI (in case the UE also is able to access other PLMN services);

6.
The PLMN can configure the UE with Configured NSSAI for the Serving PLMN (see clause 5.15.4);

7.
The PLMN and NPN can perform a Network Slice specific authentication and authorization using additional NPN credentials;

8.
The UE follows the logic as defined for Network Slicing, see clause 5.15;

9.
The network selection logic, access control etc are following the principles for PLMN selection; and

10.
The PLMN may indicate to the UE that the NPN S-NSSAI is rejected for the RA when the UE moves out of the coverage of the NPN Network Slice. However, limiting the availability of the NPN S-NSSAI would imply that the NPN is not available outside of the area agreed for the NPN S-NSSAI, e.g. resulting in the NPN PDU Sessions being terminated when the UE moves out of the coverage of the NPN Network Slice. Similarly access to NPN DNNs would not be available via non-NPN cells.

11.
In order to prevent access to NPNs for authorized UE(s) in case of network congestion/overload and if a dedicated S-NSSAI has been allocated for an NPN, the Unified Access Control can be used using the operator-defined access categories with access category criteria type (as defined in TS 24.501 [47]) set to the S-NSSAI used for an NPN.

<<<<<<<<<<<<<<<<<<<< End of Quotes 23.501 >>>>>>>>>>>>>>>>>>>>
Annex C
Quotes from 23.502 
<<<<<<<<<<<<<<<<<<<< First Quotes 23.502 §5.16.4.2 >>>>>>>>>>>>>>>>>>>>


For a UE registered in a PLMN, the AMF may provide a List of equivalent PLMNs which is handled as specified in TS 24.501 [25]. For a UE registered in an SNPN, the AMF shall not provide a list of equivalent PLMNs to the UE.

<<<<<<<<<<<<<<<<<<<< End of Quote2 23.502 §5.16.4.2 >>>>>>>>>>>>>>>>>>>>

�This allows deployment of an NPN with MCC=999 within an operator's network


�at least this requirement contradicts the definition of SNPN as opposed to PNI-NPN


�So this would extend equivalent PLMNs to equivalent (PLMN+NID)s


�i.e. per CID/TAI a set of PLMNs or PLMN IDs and NIDs are broadcast. as stated furthe down it is always a pair of PLMN ID and NID:


�so access rules are defined on a per Tracking Area granularity


�UEs have to be set into SNPN access mode, probably by subscription data or by implementation of NPN feature.


�RAN#84 decided to specify NPN for E-UTRA as well.


�so no ePLMNs for a UE registered in an SNPN. I.e. no mobility between cells for SNPN and "normal PLMN" without registering in normal PLMN or SNPN first. 5.18.3 and 5.18.4 is not applicable for SNPN.


�good to know ;-)


If � the PLMN ID used to identify an SNPN is also a publicly used PLMN ID, then this is already close to an PNI-NPN


�this partly answers the question above. 


�this is the first occurence where even for SNPN a kind of hybrid mode is said to be possible. However, when using shared network methods, such hybrid methods might be realised on a "higher" level.


�impact on NG-C


�support of non-3GPP access


�whereas one may ask whether in case of multiple cell ID broadcast this applies for each cell ID broadcast or for all cell IDs broadcast





