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[bookmark: _Toc14044495]
Table 8.1-1: Class 1 Elementary Procedures
	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Handover Preparation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER PREPARATION FAILURE

	Reset
	RESET REQUEST
	RESET RESPONSE
	

	X2 Setup 
	X2 SETUP REQUEST
	X2 SETUP RESPONSE
	X2 SETUP FAILURE

	eNB Configuration Update
	ENB CONFIGURATION UPDATE
	ENB CONFIGURATION UPDATE ACKNOWLEDGE
	ENB CONFIGURATION UPDATE FAILURE

	Resource Status Reporting Initiation
	RESOURCE STATUS REQUEST
	RESOURCE STATUS RESPONSE
	RESOURCE STATUS FAILURE

	Mobility Settings Change
	MOBILITY CHANGE REQUEST
	MOBILITY CHANGE ACKNOWLEDGE
	MOBILITY CHANGE FAILURE

	Cell Activation
	CELL ACTIVATION REQUEST
	CELL ACTIVATION RESPONSE
	CELL ACTIVATION FAILURE

	SeNB Addition Preparation
	SENB ADDITION REQUEST
	SENB ADDITION REQUEST ACKNOWLEDGE
	SENB ADDITION REQUEST REJECT

	MeNB initiated SeNB Modification Preparation
	SENB MODIFICATION REQUEST
	SENB MODIFICATION REQUEST ACKNOWLEDGE
	SENB MODIFICATION REQUEST REJECT

	SeNB initiated SeNB Modification
	SENB MODIFICATION REQUIRED
	SENB MODIFICATION CONFIRM
	SENB MODIFICATION REFUSE

	SeNB initiated SeNB Release
	SENB RELEASE REQUIRED
	SENB RELEASE CONFIRM
	

	X2 Removal
	X2 REMOVAL REQUEST
	X2 REMOVAL RESPONSE
	X2 REMOVAL FAILURE

	Retrieve UE Context
	RETRIEVE UE CONTEXT REQUEST
	RETRIEVE UE CONTEXT RESPONSE
	RETRIEVE UE CONTEXT FAILURE

	SgNB Addition Preparation
	SGNB ADDITION REQUEST
	SGNB ADDITION REQUEST ACKNOWLEDGE
	SGNB ADDITION REQUEST REJECT

	MeNB initiated SgNB Modification Preparation
	SGNB MODIFICATION REQUEST
	SGNB MODIFICATION REQUEST ACKNOWLEDGE
	SGNB MODIFICATION REQUEST REJECT

	SgNB initiated SgNB Modification
	SGNB MODIFICATION REQUIRED
	SGNB MODIFICATION CONFIRM
	SGNB MODIFICATION REFUSE

	SgNB change 
	SGNB CHANGE REQUIRED
	SGNB CHANGE CONFIRM
	SGNB CHANGE REFUSE

	MeNB initiated SgNB Release
	SGNB RELEASE REQUEST
	SGNB RELEASE REQUEST ACKNOWLEDGE
	SGNB RELEASE REQUEST REJECT

	SgNB initiated SgNB Release
	SGNB RELEASE REQUIRED
	SGNB RELEASE CONFIRM
	

	EN-DC X2 Setup 
	EN-DC X2 SETUP REQUEST
	EN-DC X2 SETUP RESPONSE
	EN-DC X2 SETUP FAILURE

	EN-DC Configuration Update
	EN-DC CONFIGURATION UPDATE
	EN-DC CONFIGURATION UPDATE ACKNOWLEDGE
	EN-DC CONFIGURATION UPDATE FAILURE

	EN-DC Cell Activation
	EN-DC CELL ACTIVATION REQUEST
	EN-DC CELL ACTIVATION RESPONSE
	EN-DC CELL ACTIVATION FAILURE

	E-UTRA - NR Cell Resource Coordination
	E-UTRA - NR CELL RESOURCE COORDINATION REQUEST
	E-UTRA - NR CELL RESOURCE COORDINATION RESPONSE
	

	EN-DC X2 Removal
	EN-DC X2 REMOVAL REQUEST
	EN-DC X2 REMOVAL RESPONSE
	EN-DC X2 REMOVAL FAILURE

	Conditional Handover Modification
	CONDITIONAL HANDOVER MODIFICATION REQUEST
	CONDITIONAL HANDOVER MODIFICATION ACKNOWLEDGE
	CONDITIONAL HANDOVER MODIFICATION FAILURE



	Next Change



[bookmark: _Toc5690802]8.2	Basic mobility procedures
[bookmark: _Toc5690803]8.2.1	Handover Preparation
[bookmark: _Toc5690804]8.2.1.1	General
This procedure is used to establish necessary resources in an eNB for an incoming handover.
Editor’s note: FFS whether we allow to modify the prepared CHO resources and how (re-using the existing HO  Preparation or new procedure?).
Editor’s note: FFS how to handle the source-initiated RRC reconfiguration for an accepted but ongoing CHO.
The procedure uses UE-associated signalling.
[bookmark: _Toc5690805]8.2.1.2	Successful Operation


Figure 8.2.1.2-1: Handover Preparation, successful operation
The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep.
If the Conditional Handover Information IE is contained in the HANDOVER REQUEST message, the target eNB shall consider that the request concerns a conditional handover.
Editor’s note: FFS whether the CHO is indicated by the inter-node RRC signalling to the target eNB.
Editor’s note: FFS whether we allow preparing CHO toward the same target eNB but with different target cells simultaneously.
Note:Mulitple HANDOVER REQEUST may be initiated by the source eNB if more than one candiate target cell needs to be prepared for the conditioanl handover in the same target eNB.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.
If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.
At reception of the HANDOVER REQUEST message the target eNB shall:
-	prepare the configuration of the AS security relation between the UE and the target eNB by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each E-RAB for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL Forwarding IE within the E-RABs To be Setup Item IE of the HANDOVER REQUEST message. For each E-RAB that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP TEID IE in the E-RAB To Be Switched in Downlink List IE of the PATH SWITCH REQUEST message (see TS 36.413 [4]) depending on implementation choice.
For each bearer in the E-RABs Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep and terminate the Handover Preparation procedure. If the procedure was initiated for an immediate handover, the source eNB shall start the timer TX2RELOCoverall. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.
Editor’s note: the wording “immediate handover” for legacy HO (i.e. non-CHO) is FFS.
If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [6]. In particular, the target eNB shall, if supported:
-	if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];
-	if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT and Trace" initiate the requested trace session and MDT session as described in TS 32.422 [6];
-	if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT Only" initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;
-	if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;
-	if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31];
-	if the Trace Activation IE includes the UE Application layer measurement configuration IE, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [15].
-	if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-	if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [6].
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
The source eNB shall, if supported and available in the UE context, include the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB which is not included in the Management Based MDT PLMN List. If the Management Based MDT PLMN List IE is not present, the source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.
If the Handover Restriction List IE is
-	contained in the HANDOVER REQUEST message, the target eNB shall
-	store the information received in the Handover Restriction List IE in the UE context;
-	use this information to determine a target for the UE during subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except when one of the E-RABs has a particular ARP value (TS 23.401 [12]) in which case the information shall not apply;
-	use this information to select a proper SCG during dual connectivity operation.
-	not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.
If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested location reporting functionality as defined in TS 36.413 [4].
If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of such IE in the UE context and use it as defined in TS 23.216 [20].
If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.
The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in TS 36.300 [15].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
Upon reception of the UE History Information from the UE IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information to be used for future handover preparations.
If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [15]. The target eNB shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.
If the Expected UE Behaviour IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and may use it to determine the RRC connection time.
If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).
If the V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).
If the UE Context Reference at the SeNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 36.300 [15]. If the UE Context Reference at the WT IE is contained in the HANDOVER REQUEST message, the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the WT UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message; the source eNB shall use this information as specified in TS 36.300 [15].
If the UE Context Reference at the SgNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 37.340 [32]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [32].
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to "non IP", then the target eNB shall not perform header compression for the concerned E-RAB.If the UE Sidelink Aggregate Maximum Bit Rate IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, use it for the concerned UE's sidelink communication in network scheduled mode for V2X services.
If the NR UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and send it to the respective peer node during subsequent handover preparations and/or EN-DC operations for the UE as defined in TS 33.401 [15].
If the Aerial UE subscription information IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [15].
If the Subscription Based UE Differentiation Information IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [12].
//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
[bookmark: _Toc5690817]8.2.4	Handover Cancel
[bookmark: _Toc5690818]8.2.4.1	General
The Handover Cancel procedure is used to enable a source eNB to cancel an ongoing handover preparation or an already prepared handover.
In Conditional Handover, the Handover Cancel procedure is used to enable a target eNB to cancel an ongoing conditional handover.
Editor’s note: FFS whether the cancellation of on-going CHO from the target eNB re-uses the existing Handover Cancel procedure or new procedure.
The procedure uses UE-associated signalling.
[bookmark: _Toc5690819]8.2.4.2	Successful Operation


Figure 8.2.4.2-1: Handover Cancel, successful operation


Figure 8.2.4.2-2: Handover Cancel, successful operation

The source eNB initiates the procedure by sending the HANDOVER CANCEL message to the target eNB. The source eNB shall indicate the reason for cancelling the handover by means of an appropriate cause value.
At the reception of the HANDOVER CANCEL message, the target eNB shall remove any reference to, and release any resources previously reserved to the concerned UE context.
The New eNB UE X2AP ID IE and, if available, the New eNB UE X2AP ID Extension IE shall be included if it has been obtained from the target eNB.
The target eNB initiates the procedure by sending the HANDOVER CANCEL message to the source eNB. The target eNB shall indicate the reason for cancelling the handover by means of an appropriate cause value.
[bookmark: _GoBack]At the reception of the HANDOVER CANCEL message, the source eNB shall update the candidate target cells of the UE as spcecifed in TS 36.300.
//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////

[bookmark: _Toc5691800]8.2.X	Handover Success
[bookmark: _Toc5691801]8.2.X.1	General
The Handover Success procedure is used during a conditional handover to enable a target eNB to inform the source eNB that the UE has successfully accessed the target eNB.
Editor’s note: FFS whether this procedure can be used for other HO scenarios.
The procedure uses UE-associated signalling.
[bookmark: _Toc5691802]8.2.X.2	Successful Operation


Figure 8.2.X.2-1: Handover Success, successful operation
The target eNB initiates the procedure by sending the HANDOVER SUCCESS message to the source eNB.
Editor’s note: FFS whether the target eNB can indicate the cell ID that the UE has successfully attached to. 
[bookmark: _Toc5691803]8.2.X.3	Unsuccessful Operation
Not applicable.
[bookmark: _Toc5691804]8.2.X.4	Abnormal Conditions
If the HANDOVER SUCCESS message refers to a context that does not exist, the source eNB shall ignore the message.

//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////

	Next Change



8.2.Y	Conditional Handover Modification
8.2.Y.1	General
The Conditional Handover Modification procedure is used to inform the peer eNB to modify the prepared CHO configurations.
The procedure uses UE-associated signalling.
8.2.Y.2	Successful Operation


Figure 8.2.Y.2-1: Conditional Handover Modification, successful operation


Figure 8.2.Y.2-2: Conditional Handover Modification, successful operation
The source eNB initiates the procedure by sending the CONDITIONAL HANDOVER MODIFICATION  REQUEST message to the candidate target eNB to inform to modify the prepared CHO configurations.
When the prepared CHO configurations are modified successfully, the candidate target eNB would send the CONDITIONAL HANDOVER MODIFICATION ACKNOWLEDGE message to the source eNB.
The target eNB initiates the procedure by sending the CONDITIONAL HANDOVER MODIFICATION REQUEST message to the source eNB to inform to modify the prepared CHO configurations.
When the prepared CHO configurations are modified successfully, the source eNB would send the Conditional HANDOVER MODIFICATION ACKNOWLEDGE message to the target eNB.

8.2.Y.3	Unsuccessful Operation


Figure 8.2.Y.3-1: Conditional Handover Modification, unsuccessful operation


Figure 8.2.Y.3-2: Conditional Handover Modification, unsuccessful operation
If the candidate target eNB does not admit the request for CHO configurations modification, or a failure occurs during the CHO configurations modification, the candidate target eNB shall send the CONDITIIONAL HANDOVER MODIFICATION FAILURE message to the source eNB. 
If the source eNB does not admit the request for CHO configurations modification, or a failure occurs during the CHO configurations modification, the source eNB shall send the CONDITIONAL HANDOVER MODIFICATION FAILURE message to the target eNB. 

8.2.Y.4	Abnormal Conditions

	Next Change




[bookmark: _Toc5691037]9.1	Message Functional Definition and Content
[bookmark: _Toc5691038]9.1.1	Messages for Basic Mobility Procedures
[bookmark: _Toc5691039]9.1.1.1	HANDOVER REQUEST
This message is sent by the source eNB to the target eNB to request the preparation of resources for a handover.
Direction: source eNB  target eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the source eNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Target Cell ID
	M
	
	ECGI
9.2.14
	
	YES
	reject

	GUMMEI
	M
	
	9.2.16
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME
	–
	–

	>UE Security Capabilities
	M
	
	9.2.29
	
	–
	–

	>AS Security Information
	M
	
	9.2.30
	
	–
	–

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.12
	
	–
	–

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	–
	–

	>E-RABs To Be Setup List
	
	1
	
	
	–
	–

	>>E-RABs To Be Setup Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>Bearer Type
	O
	
	9.2.92
	
	YES
	reject

	>RRC Context
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in subclause 10.2.2 of TS 36.331 [9], or the RRC HandoverPreparationInformation-NB message as defined in 10.6.2 of TS 36.331 [9].
	–
	–

	>Handover Restriction List
	O
	
	9.2.3
	
	–
	–

	>Location Reporting Information
	O
	
	9.2.21
	Includes the necessary parameters for location reporting
	–
	–

	>Management Based MDT Allowed
	O
	
	9.2.59
	
	YES
	ignore

	>Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.64
	
	YES
	ignore

	>UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.97
	This IE applies only if the UE is authorized for V2X services.
	YES
	Ignore

	UE History Information
	M
	
	9.2.38
	Same definition as in TS 36.413 [4]
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.33
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the source eNB provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [9])
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.78
	
	YES
	ignore

	UE Context Reference at the SeNB
	O
	
	
	
	YES
	ignore

	>Global SeNB ID
	M
	
	Global eNB ID
9.2.22
	
	
	

	>SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the SeNB
	
	

	>SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the SeNB
	
	

	Old eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the source eNB
	YES
	reject

	V2X Services Authorized
	O
	
	9.2.93
	
	YES
	ignore

	UE Context Reference at the WT
	O
	
	
	
	YES
	ignore

	>WT ID
	M
	
	9.2.95
	
	
	

	>WT UE XwAP ID
	M
	
	9.2.96
	
	
	

	UE Context Reference at the SgNB
	O
	
	
	
	YES
	ignore

	>Global en-gNB ID
	M
	
	9.2.112
	
	
	

	>SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the SgNB.
	–
	–

	NR UE Security Capabilities
	O
	
	9.2.107
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.129
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.136
	
	YES
	ignore

	Conditional Handover Information
	O
	
	ENUMERATED (CHO-initiation, …)
	
	YES
	reject



Editor’s note: FFS whether the CHO is indicated by the inter-node RRC signalling to the target eNB. 


	End of Change
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