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//Start of changes
9.2.5.1
INITIAL UE MESSAGE

This message is sent by the NG-RAN node to transfer the initial layer 3 message to the AMF over the NG interface.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	reject

	RRC Establishment Cause
	M
	
	9.3.1.111
	
	YES
	ignore

	5G-S-TMSI
	O
	
	9.3.3.20
	
	YES
	reject

	AMF Set ID
	O
	
	9.3.3.12
	
	YES
	ignore

	UE Context Request
	O
	
	ENUMERATED (requested, ...)
	Indicates that a UE context including security information needs to be setup at the NG-RAN.
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	
	YES
	reject

	SNPN Information
	O
	
	9.3.1.x
	
	YES
	ignore

	CAG Information
	O
	
	9.3.1.y
	
	YES
	ignore


//unchanged part omit
9.3.1.85
Mobility Restriction List
This IE defines roaming or access restrictions for subsequent mobility action for which the NR-RAN provides information about the target of the mobility action towards the UE, e.g., handover, or for SCG selection during dual connectivity operation or for assigning proper RNAs. If the NG-RAN receives the Mobility Restriction List IE, it shall overwrite previously received mobility restriction information. NG-RAN behaviour upon receiving this IE is specified in TS 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Serving PLMN
	M
	
	PLMN Identity

9.3.3.5
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of "equivalent PLMNs" as defined in TS 24.501 [26].

This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.

	>PLMN Identity
	M
	
	9.3.3.5
	

	RAT Restrictions
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains RAT restriction related information as specified in TS 23.501 [9].

	>PLMN Identity
	M
	
	9.3.3.5
	

	>RAT Restriction Information
	M
	
	BIT STRING {

e-UTRA (0),

nR (1) }

(SIZE(8, …))
	Each position in the bitmap represents a RAT.

If a bit is set to "1", the respective RAT is restricted for the UE.

If a bit is set to "0", the respective RAT is not restricted for the UE.

This version of the specification does not use bits 2-7, the sending node shall set bits 2-7 to "0", the receiving node shall ignore bits 2-7. 

	Forbidden Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Forbidden Area information as specified in TS 23.501 [9].

	>PLMN Identity
	M
	
	9.3.3.5
	

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the forbidden TAI.

	Service Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Service Area Restriction information as specified in TS 23.501 [9].

	>PLMN Identity
	M
	
	9.3.3.5
	

	>Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the allowed TAI.

	>Not Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the not-allowed TAI.

	Last E-UTRAN PLMN Identity
	O
	
	PLMN Identity

9.3.3.5
	Indicates the E-UTRAN PLMN ID from where the UE formerly handed over to 5GS and which is preferred in case of subsequent mobility to EPS.

	UE Allowed CAG List
	O
	
	CAG Information
9.3.1.y
	

	CAG Only Indicator
	O
	
	ENUMERATED (true,  ...)
	


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMNs. Value is 15.

	maxnoofEPLMNsPlusOne
	Maximum no. of allowed PLMNs. Value is 16.

	maxnoofForbTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 4096.

	maxnoofAllowedAreas
	Maximum no. of allowed or not allowed Tracking Areas. Value is 16.


//unchanged part omit
9.3.1.x
SNPN Information
This information element contains information realted to standalone non-public network.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Broadcast PLMNs List
	
	0,1
	
	

	>Broadcast PLMNs Item
	
	1..<maxnoofBPLMNs>
	
	Broadcast PLMNs

	>>PLMN Identity
	M
	
	9.2.2.4
	

	>>Network Identity List
	
	1
	
	

	>>>Network Identity Item
	
	1..<maxnoofNIDs>
	
	

	>>>>Network ID
	M
	
	FFS
	


	Range bound
	Explanation

	maxnoofBPLMNs
	Maximum no. of broadcasting PLMNs. Value is 12.

	maxnoofNIDs
	Maximum no. of network ID is 12.


9.3.1.y
CAG Information
This information element contains information realted to public network integrated non-public network.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Broadcast PLMNs List
	
	0,1
	
	Broadcast PLMNs

	>Broadcast PLMNs Item
	
	1..<maxnoofBPLMNs>
	
	

	>>PLMN Identity
	M
	
	9.2.2.4
	

	>>CAG Identity List
	
	1
	
	

	>>>CAG Identity Item
	
	1..<maxnoofCAGs>
	
	

	>>>>CAG ID
	M
	
	FFS
	


	Range bound
	Explanation

	maxnoofBPLMNs
	Maximum no. of broadcasting PLMNs. Value is 12.

	maxnoofCAGs
	Maximum no. of CAG ID is 12.


//End of changes
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