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1 Introduction
In last RAN3 meeting (RAN3#104), the following agreements were achieved for intra-donor transport protocol stack:
	Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded


Moreover, the following working assumptions were achieved
	WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL

WA: They may coexist in the same network


However, how to configure the bearer mapping based on flow label/DSCP (i.e., how can donor DU know the received IP packets are mapped to which BH RLC CH) is still an open issue. In this contribution, we will address this issue. 
2 Discussions
2.1 Traffic types via Donor DU
In IAB network, all IP packets destining to each IAB node underneath the same IAB donor DU are first arriving at such IAB donor DU. Those IP packets may belong to:
· F1-C traffic: F1AP messages from IAB donor CU to different IAB nodes, as shown in Fig. 1
· Content of traffic: This traffic is used for control signaling between the IAB donor CU and DU part of each IAB node underneath the same IAB donor DU. It includes non-UE associated F1-C signaling and UE-associated F1-C signaling.  

· Source of F1-C traffic: IAB donor CU
· Destination of F1-C traffic: DU part of different IAB nodes underneath such IAB donor DU
· Traffic type: in last RAN3 meeting, one agreement is “Different BH RLC channels may be used for the different SCTP streams on which F1AP is transported”, which means that F1-C traffic may be divided into different types so that different F1AP messages are transmitted via different BH RLC CHs. However, the categorization method of F1-C traffic is not decided yet. One categorization dimension is the F1AP message type, e.g., non-UE associated F1AP, UE associated F1AP, UE associated F1AP with SRB0/1/2 RRC, UE associated F1AP without RRC, etc [1]. Another dimension is the destination of F1-C traffic. 

[image: image1.emf]IAB Donor CU

IAB 

Donor DU

IAB 

node 1

IP packets conveying 

different F1AP 

message types

BH RLC 

CH 2

BH 

RLC 

CH 1

IP to BH RLC CH 

mapping

BH RLC 

CH 1

IAB 

node 2


Fig.1 F1-C traffic mapping at IAB donor DU
Observation 1: the F1-C traffic can be categorized based on 1) destination address of F1-C traffic and 2) the F1AP message type. However, the details of F1AP message type are FFS. 
· F1-U traffic: traffic belonging to different UE DRBs, which can be from IAB donor CU or MeNB, as shown in Fig. 2
· Content of traffic: This traffic contains packets belonging to different UE DRBs served by different IAB nodes underneath the IAB donor DU. Moreover, if the OAM configuration for each IAB node is transmitted via PDU session (SA case) /PDN connection (NSA case), this traffic also include packets from OAM server towards DU part of each IAB node. 
· Source of F1-U traffic: for SA case, the traffic is from IAB donor CU only, as shown in Fig. 2 (a); if there is CP-UP separation, the traffic may be from different IAB donor CU-UPs; for NSA case, except the packets from IAB donor CU, some packets may be from the MeNB in case that some UEs are configured with MN-terminated SCG/split bearers, as shown in Fig. 2 (b). 
· Destination of F1-U traffic: DU part of different IAB nodes underneath such IAB donor DU
· Traffic type: the F1-U traffic is differentiated via different UE DRBs, even for OAM traffic via PDU session/PDN connection. Thus, one dimension of categorizing F1-U traffic is UE DRB information. On the other hand, the F1-U traffic may from different source nodes (e.g., NSA case in Fig.2 (b)) and destine different IAB nodes. So, another dimension of categorizing F1-U traffic is addresses of the source and destination nodes.       
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Fig. 2 F1-U traffic mapping at IAB donor DU
Observation 2: the F1-U traffic can be categorized based on 1) source and destination addresses of F1-U traffic and 2) UE DRB information.
OAM traffic if it is via BH IP layer. As agreed in last meeting, this case will not result in the specification impact. So, we can ignore it. Proposal 1: the traffic via IAB donor DU can be categorized based on the following information: 1) F1-C traffic type, 2) UE DRB information, 3) Source address, and 4) Destination address. 

2.2 Traffic differentiation methods
According to the agreed intra-donor protocol stacks, as shown in Fig. 3, the traffic differentiation at the IAB donor DU relies on the information provided in the IP header since IAB donor DU can process IP header only.
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Fig. 3 Intra-donor protocol stack for different traffics 
Apparently, source and destination IP addresses in IP header are valid information for traffic differentiation. In addition, as agreed in RAN3#104, flow label/DSCP can be used to further differentiate traffic. Thus, the flow label/DSCP can be set by considering 1) F1-C traffic type and 2) UE DRB information. Specifically, one possible method to differentiate traffic is:

· Alt 1: Utilize source IP address + destination IP address + flow label/DSCP to differentiate traffic over IAB donor DU 
To implement such method, the IAB donor CU should configure the mapping relationship between “BH RLC CH” and “source IP address + destination IP address + flow label/DSCP”, as shown in the following mapping table:

	Source IP address 
	Destination IP address
	Flow label/DSCP
	Mapped BH RLC CH

	IP1
	IP2
	1
	BH RLC CH1

	IP 1
	IP2
	2
	BH RLC CH2

	IP3
	IP2
	1
	BH RLC CH3

	…
	…
	…
	…


If all traffic is from the IAB donor CU, such mapping relationship configuration can be completely carried out via IAB donor CU since IAB donor CU knows well about the source/destination IP address, and the traffic type. Moreover, IAB donor CU can determine the setting of flow label/DSCP. However, in practice, some traffic is not from IAB donor CU. For example, in NSA case, the traffic belonging to MN-terminated SCG/split bearers is from the MeNB. Therefore, to configure the mapping relationship to IAB donor DU, the IAB donor CU should know the source IP address, destination IP address and the flow label/DSCP for the traffic from other nodes:
· For MN-terminated SCG/split bearer, MeNB should indicate the source IP address and the configured flow label/DSCP to IAB donor CU (note that IAB donor CU knows the destination IP address of MN-terminated SCG/split bearer); 

Proposal 2: to utilize source IP address + destination IP address + flow label/DSCP to differentiate traffic over IAB donor DU, the following configuration should be performed:
· For MN-terminated SCG/split bearer, MeNB should indicate the source IP address and the configured flow label/DSCP to IAB donor CU

· IAB donor CU should configure the source IP address, destination IP address and flow label/DSCP for different traffic to IAB donor DU

In this method, the flow label/DSCP can be set independently by different source nodes.
In legacy NSA case, the IAB donor CU cannot know the source IP address of MN-terminated SCG/split bearer. To follow the same principle, another method is to set flow label/DSCP by considering 1) F1-C traffic type, 2) UE DRB information, and 3) destination address, i.e., 

· Alt. 2: Utilize destination IP address + flow label/DSCP to differentiate traffic over IAB donor DU

To implement such method, the IAB donor CU should configure the mapping relationship between BH RLC CH and “destination IP address + flow label/DSCP”, as shown in the following mapping table

	Destination IP address
	Flow label/DSCP
	Mapped BH RLC CH

	IP2
	1
	BH RLC CH1

	IP2
	2
	BH RLC CH2

	IP2
	3
	BH RLC CH3

	…
	…
	…


Such table indicates that for the same destination IP address, different traffic should be assigned different Flow label/DSCP value. This is different from the Alt. 1, where for different traffic with the same destination IP address, the same flow label/DSCP may be assigned since the source IP address is different. 
In this method, the IAB donor CU should assign flow label/DSCP for different traffic. For traffic belonging to MN-terminated SCG/split bearer, the IAB donor CU can be aware that the traffic is from MeNB and the corresponding destination IP address. Moreover, the IAB donor CU can be aware the belonged UE DRB of the traffic from MeNB. Thus, IAB donor CU can assign different flow label/DSCP for the traffic destining same IAB node while from different source nodes.  As a result, the IAB donor CU should inform MeNB the assigned flow label/DSCP so that MeNB can set it accordingly. 
Proposal 3: to utilize destination IP address + flow label/DSCP to differentiate traffic over IAB donor DU, the following configuration should be performed:

· For MN-terminated SCG/split bearer, IAB donor CU should indicate the assigned flow label/DSCP to MeNB
· IAB donor CU should configure the destination IP address and flow label/DSCP for different traffic to IAB donor DU
Both Alt. 1 and Alt. 2 are workable. Compared to Alt. 2, Alt. 1 needs configure relatively more information, e.g., MeNB indicate source IP address to IAB donor CU, IAB donor CU configures source IP address to IAB donor DU. Thus, we slightly prefer to Alt. 2.

2.3 Specification impact of Alt. 2 (destination IP address + flow label/DSCP)

1. Configuration between IAB donor CU and IAB donor DU
For each BH RLC CH, the IAB donor CU should configure the aggregated traffic information, which at least includes the destination IP address and setting of flow label/DSCP. Such information can help the IAB donor DU to determine the mapped BH RLC CH when receiving an IP packet. 

In addition, the following information can be considered to be included:
· Traffic type information: For F1-C traffic, the intention of including such information is to assign different priority for the transmission of different F1-C traffic type. Since the priority of BH RLC CH is configured by IAB donor DU, it is beneficial to inform IAB donor DU the F1-C traffic type when configuring the corresponding BH RLC CH. 
· UE DRB information: for F1-U traffic, UE ID + DRB ID information can help the IAB donor DU generate the BAP header.  

Proposal 4: for each BH RLC CH, IAB donor CU can configure IAB donor DU with the aggregated traffic information including:

· Destination IP address

· Setting of flow label/DSCP

· Traffic type information
· UE DRB information

2. Configuration between MeNB and IAB donor CU

For MN-terminated SCG/split bearer, the flow label/DSCP setting is decided by IAB donor CU. Thus, the IAB donor CU should inform the assigned flow label/DSCP value to MeNB. 

Proposal 5: for each MN-terminated SCG/split bearer, the IAB donor CU should provide the assigned flow label/DSCP value to MeNB.

3. Configuration between IAB donor CU-CP and IAB donor CU-UP

For each DRB, the IP packets are generated by the corresponding IAB donor CU-UP. However, the flow label/DSCP value is assigned by IAB donor CP. Thus, it is beneficial to inform the assigned flow label/DSCP to IAB donor CU-UP by IAB donor CU-CP. 
Proposal 6: for each DRB, the IAB donor CU-CP should inform the assigned flow label/DSCP value to the corresponding IAB donor CU-UP. 

3 Conclusions
In this contribution, we discuss IP traffic mapping based on flow label&DSCP, and propose:
Proposal 1: the traffic via IAB donor DU can be categorized based on the following information: 1) F1-C traffic type, 2) UE DRB information, 3) Source address, and 4) Destination address. 

Proposal 2: to utilize source IP address + destination IP address + flow label/DSCP to differentiate traffic over IAB donor DU, the following configuration should be performed:

· For MN-terminated SCG/split bearer, MeNB should indicate the source IP address and the configured flow label/DSCP to IAB donor CU

· IAB donor CU should configure the source IP address, destination IP address and flow label/DSCP for different traffic to IAB donor DU
Proposal 3: to utilize destination IP address + flow label/DSCP to differentiate traffic over IAB donor DU, the following configuration should be performed:

· For MN-terminated SCG/split bearer, IAB donor CU should indicate the assigned flow label/DSCP to MeNB
· IAB donor CU should configure the destination IP address and flow label/DSCP for different traffic to IAB donor DU
Proposal 4: for each BH RLC CH, IAB donor CU can configure IAB donor DU with the aggregated traffic information including:

· Destination IP address

· Setting of flow label/DSCP

· Traffic type information
· UE DRB information

Proposal 5: for each MN-terminated SCG/split bearer, the IAB donor CU should provide the assigned flow label/DSCP value to MeNB.

Proposal 6: for each DRB, the IAB donor CU-CP should inform the assigned flow label/DSCP value to the corresponding IAB donor CU-UP. 
The corresponding TP for F1/X2/E1 are given in [2][3][4], respectively.  
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