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1. Introduction
The WID on NG interface usage for WWC (Wireless Wireline Convergence) was approved at RAN#83 meeting, and further updated at RAN#84 meeting in [1]. The objectives of this WID are copied as follows. 

· The description and enhancement of NG protocols to support the interface between the Trusted Non-3GPP Access Network and the 5GC;

· The description and enhancement of NG protocols to support the interface between the Wireline 5G Access Network and the 5GC.
In this contribution we introduce the 5G capable UE for Wireline access network and potential impact on RAN.
2. Discussion

In the wireline access networks, as specified in [2], an RG connecting via W-5GAN or NG-RAN access towards 5GC can provide connectivity for a UE behind the RG to access an N3IWF or TNGF. 
The UE is 5G capable, i.e. supports untrusted non-3GPP access and/or trusted non-3GPP access. This allows the RG, W-5GAN and the RG's connectivity via 5GC to together act as untrusted/trusted N3GPP access to support  UEs behind the RG [3].
The following figure 1 and figure 2 give the architecture for how 5G-RG and W-5GAN acts a trusted Non-3GPP access and untrusted non-3GPP access. It can be observed that the 5G-RG can be connected to 5GC via W-5GAN, NG RAN or via both accesses. The UE can be connected to 5GC via 5G-RG, NG RAN or via both accesses. 
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Figure 1: Non-roaming architecture for  UE behind 5G-RG using trusted N3GPP access
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Figure 2: UE behind 5G-RG using untrusted N3GPP access
Figure 3 shows the UE can be connected to 5GC via untrusted non-3GPP access (via 5G-RG), NG RAN or via both accesses. 
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Figure 3: UE behind FN-RG using untrusted N3GPP access
Generally, when FN-RG/5G-RG is serving the UE, the control and user plane packets of the UE is transported using a FN-RG/5G-RG IP PDU session. From the UE’s AMF perspective, the UE is connected with N3IWF or TNGF. 
When the UE is using the trusted non-3GPP access, the N2 interface between the N3IWF and the UE’s AMF specified in TS 38.413 and TS 29.413 can be reused. While when the UE is using trusted non-3GPP access, the N2 interface between the TNGF and the UE’s AMF can be used, which is discussed in our companion paper [3]. 

3. Conclusion
This contribution shows RAN impact to support the UE behind the 5G-RG or FN-RG connecting to 5GCas proposed by SA2. 
4. Reference

[1] RP-190999 Revised WID on NG interface usage for WWC (Wireless Wireline Convergence), Huawei, HiSilicon 
[2] TS 23.316 Wireless and wireline convergence access support for the 5G System (5GS)

[3] R3-5G2486 Support of trusted non-3GPP access, Huawei
[4] TS 23.501 System Architecture for the 5G System
[5] TS 38.413 NG Application Protocol (NGAP)
[6] TS 29.413 Application of the NG Application Protocol (NGAP) to non-3GPP access
3GPP


N1
UPF
N3
5G-RG
N3
AMF
UPF
SMF
N2
AMF
SMF
N2
W-5GAN
UE
N3IWF
N6
DNN for UE
N6
NWu
N11
N4
N11
N4
3GPP Access
N2
N1
N1



N1
UPF
N3
FN-RG
N3
AMF
UPF
SMF
N2
AMF
SMF
N2
W-5GAN
UE
N3IWF
N6
DNN for UE
N6
NWu
N11
N4
N11
N4
N1



N1
UPF
N3
5G-RG
N3
AMF
UPF
SMF
N2
AMF
SMF
N2
W-5GAN
UE
TNGF
N6
DNN for  UE
N6
NWt
N11
N4
N11
N4
3GPP Access
N2
N1
N1
Ta



