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1. Introduction
The WID on NG interface usage for WWC (Wireless Wireline Convergence) was approved at RAN#83 meeting, and further updated at RAN#84 meeting in [1]. The objectives of this WID are copied as follows. 

· The description and enhancement of NG protocols to support the interface between the Trusted Non-3GPP Access Network and the 5GC;

· The description and enhancement of NG protocols to support the interface between the Wireline 5G Access Network and the 5GC.
In this document, we will discuss the enhancement of the NG protocols to support the FN-RG connected to the 5GC. 
2. Discussion

The wireline 5G Access Network shall be connected to the 5G Core Network via a Wireline Access Gateway Function (W-AGF). As Figure 1 shows, the W-AGF interfaces the 5G Core Network CP and UP functions via N2 and N3 interfaces, respectively. 

It can be observed that for the scenario of FN-RG, which is not 5G capable, connected via W-5GAN to 5GC, the W-AGF provides the N1 interface to AMF on behalf of the FN-RG. 
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Figure 1: W-AGF interfaces the 5G Core Network
 The objective of this WID is to enhance the NG interface protocols specified in TS 29.413 [1], to fulfil the Wireline Access connectivity with the 5GC. Given the fact that only the Non-3GPP InterWorking Function (N3IWF) is specified, there is need to update the TS 29.413 to specify the NGAP used between W-AGF and the AMF.    

Proposal 1: To update the TS 29.413 with the addition of W-AGF function to support FN-RG. 

However, we detect also the following impact to TS 38.413, which cannot be avoided as far as we understand.  

· User location information
During the FN-RG registration via Wireline Access Network (W-5GAN), the W-AGF shall forward the registration request received from the UE to the selected AMF within an N2 initial UE message. The message shall include the user location information, where to be used by the AMF to enforce the service area restrictions. If the FN-RG is a FN-BRG, Line ID and corresponding operator identifier are used to describe the user location. If the FN-RG is a FN-CRG, HFC node ID and corresponding operator identifier are used to describe the user location.
Proposal 2: For FN-BRG, Line ID and corresponding operator identifier shall be used to describe the user location. 

Proposal 3: For FN-CRG, HFC node ID and corresponding operator identifier shall be used to describe the user location.
· QoS parameters

As specified in TS 23.316:  [2], since W-5GAN does not provide dynamic resource reservation, the GBR QoS flows cannot be catered for independently of non-GBR flows. In such case, the aggregate bitrate needs to reflect both GBR and non-GBR flows instead. These reflect the characteristics of the wireline access provided for the FN-RG. Therefore, each PDU session is associated with the Session Total Maximum Bit Rate (Session-TMBR), which is to be used to limit the aggregate bit rate that can be expected to be provided across all GBR and Non-GBR QoS Flows.
Proposal 4: Session-TMBR shall be used to limit the aggregate bit rate that can be expected to be provided across all GBR and Non-GBR QoS Flows for a specific PDU session.
In addition, the QoS parameters in the wireline access network is different from the 5G QoS parameters. In order to support the mapping between 5G QoS parameters and wireline access specific parameters by the W-AGF, the AMF may provide the RG Level Wireline Access Characteristics (RG-LWAC) to the W-AGF at the time of the RG registration. 
Proposal 5: RG-LWAC should be provided by the AMF to the W-AGF at the time of the FN-RG registration.
· Authentication 

As specified in [S2-1907861], the Authentication of FN-RG may be done by the W-AGF, as defined by BBF and Cablelabs. The W-AGF provides an indication on N2 that the FN-RG has been authenticated. Hence the Authentication information should be carried in the Initial UE Message. 
Proposal 6: Authentication indication of the FN-RG should be carried in initial UE message.
The CRs for TS 29.413 and TS 38.413 can be found in [7], [8].

3. Conclusion
Based on the discussion in this paper, we propose:
Proposal 7: The application of the NGAP to non-3GPP access shall support the connection of the FN-RG to the 5GC.
Proposal 8: For FN-BRG, Line ID and corresponding operator identifier shall be used to describe the user location.
Proposal 9: For FN-CRG, HFC node ID and corresponding operator identifier shall be used to describe the user location.
Proposal 10: Session-TMBR is used to limit the aggregate bit rate that can be expected to be provided across all GBR and Non-GBR QoS Flows for a specific PDU session.
Proposal 11: RG-LWAC should be provided by the AMF to the W-AGF at the time of the FN-RG registration.
 

Proposal 12: Authentication indication of the FN-RG should be carried in initial UE message.
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