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1. Introduction
The WID on NG interface usage for WWC (Wireless Wireline Convergence) was approved at RAN#83 meeting, and further updated at RAN#84 meeting in [1]. The objectives of this WID are copied as followed. 

· The description and enhancement of NG protocols to support the interface between the Trusted Non-3GPP Access Network and the 5GC;

· The description and enhancement of NG protocols to support the interface between the Wireline 5G Access Network and the 5GC.
This contribution will introduce the architecture of trusted non-3GPP access network and discuss the potential impact on TS 38.413 and TS 29.413.
2. Discussion

2.1 The architecture of trusted non-3GPP access network

The 5G Core Network supports both untrusted non-3GPP access networks and trusted non-3GPP access networks (TNANs). As the following figure shows, the trusted non-3GPP access network shall be connected to the 5G Core Network via a Trusted Non-3GPP Gateway Function (TNGF). The TNGF interface with the 5G Core Network CP and UP functions via the N2 and N3 interfaces, respectively.
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Figure 1: Non-roaming architecture for 5G Core Network with trusted non-3GPP access
2.2 Support Non-5G-Capable over WLAN UEs
A trusted WLAN access network is a particular type of a Trusted Non-3GPP Access Network (TNAN) that supports a WLAN access technology, e.g. IEEE 802.11. The devices that do not support 5GC NAS signalling over WLAN access are referred to as "Non-5G-Capable over WLAN" UEs, or N5CW UEs for short. A N5CW UE is not capable to operate as a 5G UE that supports 5GC NAS signalling over a WLAN access network, however, it may be capable to operate as a 5G UE over NG-RAN.

To support 5GC access from N5CW UEs, a trusted WLAN access network must support the special functionality specified below (e.g. it must support a TWIF function). The TWIF provides interworking functionality that enables N5CW UEs to access 5GC, such as terminates the N1, N2 and N3 interfaces, and implements the NAS protocol stack and exchanges NAS messages with the AMF on behalf of the UE.
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Figure 2: Non-roaming and LBO Roaming Architecture for supporting 5GC access from N5CW UEs
2.3 The potential impact on TS 29.413

Currently TS 29.413 [2] only specifies the N3IWF for untrusted non-3GPP access. Hence there are some changes needed in the specification to support the TNGF and TWIF for trusted non-3GPP access. 
· General descriptions update
For example, in section 4.1, the original description “TS 23.501 [3] specifies the NGAP used between the Non-3GPP InterWorking Function (N3IWF) and the AMF.” should be changed to “TS 23.501 [3] specifies the NGAP used between the Non-3GPP access network and the AMF.”

· The update of the Global RAN Node ID IE and The User Location Information IE

For the TNGF, the Global RAN Node ID IE in the applicable NGAP messages can include Global TNGF ID to support trusted non-3GPP access. 

Similarly, the User Location Information in the applicable NGAP messages may the TNAP ID, the IP address and port number. 
For the TWIF, the Global RAN Node ID IE in the applicable NGAP messages can include Global TWIF ID to support the "Non-5G-Capable over WLAN" UEs.

Proposal 1: To update the TS 29.413 with the addition of TNGF and TWIF function. 
2.4 The potential impact on TS 38.413

As trusted non-3GPP access network is supported by the 5G Core Network as another type of non-3GPP access network, below gives the potential impacts. 
· Global RAN Node ID

This IE is used to identify a NG-RAN node [3]. It is reasonable to add a TNGF-associated ID and a TWIF-associated ID similar to N3IWF in the IE Global RAN Node ID during NG interface setup and configuration update procedure as highlighted as follows.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NG-RAN node
	M
	
	
	

	>gNB
	
	
	
	

	>>Global gNB ID
	M
	
	9.3.1.6
	

	>ng-eNB
	
	
	
	

	>>Global ng-eNB ID
	M
	
	9.3.1.8
	

	>N3IWF
	
	
	
	

	>>Global N3IWF ID
	M
	
	9.3.1.57
	

	  >TNGF
	
	
	
	

	>>Global TNGF ID
	M
	
	
	

	  >TWIF
	
	
	
	

	>>Global TWIF ID
	M
	
	
	


· User Location Information

This IE is used to provide location information of the UE. As specified in [4], the User Location Information may include the following information for trusted non-3GPP access. 
-
In the case of Trusted non-3GPP access: TNAP Identifier, a UE local IP address (used to reach the TNGF) and optionally UDP or TCP source port number (if NAT is detected).


The TNAP Identifier shall include the SSID of the access point to which the UE is attached and shall include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:

-
the BSSID (see IEEE Std 802.11-2012 [106]);

-
civic address information of the TNAP to which the UE is attached.

Thus the TNGF user location information is included and highlighted in the following figure. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE User Location Information
	M
	
	
	

	>E-UTRA user location information
	
	
	
	

	>>E-UTRA CGI
	M
	
	9.3.1.9
	

	>>TAI
	M
	
	9.3.3.11
	

	>>Age of Location
	O
	
	Time Stamp

9.3.1.75
	If received shall be handled as specified in TS 23.502 [10].

	>NR user location information
	
	
	
	

	>>NR CGI
	M
	
	9.3.1.7
	

	>>TAI
	M
	
	9.3.3.11
	

	>>Age of Location
	O
	
	Time Stamp

9.3.1.75
	If received shall be handled as specified in TS 23.502 [10].

	>N3IWF user location information
	
	
	
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the N3IWF

	>>Port Number
	O
	
	OCTET STRING

(SIZE(2))
	UDP or TCP source port number if NAT is detected.

	>TNGF user location information
	
	
	
	

	  >>TNAP Identifier
	M
	
	
	TNAP Identifier used to identify the TNAP

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the TNGF

	>>Port Number
	O
	
	OCTET STRING

(SIZE(2))
	UDP or TCP source port number if NAT is detected.


· Security key 
In [3], the security key IE is used to apply security in the NG-RAN. As specified in [], during the registration procedure for trusted non-3GPP access, the TNGF key is transferred from the AMF to the TNGF in the Initial Context Setup Request message.
4-10.
An EAP-5G procedure is executed as the one specified in clause 4.12.2.2 for the untrusted non-3GPP access with the following modifications:

-
A TNGF key (instead of an N3IWF key) is created in the UE and in the AMF after the successful authentication. The TNGF key is transferred from the AMF to TNGF in step 10a (within the N2 Initial Context Setup Request). The TNGF derives a TNAP key, which is provided to the TNAP. The TNAP key depends on the non-3GPP access technology (e.g. it is a Pairwise Master Key in the case of IEEE 802.11 [48]). How these security keys are created, it is specified in TS 33.501 [15].

Hence there is a need to clarify that the security key in [3] can be used as TNGF key to support trusted non-3GPP access. This can be specified in TS 29.413. 
Proposal 2:  To update TS 38.413 with the following new IEs to support TNGF and TWIF. 
· TNGF ID in Global RAN node ID IE
· TWIF ID in Global RAN node ID IE

· TNGF user location information in User Location Information IE. 
3. Conclusion
This contribution discussed RAN impact to support the trusted non-3GPP access connecting to 5GC. Based on the discussion in this paper, the following proposals are proposed. 
Proposal 3: To update the TS 29.413 with the addition of TNGF and TWIF function. 
Proposal 4:  To update TS 38.413 with the following new IEs to support TNGF. 
· TNGF ID in Global RAN node ID IE
· TWIF ID in Global RAN node ID IE

· TNGF user location information in User Location Information IE
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