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1 Introduction
A Work Item on non-public network (NPN) support for NG-RAN was approved at TSG RAN#83 in [1] with the following objective:

· Support NPN functionality in NG-RAN:

· CAG/SNPN relevant parameter broadcast from SIB [RAN2]

· CAG/SNPN cell selection/reselection [RAN2]
· CAG/SNPN cell access control [RAN2/3]
· For CAG, in the case of Intra-RAT intra-system and inter-RAT intra-system, the connected mode mobility support [RAN2/3] 
· The connected mode mobility support within SNPN[RAN2/3]
· For CAG/SNPN, necessary modifications to NG-C and Xn interfaces to communicate the CAG-ID/NID related parameters to NG-RAN nodes, respectively [RAN3]
· Support CAG/SNPN functionality with CU-DU split [RAN3]

· Support CAG/SNPN functionality with CP-UP split, if any [RAN3]

In this document we gave our general views on the standardization of NG-RAN NPN functions based on the objectives of NPN WI [1] and SA2 requirements [2] in order to facilitate the progress of this WI.

2 NPN function discussion
2.1 General
There are two kinds of NPN networks in this WI, one is the standalone NPN (SNPN) and the other is the non-standalone NPN, i.e. public network integrated NPN (PNI-NPN), as shown fig.1 (a) and (b). These two kinds of NPN networks have different characteristics. The standalone NPN has the local network attribute and is more applicable for Vertical and LAN Services. The PNI-NPN has the local special cell groups for NPN users and PLMN cells for public users (i.e. the PNI-NPN consists of public cells and NPN cells), it can be applicable for wider application scenarios than SNPN because it supports the fast and smooth handover between NPN cells and PLMN cells.

Hence, although the NPN solutions in SA2 are limited to the support of Vertical and LAN Services, but in RAN side, we hope the related solutions (especially for PNI-NPN) can be applicable for a much wider range of use cases, such as SOHO and residential, private network coverage deployments and so on. We should make the NPN solutions more flexible and cover more scenarios in the standardization work. 

Proposal 1: The NG-RAN NPN solutions (especially for PNI-NPN) should be applicable for more scenarios, such as SOHO and residential scenarios, in the standardization work.
Next, we will give our views on the following NPN functions.
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Figure 1: NPN architectures
2.2 NPN relevant parameter broadcast from SIB
Both SNPN and PNI-NPN need to broadcast their network/cell identifier to inform UEs when UEs move into their coverage areas, the additional NPN-related broadcast information should include:

For SNPN,
· List of NIDs per PLMN ID identifying SNPNS which NG-RAN provides access to, the maximum number of the broadcasting NIDs is 12;

· A human-readable network name per NID (optionally) which is used for user manual SNPN selection;

· A SNPN access-only indication (optionally), to prevent UEs not supporting SNPNs from accessing the cell, e.g. in case the cell only provides access to non-public networks. If the SNPN access-only indication is not configured, UEs not supporting SNPNs can access to PLMN services via stand-alone non-public networks.
For PNI-NPN,

· List of CAG Identifiers per PLMN ID identifying CAG cells which NG-RAN provides access to, the maximum number of the broadcasting CAG identifiers is 12;

· A human-readable network name per CAG ID (optionally) which is used for user manual CAG selection;

From the perspective of the NPN broadcast information, the SNPN and PNI-NPN have the similar information to broadcast, the common broadcast solution for SNPN and PNI-NPN can be considered. The basic principle of broadcast message design is that UEs can distinguish the SNPN and CAG cells from the broadcast information and the detail standardization work is responsible by RAN2.  
2.3 NPN cell selection/reselection
For SNPN 

· When the UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection/reselection procedures. The UE should read the available PLMN IDs and list of available NIDs from the broadcast system information and take them into account during network selection/reselection. UEs operating in SNPN access mode only select/reselect cells and networks identified by a PLMN ID and NID for which the UE has SUPI (a network-specific identifier) and credentials. 
For PNI-NPN
· When the UE is configured to the CAG-only indication which means that UE is only allowed to access 5GS via CAG cells, the UE should read the available PLMN IDs and CAG IDs from the broadcast system information and select the cells identified by CAG IDs which is included in its CAG white lists.
· If the UE is not configured to the CAG-only indication, the UE can perform both the normal cell and CAG cell selection/reselection.
The difference between SNPN and CAG cell selection is the user of SNPN cannot access the PLMN network, it has only an access mode (i.e. SNPN access mode) to select the SNPN cell to camp and the user of PNI-NPN can access 5GS via both the public cells and CAG cells. Therefore the CAG user should be indicated which types of cells it can select to camp by a CAG-only indication. For SNPN UEs, the details of activation and deactivation of SNPN access mode are up to UE implementation. The detail standardization work for cell selection/reselection is responsible by RAN2.
2.4 NPN Network access control
If a UE initials the registration or service request procedure in an NPN (i.e. SNPN/CAG) cell and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to prevent the UE from automatically selecting and registering with the same NPN cell.

Under high load conditions, in order to prevent access to NPN cells for authorized UE(s), Unified Access Control information can be configured per NPN (i.e. as part of the subscription information that the UE has for a given NPN) to determine whether the certain NPN access attempt should be allowed or blocked.
The detail standardization work for access control is mainly responsible by RAN2.
2.5 The connected mode mobility
· Mobility between a PLMN and an SNPN
As SNPNs are deployed independently of PLMN network, the mobility between a PLMN and an SNPN should not be supported at least for Rel.16 UEs.
Proposal 2: The Xn and NG based mobility between a PLMN and an SNPN should not be supported at least for Rel.16 UEs.
· Mobility within SNPN
For the mobility within SNPN (i.e. inter-cell handover in SNPN), the procedures can basically reuse that of inter-cell handover of PLMN. Meanwhile, when the source NG-RAN selects the appropriate target NG-RAN for SNPN UE handover, it should take the SNPN ID of target cell, mobility restrictions into account. 
Proposal 3: For the mobility within SNPN, when the source NG-RAN selects the appropriate target NG-RAN for SNPN UE handover, it should take the SNPN ID of target cell, mobility restrictions into account.
· Mobility between the public cell and CAG cell

For PLMN handover from a public cell to a CAG cell, the source NG-RAN selecting the target NG-RAN should consider the CAG ID of target cell, mobility restrictions. Once the target cell is selected, the procedures of inter-NG-RAN handover of PLMN can be initiated by the source NG-RAN, the handover procedures are similar to that of mobility between public cells.
For PLMN handover from a CAG cell to a public cell, the source NG-RAN should consider the user mobility restrictions and CAG only indication to select a public cell as a target cell. Meanwhile if the target cell may not guarantee the QoS of user services in the source CAG cell, the UE PDU sessions in source cell should be interrupted.
Proposal 4: For the handover from a CAG cell to a public cell, if the public target cell cannot guarantee the QoS of UE CAG cell services, the UE PDU sessions in source cell should be interrupted.
· Mobility between CAG cells

For PLMN mobility between CAG cells, the source NG-RAN selecting the target NG-RAN should consider the CAG ID of target cell. Once the target cell is decided, the procedures of inter-cell handover of PLMN can be initiated by the source NG-RAN, the handover procedures are similar to that of mobility between public cells.
Proposal 5: For the mobility within CAG cells, the source NG-RAN should select the target cell according the CAG ID of target cell.
The detail standardization work for the connected mode mobility is mainly responsible by RAN3.
2.6 F1 and E1

NPN functionality should also be supported in gNB-CU/gNB-DU as well as gNB-CU-CP/gNB-CU-UP architectures and this may lead to the specification modification for F1 and E1 interfaces. The potential procedures which have impact on F1 specification are F1 Interface Management, Intra-gNB-CU Mobility. The potential procedures with impact on E1 are E1 Interface Management, the related procedures involving gNB-CU-UP change. 
2.7 Others
The following functions of SNPN have been specified in SA2, therefore we need to discuss the impact of these functions on RAN standardization.
Access to PLMN services via stand-alone non-public networks
To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration with a PLMN (using the credentials of that PLMN) via the SNPN where the SNPN taking the role of "Untrusted non-3GPP access", as shown in Fig. 2. 
To support this function, UE need to be authorized to use both Public PLMN and non-public network. Then  UE accesses to a standalone non-public network firstly, then UE can use a configured N3IWF FQDN to select an N3IWF provided by the PLMN and establishes connectivity to the PLMN via the N3IWF.
Based on above procedure, we can see that the key point is that UE can select a suitable N3IWF and then access to PLMN through it, it seems that the procedures of access to PLMN services via SNPN are similar to that of non-3GPP access to PLMN and have no impact on RAN specifications in this WI. 

Proposal 6: The support for access to PLMN services via SNPNs are similar to that of non-3GPP access to PLMN and have no impact on RAN specifications.
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Figure 2: Access to PLMN services via non-public network
Access to stand-alone non-public network services via PLMN

To access SNPN services, a UE that has successfully registered with a PLMN may perform another registration with an SNPN (using the credentials of that SNPN) via the PLMN where the PLMN taking the role of "Untrusted non-3GPP access", as shown in Fig. 3. 
The procedure and mechanism of “access to SNPN services via PLMN” are similar to that of “access to PLMN services via SNPN”.

To support this function, UE need to be authorized to use both Public PLMN and SNPN. After that, UE accesses to a PLMN service, then UE uses a configured N3IWF FQDN to select an N3IWF provided by the SNPN and establishes connectivity to the SNPN via the N3IWF.
Based on above procedure, we can see that as long as UE can select a suitable N3IWF and communicate with it, the UE can access to SNPN services via PLMN without RAN specification modification. 
Proposal 7: The procedures of access to SNPN services via PLMN are similar to the procedures of non-3GPP access to PLMN and have no impact on RAN specifications.
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Figure 3: Access to non-public network services via a PLMN

Emergency services

For SNPN,

The emergency services should not be supported in SNPN access mode in Rel.16；
For PNI-NPN,
It has been specified in [2] that ‘Emergency Services are supported in CAG cells, for UEs supporting CAG, whether normally registered or emergency registered’. According to [2], a UE supporting CAG can camp on an acceptable CAG cell, which is connected to AMFs that supports emergency services, in limited service state and a UE can be informed about if a cell supports emergency services over NG-RAN from a broadcast indication (ims-Emergency).
‘During handover to a CAG cell, if the UE is not authorized to access the target CAG cell and has emergency services, the target NG-RAN node only accepts the emergency PDU sessions and the target AMF releases the non-emergency PDU connections that were not accepted by the NG-RAN node. Upon completion of handover the UE behave as emergency registered.’[2]
At RAN side, the support for emergency services in CAG cells is within the scope of RAN2 and does not require much specification change. The emergency services in CAG cells should be supported in Rel.16；
Proposal 8: The emergency services in CAG cells should be supported in Rel.16.

Network sharing for SNPN
The use case of RAN sharing between PLMNs and Non-Public Networks is not an urgent use case at this stage. In this WI, if there is not enough time to discuss this issue, the study for this issue may be postponed to the next release.
3 Conclusion
In this paper we gave our consideration for the standardization of NG-RAN NPN functions based on the objectives of NPN WI [1] and SA2 requirements [2] and provide our observations and proposals as below:
Proposal 1: The NG-RAN NPN solutions (especially for PNI-NPN) should be applicable for more scenarios, such as SOHO and residential scenarios, in the standardization work.
Proposal 2: The mobility between a PLMN and an SNPN should not be supported at least for Rel.16 UEs.
Proposal 3: For the mobility within SNPN, when the source NG-RAN selects the appropriate target NG-RAN for SNPN UE handover, it should take the SNPN ID of target cell, mobility restrictions into account.
Proposal 4: For the handover from a CAG cell to a public cell, if the public target cell cannot guarantee the QoS of UE CAG cell services, the UE PDU sessions in source cell should be interrupted.
Proposal 5: For the mobility within CAG cells, the source NG-RAN should select the target cell according the CAG ID of target cell, CAG while list.
Proposal 6: The support for access to PLMN services via SNPNs are similar to that of non-3GPP access to PLMN and have no impact on RAN specifications.
Proposal 7: The procedures of access to SNPN services via PLMN are similar to the procedures of non-3GPP access to PLMN and have no impact on RAN specifications.
Proposal 8: The emergency services in CAG cells should be supported in Rel.16.
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