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8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TXnRELOCprep.
If the Signalling TNL association address at source NG-C side IE is included in the HANDOVER REQUEST message the target NG-RAN node shall behave as specified in TS 23.502 [13].
For each E-RAB ID IE included in the QoS Flow To Be Setup List IE in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the content of the IE in the UE context and use it for subsequent inter-system handover.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

At reception of the HANDOVER REQUEST message the target NG-RAN node shall prepare the configuration of the AS security relation between the UE and the target NG-RAN node by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE, as specified in TS 33.501 [28].

Upon reception of the PDU Session Resource Setup List IE, contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as specified in TS 38.413 [5] for the PDU Session Resource Setup procedure. The target NG-RAN node shall report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU session resources. When the target NG-RAN node reports the unsuccessful establishment of a PDU session resource, the cause value should be precise enough to enable the source NG-RAN node to know the reason for the unsuccessful establishment.

For each PDU session if the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resources To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall store the received PDU Session Aggregate Maximum Bit Rate in the UE context and use it when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [7].
For each QoS flow for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DL Forwarding IE set to "DL forwarding proposed" within the Data Forwarding and Offloading Info from source NG-RAN node IE in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. For each PDU session that the target NG-RAN node decides to admit the data forwarding for at least one QoS flow, the target NG-RAN node includes the PDU Session level DL data forwarding GTP-U Tunnel Endpoint IE within the Data Forwarding Info from target NG-RAN node IE in the PDU Session Resource Admitted Info IE contained in the PDU Session Resources Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.

For each QoS flow for which the source NG-RAN node has not yet received the SDAP end marker packet if QoS flow re-mapping happened before handover, the source NG-RAN node shall include the UL Forwarding IE within the Data Forwarding and Offloading Info from source NG-RAN node IE in the HANDOVER REQUEST message, and if the target NG-RAN node decides to admit uplink data forwarding for at least one QoS flow, the target NG-RAN node may include the PDU Session Level UL Data Forwarding UP TNL Information IE in the Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted Item IE contained in the PDU Session Resources Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the uplink data forwarding.

For each PDU session resource successfully setup at the target NG-RAN, the target NG-RAN node may allocate resources for additional Xn-U PDU session resource GTP-U tunnels, indicated in the Secondary Data Forwarding Info from target NG-RAN node List IE.
For each DRB for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DRB ID IE and the mapped QoS Flows List IE within the Source DRB to QoS Flow Mapping List IE contained in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. The source NG-RAN node may include the QoS Flow Mapping Indication IE in the Source DRB to QoS Flow Mapping List IE to indicate that only the uplink or downlink QoS flow is mapped to the DRB. If the target NG-RAN node decides to use the same DRB configuration and to map the same QoS flows as the source NG-RAN node, the target NG-RAN node includes the DL Forwarding GTP Tunnel Endpoint IE within the Data Forwarding Response DRB List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this DRB. The target NG-RAN node may additionally include the Redunded DL Forwarding UP TNL Information IE if at least one of the QoS flow mapped to the DRB is eligible to redundant transmission feature as indicated in the Eligible for redundant transport bearer IE within the QoS Flow Level QoS Parameters IE received in the HANDOVER REQUEST message for the QoS flow.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding GTP Tunnel Endpoint IE for a given DRB in the Data Forwarding Response DRB List IE within Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted List IE and the source NG-RAN node accepts the data forwarding proposed by the target NG-RAN node, the source NG-RAN node shall perform forwarding of uplink data for the DRB.

If the HANDOVER REQUEST includes PDU session resources for PDU sessions associated to S-NSSAIs not supported by target NG-RAN, the target NG-RAN shall reject such PDU session resources. In this case, and if at least one PDU Session Resource To Be Setup Item IE is admitted, the target NG-RAN shall send the HANDOVER REQUEST ACKNOWLEDGE message including the PDU Session Resources Not Admitted List IE listing corresponding PDU sessions rejected at the target NG-RAN.
If the Mobility Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
store the information received in the Mobility Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE, except when one of the PDU sessions has a particular ARP value (TS 23.501 [7]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
use this information to select proper RNA(s) for the UE when moving the UE to RRC_INACTIVE.

-
not contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
consider that no roaming and no access restriction apply to the UE.

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as specified in TS 32.422 [23].

If the Index to RAT/Frequency Selection Priority IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall store this information and use it as defined in TS 23.501 [7].
If the UE Context Reference at the S-NG-RAN IE is contained in the HANDOVER REQUEST message the target NG-RAN node may use it as specified in TS 37.340 [8]. In this case, the source NG-RAN node may expect the target NG-RAN node to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [8].

For each PDU session, if the Network Instance IE is included in the PDU Session Resource To Be Setup List IE and the Common Network Instance IE is not present, the target NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [7].

For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource To Be Setup List IE, the target NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [7].

For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", the target NG-RAN node shall perform user plane integrity protection or ciphering, respectively. If the NG-RAN node is not able to perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".

Next change
9.2.1.16
Data Forwarding Info from target NG-RAN node

This IE contains TNL information for the establishment of data forwarding tunnels towards the target NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	QoS Flows Accepted For Data Forwarding List
	
	1
	
	

	>QoS Flows Accepted For Data Forwarding Item
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Identifier
	M
	
	9.2.3.10
	

	PDU Session level DL data forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	To forward NG-U DL SDAP SDUs to the target node.

	PDU Session level UL data forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	To forward NG-U UL SDAP SDU to the target node.

	Data Forwarding Response DRB List
	
	0..1
	
	

	>Data Forwarding Response DRB Item
	
	1..<maxnoofDRBs>
	
	

	>>DRB ID
	M
	
	9.2.3.33
	

	>>DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	

	>>UL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	

	>>Redunded DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	


	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs. Value is 32.

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


Next Change
9.2.3.5
QoS Flow Level QoS Parameters
This IE defines the QoS Parameters to be applied to a QoS flow.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE QoS Characteristics
	M
	
	
	

	>Non Dynamic 5QI
	
	
	
	

	>>Non dynamic 5QI Descriptor
	M
	
	9.2.3.8
	

	>Dynamic 5QI
	
	
	
	

	>>Dynamic 5QI Descriptor
	M
	
	9.2.3.9
	

	Allocation and Retention Priority
	M 
	
	9.2.3.7
	

	GBR QoS Flow Information
	O
	
	9.2.3.6
	This IE shall be present for GBR QoS Flows only.

	Reflective QoS Attribute
	O
	
	ENUMERATED (subject to, ...)
	Reflective QoS is specified in TS 23.501 [7]. This IE applies to Non-GBR bearers only and shall be ignored otherwise.

	Additional QoS flow Information
	O
	
	ENUMERATED (more likely, …)
	If this IE is set to "more likely", this indicates that traffic for this QoS flow is likely to appear more often than traffic for other flows established for the PDU session. This IE may be present in case of Non-GBR flows only and shall be ignored otherwise.

	Eligible for redundant transport bearer
	O
	
	ENUMERATED (true, …)
	If this IE is set to "true", this indicates that the QoS Flow is subject to the redundant user plane transmission feature using redunded transport bearer. 


Next change
9.3.5
Information Element definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

XnAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

ngran-access (22) modules (3) xnap (2) version1 (1) xnap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


id-Additional-UL-NG-U-TNLatUPF-List,

id-eligibleRedundantBearer,

id-redundedDlForwardingUPTNL,

id-SecondarydataForwardingInfoFromTarget-List,

id-LastE-UTRANPLMNIdentity,


id-MaxIPrate-DL,

id-SecurityResult,

id-OldQoSFlowMap-ULendmarkerexpected,


id-PDUSessionCommonNetworkInstance,


id-BPLMN-ID-Info-EUTRA,

id-BPLMN-ID-Info-NR,

id-DRBsNotAdmittedSetupModifyList,


id-Secondary-MN-Xn-U-TNLInfoatM,


maxEARFCN,


maxnoofAllowedAreas,


maxnoofAMFRegions,


maxnoofAoIs,


maxnoofBPLMNs,


maxnoofCellsinAoI,


maxnoofCellsinNG-RANnode,


maxnoofCellsinRNA,


maxnoofCellsinUEHistoryInfo,

Next Change
DataForwardingResponseDRBItemList ::= SEQUENCE (SIZE(1..maxnoofDRBs)) OF DataForwardingResponseDRBItem

DataForwardingResponseDRBItem ::= SEQUENCE {


drb-ID



DRB-ID,


dlForwardingUPTNL
UPTransportLayerInformation











OPTIONAL,


ulForwardingUPTNL
UPTransportLayerInformation











OPTIONAL,


iE-Extension

ProtocolExtensionContainer { {DataForwardingResponseDRBItem-ExtIEs} }
OPTIONAL,


...

}

DataForwardingResponseDRBItem-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {

{ ID id-redundedDlForwardingUPTNL
CRITICALITY ignore
EXTENSION UPTransportLayerInformation
PRESENCE optional},


...

}

Next Change
-- E

EligibleRedundantBearer ::= ENUMERATED {


true,


...

}

E-RAB-ID

::= INTEGER (0..15, ...)

Next Change
QoSFlowLevelQoSParameters ::= SEQUENCE {


qos-characteristics


QoSCharacteristics,


allocationAndRetentionPrio
AllocationandRetentionPriority,


gBRQoSFlowInfo



GBRQoSFlowInfo













OPTIONAL,


relectiveQoS



ReflectiveQoSAttribute











OPTIONAL,


additionalQoSflowInfo

ENUMERATED {more-likely, ...}









OPTIONAL,


iE-Extensions



ProtocolExtensionContainer { {QoSFlowLevelQoSParameters-ExtIEs} } OPTIONAL,


...

}

QoSFlowLevelQoSParameters-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {

{ ID id-eligibleRedundantBearer
CRITICALITY ignore
EXTENSION EligibleRedundantBearer
PRESENCE optional},


...

}

Next Change
9.3.7
Constant definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

XnAP-Constants {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

ngran-Access (22) modules (3) xnap (2) version1 (1) xnap-Constants (4) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

Next change
id-redundedDlForwardingUPTNL








ProtocolIE-ID ::= xxx
id-eligibleRedundantBearer









ProtocolIE-ID ::= xxx
END

-- ASN1STOP

