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Discussion and Decision
1 Introduction
In this paper we present our view on mobility aspects of NPN. Higher level overview and other NPN aspects are discussed in [2].
2 Discussion
To recap, two types of Non-Public Networks are defined: standalone and public network integrated as follows:

· a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

· a Public network integrated NPN (PNI-NPN), i.e. a non-public network deployed with the support of a PLMN.

SNPN is a standalone dedicated network. PNI-NPN, on the other hand, is made available via PLMNs using dedicated DNNs or slicing.
2.1 SNPN

In SNPN, the non-public network is deployed in a standalone manner, so that it does not interact with a PLMN. Furthermore, a SNPN access mode is defined for a UE. In SNPN access mode, a UE uses PLMN ID+NID instead of PLMN ID as it normally does. Other than that, a UE and a network follow the same procedures, which also includes mobility. Moreover, neither roaming nor mobility between SNPNs or SNPNs and PLMNs are supported, which simplifies things even further. It therefore appears that no special handling is needed to support mobility in SNPN.
Observation 1: neither roaming nor mobility between SNPNs or SNPNs and PLMNs are supported.
Observation 2: for SNPN, which is a standalone network isolated from PLMNs and other SNPN, no special mobility handling is needed.  
Having said that, there is also the issue of shared NG-RAN. In their LS [1] on RAN sharing and Emergency services with Non-Public Networks, SA2 let us know that at least RAN sharing between a PLMN and an SNPN should be supported. To implement this, stage-2 (TS 23.502 [5]) suggests that:
For Xn handover:

“The handover preparation and execution phases are performed as specified in TS 38.300 [9], in case of handover to a shared network, source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [4]. If the serving PLMN changes during Xn-based handover, the source NG-RAN node shall indicate to the target NG-RAN node (in the Mobility Restriction List) the selected PLMN ID (or PLMN ID and NID, see TS 23.501 [4], clause 5.34) to be used in the target network.”

And: 

“The selected PLMN ID (or PLMN ID and NID, see TS 23.501 [5], clause 5.34) is included in the [Path Switch] message.”

For NG handover:

“In the case of handover to a shared network, the source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [4]. The source NG-RAN shall indicate the selected PLMN ID (or PLMN ID and NID, see TS 23.501 [5], clause 5.34) to be used in the target network to the AMF as part of the Tracking Area sent in the HO Required message.”

Therefore, in order to support mobility for SNPN, NID must be added to mobility restrictions IE (in both NG and Xn) and to the NG-AP Path Switch Request message.
Proposal 1: to support mobility for SNPN, NID must be added to mobility restrictions IE (in both NG and Xn) and to the NG-AP Path Switch Request message.

Furthermore, with the above enhancement, there is no additional effort to support other RAN sharing scenarios mentioned in the SA2 LS [1]. Therefore, we propose to reply to SA2 that from RAN3 point of view, all RAN sharing scenarios involving NPN and PLMN can be supported.

Proposal 2: to reply to SA2 that from RAN3 point of view, all RAN sharing scenarios involving NPN and PLMN can be supported.

A draft reply LS is provided in [3].
2.2 PNI-NPN

For PNI-NPN the concept of Closed Access Group (CAG) is introduced, which is used to prevent UEs, which are not allowed to access the PNI-NPN, from automatically selecting and accessing the associated cell. CAG identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID.

A UE may be subscribed to multiple CAGs; the maximum number of allowed CAGs has not been defined yet, but it appears to be in RAN2 scope.

The stage-2 (TS 23.502) suggests that PNI-NPN mobility should be handled by inclusion of the allowed CAGs in the Mobility Restriction IE:

	Mobility Restrictions 
	Mobility Restrictions restrict mobility handling or service access of a UE. It consists of RAT restriction, Forbidden area, Service area restrictions and Core Network type restriction. It may also contain an Allowed CAG list and, optionally an indication whether the UE is only allowed to access 5GS via CAG cells. 


Observation 3: stage-2 suggest that the mobility restrictions IE shall contain an Allowed CAG list and, optionally an indication whether the UE is only allowed to access 5GS via CAG cells.

Having this information, and the information about which CAGs neighbouring NG-RAN nodes support (as suggested in xx), appears to be sufficient to handle all mobility cases as we further elaborate below.

Observation 4: with mobility restrictions information and information about which CAGs neighbouring NG-RAN nodes support, a NG-RAN node can handle all mobility cases.

Therefore it seems that adding the list of allowed CAGs to the mobility restrictions IE is sufficient to handle PNI-NPN  mobility. 

Proposal 3: to extend the Mobility Restriction List NG-AP and Xn-AP IEs to carry the list of allowed CAGs and an optional indication whether 5GS access is only allowed via CAG cells.

3 Conclusion

In the present contribution we make the following observations:

Observation 1: neither roaming nor mobility between SNPNs or SNPNs and PLMNs are supported.

Observation 2: for SNPN, which is a standalone network isolated from PLMNs and other SNPN, no special mobility handling is needed.  

Observation 3: stage-2 suggest that the mobility restrictions IE shall contain an Allowed CAG list and, optionally an indication whether the UE is only allowed to access 5GS via CAG cells.

Observation 4: with mobility restrictions information and information about which CAGs neighbouring NG-RAN nodes support, a NG-RAN node can handle all mobility cases.

Based on the discussion in the present contribution and the observations above we propose: 

Proposal 1: to support mobility for SNPN, NID must be added to mobility restrictions IE (in both NG and Xn) and to the NG-AP Path Switch Request message.

Proposal 2: to reply to SA2 that from RAN3 point of view, all RAN sharing scenarios involving NPN and PLMN can be supported.

Proposal 3: to extend the Mobility Restriction List NG-AP and Xn-AP IEs to carry the list of allowed CAGs and an optional indication whether 5GS access is only allowed via CAG cells.
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