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[bookmark: _Toc5694322]                                            -----First change----
[bookmark: _Toc5694052]8	NGAP Procedures
[bookmark: _Toc5694053]8.1	List of NGAP Elementary Procedures
In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):
Table 8.1-1: Class 1 procedures
	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	AMF Configuration Update
	AMF CONFIGURATION UPDATE
	AMF CONFIGURATION UPDATE ACKNOWLEDGE
	AMF CONFIGURATION UPDATE FAILURE

	RAN Configuration Update
	RAN CONFIGURATION UPDATE
	RAN CONFIGURATION UPDATE ACKNOWLEDGE
	RAN CONFIGURATION UPDATE FAILURE

	Handover Cancellation
	HANDOVER CANCEL
	HANDOVER CANCEL ACKNOWLEDGE
	

	Handover Preparation
	HANDOVER REQUIRED
	HANDOVER COMMAND
	HANDOVER PREPARATION FAILURE

	Handover Resource Allocation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER FAILURE

	Initial Context Setup
	INITIAL CONTEXT SETUP REQUEST
	INITIAL CONTEXT SETUP RESPONSE
	INITIAL CONTEXT SETUP FAILURE

	NG Reset
	NG RESET
	NG RESET ACKNOWLEDGE
	

	NG Setup
	NG SETUP REQUEST
	NG SETUP RESPONSE
	NG SETUP FAILURE

	Path Switch Request
	PATH SWITCH REQUEST
	PATH SWITCH REQUEST ACKNOWLEDGE
	PATH SWITCH REQUEST FAILURE

	PDU Session Resource Modify
	PDU SESSION RESOURCE MODIFY REQUEST
	PDU SESSION RESOURCE MODIFY RESPONSE
	

	PDU Session Resource Modify Indication
	PDU SESSION RESOURCE MODIFY INDICATION
	PDU SESSION RESOURCE MODIFY CONFIRM
	

	PDU Session Resource Release
	PDU SESSION RESOURCE RELEASE COMMAND
	PDU SESSION RESOURCE RELEASE RESPONSE
	

	PDU Session Resource Setup
	PDU SESSION RESOURCE SETUP REQUEST
	PDU SESSION RESOURCE SETUP RESPONSE
	

	UE Context Modification
	UE CONTEXT MODIFICATION REQUEST
	UE CONTEXT MODIFICATION RESPONSE
	UE CONTEXT MODIFICATION FAILURE

	UE Context Release
	UE CONTEXT RELEASE COMMAND
	UE CONTEXT RELEASE COMPLETE
	

	Write-Replace Warning 
	WRITE-REPLACE WARNING REQUEST
	WRITE-REPLACE WARNING RESPONSE
	

	PWS Cancel
	PWS CANCEL REQUEST
	PWS CANCEL RESPONSE
	

	UE Radio Capability Check
	UE RADIO CAPABILITY CHECK REQUEST
	UE RADIO CAPABILITY CHECK RESPONSE
	



Table 8.1-2: Class 2 procedures
	Elementary Procedure
	Message

	Downlink RAN Configuration Transfer
	DOWNLINK RAN CONFIGURATION TRANSFER

	Downlink RAN Status Transfer
	DOWNLINK RAN STATUS TRANSFER

	Downlink NAS Transport
	DOWNLINK NAS TRANSPORT

	Error Indication
	ERROR INDICATION

	Uplink RAN Configuration Transfer
	UPLINK RAN CONFIGURATION TRANSFER

	Uplink RAN Status Transfer
	UPLINK RAN STATUS TRANSFER

	Handover Notification
	HANDOVER NOTIFY

	Initial UE Message
	INITIAL UE MESSAGE

	NAS Non Delivery Indication
	NAS NON DELIVERY INDICATION

	Paging
	PAGING

	PDU Session Resource Notify
	PDU SESSION RESOURCE NOTIFY

	Reroute NAS Request
	REROUTE NAS REQUEST

	UE Context Release Request
	UE CONTEXT RELEASE REQUEST

	Uplink NAS Transport
	UPLINK NAS TRANSPORT

	AMF Status Indication
	AMF STATUS INDICATION

	PWS Restart Indication
	PWS RESTART INDICATION

	PWS Failure Indication
	PWS FAILURE INDICATION

	Downlink UE Associated NRPPa Transport
	DOWNLINK UE ASSOCIATED NRPPA TRANSPORT

	Uplink UE Associated NRPPa Transport
	UPLINK UE ASSOCIATED NRPPA TRANSPORT

	Downlink Non UE Associated NRPPa Transport
	DOWNLINK NON UE ASSOCIATED NRPPA TRANSPORT

	Uplink Non UE Associated NRPPa Transport
	UPLINK NON UE ASSOCIATED NRPPA TRANSPORT

	Trace Start
	TRACE START

	Trace Failure Indication
	TRACE FAILURE INDICATION

	Deactivate Trace
	DEACTIVATE TRACE

	Cell Traffic Trace
	CELL TRAFFIC TRACE

	Location Reporting Control
	LOCATION REPORTING CONTROL

	Location Reporting Failure Indication
	LOCATION REPORTING FAILURE INDICATION

	Location Report
	LOCATION REPORT

	UE TNLA Binding Release
	UE TNLA BINDING RELEASE REQUEST

	UE Radio Capability Info Indication
	UE RADIO CAPABILITY INFO INDICATION

	RRC Inactive Transition Report
	RRC INACTIVE TRANSITION REPORT

	Overload Start
	OVERLOAD START

	Overload Stop
	OVERLOAD STOP

	Secondary RAT Data Usage Report
	SECONDARY RAT DATA USAGE REPORT

	Radio Link Failure Indication
	RADIO LINK FAILURE INDICATION

	Handover Report
	HANDOVER REPORT



                                      -----Next change----
[bookmark: _Toc5691790]8.2.1	Handover Preparation
[bookmark: _Toc5691791]8.2.1.1	General
This procedure is used to establish necessary resources in an NG-RAN node for an incoming handover.
The procedure uses UE-associated signalling.
[bookmark: _Toc5691792]8.2.1.2	Successful Operation


Figure 8.2.1.2-1: Handover Preparation, successful operation
The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TXnRELOCprep.
If the Signalling TNL association address at source NG-C side IE is included in the HANDOVER REQUEST message the target NG-RAN node shall behave as specified in TS 23.502 [13].
For each E-RAB ID IE included in the QoS Flow To Be Setup List IE in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the content of the IE in the UE context and use it for subsequent inter-system handover.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
[bookmark: _Hlk513290830]At reception of the HANDOVER REQUEST message the target NG-RAN node shall prepare the configuration of the AS security relation between the UE and the target NG-RAN node by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE, as specified in TS 33.501 [28].
[bookmark: _Hlk513291162]Upon reception of the PDU Session Resource Setup List IE, contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as specified in TS 38.413 [5] for the PDU Session Resource Setup procedure. The target NG-RAN node shall report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU session resources. When the target NG-RAN node reports the unsuccessful establishment of a PDU session resource, the cause value should be precise enough to enable the source NG-RAN node to know the reason for the unsuccessful establishment.
[bookmark: _Hlk521508401]For each PDU session if the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resources To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall store the received PDU Session Aggregate Maximum Bit Rate in the UE context and use it when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [7].
For each QoS flow for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DL Forwarding IE set to "DL forwarding proposed" within the QoS Flows To Be Setup List IE in the PDU Session Resource To Be Setup List IE in the HANDOVER REQUEST message. For each PDU session that the target NG-RAN node decides to admit the data forwarding for at least one QoS flow, the target NG-RAN node includes the PDU Session level DL data forwarding GTP-U Tunnel Endpoint IE within the Data Forwarding Info from target NG-RAN node IE in the PDU Session Admitted Response Transfer IE contained in the PDU Sessions Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.
For each PDU session resource successfully setup at the target NG-RAN, the target NG-RAN node may allocate resources for additional Xn-U PDU session resource GTP-U tunnels, indicated in the Secondary Data Forwarding Info from target NG-RAN node List IE.
For each DRB for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DRB ID IE and the mapped QoS Flows List IE within the Source DRB to QoS Flow Mapping List IE contained in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. The source NG-RAN node may include the QoS Flow Mapping Indication IE in the Source DRB to QoS Flow Mapping List IE to indicate that only the uplink or downlink QoS flow is mapped to the DRB. If the target NG-RAN node decides to use the same DRB configuration and to map the same QoS flows as the source NG-RAN node, the target NG-RAN node includes the DL Forwarding GTP Tunnel Endpoint IE within the Data Forwarding Response DRB List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this DRB.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding GTP Tunnel Endpoint IE for a given DRB in the Data Forwarding Response DRB List IE within Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted List IE and the source NG-RAN node accepts the data forwarding proposed by the target NG-RAN node, the source NG-RAN node shall perform forwarding of uplink data for the DRB.
If the HANDOVER REQUEST includes PDU session resources for PDU sessions associated to S-NSSAIs not supported by target NG-RAN, the target NG-RAN shall reject such PDU session resources. In this case, and if at least one PDU Session Resource To Be Setup Item IE is admitted, the target NG-RAN shall send the HANDOVER REQUEST ACKNOWLEDGE message including the PDU Session Resources Not Admitted List IE listing corresponding PDU sessions rejected at the target NG-RAN.
If the Mobility Restriction List IE is
-	contained in the HANDOVER REQUEST message, the target NG-RAN node shall
-	store the information received in the Mobility Restriction List IE in the UE context;
-	use this information to determine a target for the UE during subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE, except when one of the PDU sessions has a particular ARP value (TS 23.501 [7]) in which case the information shall not apply;
-	use this information to select a proper SCG during dual connectivity operation.
-	use this information to select proper RNA(s) for the UE when moving the UE to RRC_INACTIVE.
-	not contained in the HANDOVER REQUEST message, the target NG-RAN node shall
-	consider that no roaming and no access restriction apply to the UE.
If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as specified in TS 32.422 [23].
If the Index to RAT/Frequency Selection Priority IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall store this information and use it as defined in TS 23.501 [7].
If the UE Context Reference at the S-NG-RAN IE is contained in the HANDOVER REQUEST message the target NG-RAN node may use it as specified in TS 37.340 [8]. In this case, the source NG-RAN node may expect the target NG-RAN node to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [8].
For each PDU session, if the Network Instance IE is included in the PDU Session Resource To Be Setup List IE, the target NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [7].
[bookmark: OLE_LINK148][bookmark: OLE_LINK149][bookmark: OLE_LINK150][bookmark: OLE_LINK151][bookmark: OLE_LINK152][bookmark: _Hlk509588533]For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", the target NG-RAN node shall perform user plane integrity protection or ciphering, respectively. If the NG-RAN node is not able to perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.
[bookmark: _Hlk515110149]If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or the Confidentiality Protection Indication IE is set to "preferred", the target NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively and shall notify the SMF whether it succeeded the user plane integrity protection or ciphering or not for the concerned security policy.
[bookmark: _Hlk527985448][bookmark: _Hlk528050941][bookmark: _Hlk521361544][bookmark: _Hlk528069290][bookmark: _Hlk522727533][bookmark: _Hlk522727582]For each PDU session for which the Maximum Integrity Protected Data Rate IE is included in the Security Indication IE in the PDU Session Resources To Be Setup List IE, the NG-RAN node shall store the respective information and, if integrity protection is to be performed for the PDU session, it shall enforce the traffic corresponding to the received Maximum Integrity Protected Data Rate IE, for the concerned PDU session and concerned UE, as specified in TS 23.501 [7].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "not needed", the target NG-RAN node shall not perform user plane integrity protection or ciphering, respectively, for the concerned PDU session.
For each PDU session, if the Additional UL NG-U UP TNL Information List IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the target NG-RAN node may forward the UP transport layer information to the target S-NG-RAN node as the uplink termination point for the user plane data for this PDU session split in different tunnel.
If the Location Reporting Information IE is included in the HANDOVER REQUEST message, then the target NG-RAN node should initiate the requested location reporting functionality as defined in TS 38.413 [5].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information and use it as defined in TS 38.300 [15]. The target NG-RAN node shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.

[bookmark: _Toc5691793]8.2.1.3	Unsuccessful Operation


Figure 8.2.1.3-1: Handover Preparation, unsuccessful operation
If the target NG-RAN node does not admit at least one PDU session resource, or a failure occurs during the Handover Preparation, the target NG-RAN node shall send the HANDOVER PREPARATION FAILURE message to the source NG-RAN node. The message shall contain the Cause IE with an appropriate value.
Interactions with Handover Cancel procedure:
If there is no response from the target NG-RAN node to the HANDOVER REQUEST message before timer TXnRELOCprep expires in the source NG-RAN node, the source NG-RAN node should cancel the Handover Preparation procedure towards the target NG-RAN node by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source NG-RAN node shall ignore any HANDOVER REQUEST ACKNOWLEDGE or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure and remove any reference and release any resources related to the concerned Xn UE-associated signalling.
[bookmark: _Toc5691794]8.2.1.4	Abnormal Conditions
If the supported algorithms for encryption defined in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EEA0 and NEA0 algorithms in all UEs (TS 33.501 [28]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the NG-RAN node (TS 33.501 [28]), the NG-RAN node shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the supported algorithms for integrity defined in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EIA0 and NIA0 algorithms in all UEs (TS 33.501 [28]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [28]), the NG-RAN node shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
   -----Next change----
[bookmark: _Toc535237431]8.4.X	Radio Link Failure Indication
[bookmark: _Toc535237432]8.4.X.1	General
The purpose of the Radio Link Failure Indication procedure is to transfer information regarding received RLF Reports, between NG-RAN Nodes. The signalling takes place from the NG-RAN nodes at which an RLF Report is received, to an NG-RAN node to which the UE concerned may have previously been attached prior to the connection failure. This may aid the detection of radio link failure and handover failure cases (TS 38.300 [15]).
The procedure uses non UE-associated signalling.
[bookmark: _Toc535237433]8.4.X.2	Successful Operation


Figure 8.3.9.2-1: Radio Link Failure Indication, successful operation
NG-RAN node2 initiates the procedure by sending the RLF INDICATION ssage to NG-RAN node 1 following an RLF Report reception from a UE at NG-RAN node 2, when NG-RAN node 2 considers that the UE may have previously suffered a connection failure at a cell controlled by NG-RAN node 1.
NG-RAN node 2 may include the ShortMAC-I IE in the RLF INDICATION message, e.g., in order to aid the NG-RAN node 1 to resolve a potential PCI confusion situation or to aid the NG-RAN node 1 to identify the UE.
NG-RAN node 2 may include the RRC Conn Setup Indicator IE in the RLF INDICATION message, which indicates that the RLF Report is retrieved after an RRC connection setup or an incoming successful handover.
NG-RAN node 2 may include the RRC Conn Reestab Indicator IE in the RLF INDICATION message, which may be used by the eNB1 to determine where the failure occurred.
[bookmark: _Toc535237434]8.4.X.3	Unsuccessful Operation
Not applicable.
[bookmark: _Toc535237435]8.4.X.4	Abnormal Conditions
Void.
[bookmark: _Toc535237436]8.4.Y	Handover Report
[bookmark: _Toc535237437]8. 4.Y.1	General
The purpose of the Handover Report procedure is to transfer mobility related information between NG-RAN nodes.
The procedure uses non UE-associated signalling.
[bookmark: _Toc535237438]8. 4.Y.2	Successful Operation


Figure 8.3.10.2-1: Handover Report, successful operation
An NG-RAN node initiates the procedure by sending an HANDOVER REPORT message to another NG-RAN node. By sending the message NG-RAN node1 indicates to NG-RAN node2 that a mobility-related problem was detected.
If the Handover Report Type IE is set to "HO too early" or "HO to wrong cell", then the NG-RAN node1 indicates to NG-RAN node2 that, following a successful handover from a cell of NG-RAN node2 to a cell of NG-RAN node1, a radio link failure occurred and the UE attempted RRC Re-establishment either at the original cell of NG-RAN node2 (Handover Too Early), or at another cell (Handover to Wrong Cell). The detection of Handover Too Early and Handover to Wrong Cell events is made according to TS 38.300 [15].
If the UE-related information is available in NG-RAN node1, the NG-RAN node1 should include in HANDOVER REPORT message:
-	the Mobility Information IE, if the Mobility Information IE was sent for this handover from NG-RAN node2;
-	the Source cell C-RNTI IE.
If received, the NG-RAN node2 uses the above information according to TS 38.300 [15].
If the UE RLF Report received from the NG-RAN node sending the RLF INDICATION message, as described in TS 38.300 [15], is available, the NG-RAN node1 may also include it in the HANDOVER REPORT as UE RLF Report Container IE.
If the Handover Report Type IE is set to "Inter-system ping-pong", then the NG-RAN node1 indicates to NG-RAN node2 that a completed handover from a cell of NG-RAN node2 to a cell in other system might have resulted in an inter-system ping-pong and the UE was successfully handed over to a cell of NG-RAN node1 (indicated with Target cell NR CGI IE).
The report contains the source and target cells, and cause of the handover. If the Handover Report Type IE is set to "HO to wrong cell", then the Re-establishnt cell ECGI IE shall be included in the HANDOVER REPORT message. If the Handover Report Type IE is set to "Inter-system ping-pong", then the Target cell in EPS system IE shall be included in the HANDOVER REPORT message.
[bookmark: _Toc535237439]8. 4.Y.3	Unsuccessful Operation
Not applicable.
[bookmark: _Toc535237440]8. 4.Y.4	Abnormal Conditions
Void.
-----Next change----
[bookmark: _Toc5691922]9.1.1.1	HANDOVER REQUEST
This message is sent by the source NG-RAN node to the target NG-RAN node to request the preparation of resources for a handover.
Direction: source NG-RAN node  target NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	Source NG-RAN node UE XnAP ID reference
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the source NG-RAN node
	YES
	reject

	Cause
	M
	
	9.2.3.2
	
	YES
	reject

	Target Cell Global ID
	M
	
	9.2.3.25
	Includes either an E-UTRA CGI or an NR CGI
	YES
	reject

	GUAMI
	M
	
	9.2.3.24
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>NG-C UE associated Signalling reference
	M
	
	AMF UE NGAP ID
9.2.3.26
	Allocated at the AMF on the source NG-C connection.
	–
	

	>Signalling TNL association address at source NG-C side
	M
	
	CP Transport Layer Information
9.2.3.31
	This IE indicates the AMF’s IP address of the SCTP association used at the source NG-C interface instance.
	–
	

	>UE Security Capabilities
	M
	
	9.2.3.49
	
	–
	

	>AS Security Information
	M
	
	9.2.3.50
	
	–
	

	>Index to RAT/Frequency Selection Priority
	O
	
	9.2.3.23
	
	–
	

	[bookmark: OLE_LINK29][bookmark: OLE_LINK30]>UE Aggregate Maximum Bit Rate
	M
	
	9.2.3.17
	
	–
	

	>PDU Session Resources To Be Setup List
	
	1
	9.2.1.1
	Similar to NG-C signalling, containing UL tunnel information per PDU Session Resource;
and in addition, the source side QoS flow  DRB mapping
	–
	

	>RRC Context
	M
	
	OCTET STRING
	Either includes the HandoverPreparationInformation message as defined in subclause 10.2.2. of TS 36.331 [14], if the target NG-RAN node is an ng-eNB,
or the HandoverPreparationInformation message as defined in subclause 11.2.2 of TS 38.331 [10], if the target NG-RAN node is a gNB.
	–
	

	>Location Reporting Information
	O
	
	9.2.3.47
	Includes the necessary parameters for location reporting.
	–
	

	>Mobility Restriction List
	O
	
	9.2.3.53
	
	–
	

	Trace Activation
	O
	
	9.2.3.55
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.32
	
	YES
	ignore

	UE History Information
	M
	
	9.2.3.64
	
	YES
	ignore

	UE Context Reference at the S-NG-RAN node
	O
	
	
	
	YES
	ignore

	>Global NG-RAN Node ID
	M
	
	9.2.2.3
	
	–
	

	>S-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	
	–
	

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the source NG-RAN node provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore



                                             -----Next change----
[bookmark: _Toc535237619]9.1.3.X	RLF INDICATION
This message is sent by the NG-RAN node2 to indicate a reception of an RLF Report from a UE that suffered a connection failure at NG-RAN node1.
Direction: NG-RAN node2  NG-RAN node1.
	IE/Group Na
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	ignore

	ShortMAC-I
	O
	
	BIT STRING (SIZE (16))
	ShortMAC-I contained in the RRC Re-establishnt Request ssage (TS 38.331 [9])
	YES
	ignore

	UE RLF Report Container
	M
	
	OCTET STRING
	Contained in the UEInformationResponse message (TS 38.331 [9])
	YES
	ignore

	RRC Conn Setup Indicator
	O
	
	ENUMERATED(RRC Conn Setup, ...)
	Included if the RLF Report within the UE RLF Report Container IE is retrieved after an RRC connection setup or an incoming successful handover
	YES
	reject

	RRC Conn Reestab Indicator
	O
	
	ENUMERATED(reconfigurationFailure, handoverFailure, otherFailure, ...)
	The Reestablishment Cause in RRCConnectionReestablishmentRequest message(TS 38.331 [9])
	YES
	ignore



[bookmark: _Toc535237620]9.1.3.Y	HANDOVER REPORT
This ssage is sent by the NG-RAN node1 to report a handover failure event or other critical mobility problem.
Direction: NG-RAN node1  NG-RAN node2.
	IE/Group Na
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	ignore

	Handover Report Type
	M
	
	ENUMERATED (HO too early, HO to wrong cell, …, Inter-system ping-pong)
	
	YES
	ignore

	Handover Cause
	M
	
	Cause
9.2.6
	Indicates handover cause employed for handover from NG-RAN node2
	YES
	ignore

	Source NG-RAN cell ID
	M
	
	NG-RAN node cell ID 
9.2.2.X
	ID of source NG-RAN cell for handover procedure (in NG-RAN node 2)
	YES
	ignore

	Failure NG-RAN cell ID
	C-
ifHandoverReportType HoToWrongCellAndHoTooEarly
	
	NG-RAN node cell ID 
9.2.2.X
	ID of target NG-RAN cell for handover procedure (in NG-RAN node 1)
	YES
	ignore

	Re-establishnt NG-RAN cell ID
	C-
ifHandoverReportType HoToWrongCell
	
	NG-RAN node cell ID 
9.2.2.X
	ID of NG-RAN cell where UE attempted re-establishnt
	YES
	ignore

	Target NG-RAN cell ID
	C-
ifHandoverReportType Intersystempingpong
	
	NG-RAN node cell ID 
9.2.2.X
	ID of the target NG-RAN node for second inter-sytem handover. 
	
	

	Target cell in EPS system
	C-
ifHandoverReportType Intersystempingpong
	
	9.2.2.8
	ID of the E-UTRAN node for the first inter-sytem handover
	YES
	ignore

	Source cell C-RNTI
	O
	
	BIT STRING (SIZE (16))
	C-RNTI allocated at the source NG-RAN node (in NG-RAN node2) contained in the AS-config (TS 38.331 [9]).
	YES
	ignore

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information provided in the HANDOVER REQUEST message from NG-RAN node2.
	YES
	ignore

	UE RLF Report Container
	O
	
	OCTET STRING
	The UE RLF Report Container IE received in the RLF INDICATION message.
	YES
	ignore



	Condition
	Explanation

	ifHandoverReportType HoToWrongCell
	This IE shall be present if the Handover Report Type IE is set to the value "HO to wrong cell"

	ifHandoverReportType Intersystempingpong
	This IE shall be present if the Handover Report Type IE is set to the value "Inter-system ping-pong"

	ifHandoverReportType HoToWrongCellAndHoTooEarly
	This IE shall be present if the Handover Report Type IE is set to the value "HO to wrong cell" and “HO too early”




-----Next change----
[bookmark: _Toc5692017]9.2.2.x	NG-RAN node cell ID 
This IE is used to globally identify an NG cell (see TS 38.300 [9]).
	CHOICE NG RAN Noe ID
	
	
	
	
	YES
	reject

	>NR Cell
	
	
	
	
	
	

	>>NR CGI
	M
	
	9.2.2.7
	
	–
	

	>E-UTRA Cell
	
	
	
	
	
	

	>>E-UTRA CGI
	M
	
	9.2.2.8
	
	–
	



-----Next change----
ANS.1 to be added
                                  -----End of change----
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