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1. Introduction
Last RAN#104 has a to be continued item of the Reroute NSSF Provided Information for NGAP, namely
Previously treated as Rel-15 correction in R3-193219 (noted)

To be continued...
This paper discuss one possible remaining issue i.e. the existing Allowed NSSAI IE in the REROUTE NAS REQUEST and INITIAL UE MESSAGE messages which may become redundancy

2. Discussion

The whole Reroute NAS procedure, when apply to NSSAI (Slicing), it is coming from NSSF to source AMF, then source AMF to RAN, then RAN to target AMF. The information provided by NSSF to source AMF including parameters e.g. allowed NSSAI and others like Configured NSSAI, Rejected NSSAI etc. which are only for transparently to RAN. It has been more or less in the direction to have those information in the transparent container as proposed in R3-193219, we also think it is an appropriate way forward.

However, the existing Allowed NSSAI IE in the REROUTE NAS REQUEST and INITIAL UE MESSAGE messages will become redundancy.

The Allowed NSSAI IE, is already transferred to RAN in signalling message like INITIAL CONTEXT SETUP REQUEST, HANDOVER REQUEST, PATH SWITCH REQUEST ACKNOWLEDGE and DOWNLINK NAS TRANSPORT messages.
Since the Allowed NSSAI information in the REROUTE NAS REQUEST and INITIAL UE MESSAGE messages is transparently to the RAN, it would then be appropriate to disable the existing IE.
3. Proposal

Proposal: If a transparent container will be introduced to transfer the source to target AMF information, and the Allowed NSSAI list IE will be included in the transparent container, it is proposed to disable the existing Allowed NSSAI IE in the REROUTE NAS REQUEST and INITIAL UE MESSAGE messages when it is received.
As an example, quoted from R3-193219, the proposal is shown in the Annex of this contribution.
[1] R3-193219 Reroute NSSF provided information for TS38.413 (ZTE et.al)
[2] 29.531
ANNEX:

9.2.5.1
INITIAL UE MESSAGE

This message is sent by the NG-RAN node to transfer the initial layer 3 message to the AMF over the NG interface.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	reject

	RRC Establishment Cause
	M
	
	9.3.1.111
	
	YES
	ignore

	5G-S-TMSI
	O
	
	9.3.3.20
	
	YES
	reject

	AMF Set ID
	O
	
	9.3.3.12
	
	YES
	ignore

	UE Context Request
	O
	
	ENUMERATED (requested, ...)
	Indicates that a UE context including security information needs to be setup at the NG-RAN.
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	This IE is not used if the Source to Target AMF Information reroute IE is received.
	YES
	reject

	Source to Target AMF Information Reroute
	O
	
	9.3.3.XX
	
	YES
	ignore


9.2.5.5
REROUTE NAS REQUEST

This message is sent by the AMF in order to request for a rerouting of the INITIAL UE MESSAGE to another AMF.
Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	AMF UE NGAP ID
	O
	
	9.3.3.1
	
	YES
	ignore

	NGAP Message
	M
	
	OCTET STRING
	Contains the INITIAL UE MESSAGE
	YES
	reject

	AMF Set ID
	M
	
	9.3.3.12
	
	YES
	reject

	Allowed NSSAI
	O
	
	9.3.1.31
	This IE is not used if the Source to Target AMF Information reroute IE is received.
	YES
	reject

	Source to Target AMF Information Reroute
	O
	
	9.3.3.XX
	
	YES
	ignore
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