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Introduction
During RAN3#104 meeting, IAB bearer mapping was discussed and the following agreements were reached for IAB 1:1 and N:1 bearer mapping: 

	Progress in RAN3#104 meeting:
Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded.

WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL

WA: They may coexist in the same network


In this contribution, we mainly discuss the feasibility of working assumption on N:1 bearer mapping and present our considerations.
Discussion
For N:1 bearer mapping, both the IPv6 flow label and DSCP based approach have been discussed in RAN3#104 meeting. 
IPv6 flow label based N:1 bearer mapping: Suppose the IPv6 flow label could indicate the UE bearer info with many to one bearer mapping and the IAB donor DU is configured with the UE bearers to BH RLC channel mapping rule (UE bearer info may be in the form of DL GTP-TEID/associated IPv6 flow label), IAB donor DU could then determine the UE bearer based on the IPv6 flow label and then map this packet to the egress BH RLC channel based on the bearer mapping configuration. Different from 1:1 bearer mapping, the IPv6 flow label allocated for N:1 bearer mapping might be per UE bearer or per BH RLC channel. For example, suppose UE DRB1 and DRB2 shall be multiplexed into one BH RLC channel, the data packet from these two DRBs could be set to the same IPv6 flow label.

DSCP based N:1 bearer mapping: As we know, access IAB node and IAB donor CU may derive the DSCP of the received UL/DL data packet based on the 5QI or other RAN traffic parameter and perform the DSCP marking on the IP header of data packet. IAB donor DU may get the DSCP from the IP header of data packet received from donor CU. Then the IAB donor DU could map the IP packet to downlink BH RLC channel according to DSCP. Similarly, for access IAB node, it may perform the DSCP marking on the IP header and then map the IP packet to egress BH RLC channel based on DSCP. When it comes to intermediate IAB node, it may get the DSCP from the ingress BH RLC channel or BAP header and then map the received packet to the corresponding egress BH RLC channel. 

RAN3 has the working assumption that both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL N:1 mapping. The other working assumption is that they may co-exist in the same network. Suppose the DSCP-based and IPv6 flow-label based mapping co-exist in the IAB network, the donor CU has to select whether DSCP or IPv6 flow label shall be used for a given UE bearer. It is not clear if certain criteria should be specified it. 

With regard to donor DU, it also needs to determine for each data packet whether the DSCP or IPv6 flow label is used for bearer mapping. One possible way is to define default DSCP/IPv6 flow label value to indicate which bearer mapping approach is enabled for data packet. For example, the DSCP value set to 0x000000 means the DSCP based approach is disabled and donor DU should look into the IPv6 flow label for N:1 bearer mapping. However, suppose default DSCP value is used to indicate that IPv6 flow label based bearer mapping is used for a data packet, it means that the DSCP could no longer be used to differentiated packet precedence processing on the routers between donor DU and donor CU. It should be noted that the donor CU and donor DU might be provided from different equipment vendors. To support the co-existence of DSCP and IPv6 flow label based mapping, it is necessary to specify the default DSCP or IPv6 flow label value to indicate the bearer mapping approach. 

In a sum, considering that one to one bearer mapping could only use IPv6 flow label based approach and donor CU/DU has already supported it, it is suggested to adopt IPv6 flow label based approach for many to one bearer mapping to realize the unified design. We see no apparent necessity of why DSCP based mapping had to be supported. 
Observation 1: Suppose DSCP and IPv6 flow label based mapping co-exist in the IAB network, donor DU needs to determine whether the DSCP or IPv6 flow label based bearer mapping is used for the data packet. 

Observation 2: Default DSCP/IPv6 flow label value needs to be defined to indicate which bearer mapping approach is enabled, which requires extra specification efforts. 

Observation 3: For N:1 bearer mapping, IPv6 flow label may be allocated per BH RLC channel. That is, the data packets from the DRBs that mapped to the same BH RLC channel are set to the same IPv6 flow label. In this sense, IPv6 flow label is used similar to DSCP. 
Proposal 1: It is suggested to only adopt IPv6 flow label based approach for N:1 bearer mapping.
Conclusion
In this paper, we mainly discussed the feasibility of working assumption on N:1 bearer mapping and present our considerations. And we have the following observations and proposals:

Observation 1: Suppose DSCP and IPv6 flow label based mapping co-exist in the IAB network, donor DU needs to determine whether the DSCP or IPv6 flow label based bearer mapping is used for the data packet. 

Observation 2: Default DSCP/IPv6 flow label value needs to be defined to indicate which bearer mapping approach is enabled, which requires extra specification efforts. 

Observation 3: For N:1 bearer mapping, IPv6 flow label may be allocated per BH RLC channel. That is, the data packets from the DRBs that mapped to the same BH RLC channel are set to the same IPv6 flow label. In this sense, IPv6 flow label is used similar to DSCP. 
Proposal 1: It is suggested to only adopt IPv6 flow label based approach for N:1 bearer mapping.
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