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[bookmark: _Ref349588338]1. 	Introduction
A new study item on "local NR positioning in NG-RAN" has been agreed at RAN#84 [1]. The objectives are:
The objective of this study item is to study the feasibility and specification impact on, [RAN3]
a) Local location management functionality including location of the LMF, potential new interface(s) (if any), impact on existing protocols, and coordination with the LMF in the 5GC.
b) NG RAN acting as LCS client. 
SA working groups should be involved, if necessary.
"Local NR positioning in NG-RAN" has been studied in SA2 as "Solution 15", "Solution 26", and "Solution 28" in TR 23.731 [2]. From an NG-RAN perspective, the solutions are similar and intended to address Key Issue 1 "Enhancement to LCS Architecture",  Key Issue#3 "support of low latency LCS", Key Issue#7 "Location service exposure", and  Key Issue#8 "Support of IoT UEs" in TR 23.731 [2].
To address the above Key Issues, NG-RAN node enhanced with the support of location management functionality is selected by SA2 to perform UE positioning locally in the RAN under the condition that RAN WGs conclude that NG‑RAN supports location management functionality, as mentioned in the SA2 LS to RAN [3]. 
RAN2 studied NG-RAN support for location management functionality and concluded that this option is recommended for normative work, provided the concerns raised in the study phase are addressed (as described in subclause 9.3.1 in TR 38.855 [4]). These concerns were:
(a)	"security risk";
(b)	latency gains to cater new use cases.
Further, the following issues need to be addressed when the normative specifications are developed [4]:
(c)	Impact of UE mobility in support of location management functionality in NG-RAN;
(d)	co-existence of LMC in NG-RAN and LMF.
RAN3 did not fully study the location management functionality in the NG-RAN during the NR Positioning Study Item phase [5] and therefore, could not reach a common understanding of the network architecture complexity to introduce this functionality and concluded in section 9.3.2 of TR 38.855 [4]: 
Regarding location management functionality in the NG-RAN, the location of the LMC function should be further considered, including possible new interface(s), impact on existing protocols, and coordination with the LMF in the 5GC.
which is now the objective of the SID on "local NR positioning in NG-RAN" [1] as summarized above. 
In this contribution we discuss the feasibility and specification impact on location management functionality in the NG‑RAN.


2. 	Extended NG-RAN Positioning Architecture
The extended positioning architecture including support of location management functionality in NG-RAN is shown in Figure 1 which is based on Figure 9.3.1-1 in TR 38.855 [4] but using the NG-RAN positioning architecture defined in Figure 5.1-1 in TS 38.305 [6] as baseline. 


Figure 1:	 Extended Positioning Architecture with location management functionality in NG-RAN.
The "location management functionality in NG-RAN" was defined as "Location Management Component (LMC)" in TR 38.855 and is shown as red addition to the gNB in Figure 1 above. As summarized in TR 38.855 [4], from a RAN perspective the support of location management functionality in NG-RAN impacts at least:
-	NG-C interface: signalling between AMF and NG-RAN (see section 5.1 below);
-	Protocol/signalling between NG-RAN and UE (see section 5.2 below); 
-	Protocol/signalling between NG-RAN Nodes (see section 5.3 below);  
-	Architecture of location management component within NG-RAN (see sections 4 and 5.4 below).

3. 	LMC Capability 
The location management functionality in the NG-RAN (LMC) should have comparable capability to a 5GCN LMF which is specified in TS 23.273 [7]. 
NOTE:	An operator could restrict an LMC to support of e.g. NR RAT dependent positioning if a 5GCN LMF is present that supports other position methods or could support most or all position methods in an LMC if no 5GCN LMF is present.
An LMC may perform the following general functions:
-	Request location measurements from the UE.
-	Manage UL location measurements by the gNB/TRP of the UE.
-	Manage static and dynamic scheduling of DL-PRS and broadcast of assistance data by the gNB.
-	Interact with other gNBs to coordinate location support (e.g. obtain UL location measurements for a UE or request changes to DL-PRS broadcast).
-	Determine a location estimate for a UE.
-	Provide a location service capability to a serving AMF.
-	Provide a location service capability to other gNBs.
-	Provide a location service capability to a UE.

4. 	LMC in the gNB Architecture 
One aspect of the SID objective summarized in section 1 above is to determine the "location of the LMF" in the NG‑RAN. For NR positioning in Rel-16 [8], RAN3 made the following agreements for positioning support in the disaggregated gNB architecture [9]:
-	The gNB-CU and gNB-DU are part of the positioning architecture.
-	gNB-CU terminates NRPPa.
-	gNB-CU requests positioning measurements (e.g. E-CID) to the gNB-DU. 
-	gNB-DU reports the measurements back to the gNB-CU.
-	A gNB-DU may include positioning measurement functionality.
-	Separate measurement node is not precluded.
Given the above progress in RAN3 and considering that the gNB-CU is the logical node hosting RRC it appears reasonable that the LMC can be part of a gNB-CU. In order to offload possitioning support from a gNB-CU and to allow a multi-vendor environment, a separate LMC function should not be precluded (similar to a separate measurement node/TRP), which could be connected to the gNB-CU via F1 interface. The gNB-CU could then forward all positioning related signalling to the LMC and/or gNB-DUs/TRPs. This leads to the extended gNB architecture shown in Figure 2 below.


Figure 2: Extended gNB Architecture.

5.	Impacts on Signalling protocols and interfaces
5.1		Signalling between an AMF and gNB/LMC
For the signalling between an AMF and the LMC in the gNB, there appear to be two main options which can reuse existing procedures/protocols as summarized below. 
5.1.1	Option 1: Extended Location Reporting Procedure
The NG-RAN location reporting procedure for Rel-15 is defined in TS 23.502 clause 4.10 [10] and in TS 38.413 clause 8.12 [11] and enables a serving AMF to request a serving NG-RAN node to report the UE location once only, periodically on a change of serving cell or periodically when a UE presence in an area of interest has changed. However, in Rel-15 the location provided by the serving NG-RAN node comprises an NR or E-UTRA CGI and a Tracking Area Identity only.
This procedure requires only minor additions to enable a serving AMF to request a more accurate location from NG‑RAN. An AMF may send a Location Reporting Control message to the NG‑RAN to request a target device location. The LMC in the NG-RAN then determines the UE location and provides the location estimate back to the AMF in a Location Report message, as illustrated in Figure 3 below. 
The required modifications of this procedure comprise the following: 
-	Add an optional QoS parameter to a Location Reporting Control message to enable a serving AMF to request a more accurate location than that corresponding to a CGI.
-	Add an optional list of supported GAD shapes in a Location Reporting Control message.
-	Allow the serving NG-RAN node to obtain a more accurate UE location when a QoS is provided (using an LMC).
-	Return a UE location using a GAD shape when requested in a Location Reporting Control message.
The extended Location Reporting procedure can be supported by an LMC in a gNB. A gNB-CU without LMC in the same gNB may forward a location request (with QoS higher than cell ID granularity) to another gNB with LMC (by forwarding a Location Reporting Control message using an XnAP transport message) and receive a later response from the LMC (a Location Report message conveyed by an XnAP transport message) (see also section 5.3 below).


Figure 3: Extended NG-RAN Location Reporting Procedure.

5.1.2	Option 2: Reuse of NL1 Protocol
The NL1 interface between AMF and LMF shown in Figure 1 supports location requests for a target UE sent from a serving AMF for the target UE to an LMF as sepcified in TS 29.572 [12] (Nlmf_Location_DetermineLocation Request/Response). The Request operation can include the following parameter (at least one of these parameters must be present):
-	externalClientType, correlationID, amfId, locationQoS, supportedGADShapes, supi, pei, gpsi, ecgi, ncgi, priority, velocityRequested;
and the Response operation may include (where the parameter locationEstimate must be present):
-	locationEstimate, accuracyFulfilmentIndicator, ageOfLocationEstimate, velocityEstimate, civicAddress, positioningDataList, gnssPositioningDataList, ecgi, ncgi, altitude, barometricPressure.
An Nlmf_Location_DetermineLocation Request/Response message could be transported between the serving gNB and serving AMF for a target UE in an NGAP transport container, which could be defined as a new NGAP UL/DL transport message [11]. A gNB-CU without a colocated LMC may then forward an Nlmf_Location_DetermineLocation request to another gNB with LMC (by forwarding a Nlmf_Location_DetermineLocation request message using an XnAP transport message) and receive a later response from the other gNB (see also section 5.3 below).
Option 2 has several advantages compared to Option 1, including the following:
-	An AMF can use the same message/operation towards an LMF and LMC.
-	An LMC can be based on an LMF to reduce implementation for vendors who support both.
-	Immediate and deferred location requests can be supported in alignment with 5GC location procedures (e.g. MT-LR, MO-LR, NI-LR) defined in [7] (see also section 6 below).
Accordingly, Option 2 is assumed here. Figure 4 below shows an example procedure for a basic MT-LR (which will be further discussed in section 6 below). Steps 5 are the procedures which would be performed if the AMF at Step 4 selects an LMF; steps 6 would be performed if the AMF at step 4 selects a RAN LMC. From an AMF point of view, the same message would be used in both cases; only the transport (container) would be different. Similarly, an LMC would see the same "input/output" data as an LMF.


Figure 4: Example of MT-LR Location Service Support using 5GC LMF (Steps 5) and using a NG-RAN LMC (steps 6).

5.2		Signalling between a gNB/LMC and UE
The LPP protocol [13] is used for the positioning procedures between an LMF and target UE, as specified in TS 38.305 [6]. For an LMF, LPP messages are carried as transparent PDUs across intermediate network interfaces using the appropriate protocols (e.g., NAS/NGAP over the NG-C interface, NAS/RRC over the Uu interface). 
LPP can be reused for the positioning signalling between an LMC and target UE and transported in an RRC message container. The DL and UL Information Transfer messages [14] may be extended to support a non-NAS message container, or a new UL/DL RRC Transfer container message can be defined. The reuse of LPP has the lowest overall impact, which also makes UE positioning procedures agnostic to regarding where the LMF is located (i.e., 5GCN LMF or NG-RAN LMC) (similar to the reuse of NL1 messages (section 5.1.2 above)). The Step 6b in Figure 4 above can then be extended as shown in Figure 5 below.


Figure 5: LPP signalling between LMC and UE.
The RRC signalling to request measurement gaps (e.g., Location Measurement Indication [14]) can be reused but may typically not be needed when an LMC is part of a serving gNB-CU. Since the gNB-CU can now be aware of a positioning session, there may be no need for a UE to request measurement gaps (i.e., gaps can be configured by the serving gNB-CU before any LPP location request). To indicate this to the UE, a flag (or similar small parameter) might be added to an LPP location request.
Broadcast of assistance data can be supported by an LMC in the same way as for an LMF. Assuming the LTE broadcast procedure is reused for NR, the LMC would perform any segmentation and ciphering and provides pre-coded posSIBs for broadcast in SI messages. The ciphering keys would then be provided by an LMC to an AMF for distribution to suitably subscribed UEs. The LCS-AP Ciphering Key Data message specified in [15] could be reused (or adapted) for this purpose transported inside NGAP UL/DL transport messages (similar to Steps 6a/c in Figure 4 above). To avoid multiple LMCs providing the same ciphering keys (e.g. for the same TA) to AMFs, only some LMCs can be configured to provide ciphering keys to AMFs (e.g. just one LMC in each TA). Ciphering keys can be configured in LMCs (e.g. via O&M) to ensure that gNBs in the same TA are using the same ciphering keys.
For Location Services operation, the Supplementary Services (SS) Protocol (TS 24.080 [16]) is also used for 5GC Location Services, as specified in TS 23.273 [7]. The MT-LR and MO-LR Services messages are exchanged between an AMF and a UE and can also be used in the same way as currently defined for 5GC LMF location services [7] (see sections 6.1 and  6.2 below). The Supplementary Services messages for support of periodic and triggered location services are exchanged between a 5GC LMF and UE [7]. For an NG-RAN LMC these messages can be transported in the same RRC container message as for the LPP messages and is shown in Figure 6 (see also section 6.3 below). 


Figure 6: Supplementary Services (SS) signalling between LMC and UE.

5.3	Signalling between gNBs/LMCs
Location procedures between pairs of gNBs/LMCs are required to support one or more of the following functions:
(a)	Request UL measurements for a target UE by one gNB (e.g. a serving gNB with an LMC) from another gNB (TRP). 
(b)	Provide assistance data for a target UE by one gNB (e.g. a serving gNB with an LMC) to another gNB to assist UL measurements of the target UE by the other gNB/TRP.
(c)	Request a change in DL PRS broadcast scheduling and configuration by one gNB to a neighbour gNB. 
(d)	Request a change in scheduling and resources for broadcast of location information by one gNB to a neighbour gNB.
(e)	Transfer of an LPP container via a serving gNB without LMC to a neighbour gNB with LMC.
(f)	Transfer of an SS container via a serving gNB without LMC to a neighbour gNB with LMC.
(g)	Transfer of an NGAP container via a serving gNB without LMC to a neighbour gNB with LMC.
Items (a)-(d) are the same functionality as required between a 5GC LMF and an NG-RAN Node which is expected to be supported in Rel-16 using NRPPa [17] to support the new NR positioning methods [8]. Therefore, NRPPa could be reused for the location procedures between gNBs. A XnAP Transfer container message could be defined in TS 38.423 [18], similar to the RRC Transfer procedure [18] as illustrated in Figure 7 below. This XnAP Transfer container message can also be used to transfer LPP and SS messages from a gNB without LMC to a gNB with LMC, and to forward a Nlmf_Location_DetermineLocation Request/Response to a neighbour gNB (in case the serving gNB has no LMC), as described in section 5.1.2 above.


Figure 7: Signalling between gNBs.

5.4	Signalling between gNB-CU and LMC
The location procedures between a gNB-CU and LMC comprise all location related procedures on NG, Xn, and NR-Uu interfaces:
-	location procedures between AMF and gNB/LMC (using Nlmf_Location_DetermineLocation), as described in section 5.1.2; 
-	location procedures between gNB/LMC and UE (using LPP and SS), as described in section 5.2;
-	location procedures between gNBs/LMCs (using NRPPa), as described in section 5.3.
The corresponding messages to support positioning can be carried inside F1AP [19] message transfer containers. Essentially, a gNB-CU would forward any location related messages received on NG, Xn and Uu interfaces to the LMC, as illustrated in Figure 8 below (if the gNB has a LMC; otherwise to another gNB using XnAP as described in section 5.3 above).


Figure 8: Signalling between gNB-CU and LMC.
5.5	Signalling between gNB-CU and gNB-DU/TRP
The signalling between a gNB-CU and gNB-DU/TRP is currently being discussed in RAN3 as part of the Rel-16 NR Positioning WI [8]. A gNB-DU/TRP may perform the following general functions:
-	Transmission of DL PRS according to a selected configuration (which may be configured by a gNB-CU/LMC on-demand, e.g., based on required QoS).
-	Performing UL PRS signal measurements such as RTOA, Rx-Tx, or AOA, where the UL PRS configuration need to be provided by the gNB-CU/LMC to the RP on-demand.
-	Reporting UL signal measurements (for a particular UE) to the gNB-CU/LMC.
The above functions need to be supported by signaling between a 5GC LMF and gNB-DU/TRP, and therefore would be defined in NRPPa. RAN3 is currently discussing the following main options for the signalling between a gNB-CU and gNB-DU/TRP [9]:
(a)	Define separate procedures, messages and parameters in F1AP which will align with NRPPa (but may not exactly copy NRPPa). 
(b)	Define F1AP container messages, which carry NRPPa PDUs. The gNB-CU may then forward the received NRPPa PDU to the particular gNB-DU/TRP. 
For option (b), a common F1AP Transfer Message could be used for both gNB-CU to gNB-DU/TRP signalling and gNB-CU to LMC signalling (as in section 5.4). This would be similar to the RRC Message Transfer messages in F1AP [19] which carry an RRC Container and is summarized for both cases in Figure 9 below. 
NOTE: 	The positioning transfer messages are generally not transparent to the gNB-CU. I.e., the gNB-CU would need to interpret some header part of the transfer message to determine any follow up action but does not need to interpret the included positioning PDU. For example, the gNB-CU would need to decide whether a NRPPa PDU is intended for the gNB-DU/TRP in the same gNB or needs to be provided to the gNB‑DU/TRP of a neighbour gNB (which would require transfer of the NRPPa PDU using a XnAP Transfer message (see also section 6.1.1 below)).


Figure 9: Signalling between gNB-CU and gNB-DU/TRP for Option (b).
With option (a), NRPPa messages would need to be converted to or from corresponding F1AP messages by a gNB-CU. This could result in substantial overhead and extra processing by gNB-CUs as shown in the example in Figure 10, where an LMC in a serving gNB for a target UE requests UL location measurements for a target UE from a gNB‑DU/TRP in a neighbour gNB. With option (b), NRPPa messages would be transferred between the LMC in the serving gNB and gNB-DU/TRP in the neighbour gNB without any conversion by the gNB-CUs.


Figure 10: Example Signalling for Option (a).
5.6	Summary of impacts on signalling protocols and interfaces
As shown in the subsections above, existing location protocols can be reused for local NG-RAN positioning:
-	Nlmf_Location_DetermineLocation, TS 29.572 [12];
-	LCS-AP Ciphering Key Data (TS 29.171 [15], but specified for 5GC (FFS));  
-	LPP, TS 36.355 [13];
-	Supplementary Services, TS 24.080 [16];
- 	NRPPa, TS 38.455 [17].
The positioning messages for these location protocols can be transported in transport container messages for NGAP, RRC, XnAP, and F1AP. Therefore (according to the objective summarized in section 1 above), 
-	no new interface(s) are required; and
-	impact on existing protocols is limited to the specification of a new UL/DL transfer message container in NGAP [11], RRC [14], XnAP [18], and F1AP [19] protocols.
6.	Location Services Procedures
As specified in TS 23.273 [7], UE-positioning-related services can be instigated from the 5GC in the case of an NI-LR or MT-LR location service, or from the UE in the case of an MO-LR location service. The same UE-positioning services can also be supported using an LMC in the NG-RAN, as shown in the following sub-sections.
6.1	5GC Initiated Location
6.1.1	MT-LR and NI-LR Procedures
The 5GC MT-LR and NI-LR procedures are specified in TS 23.273 [7], sub-clauses 6.1 and 6.10. The signalling and procedures in the 5GC where an LMC is used can be the same as currently specified for an LMF. For the MT-LR procedures, the serving AMF in the Home or Visiting PLMN will receive at some point a Namf_Location_ProvidePositioningInfo Request operation [20] to request the current location of the UE, as shown in Figure 4 in section 5.1.2 above, and further explained in Figure 11 below[footnoteRef:1]. For an NI-LR, the serving AMF determines a requirement to locate the UE, e.g. due to detecting the start of an emergency services call from the UE. All steps in Figure 11 are performed for an MT-LR whereas only steps 4-7 are performed for an NI-LR. [1:  Figure 11 shows an MT-LR via a GMLC. A message flow similar to Figure 11 would be used for an MT-LR via an NEF. In particular steps 4-7 in Figure 11 could remain the same.] 



Figure 11: MT-LR procedure using LMC in the NG-RAN to determine the UE location.
1.	For an MT-LR, the serving AMF of the target UE receives a Namf_Location_ProvidePositioningInfo Request operation from a GMLC (e.g., an H-GMLC or a V-GMLC). This service operation includes the SUPI, client type, and other information such as required QoS, supported GAD shapes, etc. [20].  The GMLC verifies UE privacy before instigating step 1.
2.	For an MT-LR, if the UE is in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 of TS 23.502 [10] to establish a signalling connection with the UE.
3.	For an MT-LR, if the UE must either be notified or notified with privacy verification according to step 1 and if the UE supports LCS notification (according to the UE capability information), a notification invoke message is sent to the target UE, as specified in TS 23.273 [7]. The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the user to grant or withhold permission. The UE then returns a notification result to the AMF indicating, if privacy verification was requested, whether permission is granted or denied for the current LCS request. 
4.	For an MT-LR or NI-LR, the AMF selects an LMF or LMC.  This can be based on the information as currently defined in clause 5.1 of TS 23.273 [7] or based on AMF local configuration. The LMF/LMC selection takes the NG-RAN currently serving the UE into account. If an LMC is selected, steps 5-7 are performed. If an LMF is selected, similar steps are performed with an LMF as defined in clause 6.1 and clause 6.10 in TS 23.273 [7].
5.	The AMF sends the Nlmf_Location_DetermineLocation Request service operation inside a NGAP DL Transfer message as described in section 5.1.2 above to the serving gNB-CU. The service operation may include a LCS Correlation identifier, an indication if the UE supports LPP, the required QoS and Supported GAD shapes as specified in [12]. 
NOTE:	Any UE/subscriber identity supported in Nlmf_Location_DetermineLocation [12] (e.g., SUPI or PEI) does not need to be provided to the LMC in case of "security concerns" (see section 1 above). The UE can be identified via e.g. NGAP-ID. 
	The serving gNB-CU may forward the Nlmf_Location_DetermineLocation Request to a separate LMC in the same gNB in a F1AP transfer message, as described in section 5.4 above[footnoteRef:2]. [2:  The serving gNB-CU could instead forward the Nlmf_Location_DetermineLocation Request to an LMC in another gNB, in which case the Nlmf_Location_DetermineLocation Request would be initially forwarded in an XnAP transfer message to the gNB-CU in the other gNB with the gNB-CU then forwarding the message to the LMC in an F1AP transfer message if the LMC is separate from the gNB-CU.] 

6.	The LMC performs the positioning procedures. This may include DL-PRS measurements performed at the UE, and UL-PRS measurements performed at gNB-DUs/TRPs, as described in section 6.1.2 below. 
7.	The gNB-CU returns the Nlmf_Location_DetermineLocation Response message inside a NGAP UL Transfer message to the AMF to return the current location of the UE, as described in section 5.1.2 above. The message includes the LCS Correlation identifier, the location estimate, its age and accuracy and may include information about the positioning method, as specified in [12].[footnoteRef:3] [3:  If the LMC is not part of the serving gNB-CU, the LMC would first return the Nlmf_Location_DetermineLocation Response to the serving gNB-CU in an F1AP transfer message if the LMC is part of the serving gNB, in an XnAP transfer message if the LMC is part of another gNB-CU or in an F1AP transfer message followed by an XnAP transfer message if the LMC is in another gNB and not part of the CU in that gNB. These operations as well as the positioning at step 6 require the serving gNB-CU to maintain the identity of the LMC and the LMC to maintain the identity of the serving gNB-CU.] 

8.	For an MT-LR, the AMF returns the Namf_Location_ProvidePositioningInfo Response to the GMLC to return the current location of the UE, as specified in [7]. The GMLC may perform additional privacy verification before returning the current location to an external client or AF.
Figure 12 below shows an NI-LR Procedure using the LMC in the NG-RAN to determine the UE location. Steps 2-4 in Figure 12 would be almost identical to steps 5-7 in Figure 11 with differences only in some parameters of the Nlmf_Location_DetermineLocation Request service operation.


Figure 12: NI-LR procedure using LMC in the NG-RAN to determine the UE location.
6.1.2 	UE Positioning Procedures
The UE Positioning Procedure at step 6 in Figure 11 and step 3 in Figure 12 may include LPP and NRPPa signalling and is summarized in Figure 13 below. Figure 13 assumes the LMC is part of the serving gNB and separate from the serving gNB-CU. If the LMC is part of the serving gNB-CU, steps 1a, 2a, 3a, 4a, 6c and 7c would not occur. If the LMC is part of a neighbour gNB, each of steps 1a, 2a, 3a, 4a, 6c and 7c would be replaced by a step in which the LPP or NRPPa location message in each step is transferred between the serving gNB-CU and the gNB-CU in the neighbour gNB in an XnAP transfer message and, if the LMC is not part of the neighbour gNB-CU, an additional step in which the location message is further transferred between the neighbour gNB-CU and LMC in an F1AP transfer message.


Figure 13: UE Positioning Procedures.
1.	For DL-PRS measurements, the LMC may determine the gNB-DUs/TRPs nearby the approximate location (e.g., serving gNB-DU) of the target device. If there are no or not sufficient DL-PRS resources configured on these gNB-DUs/TRPs, the LMC may initiate a NRPPa procedure to configure (or reconfigure) the DL PRS on the gNB-DUs/TRPs.
The LMC sends the NRPPa DL-PRS Configuration message inside a F1AP Transfer message to the gNB-CU, as described in section 5.4. The gNB-CU may forward the NRPPa DL-PRS Configuration message to gNB‑DUs/TRPs using F1AP as described in section 5.5 above or to neighbour gNBs using XnAP as described in section 5.3 above.
2.	For UL-PRS measurements, the LMC provides the UL‑PRS configuration to the selected gNB-DUs/TRPs in a NRPPa UL PRS Measurement Request message. The message includes all information required to enable the gNB-DUs/TRPs to perform the UL measurements. 
The LMC sends the NRPPa UL-PRS Measurement Request message inside a F1AP Transfer message to the gNB-CU, as described in section 5.4. The gNB-CU may forward the NRPPa UL-PRS Measurement Request message to gNB‑DUs/TRPs using F1AP as described in section 5.5 above or to neighbour gNBs using XnAP, as described in section 5.3 above.
3.	The LMC may send a LPP Provide Assistance Data message to the target device.
The LMC sends the LPP Provide Assistance Data message in a F1AP Transfer message to the gNB-CU, as described in section 5.4. The gNB-CU forwards the LPP Provide Assistance Data message to the gNB-DU as described in section 5.5 above, which forwards the message to the UE inside a RRC Transfer message, as described in section 5.2 above.
4.	The LMC may send a LPP Request Location Information message to the target device.
The LMC sends the LPP Request Location Information message in a F1AP Transfer message to the gNB-CU, as described in section 5.4. The gNB-CU forwards the LPP Request Location Information message to the gNB-DU as described in section 5.5 above, which forwards the message to the UE inside a RRC Transfer message, as described in section 5.2 above.
5.	The UE and the configured gNB-DUs/TRPs perform the PRS measurements.
6.	The UE sends a LPP Provide Location Information message to the LMC.
The UE sends the LPP Provide Location Information message in a RRC Transfer message to the gNB-DU, as described in section 5.2. The gNB-DU forwards the LPP Provide Location Information message to the gNB-CU inside a F1AP Transfer message as described in section 5.5. The gNB-CU forwards the LPP Provide Location Information message to the LMC inside a F1AP Transfer message, as described in section 5.4. 
7.	Each gNB-DU/TRP reports the UL PRS measurements to the LMC in a NRPPa UL PRS Measurement Response message.
The NRPPa UL-PRS Measurement Response message is sent to the serving gNB-CU inside a F1AP Transfer message from a gNB-DU/TRP in the serving gNB or inside an XnAP Transfer message from a neighbour gNB. The serving gNB-CU forwards the NRPPa UL-PRS Measurement Response message to the LMC inside an F1AP Transfer message.
6.2 	RAN Initiated Location
A RAN initiated Location Request (RI-LR) could be used when the NG-RAN (e.g. serving gNB) requires the location of a target UE; e.g., for RRM purposes, as shown in Figure 14 below. With this procedure, separate/new procedures for "NG RAN acting as LCS client" [4], [1] may not be needed.  The procedure assumes that notification and/or verification of location by the UE is not needed, e.g. which may be indicated in UDM privacy subscription for the UE and signalled to the serving gNB by the serving AMF as part of signalling connection establishment. The procedure is not applicable if UE privacy subscription would otherwise require notification and/or verification.
Figure 14 assumes the LMC is part of the serving gNB and separate from the serving gNB-CU. If the LMC is part of the serving gNB-CU, steps 1 and 3 would not occur. If the LMC is part of a neighbour gNB, each of steps 1 and 3 would be replaced by a step in which the location message in each step is transferred between the serving gNB-CU and the gNB-CU in the neighbour gNB in an XnAP transfer message and, if the LMC is not part of the neighbour gNB-CU, an additional step in which the location message is further transferred between the neighbour gNB-CU and LMC in an F1AP transfer message.



Figure 14: RI-LR procedure to determine the UE location.
1.	The serving gNB-CU sends an Nlmf_Location_DetermineLocation Request service operation to the LMC inside an F1AP Transfer message. The service operation may include a LCS Correlation identifier, the required QoS and Supported GAD shapes as specified in [12]. 
2.	The LMC performs positioning of the target UE as described in Figure 13.
3.	The LMC returns an Nlmf_Location_DetermineLocation Response message to the serving gNB-CU inside an F1AP Transfer message. The location response includes the LCS Correlation identifier, the location estimate, its age and accuracy and may include information about the positioning method, as specified in [12].
6.3	UE Initiated Location
6.3.1	MO-LR Procedures
The 5GC MO-LR procedures are specified in TS 23.273 [7], sub-clause 6.2. The signalling and procedures in the 5GC can be the same as currently specified, as shown in Figure 15 below.


Figure 15: MO-LR procedure with LMC in the NG-RAN.
1.	If the UE is in CM-IDLE state, the UE instigates the UE triggered Service Request as defined in clause 4.2.3.2 of TS 23.502 [10] in order to establish a signalling connection with the AMF.
2.	The UE sends an SS MO-LR Request message included in an UL NAS Transport message. The MO-LR Request may include an LPP positioning message (e.g., LPP Request Assistance Data). Different types of location services can be requested [7]: 
- 	location estimate of the UE,
-	location estimate of the UE to be sent to an LCS client or AF, or
-	location assistance data. 
3.	The AMF selects an LMF or LMC.  This can be based on the information as currently defined in clause 5.1 of TS 23.273 [7] or based on AMF local configuration. The LMF/LMC selection takes the NG-RAN currently serving the UE into account. If an LMC is selected, steps 4-6 are performed. If an LMF is selected, similar steps are performed with an LMF as defined in clause 6.2 in TS 23.273 [7].
4.	The AMF sends the Nlmf_Location_DetermineLocation Request service operation inside a NGAP DL Transfer message as described in section 5.1.2 above to the serving gNB-CU. The service operation may include a LCS Correlation identifier, an indication whether a location estimate, or location assistance data is requested, and any embedded LPP message in the MO-LR Request as specified in [7].
The serving gNB-CU may forward the Nlmf_Location_DetermineLocation Request NGAP container to a separate LMC in the same gNB in a F1AP transfer message, as described in section 5.4 above[footnoteRef:4]. [4:  The serving gNB-CU could instead forward the Nlmf_Location_DetermineLocation Request to an LMC in another gNB, in which case the Nlmf_Location_DetermineLocation Request would be initially forwarded in an XnAP transfer message to the gNB-CU in the other gNB with the gNB-CU then forwarding the message to the LMC in an F1AP transfer message if the LMC is separate from the gNB-CU.] 

5.	The LMC performs the positioning procedures (to obtain the UE location or to transfer assistance data, as requested at Step 2). 
6.	When a location has been obtained or when the requested location assistance data has been transferred to the UE, the serving gNB-CU returns the Nlmf_Location_DetermineLocation Response message inside a NGAP UL Transfer message to the AMF to return the current location of the UE or confirm the transfer of assistance data. The message includes the LCS Correlation identifier and may include a location estimate, its age and accuracy and information about the positioning method, as specified in [12].[footnoteRef:5] [5:  If the LMC is not part of the serving gNB-CU, the LMC would first return the Nlmf_Location_DetermineLocation Response to the serving gNB-CU in an F1AP transfer message if the LMC is part of the serving gNB, in an XnAP transfer message if the LMC is part of another gNB-CU or in an F1AP transfer message followed by an XnAP transfer message if the LMC is in another gNB and not part of the CU in that gNB. These operations as well as the positioning at step 5 require the serving gNB-CU to maintain the identity of the LMC and the LMC to maintain the identity of the serving gNB-CU.] 

7.	Signalling with other 5GCN LCS entities may take place, e.g., to notify the GMLC (e.g., for charging purposes) or to transfer the location estimate to a 3rd party as specified in [7].
8.	The AMF sends an SS MO-LR Response message included in a DL NAS Transport message. The response carries any location estimate requested by the UE, or an indicator whether a location estimate was successfully transferred to the identified LCS client or AF. 
6.4	Deferred MT-LR Procedures for Periodic, Triggered, and UE‑Available Location Events
The deferred 5GC MT-LR procedures are specified in TS 23.273 [7], sub-clause 6.3. The signalling and procedures in the 5GC can be the same as currently specified, as shown in Figure 16 below.



Figure 16: Deferred MT-LR for periodic, triggered and UE available location events with LMC in the NG-RAN.
1.	The serving AMF of the target UE receives a Namf_Location_ProvidePositioningInfo Request operation from an LCS entity in the 5GC, e.g., from a H-GMLC or V-GMLC. This service operation includes the LDR Reference Number, (H-)GMLC contact address, whether location estimates are required for triggered location, a QoS, the supported GAD shapes and other parameters as defined in [7].  A GMLC verifies UE privacy before instigating step 1.
2.	If the AMF supports a deferred location request, the AMF returns an acknowledgment.
3.	If the UE is not currently reachable (e.g. is using eDRX or PSM), the AMF waits for the UE to become reachable.
4.	Once the UE is reachable, if the UE is then in CM IDLE state, the AMF initiates a network triggered Service Request procedure as defined in clause 4.2.3.4 of TS 23.502 [10] to establish a signalling connection with the UE. 
5.	If the UE must either be notified or notified with privacy verification according to step 1 and if the UE supports LCS notification (according to the UE capability information), a notification invoke message is sent to the target UE, as specified in TS 23.273 [7]. The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the user to grant or withhold permission. The UE then returns a notification result to the AMF indicating, if privacy verification was requested, whether permission is granted or denied for the current LCS request.
6.	The AMF selects an LMF or LMC. If an LMC is selected, steps 7-20 are performed. If an LMF is selected, similar steps are performed with an LMF as defined in clause 6.3.1 in TS 23.273 [7].
  	NOTE 1:	The AMF may or may not select a particular LMC. If a particular LMC is not selected, the serving gNB-CU selects an LMC (e.g. an LMC in the serving gNB).
7.	The AMF sends the Nlmf_Location_DetermineLocation Request service operation inside a NGAP DL Transfer message as described in section 5.1.2 above to the serving gNB-CU. The service operation includes an LCS Correlation identifier, an indication if UE supports LPP, and other parameters as received in step 1 and as defined in [12]. 
NOTE 2:	Any UE/subscriber identity supported in Nlmf_Location_DetermineLocation [12] (e.g., SUPI or PEI) does not need to be provided to the LMC in case of "security concerns" (see section 1 above). The UE can be identified via e.g. NGAP-ID. 
	If the LMC is not part of the serving gNB-CU, the serving gNB-CU may forward the Nlmf_Location_DetermineLocation Request NGAP container to the LMC in a F1AP transfer message, as described in section 5.4 above. If the LMC is in another gNB, the Nlmf_Location_DetermineLocation Request would be forwarded to the other gNB-CU in an XnAP Transfer message and the other gNB-CU would then forward this to the LMC. Only the serving gNB-CU and LMC need to retain state information for the location request (which needs to include the identity of the serving gNB-CU in the case of the LMC and the identity of the LMC in the case of the serving gNB-CU).
8.	The LMC may perform positioning procedures (e.g. if an initial location estimate is needed) as described in section 6.1.2. During this step, the LMC may request and obtain the UE positioning capabilities (e.g. which may indicate the type(s) of periodic and triggered location supported by the UE and the access types supported by the UE for event reporting). 
For a request for the UE available location event, the LMC skips steps 9 and 10.
9.	If periodic or triggered location was requested, the LMC sends a supplementary services LCS Periodic-Triggered Invoke Request to the UE, as described in section 5.2 above. The LCS Periodic-Triggered Location Invoke carries the location request information received from the AMF at step 7.
As specified in [7], the LCS Periodic-Triggered Location Invoke also includes a deferred routing identifier, which can be the identification of the LMC when the LMC will act as a serving LMC or a default LMC identification otherwise. The LCS Periodic-Triggered Location Invoke may also include an embedded LPP positioning message which indicates certain allowed or required location measurements (or a location estimate) at step 14 for each location event reported. 
NOTE 3:	The deferred routing identifier may be global (e.g. an IP address, UUID or URI) or may be local. The deferred routing identifier is used for routing by the gNB-CU in step 16. 
10.	If the request in step 9 can be supported, the UE returns a supplementary services acknowledgment to the LMC, which is transported in a RRL UL Transfer message, as described in section 5.2 above. 
11.	The LMC sends the Nlmf_Location_DetermineLocation Response message to the AMF, which is transported inside an NGAP UL Transfer message over the NG interface, to respond to the request at step 7. 
For a request for the UE available location event, the response includes any UE location obtained at step 8 and the LMC then releases all resources.
For a periodic or triggered location request, the response includes any location obtained at step 8, a confirmation of whether periodic or triggered location was successfully activated in the UE according to steps 9 and 10 and the identification of the LMC in the case of successful activation with a serving LMC. The LMC also retains state information and resources for later steps if the LMC acts a serving LMC. 
12.	The AMF invokes the Namf_Location_EventNotify service operation towards the V-GMLC for roaming, or H‑GMLC for non-roaming, and includes any location received at step 11 and, for periodic or triggered location, a confirmation of whether or not periodic or triggered location was successfully activated in the target UE. The AMF also includes the LMC identification if received at step 11. The AMF may then release all resources for the location request and cease support for the procedure.
13.	For a periodic or triggered location request where steps 9 and 10 were successfully performed, the UE monitors for occurrence of the trigger or periodic event requested in step 9. 
For the area event or motion event, the UE monitors the requested event at intervals equal to or less than the maximum event sampling interval. 
An event trigger is detected by the UE when any of the following occur [7]: 
(i) a requested area event or motion event has been detected and the minimum reporting time interval has elapsed since the last report (if this is not the first event report); 
(ii) a requested periodic location event has occurred; or 
(iii) the maximum reporting time for an area event or motion event has expired. 
14.	The UE obtains any location measurements, or a location estimate that were requested or allowed at step 9.
15.	The UE performs a RRC Connection Establishment as defined in TS 38.331 [14] if in RRC-IDLE state.
16.	The UE sends a supplementary services event report message included in a RRC UL Transfer message as described in section 5.2 above to the LMC (which may be different to the original serving LMC for steps 7-10). The event report may indicate the type of event being reported (e.g. whether a normal event or expiration of the maximum reporting interval) and may include an embedded LPP positioning message which includes any location measurements or location estimate obtained at step 14. The event report also includes the (H-)GMLC contact address, the LDR reference number, whether location estimates are to be reported and if so the location QoS. The UE also includes the deferred routing identifier received in step 9. The serving gNB-CU then forwards the event report to either the serving LMC or any suitable LMC (e.g. an LMC in the same gNB if available) based on whether the deferred routing identifier indicates a particular LMC or any (default) LMC. If the LMC is part of the serving gNB-CU, no message transfer would be needed. If the LMC is separate from the serving gNB-CU but in the same gNB, the event report is forwarded using F1AP as described in section 5.4. If the LMC is in a different gNB to the serving gNB, the event report is transported in a XnAP Transfer message, as described in section 5.3 above. 
17.	When the LMC receives the event report and if it can handle this event report, the LMC returns a supplementary services acknowledgment for the event report to the UE (in a RRC DL Transfer message, as described in section 5.2 above). The acknowledgment may optionally include a new deferred routing identifier indicating a new serving LMC or a default (any) LMC. 
NOTE 4:	Inclusion of a new deferred routing identifier in the event report acknowledgment at step 17 may be used to change the serving LMC (e.g. if a UE moves into an area that is better supported by a different LMC or if the serving LMC is overloaded) or to enable a default LMC to become a serving LMC.
18.	If a location estimate is needed for event reporting, the LMC may perform positioning procedures as described in section 6.1.2.
19.	The LMC sends the event report (e.g., location estimate) to an external client through the AMF and includes the LDR Reference Number and (H-)GMLC contact address to enable the AMF to forward the event report to the correct (H-)GMLC for onward transfer to the external client or AF.  The (H-)GMLC may perform additional privacy verification before returning the current location to the external client or AF.
20.	The UE continues to monitor for further periodic or trigger events as in step 13 and instigates steps 14-19 each time a trigger event is detected.
7.	Impact of UE Mobility
7.1	UE Mobility for an MO-LR, MT-LR or NI-LR
Handover of a UE from a source to a target gNB may occur during positioning of the UE for a single location estimate for an NI-LR, MT-LR, MO-LR or the initial (and possibly final) location estimate for a deferred MT-LR. When this occurs, the current (source) LMC for the UE may be changed to a new (target) LMC (alternative A) or may remain unchanged (alternative B). A network operator may configure a preference or a requirement for either alternative A or alternative B or an NG-RAN may simply implement one but not both alternatives (to reduce implementation).
An advantage in not changing the source LMC is that ongoing UL and DL measurements for the UE can continue undisturbed with measurements continuing to be sent to the original source LMC for determination of a location. An advantage in changing the source LMC would be possible availability of more assistance data and/or access to more neighbour gNBs applicable to the new serving cell of the UE.  A main principle in supporting UE mobility is that state information for a location session is maintained only in the current LMC and in the current serving gNB-CU. In particular, the LMC is kept updated with the identity of the current serving gNB and the serving gNB-CU remains aware of the current LMC.
A single generic procedure supporting both alternatives A and B is shown in Figure 17 which assumes that the source LMC and target LMC are in the source gNB and target gNB, respectively, but not part of a gNB-CU. In the case that the source LMC is part of the source gNB-CU or the target LMC is part of the target gNB-CU, messages in Figure 18 between the source gNB-CU and source LMC (for steps 3, 11, 13 and 17a) or between the target gNB-CU and target LMC (for steps 15 and 17b) , respectively, are not sent. In the case that the source LMC is in a different gNB to the source gNB or the target LMC is in a different gNB to the target gNB, messages in Figure 18 between the source gNB‑CU and source LMC (for steps 3, 11, 13 and 17a) or between the target gNB-CU and target LMC (for steps 15 and 17b), respectively, are sent via the gNB-CU for the different gNB and thus include an extra XnAP transfer leg between two gNB-CUs.
 


Figure 17: Mobility of a UE for an MO-LR, MT-LR or NI-LR 
Precondition:	The AMF receives an MT-LR, MO-LR or deferred MT-LR request for the location of a UE or initiates an NI-LR and selects an LMC to perform the UE positioning.
1.	The AMF sends the Nlmf_Location_DetermineLocation Request service operation inside a NGAP DL Transfer message to the serving/source gNB-CU as described in section 5.1.2 above in the case of an MT-LR, MO-LR or NI-LR for an immediate location or as described in section 6.4 above for a deferred MT-LR. The AMF includes the LMC identity if the AMF selected a particular source LMC. 
2.	The source gNB-CU selects a source LMC if the AMF did not indicate an LMC (e.g. an LMC in the source gNB) and stores location session information which includes a unique location session identifier, the correlation ID assigned by the AMF, the identity of the UE, the identity of the source gNB and the identity of the source LMC.
NOTE 1:	The location session identifier is used by both the source gNB-CU and LMC to associate later messages with the location session. These can include both positioning messages and messages related to handover of the UE or termination of the location session. This will enable the current serving gNB-CU to route positioning messages between the UE and the current LMC even following a change of LMC and enables both the serving gNB-CU and LMC to indicate or recognize a location session which is impacted by a handover. The location session identifier could be the correlation ID assigned by the AMF if this will remain unique or could be a different identifier assigned by the source gNB-CU.
3.	The gNB-CU forwards the Nlmf_Location_DetermineLocation Request service operation to the source LMC in a F1AP Transfer message as described in section 5.4 above and includes the location session identifier and identity of the serving gNB in the F1AP Transfer message.
4.	The source LMC stores the received information and may initiate UL and/or DL measurements for the UE as described in section 6.1.2.
5.	The source gNB-CU decides to handover the UE to a new target gNB. The normal handover procedure is executed as specified in e.g., TS 38.300 [21], TS 38.401 [22], TS 37.340 [23] and with the additions specified below.
6.	The XnAP Handover Request message sent to the target gNB-CU includes the location session information stored at step 2. The source gNB-CU may also include a preference or requirement for not changing the source LMC.
7.	The target gNB-CU stores the location session information.
8.	The target gNB-CU determines whether the source LMC will continue to support the location session or whether a new target LMC (at the target gNB in this example) will be used. This may be based on any preference or requirement received from the source gNB-CU in step 6. 
NOTE 2:	If the target gNB-CU determines to use a new target LMC, this will be stored as part of the location session information at step 8 and the target gNB-CU will then buffer any LPP location responses received from the UE for this location session and deliver these to the target LMC following step 15. In addition, a new unique location session identifier could be assigned by the target gNB-CU to replace the location session identifier assigned by the source gNB-CU.
NOTE 3:	If the target gNB-CU determines to continue using the source LMC, then any LPP location responses received from the UE for this location session will be sent by the target gNB-CU to the source gNB-CU for forwarding to the source LMC.
9.	The rest of the normal handover procedure occurs as described in TS 38.300 [21], TS 38.401 [22], TS 37.340 [23].
10.	The target gNB-CU sends an XnAP Location Session Update message, intended for the source LMC, to the source gNB-CU, and includes the identity of the target gNB, whether a new target LMC will be used, the identity of the target LMC if used and any new location session identifier if the source LMC will not be changed.
11.	The source gNB-CU forwards the XnAP Location Session Update message to the source LMC in an F1AP container message. 
12.	The source gNB-CU deletes the location session information stored at step 2. If a new target LMC will not be used, steps 13-15 are skipped.
NOTE 4:	The source gNB-CU should wait for steps 10 and 11 to occur before deleting the location session information at step 12 in order to support any LPP message that may be sent to the UE prior to step 11. Prior to step 11, the source LMC sees the source gNB to be the serving gNB for the UE, so would send any LPP message intended for the UE to the source gNB-CU to forward to the UE as described in section 6.1.2. Between steps 6 and 9, the source gNB-CU could buffer an LPP message received from the source LMC. But after step 9 (when completion of the handover is confirmed), the source gNB-CU can send a buffered LPP message or an LPP message received from the source LMC to the target gNB-CU for forwarding to the UE. This would not always be possible if the source gNB-CU were to delete the location session information before step 11. However, after step 11, the source LMC knows the new serving gNB is the target gNB and can send any LPP message intended for the UE to the target gNB-CU if a new target LMC will not be used.
13.	If a new target LMC will be used, the source LMC sends an XnAP Location Session Transfer message, intended for the target LMC, to the source gNB-CU in an F1AP container message. The XnAP message includes the target LMC identity, the target gNB identity, the original Nlmf_Location_DetermineLocation Request service operation from step 3 and the current status of the positioning session including location capabilities of the UE if received in step 4, any measurements received by the source LMC in step 4 and details of any outstanding measurement requests sent in step 4. The source LMC then releases all resources for the location request.
14.	The source gNB-CU forwards the XnAP Location Session Transfer message to the target gNB-CU.
15. The target gNB-CU forwards the XnAP Location Session Transfer message to the target LMC in an F1AP transfer message.
NOTE 5:	As an alternative, the XnAP Location Session Update message in step 11 and the XnAP Location Session Transfer message in steps 13 and 15 can be mapped into corresponding F1AP messages which are transferred instead of these XnAP messages in these steps.
16.	The positioning session continues, as described in section 6.1.2, but using the new target serving gNB and either the source LMC or new target LMC (depending on whether there is a change of LMC) to obtain a location estimate for the UE. For continuation by the source LMC, the target gNB-CU should forward any LPP message received from the UE for this location session to the source LMC via the source gNB-CU and the source LMC should send any LPP message intended for the UE to the target gNB-CU via the source gNB-CU for forwarding to the UE. For continuation by the target LMC, the target LMC should notify any gNB-DU/TRP from which UL location measurements were requested in step 4 but not yet received to send a location response to the target LMC (via the target gNB-CU) instead of the source LMC. 
17a.	For location continuation by the source LMC, the source LMC returns a location estimate for the UE to the target gNB-CU via the source gNB-CU in a Nlmf_Location_DetermineLocation Response message. The source LMC includes an indication, visible to the target gNB-CU, that the location session has ended. The source LMC then releases all resources for the location session.
 17b.	For location continuation by the target LMC, the target LMC returns a location estimate for the UE to the target gNB-CU in a Nlmf_Location_DetermineLocation Response message inside an F1AP Transfer message. The target LMC includes an indication, visible to the target gNB-CU, that the location session has ended. The target LMC then releases all resources for the location session.
18.	The target gNB-CU forwards the Nlmf_Location_DetermineLocation Response message to the AMF inside an NGAP UL Transfer message. The target gNB-CU then deletes the location session information stored at step 7.
The procedure in steps 4-16 in Figure 17 is also valid for further handovers from the initial (or most recent) target gNB to additional target gNBs. In this case, the source gNB-CU and source LMC in Figure 17 correspond, respectively, to the serving gNB-CU and LMC prior to handover, and the target gNB-CU and target LMC (when there is a change of LMC) correspond, respectively, to the new serving gNB-CU and new LMC after handover. If the source LMC is in a different gNB from the serving gNB prior to handover, then the messages in Figure 17 for steps 11, 13 and 17a would be sent via the gNB-CU for the different gNB and would thus include an extra XnAP transfer leg between two gNB‑CUs, as described above for the initial handover.
7.2	UE Mobility for a Periodic or Triggered Location MT-LR
For a periodic or triggered MT-LR as described in Figure 16, mobility of the UE may occur prior to sending each event report at step 16 and/or while the event report is being processed by the NG-RAN at steps 17-18. Mobility of the UE prior to an event report can be supported by allowing a change of serving LMC using a procedure similar to that for a change of serving LMF in clause 6.4 of TS 23.273 [7]. Mobility of the UE during processing of an event report can be supported by reusing the procedure for UE handover described above in section 7.1. The two procedures may in some instances both occur and are shown together in Figure 18 below with the following interpretation of gNBs and LMCs.
-	Serving gNB: the gNB which initially serves the target UE when an event report is sent.
-	Source LMC: the initial serving LMC for the UE when the deferred routing identifier indicates a serving LMC or the LMC selected for the UE by the serving gNB when the deferred routing identifier indicates any LMC.
-	Source gNB: the gNB associated with the source LMC.
-	Target LMC: a new LMC for the UE selected either due to handover of the UE to the target gNB or due to selection of a new serving LMC.
-	Target gNB: the gNB associated with the Target LMC or the gNB to which UE handover occurs.
As for Figure 17, state information for the location session is maintained only in the current LMC and in the current serving gNB-CU for the target UE. In the case that the source LMC is part of the source gNB-CU or the target LMC is part of the target gNB-CU, F1AP Transfer messages in Figure 18 between the source gNB-CU and source LMC (for steps 5, 14, 16, 19a. 19d, 22a and 22d) or between the target gNB-CU and target LMC (for steps 18, 19b, 19c, 22b and 22c), respectively, are not sent. In the case that the source LMC is in the serving gNB, XnAP Transfer messages for steps 4, 19d and 22d are not sent. In the case that the target LMC is in a different gNB to the target gNB-CU (where handover to the target gNB occurs), messages in Figure 18 between the target gNB-CU and target LMC (for steps 18, 19b and 22b), respectively, are sent via the gNB-CU for the different gNB and thus include an extra XnAP transfer leg between two gNB-CUs.



Figure 18: Mobility of a UE for a Periodic or Triggered MT-LR
Precondition:	A periodic or triggered MR-LR has been activated in a UE according to steps 1-12 of Figure 16 and the UE has detected a trigger event, obtained any needed location measurements and obtained an RRC connection if needed as at steps 13-15 in Figure 16. 
1.	The UE sends a supplementary services event report message included in a RRC UL Transfer message as described for step 16 of Figure 16. The UE includes the deferred routing identifier which indicates that a particular serving LMC (in this case the source LMC in Figure 18) is to be used or any LMC.
2.	If the deferred routing identifier indicates a particular serving LMC (here assumed to be the source LMC), the serving gNB-CU may optionally determine a different target LMC, which may better support location for the current serving cell for the UE. If the deferred routing identifier indicates any LMC, the gNB-CU selects an LMC, here assumed to be the source LMC.
NOTE 1:	If the deferred routing identifier indicates a particular serving LMC that is not reachable from the serving gNB due to lack of Xn connectivity, the serving gNB may select a source LMC different to the serving LMC. The event report can then be processed as described below. However, the serving LMC will not then be aware of the event report and may continue to retain state information for the periodic or triggered location request and expect to receive event reports. To avoid this situation, the "any LMC" option for the deferred routing identifier may be used for all event reports.
3.	The serving gNB-CU stores location session information which includes the identity of the UE,  a unique location session identifier, the identity of the final source or target LMC determined in step 2, the identity of the serving gNB and an indication of periodic or triggered location.
4.	The serving gNB-CU forwards the event report to the source gNB-CU in an XnAP Transfer message as described in section 5.3 above and includes the identity of the source LMC as the intended recipient of the event report, the identity of the serving gNB, the location session identifier, and the identity of the target LMC when a target LMC is determined at step 2.
NOTE 2:	If a target LMC is determined at step 2, the serving gNB-CU still sends the event report towards the source LMC in order to allow the source LMC to transfer state information for the periodic or triggered location to the target LMC along with the event report at steps 16-18.
5.	The source gNB-CU forwards the event report to the source LMC in an F1AP Transfer message as described in section 5.4 above. Following steps 1-5, there are four alternative possibilities:
Case A:	A target LMC is not determined in step 2 and handover of the UE does not occur during processing of the event report. For this case, steps 6-18 are not performed and steps 19d, 20b, 21, 22d and 23b are performed to return an Event Report Ack to the UE, obtain the UE location if needed and forward the event report to the 5GC.
Case B:	A target LMC is determined in step 2 and handover of the UE does not occur during processing of the event report. For this case, steps 6-15 are not performed, steps 16-18 are performed to change from the source LMC to the target LMC, and steps 19c, 20b, 21, 22c and 23b are performed to return an Event Report Ack to the UE, obtain the UE location if needed and forward the event report to the 5GC.
Case C:	A target LMC is not determined in step 2 and handover of the UE to the target gNB occurs during processing of the event report. For this case, steps 6-15 are performed to handover to the target gNB, steps 16-18 are performed if the source LMC also changes to the target LMC as part of the handover, and steps 19a or 19b, 20a, 21, 22a or 22b, and 23a are performed to return an Event Report Ack to the UE, obtain the UE location if needed and forward the event report to the 5GC.
Case D:	A target LMC is determined in step 2 and handover of the UE occurs during processing of the event report. This case is not explicitly shown in Figure 18 but would comprise the steps for case B to change the source LMC to the target LMC followed by steps 6-15 or steps 6-18 applied to the target gNB rather than source gNB to change to a new target gNB (not shown in Figure 18) and optionally a new target LMC. Steps analogous to steps 21-23 would then be performed to return an Event Report Ack to the UE, obtain the UE location if needed and forward the event report to the 5GC.
6.	[Case C] When the source LMC receives the event report and if it can handle this event report, the source LMC returns a supplementary services acknowledgment for the event report to the UE via the source gNB-CU and serving gNB-CU as for step 17 in Figure 16. If a location estimate is needed for event reporting, the source LMC may start to perform positioning procedures as described in section 6.1.2.
7.	[Case C] The serving gNB-CU decides to handover the UE to a new target gNB. The normal handover procedure is executed as specified in e.g., TS 38.300 [21], TS 38.401 [22], TS 37.340 [23] and with the additions specified below.
8.	[Case C] The XnAP Handover Request message includes the location session information stored at step 3. The serving gNB-CU may also include a preference or requirement for not changing the source LMC.
9.	[Case C] The target gNB-CU stores the location session information.
10.	[Case C] The target gNB-CU determines whether the source LMC will continue to support the location session or whether a new target LMC (at the target gNB in this example) will be used. The target gNB-CU can take into account that this is a periodic or triggered location and any preference or requirement received from the serving gNB-CU in step 6 when deciding whether to determine a new LMC.
NOTE 3:	If the target gNB-CU determines to use a new target LMC, this will be stored as part of the location session information at step 10 and the target gNB-CU will buffer any LPP location responses received from the UE for this location session and deliver these to the target LMC following step 18. Additionally, a new unique location session identifier could be assigned by the target gNB-CU to replace the location session identifier received from the serving gNB-CU.
NOTE 4:	If the target gNB-CU determines to continue using the source LMC, then any LPP location responses received from the UE for this location session will be sent by the target gNB-CU to the source gNB-CU for forwarding to the source LMC.
11.	[Case C] The rest of the normal handover procedure occurs as described in TS 38.300 [21], TS 38.401 [22], TS 37.340 [23].
12.	[Case C] The target gNB-CU sends an XnAP Location Session Update message, intended for the source LMC, to the serving gNB-CU, and includes the identity of the target gNB, whether a new target LMC will be used, the identity of the target LMC if used and any new location session identifier if the source LMC will not be changed.
13.	[Case C] The serving gNB-CU forwards the XnAP Location Session Update message to the source gNB-CU (based on the location session information still stored from step 3).
14.	[Case C] The source gNB-CU forwards the XnAP Location Session Update message to the source LMC in an F1AP transfer message. 
15.	[Case C] The serving gNB-CU deletes the location session information stored at step 3. If a new target LMC will not be used, steps 16-18 are skipped.
NOTE 5:	See NOTE 4 in section 7.1 for the reason for sending the XnAP Location Session Update message to the source LMC via the serving gNB-CU in steps 12-14 and for deleting the location session information in the serving gNB-CU at step 15 only after step 13 has occurred.
16.	[Case B, C] If a new target LMC will be used due to either handover to the target gNB (case C) or change of the source LMC to the target LMC (case B), the source LMC sends an XnAP Location Session Transfer message, intended for the target LMC, to the source gNB-CU in an F1AP container message. The XnAP message includes the target LMC identity, the serving gNB identity for case B or the target gNB identity for case C (representing the latest serving gNB for the UE), the original Nlmf_Location_DetermineLocation Request service operation from step 7 in Figure 16 if this is known, the LCS Event Report message received in step 5, the location capabilities of the UE if known and the current status of the positioning session and event reporting including the status of any measurements for case C. The source LMC may then release all resources for the location request.
NOTE 6:	For case B (change of a serving LMC from the source LMC to target LMC), the XnAP Location Session Transfer message could include or be based on the Nlmf_LocationContextTransfer Request service operation used for a change of serving LMF in clause 6.4 of TS 23.273 [7]. In addition, an acknowledgment of this message might be returned from the target LMC to the source LMC as for the procedure in clause 6.4 in TS 23.273 [7].  
17.	[Case B, C] The source gNB-CU forwards the XnAP Location Session Transfer message to the target gNB-CU.
18. [Case B, C] The target gNB-CU forwards the XnAP Location Session Transfer message to the target LMC in an F1AP transfer message.
NOTE 7:	As an alternative, the XnAP Location Session Update message in step 14 and the XnAP Location Session Transfer message in steps 16 and 18 can be mapped into corresponding F1AP messages which are transferred instead of these XnAP messages in these steps.
19-20.	[Case A, B, C] If an Event Report acknowledgment was not yet returned to the UE, the source LMC (Case A or C) or the target LMC (case B or C) sends an Event Report acknowledgment to the serving gNB-CU (Case A or B) or the target gNB-CU (case C) for transfer to the UE at step 20. The Event Report acknowledgment includes a new routing identifier indicating either the current LMC if this will act as a serving LMC or an indication of a default (any) LMC.
NOTE 8:	If the current LMC (source LMC or target LMC) will act as serving LMC, then change of LMC due to handover to a new gNB may occur following step 20 but cannot be allowed to change the serving LMC as the UE will not be aware of the change of LMC after step 20.
21.	[Case A, B, C] The positioning session starts or continues, as described in section 6.1.2, using the serving gNB (Case A or B) or target gNB (case C) and either the source LMC (Case A or C) or target LMC (Case B or C) to obtain a location estimate for the UE. For continuation of the positioning session after handover (Case C) by the source LMC, the target gNB-CU should forward any LPP message received from the UE for this location session to the source LMC via the source gNB-CU and the source LMC should send any LPP message intended for the UE to the target gNB-CU via the source gNB-CU for forwarding to the UE. For continuation after handover by the target LMC, the target LMC should notify any gNB-DU/TRP from which UL location measurements were requested in step 6 but not yet received to send a location response to the target LMC (via the target gNB-CU) instead of the source LMC.
22. [Case A, B, C] The current LMC (source or target LMC) sends an Event Report for the UE to the current serving gNB-CU (serving gNB-CU or target gNB-CU in Figure 18). The LMC includes an indication, visible to the current serving gNB-CU, that the location session has ended. The current LMC may then release all resources for the location session if not acting as a serving LMC.
 23. [Case A, B, C] The current serving gNB-CU (serving gNB-CU or target gNB-CU in Figure 18) forwards the Event Report to the AMF inside an NGAP UL Transfer message for onward transfer to the (H-)GMLC and external client. The currents serving gNB-CU then deletes the location session information stored at step 3 or step 9.
The procedure in steps 6-18 in Figure 18 is also valid for further handovers from the initial (or most recent) target gNB to additional target gNBs. In this case, the serving gNB-CU and source LMC in Figure 18 correspond, respectively, to the serving gNB-CU and LMC prior to handover, and the target gNB-CU and target LMC (when there is a change of LMC) correspond, respectively, to the new serving gNB-CU and new LMC after handover. 
7.3	Simplification of Mobility Procedures
The procedures described in sections 7.1 and 7.2 can be simplified by not changing an LMC following handover of a UE while a positioning session is ongoing. A positioning session would typically take less than 30 seconds (e.g. which is the maximum time allowed for location of an E911 call in the US) and for low latency user cases would only take a few seconds or less than one second. This has two implications. First, handover will be a rare event with more than one handover extremely rare. Second, the UE will not have moved very far (e.g. at 100 kph, a UE would move 833 meters in 30 seconds and 56 meters in 2 seconds). Thus, although an LMC might have to request additional UL or DL measurements applicable to a new serving cell for the UE, it seems unlikely that an LMC would not have connectivity to any new neighbor gNBs needed to support these new measurements or would not be configured with, or not have access to, associated assistance data to enable UE location determination from the new measurements.
If a change of LMC is not supported following a handover of a UE during a positioning session, the procedure in Figure 17 can be simplified by removing steps 7, 13, 14 and 17b. Similarly, the procedure in Figure 18 can be simplified by removing step 10, steps 16-18 for case C and steps 19b and 22b.
7.4	N2 Based Handover 
The procedures described in sections 7.1 and 7.2 assume that UE handover is Xn based. For N2 based handover of a UE as described in clause 4.9.1.3 of TS 23.502 [10], the source gNB can be configured with information indicating whether any location session can continue or needs to be aborted. Aborting the location session would be required if there is no Xn connectivity (direct or indirect) between the source gNB and the new target gNB or if the current serving AMF for an immediate location request (NI-LR, MT-LR or MO-LR) needs to change. A change of serving AMF also causes aborting of a request for an immediate location when an LMF is used, so aborting location for an LMC need not degrade service compared to use of an LMF if there is extensive NG-RAN Xn interconnectivity.
If the source gNB decides to continue the location session (and assuming there is NG-RAN Xn interconnectivity  between the source and target gNBs), the procedures in Figures 17 and 18 can continue to be used with one difference. The difference is that the location session information sent to the target gNB-CU at step 6 in Figure 17 or at step 8 in Figure 18 would be included as part of the Source to Target transparent container for step 1 of the procedure in clause 4.9.1.3.2 in TS 23.502 [10]. 
If the source gNB decides to abort the location session, an abort message can be sent to the current LMC and the current LMC may then abort positioning and return whatever location estimate for the target UE is available to the source gNB for forwarding to the current serving AMF. If the source AMF does not change, an NI-LR, MT-LR or MO-LR request can then be completed by the AMF. If the source AMF changes as a result of the handover, the source AMF may itself abort the location request before receiving a location estimate from the source gNB or may wait for the location estimate if there is time (depending on how fast the handover proceeds). 
8.	Security and Privacy 
8.1	Privacy 
As described in TS 23.273 [7], support of location privacy for a target UE is a 5GC function supported by UE subscription data in the UDM, verification and enforcement of privacy by an NEF or GMLC and, when subscribed, notification and verification of privacy with a target UE prior to returning location information to an external client or AF. These functions are not restricted or impacted by using an LMC in the NG-RAN to locate a target UE instead of an LMF in the 5GC. For example, the procedures described here for location of a target UE using an LMC include steps for supporting privacy as follows:
	-	MT-LR for immediate location: steps 1, 3 and 8 in section 6.1.1
	-	MT-LR for deferred location: steps 1, 5 and 19 in section 6.4
8.2	Security 
When an LMF is used to support location of a target UE as defined in TS 23.273 [7], LPP and SS messages exchanged between the target UE and either the serving AMF or LMF to support the location would be security protected by ciphering at the NAS level and possibly AS level.
When an LMC in the NG-RAN is used to support location of a target UE as described here, LPP and SS messages exchanged between the target UE and the LMC to support the location would be security protected by ciphering at the AS level provided these are sent after AS security has been activated by the serving gNB. For a UE transitioning from CM-IDLE state to CM-CONNECTED state, AS security can be activated after the serving gNB receives an NGAP Initial Context Setup Request message from the serving AMF, as described in TS 38.300 [21] and 38.413 [11]. This occurs as part of a UE Triggered service request or Network Triggered service request as defined in TS 23.502 [10] after the UE has entered RRC Connected state and has sent a NAS Service Request to the serving AMF. AS ciphering can also remain active if the serving gNB maintains the UE in RRC and CM CONNECTED states for the duration of the location session (e.g. due to being aware of the start and end of the location session as described in sections 7.1 and 7.2).
For the MT-LR, NI-LR and MO-LR procedures described here in sections 6.1 and 6.3 and for the initial activation of a deferred MT-LR for steps 1-12 in section 6.4, the signaling between the UE and LMC occurs after a UE Triggered Service Request or Network Triggered Service Request has occurred, so AS security would be active. For RAN initiated location as described here in section 6.2, the serving gNB can also restrict use to cases where AS security is already active (which should cover almost all instances where a UE location is needed). For sending event reports for a deferred MT-LR for periodic or triggered location and for subsequent return of an event report acknowledgment and possible positioning of the UE as described for steps 16-18 in section 6.4, AS security would be active if the UE is already in CM CONNECTED state prior to steps 16-18, e.g. by performing a UE Triggered Service Request in addition to establishing an RRC Connection at step 15 in section 6.4. The UE Triggered Service Request is required for event reporting for triggered or periodic location using an LMF as described in clause 6.3.1 in TS 23.273 [7], so usage of this for an LMC would not introduce extra signalling overhead compared to use of an LMF. However, this is not desirable as the LMC is intended to reduce signalling and associated latency. 
One way to avoid the extra overhead of a complete UE Triggered Service Request for event reporting for periodic or triggered location would be to maintain the UE in RRC INACTIVE state when not otherwise reporting events or engaged in other signalling or data transfer activity. This would allow a more efficient transition into RRC and CM CONNECTED states with AS security as described in TS 38.300 [21]. The serving gNB, being initially aware of the periodic or triggered location session (e.g. as described in section 7.2) or being informed about this by the initial serving AMF, could retain information indicating a preference for the target UE to use RRC INACTIVE state rather than RRC IDLE state.
If the UE does transition into RRC IDLE state between consecutive event reports and does not perform a full UE Triggered Service Request before sending the next event report as discussed above, then sending of the event report, the event report acknowledgment and any positioning messages at steps 16-18 in section 6.4 would not be protected by AS security. To provide security for this case, messages transferred between the target UE and LMC might be ciphered according to security information stored in the UE and LMC when the deferred periodic or triggered location was first activated. For example, the LMC might transfer a ciphering key to the UE at step 9 in section 6.4 (while AS security is still active) which the LMC might assign itself or might receive from the AMF at step 7 in section 6.4. Such ciphering between the UE and LMC would require the LMC to act as a serving LMC in which the LMC maintains state information for the periodic or triggered location and provides a deferred routing identifier to the UE indicating an identifier for the LMC.
9.	Coexistence of NG-RAN LMC and 5GC LMF
As shown in section 5.1.2 and 6 above, a 5GC LMF and NG-RAN LMC can coexist in a network. The LMF selection criteria defined in TS 23.273 [7] can consider the availablility of NG-RAN LMCs. 
The location procedures are instigated by a serving AMF after receiving a Namf_Location_ProvidePositioningInfo Request from LCS entities (in case of MT-LR), after receiving an emergency registration for an IMS emergency call from the UE (in case of an NI-LR), or after receiving a SS MO-LR Request (in case of an MO-LR). In all cases, the AMF can determine a suitable 5GC LMF or a NG-RAN LMC for location estimation of the target UE or for providing assistance data to the target UE, as illustrated in Figure 19 below.


Figure 19: Coexistence of NG-RAN LMC and 5GC LMF.
10.	Summary
In this contribution we evaluated the feasibility of, and specification impact for, location management functionality in the NG‑RAN (referred to as Location Management Component (LMC)), also taking the previous RAN2 investigations and conclusions as summarized in TR 38.855 [4] into account[footnoteRef:6]. The main observations and conclusions can be summarized as follows: [6:  For an evaluation of the benefits of an NG-RAN LMC, refer to [24].] 

1.	An LMC can be part of a gNB-CU or can be a separate entity within a gNB connected to the gNB-CU via F1 interface. 
2.	The existing location protocols (with the extensions developed during Rel-16 for 5GC location services and NR positioning support [8], [7]) can be reused for positioning using an LMC in the NG-RAN (i.e., TS 29.572 [12], TS 36.355 [13], TS 24.080 [16], TS 38.455 [17]). These enable an AMF to treat an LMC similarly to an LMF and an LMC to function similarly to an LMF.
3.	The impact on existing RAN protocols to support an LMC in the NG-RAN can be limited mainly to the specification of a new UL/DL transfer message container in NGAP [11], RRC [14], XnAP [18], and F1AP [19] protocols, which can transport the various location protocol PDUs in item 2 above.
4.	The location services procedures for an immediate MT-LR, NI-LR, MO-LR and deferred MT-LR can also be supported with a RAN LMC. The differences compared to the corresponding 5GC location services procedures using an LMF as specified in TS 23.273 [7] are mainly in the UE positioning procedures (LPP, NRPPa), which can remain functionally identical to those using an LMF but have greater efficiency of signaling (see also [24]).  
5.	UE mobility during either an immediate location or a deferred location can be supported via two alternatives: (a) the source LMC for the UE may be changed to a new (target) LMC, or (b) may remain unchanged. 
6.	For supporting UE mobility, state information for a location session can be maintained only in the current LMC and in the current serving gNB-CU. The LMC can be updated with the identity of the current serving gNB and the serving gNB-CU remains aware of the current LMC.
7.	To support location session state information update and transfer according to item 6, the following XnAP changes could be introduced: (a) Location Session information can be included in the XnAP Handover Request message [18], and (b) new XnAP procedures can be defined to update and transfer location session information between source and target gNB-CUs.
8.	Location privacy is a 5GC function as specified in [7] and is not restricted or impacted by using an LMC in the NG-RAN to locate a target UE instead of an LMF in the 5GC.
9.	LPP and SS messages exchanged between the target UE and the LMC to support the location can be security protected by ciphering at the AS level provided these are sent after AS security has been activated by the serving gNB.
10.	An NG-RAN LMC and 5GC LMF can coexist in a network by considering the availability of LMCs in the LMF selection procedures performed by an AMF [7]. 
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