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1. Introduction
SA2 has completed the stage 2 work for NR to UTRAN SRVCC. It is time for RAN2/RAN3 to define RAN procedures. This paper analyzes the RAN3 related procedures.
2.  SA2 agreements
Figure 1-1 and 1-2 show the NR to UTRA SRVCC architecture and procedure as defined by SA2 in TS 23.216.
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Figure 2‑1: 5G SRVCC Architecture
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Figure 2‑2: NR to UTRAN SRVCC Procedure
The general concept is same as 4G LTE to UTRAN SRVCC. But, 5G SRVCC has following differences:
· There is no context transfer for DRBs of PS data. All PDU sessions are released;
· There is no direct interface between core network nodes (AMF and MSC). MME is used as forward messages between AMF and MSC Server;
· There is no network based fast return.
RAN3 needs to define following aspects for 5G SRVCC:

· SRVCC capability handling

· HO Preparation signalling 
· Security.
3.  SRVCC capability handling

5G SRVCC is an optional feature requiring following capability:

· IMS

· CN/NAS

· subscription

· RAN: UTRA bands, NR connected mode measurement for UTRA, SRVCC handover.

AMF shall indicate RAN whether SRVCC could be supported from CN perspective by checking subscription, CN/NAS capability and IMS capability. 
Proposal 1: Add 5G-SRVCC possible indication into NGAP messages:

· Initial UE Context Setup Request

· UE Context Modification Request.
In the intra-NR handover, the 5G-SRVCC possible indication shall be forwarded to target gNB. 

Proposal 2: Add 5G-SRVCC possible indication for handover to NR in following NGAP messages:

· Handover Request;

· Path Switch Request Acknowledge. 

4. SRVCC handover preparation procedure

5G-SRVCC is a new kind of handover. The handover type IE needs to be extended for 5G-SRVCC. 

Proposal 3: Add 5G-SRVCC as a new handover type in NGAP HO Required message

9.3.1.22
Handover Type

This IE indicates which kind of handover was triggered in the source side.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Handover Type
	M
	
	ENUMERATED (Intra5GS, 5GStoEPS, EPSto5GS, 5G-SRVCC…)
	Intra5GS: NG-RAN node to NG-RAN node

5GStoEPS: NG-RAN node to eNB

EPSto5GS: eNB to NG-RAN node
5G-SRVCC: gNB to UTRAN


5. Security
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Figure 3: Security handling in 5G-SRVCC
Figure 3 is the SA3 agreed security handling procedure for 5G-SRVCC, refer to S3-192335. In step 7, “The AMF sends the HO command to the gNB, in which the AMF shall includes the 4 LSBs of the downlink NAS COUNT used to calculate KASME_SRVCC”.  The IE carrying NAS COUNT for NR to EPS handover can be reused for 5G SRVCC to UTRA.

	NAS Security Parameters from NG-RAN
	C-iftoEPS or iftoUTRA
	
	9.3.3.26
	The NG-RAN node shall use this IE as specified in TS 33.501 [13].
	YES
	reject


	Condition
	Explanation

	iftoEPS
	This IE shall be present if the Handover Type IE is set to the value “5GStoEPS”.

	iftoUTRA
	This IE shall be present if the Handover Type IE is set to the value “5G-SRVCC”.


Proposal 4: Reuse “NAS Security Parameters from NG-RAN” for NAS COUNT delivery in 5G SRVCC.
6. Conclusion

Based on above analysis, we have following observations and proposals.
Proposal 1: Add 5G-SRVCC possible indication in NGAP messages:

· Initial UE Context Setup Request

· UE Context Modification Request.
Proposal 2: Add 5G-SRVCC possible indication for handover to NR in following NGAP messages:

· Handover Request;

· Path Switch Request Acknowledge. 

Proposal 3: Add 5G-SRVCC as a new handover type in NGAP HO Required message.
Proposal 4: Reuse “NAS Security Parameters from NG-RAN” for NAS COUNT delivery in 5G SRVCC.
3GPP
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