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1. Introduction

RAN3 received an LS from SA2 [1] which describes scenarios for emergency services and RAN sharing. This document discusses these scenarios and associated feedback to be provided to SA2.
2. Discussion 
2.1 Requested actions
The received LS [1] describes two emergency scenarios, and three RAN sharing scenarios. SA2 is looking for feedback in general but notes that it has agreed scenarios E1 and RS1. The actions requested are:
ACTION:
SA2 respectfully seeks feedback from RAN2 and RAN3 whether they see any issue to support scenarios E1 and RS1 for Rel-16 UEs.

ACTION:
SA2 respectfully seeks feedback from RAN2 and RAN3 whether they have any preference with respect to supporting scenarios E2, RS2 and RS3 from the point of view of any additional protocol functionality in the access stratum to support these scenarios.
Below we consider each set of scenarios separately.
2.2 Emergency services

Taking first the emergency service aspects, below is the scenario description:


A first observation is that UE’s camping behaviour is fully in RAN2’s scope – including whether or not the UE would attempt to access on a particular cell. Nevertheless we can consider the impact on access procedures from RAN3 perspective, as well as connected mode mobility procedures.

Access procedures (RAN3 aspects):

In respect of access procedures, TS 23.501 describes flows where (1) the UE provides a CAG identifier when accessing a CAG cell, and (2) the RAN node provides this CAG identifier to the AMF. Since the UE context is not present in the RAN, we assume that the AMF must perform checking against UE subscription, and may reject the request.
Then one question is whether the AMF needs to perform checking in a consistent manner with the UE’s camping behaviour. For example, following E1, emergency calls in CAG cells would not be allowed for UEs not supporting the CAG feature. This would imply that the AMF would require a way to differentiate rel-16 CAG supporting UES from all others (E1), or to differentiate rel-16 from rel-15 UEs (E2).

In principle either of these should be feasible, but it does not seem useful to add a secondary check at the AMF when the original restriction is related to SIB structure and UE’s camping behaviour. In summary, from RAN3 perspective, it seems simpler for the AMF not to perform verification in case of emergency service.
Therefore, the decision on whether to support E1 vs E2 can be left to RAN2 domain.
Mobility procedures:

From a connected mode mobility point of view, E1 implies a simple rule that the UE in an emergency call can be handed over to any CAG cell provided it supports the CAG feature. There are two pre-requisites:

· That the RAN knows the support by the UE of the CAG feature, and

· That the RAN is aware that the UE has an active emergency service (based on ARP).
E2 implies that any rel-16 UE could be handed over to any CAG cell for emergency services. From a RAN3 protocol handling point of view, this is more general and potentially simpler as it removes the first pre-requisite above, which may not be easy to obtain. Note that in practice this would not necessarily be restricted to rel-16 UEs, since the simplest implementation is that the RAN would ignore the lack of CAG ID list in mobility restrictions (when deciding on handover target).
Conclusion: 
Both scenarios could be supported for access control and mobility. However, it is simpler to ignore conditions E1 and E2 in the network control (e.g. bypass access verification for emergency service, and similarly ignore mobility restrictions). In this case, restrictions to E1 and E2 are only linked to UE’s camping behaviour (i.e. RAN2).

2.2 RAN sharing

The description of scenarios for RAN sharing is as below:

As a general point regarding PLMN aspects, we assume that the sharing is primarily between PLMNs, where the type of access is PLMN dependent. For example in RS1, the scenario is about sharing between PLMN X (normal access, no NID) and PLMN Y (SNPN identified by PLMN Y + NID). Potentially in any case there is an additional issue of whether this applies for same or different cell ID. This depends on the SIB structure under RAN2 control.
For RS1, with the exception of access procedures, there seems to be no major difference from architecture point of view between this use case and general RAN sharing i.e. mainly the UE context needs to have the information of the serving PLMN and whether the UE is in SNPN mode, and this controls e.g. handover and RRM actions. We assume that the (PLMN, NID) combination would be provided by the UE in message 5 (and/or an explicit SNPN indication), and this would allow the RAN to indicate to the AMF whether the access mode requested by the UE is available in the cell for the requested PLMN. Overall, this scenario seems feasible.
RS2 may be more complex but also seems feasible from RAN3 point of view, if it is assumed that in all cases it is clear that a UE context is operating either under SNPN or CAG in a particular cell (e.g. as part of access, and later the information is available in the UE context). Mobility handling is of course dependent on the context and does not seem overly complex. The implementation of radio resource sharing may be more complex and policy dependent but does not impact standards directly.

Equally RS3 seems feasible. PLMN selection should make the access type unambiguous (PLMN1/CAG or PLMN2/non-CAG), and therefore the required access control. Handling for RRM and mobility can be performed based on current status, and mobility restrictions.
Conclusion: 
All scenarios seem feasible from RAN3 perspective. Access control can operate based on PLMN selection. Mobility handling will depend on the UE context and mobility restrictions and should not be more complex due to sharing. Actual sharing of the resource is up to operator policy and at least in principle this seems no more complex than existing RAN sharing between PLMNs.

3. Conclusion 
The received LS [1] describes two emergency scenarios, and three RAN sharing scenarios. From the above analysis, we conclude:
For emergency calls:
Conclusion: 
Both scenarios could be supported for access control and mobility. However, it is simpler to ignore conditions E1 and E2 in the network control (e.g. bypass access verification for emergency service, and similarly ignore mobility restrictions). In this case, restrictions to E1 and E2 are only linked to UE’s camping behaviour (i.e. RAN2).
For RAN sharing:

Conclusion: 
All scenarios seem feasible from RAN3 perspective. Access control can operate based on PLMN selection. Mobility handling will depend on the UE context and mobility restrictions and should not be more complex due to sharing. Actual sharing of the resource is up to operator policy and at least in principle this seems no more complex than existing RAN sharing between PLMNs.
A LS draft reply is provided in [2].
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Regarding Emergency service in CAG cells, SA2 considered the following scenarios:


E1:    SA2 concluded that the UE should be allowed to camp for Emergency services for the case where UE supports the CAG feature, but is not authorized for any of the advertised CAG IDs.


E2:    SA2 could not conclude whether Rel-16 UEs not supporting the CAG feature should be allowed to camp in a CAG cell in limited service state. There is no SA2 consensus to support this scenario





Regarding RAN Sharing, SA2 considered the following scenarios:


RS1: SA2 concluded that the system architecture should support RAN sharing between a PLMN and an SNPN. This feature should be applicable to Rel-16 UEs that do not support the SNPN feature.


RS2: SA2 discussed support for RAN sharing between a PNI-NPN (with CAG) and an SNPN. This feature would be applicable to Rel-16 UEs that support either PNI-NPN with CAG or SNPN or both. However, concerns were raised about the additional complexity in the access stratum to support this scenario. 


RS3: SA2 could not conclude whether the system architecture should support RAN sharing between a PLMN and a PNI-NPN with CAG i.e. RAN sharing in a cell that acts as a CAG cell for PLMN1 and as a non-CAG cell for PLMN2. There is no SA2 consensus to support this scenario.








