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Introduction
RAN3#104 achieved the following agreement [1]:
	· F1AP signaling is used to configure DL forwarding; FFS whether UE-associated or non-UE-associated

· After DU has been set up, F1AP is used to configure BAP layer of the DU of an IAB node (regardless of whether IAB includes one or two BAP entities)

· Different BH RLC channels may be used for the different SCTP streams on which F1AP is transported
· Adopt IPv6 flow labels for 1:1 mapping (in conjunction with the IAB node IP address); the use of additional information to differentiate bearers is not precluded

· WA: For N:1 mapping, both DSCP-based and IPv6 flow-label based mapping may be used in donor DU for DL

· WA: They may coexist in the same network


RAN2#106 achieved the following agreements on BAP routing [2]:

	BAP routing:

· The BAP routing id (carried in the BAP header) consists of BAP address and BAP path ID. Encoding of the path ID in the header is FFS.

· Each BAP address defines a unique destination (unique for IAB network of one Donor, either an IAB access node, or the IAB donor)

· Each BAP address can have one or multiple entries in the routing table to enable local route selection. Multiple entries are for load balancing, re-routing at RLF. For load balancing still FFS what is decided locally and/or decided by the Donor.

· Each BAP routing id has only one entry in the routing table.

· The routing table can hold other information, e.g. priority level for entries with same BAP address, to support local selection. Configuration of this information is optional.


This paper discusses the mapping tables to be configured on IAB-donor DU to derive L2 information such as BAP routing ID and RLC channel from IP header information. The discussion includes extensions to the configuration of CU-UP to include additional IP header information onto F1-U packet headers. 
2
Discussion
2.1
Mapping table on IAB-donor DU

For downstream packets, the IAB-donor DU has to derive L2 information such as BAP address, BAP path ID and BH RLC channel from information contained in the IP header. 

Observation 1: For downstream packets, the IAB-donor DU has derive BAP address, BAP path ID and egress BH RLC channel from IP header information using mapping tables.
The following IP header fields can be considered for these mapping tables:
· IP header
· IPv6 Flow Label 

· IPv4 DSCP and IPv6 Traffic class (six leading bits)
It is possible to provide a separate mapping table for individual L2 identifiers. It might make sense, for instance, to have one mapping table for the lookup of BAP address and BAP path ID and a separate mapping table for the lookup of BH RLC channel (Tables 1a and 1b). To ensure sufficient configuration flexibility, each of these mapping tables should include all of the above IP header fields. This allows, for instance, to select the BAP path ID independently for each UE bearer by using the IPv6 Flow Label. It further allows to use the large IPv6 address to indicate an extended set of RLC channels. 

Table 1a: Example for mapping table to derive BAP address and BAP path ID 
	IP header information 
	Derived L2 identifiers

	TNL address

(IPv4/IPv6 IP address)
	Flow Label

(IPv6)
	Traffic class

(IPv6)
	DSCP

(IPv4) 
	BAP address
	BAP path ID


Table 1b: Example for mapping table to derive BH RLC channel 

	IP header information 
	Derived L2 identifier

	TNL address

(IPv4/IPv6 IP address)
	Flow Label

(IPv6)
	Traffic class

(IPv6)
	DSCP

(IPv4) 
	RLC channel


Obviously, the amount of configuration and processing can be reduced if only one mapping is used for all L2 identifiers (Table 2). 
Table 2: Example for mapping table to derive the complete set of L2 identifiers 

	IP header information 
	Derived L2 identifiers

	TNL address

(IPv4/IPv6 IP address)
	Flow Label

(IPv6)
	Traffic class

(IPv6)
	DSCP

(IPv4) 
	BAP address
	BAP path ID
	RLC channel

	M
	O
	O
	O
	M
	FFS
	M


Proposal 1: One mapping table should be used for the determination of all L2 identifiers, i.e. BAP address, BAP path ID and BH RLC channel, from IP header information.

To reduce specification effort, it would be beneficial to reuse the present TNL address format for the configuration of this mapping table. This TNL address format further has the benefit that it allows simultaneous configuration for IPv4 and IPv6 addresses.
Observation 2: Reusing the present TNL address format for the configuration of the mapping table reduces specification effort and allows for simultaneous mapping configuration for IPv4 and IPv6 addresses.

Proposal 2: The existing TNL address format should be reused to reduce specification effort and allow for simultaneous mapping configuration for IPv4 and IPv6 addresses.

In some deployments, it may be desirable to not use some of the IP header fields, e.g., in case they are configured independently for other purposes. It may, for instance, be perceivable that the IPv6 Traffic Class is used for QoS enforcement on the wireless backhaul and configured via O&M. In this case, this field should not be used for the mapping on the wireless backhaul since the values are not known to the CU-CP. Similar reasons might apply to IPv6 Flow Label or IPv4 DSCP. For these reasons, it would be beneficial to keep configuration of these fields optional. The TNL address, however, must be mandatory since it is needed to derive the BAP address.

Observation 3: Flow Label, Traffic Class and DSCP fields may not be under control of CU-CP for configuration and therefore its values may not be known. 

Proposal 3: Flow Label, Traffic Class and DSCP fields should be optional in the mapping table.
2.2
Mapping table on IAB-donor CU-UP
IAB-donor CU-CP and CU-UP have to set the IP header fields on outgoing packets so that the IAB-donor DU can map them to the appropriate L2 identifiers on the wireless backhaul. 

On the CU-CP, this setting is based on implementation. On the CU-UP, the mapping of the IP header fields for downstream packets needs to be configured. This configuration should occur with F1-U GTP tunnel granularity. 

Presently, the CU-UP already configures the TNL address for each F1-U GTP tunnel. This configuration needs to be extended to also include Flow Label, Traffic Class and DSCP fields. These fields can be captured in a separate IE, referred to as Transport Layer Traffic Classifier, which is included in the UP Transport Layer IE (Table 3).

Proposal 4: The configuration of DL F1-U GTP transport layer information on the CU-UP should be extended with Flow Label, Traffic Class and DSCP as optional fields. 

Proposal 5: RAN3 should adopt the TP for UP Transport Layer IE below. 

Table 3: Extension to UP Transport Layer IE to capture Flow Label, Traffic Class and DSCP 

	9.3.2.1
UP Transport Layer Information

The UP Transport Layer Information IE identifies an transport bearer associated to a DRB. It contains a Transport Layer Address and a GTP Tunnel Endpoint Identifier. It may also include a Transport Layer Traffic Classifier. The Transport Layer Address is an IP address to be used for the user plane transport. 

IE/Group Name

Presence

Range

IE type and reference

Semantics description

CHOICE Transport Layer Information
M

 >GTP Tunnel
   >>Transport Layer Address

M

9.3.2.4
   >>GTP-TEID

M

9.3.2.3

   >>Transport Layer Traffic Classifier
O

X.X.X.X

X.X.X.X
Transport Layer Traffic Classifier
The Transport Layer Traffic Classifier includes IPv6 Flow Label, IPv6 Traffic Class (leading 6 bits) and IPv4 DSCP. 

IE/Group Name

Presence

Range

IE type and reference

Semantics description

DSCP
O

BIT STRING (SIZE(1..6, …))

Traffic Class
O

BIT STRING (SIZE(1..6, …))

First size bits of traffic class field in IPv6 header

  IPV6 Flow Label

O

BIT STRING (SIZE(1..20, …))




3
Conclusion
This paper discusses the mapping tables to be configured on IAB-donor DU to derive L2 information such as BAP routing ID and RLC channel from IP header information. The discussion includes extensions to the configuration of CU-UP to include additional IP header information onto F1-U packet headers. 

The following observations and proposals have been made: 

Observation 1: For downstream packets, the IAB-donor DU has derive BAP address, BAP path ID and egress BH RLC channel from IP header information using mapping tables.
Observation 2: Reusing the present TNL address format for the configuration of the mapping table reduces specification effort and allows for simultaneous mapping configuration for IPv4 and IPv6 addresses.

Observation 3: Flow Label, Traffic Class and DSCP fields may not be under control of CU-CP for configuration and therefore its values may not be known. 

Proposal 1: One mapping table should be used for the determination of all L2 identifiers, i.e. BAP address, BAP path ID and BH RLC channel, from IP header information.

Proposal 2: The existing TNL address format should be reused to reduce specification effort and allow for simultaneous mapping configuration for IPv4 and IPv6 addresses.

Proposal 3: Flow Label, Traffic Class and DSCP fields should be optional in the mapping table.

Proposal 4: The configuration of DL F1-U GTP transport layer information on the CU-UP should be extended with Flow Label, Traffic Class and DSCP as optional fields. 

Proposal 5: RAN3 should adopt the TP for UP Transport Layer IE below. 
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TP for NR_IAB BL CR for TS 38.463
START CHANGE

9.3.2.1
UP Transport Layer Information

The UP Transport Layer Information IE identifies an transport bearer associated to a DRB. It contains a Transport Layer Address and a GTP Tunnel Endpoint Identifier. It may also include a Transport Layer Traffic Classifier. The Transport Layer Address is an IP address to be used for the user plane transport. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Transport Layer Information
	M
	
	
	

	 >GTP Tunnel
	
	
	
	

	   >>Transport Layer Address
	M
	
	9.3.2.4
	

	   >>GTP-TEID
	M
	
	9.3.2.3
	

	   >>Transport Layer Traffic Classifier
	O
	
	X.X.X.X
	


X.X.X.X
Transport Layer Traffic Classifier
The Transport Layer Traffic Classifier includes IPv6 Flow Label, IPv6 Traffic Class (leading 6 bits) and IPv4 DSCP. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DSCP
	O
	BIT STRING (SIZE(1..6, …))
	
	

	Traffic Class
	O
	BIT STRING (SIZE(1..6, …))
	
	First size bits of traffic class field in IPv6 header

	  IPV6 Flow Label
	O
	BIT STRING (SIZE(1..20, …))
	
	


END CHANGE

